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System Requirement

Intel Core | Intel Core Intel
CPU 2 Quad 2 Duo Pentium D Inte(I;PHi 28 Inte(I;PHi 28
Q6600 E6400 930
RAM 2GB 1 GB 1 GB 512 MB 512 MB
Mother- Intel 945, 965 chip or above, Intel Chipset and ASUS Vender
board recommended
Disola ATi Radeon 9200 , nVIDIA GeForce FX-5200 , Intel 945G/965G
piay or above (ATirecommended)
Ethernet 100 baseT or above, Gigabit LAN recommended
Hard Disk 80 GB or above
os MS Windows 2000 / XP pro sp2 / 2003/Vista

Parameter definition:
For IP network camera

M: parameter of resolution of camera. 1 Mega-pixel : M=10VGA or D1
resolution : M=5CIF resolution : M=1
N: FPS of Camera

For analog camera (FCS-8004 capture card) P = 60

S=M*N+P For example: 16 channel system a) 1 camera at 1 Mega-pixel
resolution with 10FPS b) 2 cameras at D1 resolution with 15FPS c) 5 cameras at
CIF resolution with 30FPS d) 8 cameras with 2pcs FCS-8004

a) M=10; N=10, S=10*10=100 b) M=5; N=15, S=5*15=75 c) M=1; N=30,
S=1*30=30 d) P=60 S of All Cam.=1*100+2*75+5*30+2*60=520 Therefore, the
Minimum Hardware Requirement is D level.

page-9
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INSTALLATION

Install IP camera(s)

Step 1: Set up the IP camera referring to the quick installation guide provided.
Step 2: Check the network between the IP camera and the system.

Step 3: Add the IP camera to the system. See details on later pages.

Install capture card(s)

Step1: Insert the card onto an empty PCI slot. Connect the Audio/Video Cable to
the connector in the same color.

Step 2: Turn on your PC and start Windows.

Step 3: Insert the included Software CD into CD-ROM.

Step 4: Run InstallDrv.exe from the CD-ROM driver/ directory to install the
Capture Card driver.

Step 5: After driver being installed, restart your PC.
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Server IP CamSecure Installation

Step 1:Insert the Installation CD.

Step 2: The setup page should be loaded automatically. If it does not, please
select your CD-ROM drive manually to open the setup page. Click “IP
CamSecure” to initiate the installation.

one

WWW.LEVEL 1.cOM

‘ IP CamSecure

User Manual

Step 3: Select the language for installation from the choices below.

ﬁl*' S e "Wzﬂa“a r_@:@

Choose Setup Language 1

Select the language for the installation from the choices below.

Chineze [Simplified] -
Chineze [Traditional)

French [Standard]
German

Greek

Italian

Japanese

F.aorean

Portuguese [Erazilian)
Partuguesze [Standard] |
Fiuzzian

Slorvak -
Snarizh

m

|nstallshisid

 4Back |I_ Mext » i [ Cancel ]

Note: if you want to install Farsi or Hebrew, please select English for language.
After installation is finished, run LangPackFAR.exe for Farsi or LangPackHEB.exe
for Hebrew from the language pack folder in CD-ROM directory to install.
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Step 4: Click Next to continuous.

IP CamSecure - InstallShield Wizard ==

. Welcome to the InstallShield Wizard for IP
: Cam5ecure

The InstallS hield® wWizard will inztall IP CamSecure on your
camputer. To cantinue, chick Mest.

£ Back [ Meust ][ Cancel

Step 5: Check the option I accept the terms of the license agreement”.
Click Next to continuous.

1P CamSecure - InstaliShield Wizard ==
License Agreement

Fleaze read the following license agreement carefully.

End User License Agreement ("ELILA™)

L3

Do not install or use the software until you have read and accepted all of the licenze
terms. Permission to use the software is conditional upon vour agreeing to the license
terms. Installation or use of the software by vou will be deemed to be accepiance of

the license terms. Acceptance will bind you to the licensge terms in a legally enforceable
centract with Digital Data Communications Asia Co. Ltd.

* SOFTWARE LICENSE AND LIMTED WARRANTY

This is an agreement between you, the end user, and Digital Data Communications Asia
Co. Ltd. ("DDCA"). By u=sing this software, you agree to become bound by the terms of

4hin aaronemant

@) | accept the terms of the license agreement

| do not accept the terms of the license agreement

< Back i Feut > I Cancel
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Step 6: Please enter your name and the company name for which you
work. Click Next to continuous.
1P CamSecure - InstallShield Wizard ==
Customer Information

Pleaze enter your information.

Pleaze enter your name and the name of the company far which you wark.

Jzer Mame:
Jéhn
Company Mame:

LevelOng

| ¢ Back ]E Mest > }[ Cancel ]

Step 7: Select Y*Complete Setup Type” or “Custom Setup Type” to install
the System. —
1P CamSecure - InstalShield Wizard Ex=
Setup Type

Selzct the setup type ta install

Pleaze zelect a setup type.

@) Complete

All program features will be installed. [Requires the most disk space.]

Select which program features you want installed. Becommended for
advanced uzers,

¢ Back ][_ Mest > } [ Cancel

ICOMPLETE SETUP TYPE
Install all program features into the default directory.
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-  Check the option “Complete”, and then click “Next”. All
program features will be installed. [Require the most disk
space.]

ICUSTOM SETUP TYPE

Install the system to a preferred directory. Or select whichever

program feature(s) to install. This is recommended for advanced
users.

- Check the option “Custom’”, and then click “Next”.
- Select appointed folder where setup will install files to. Click
“Change” to modify the installation directory.

1P CamSecure - InstaliShield Wizard
Choose Destination Location ‘
Select folder where setup will install fles. I‘- .-
i Install IP Cam$ ecure to:
§ e
' C:A\Program Files\LevelOnetPCamSecure l Change... |

| < Back |[ Mest » ]| Cancel |

- Select the features setup will install. There are 4 features to
choose in the server setup process: MainConsole, Playback,
LiveView, Backup, and Verification tool. Click “Next” after

confirmation.
IP CamSecure - InstallShield Wizard

Select Features ‘

Select the features setup will install S
Select the features you want to install, and deselect the features you do not want to install.

v Description

:v_ Playback The main contral conzole of
| LiveView the [P CamSecure.

| Backup
| Verification

220,83 ME of zpace required on the C drive
2237.00 MB of space available on the C drive

< Back ][ Mext » JI Cancel
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Step 8: Click ins‘rql_l___’rq_“g_‘_r_qr_‘r_fr_g@@’roIlo‘rion.

1P CamSecure - Instal
Ready to Install the Program

The wizard iz ready to begin installation.

Click Install to begin the installation.

If pou want to review or change any of your installation settings, click Back. Click Cancel to exit
the wizard.

< Back ][ Inztall ]I Cancel ]

e ~ure—]nsl3
Setup Status

IP CamSecure iz configuring your new software installation,

Installing

C:AProgram Files\LevelOnellPCamSecuretBackup.exe

Instafls higld

Step 9: Click Finish after installing the system completely.

I-PCamS i IS_I"I w_ma

InstallS hield Wizard Complete

The InstallShield Wizard has successfully installed IP
CamSecure. Click Finish to et the wizard

< Back _ ._ Canicel
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Remote Desktiop Tool

Remote Desktop Tool allow user remote to access Main Console System
and setup configuration.

Step 1:Insert the Installation CD. Run Setup.exe from the CD-ROM
directory/RemoteDesktopViewer to start the installation.

Step 2:In the InstallShield Wizard dialog box, click Next to continuous.

‘Welcome to the InstallShield Wizard for
Remote Deskiop Viewer

The: InstallShisld Wizard will install Remote Desktop
Viewer on your computer. To continue, click Newt,

e Cancel

Step 3: Check the option I accept the terms of the license agreement”.
Click Next to continuous.

T et e E
License Agreement
Please read the following license agresment careful:

End User License Agreement ('EULA") -

Do not install or use the software Ut you have rsad and accepted all of the license
terims. Permission to use the software is condtional upon your agresing to the license
terims. Installation or use of the software by you will ke desmed to be acceptance of
the licensse terms. Acceptance wil bind you to the license terms in a legally enforceable
conlract with comperty.

* SOFTVYARE LICENSE AND LIMITED WARRANTY
This is an agresment between you, the end ussr, and company. By using this
software, you agres to hecome bound by the terms of this agreement.

1 sccept the terms of the license agreement Erint

+ 185 Wt assent the Bims of the lisios agrennsnt

= Back Caneel

Step 4: Please enter your name and the company name for which you
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work. Click Next to continuous.

i TP Camscrs - InstallShisld Wizard

Flease enter your name and the name of the company for which pou work.

User Name:

Company Name:

Test Computer

< Back Hext =

o — D S
Pleaze enter your infarmation. Ih

Cancel

Step 5: Select Y*Complete Setup Type” or “Custom Setup Type” to install

i IF CamSecure - InstallShisld Wizand X
Setup Type ‘ y
Select the setup ype ta install I B

Please select a setup type
* Lompleld
@ Al program features will be installed. [Requires the most disk space.]
Cugtom
Select which program festures pou want installed. Recommended for
advanced users
< Back Next = Cancel

Install all program features into the default directory.
- Check the option “Complete”, and then click “Next”. All
program features will be installed. [Require the most disk

space.]

ICUSTOM SETUP TYPE

Install the system to a preferred directory. Or select whichever
program feature(s) to install. This is recommended for advanced

users.

- Check the option “Custom”, and then click “Next”.

- Select appointed folder where setup will install files to. Click
“Change” to modify the installation directory.
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Remote Desktop Viewer - InstallShield Wizard

Choose Destination Location
Select folder where setup will install files.

4= Install Remate Desktop Viewer to:

C:\Program Files\non_branded'RmtD skViewer

[ cBack JT wew> [ cancel |

- Select the features setup will install.

Remote Desktop Viewer - InstallShield Wizard

Select Features ‘
Select the features setup will install
Selact the features pou want ta install, and deselsct the features you do not want to install.
Description
J
3,81 MB cof space required on the C diive
3368.65 MB of space avallable on the C drive
[ cBack J met> ][ cancel |

Step 6: Click “Install” to start the installation.

Remote Desktop Viewer - InstallShield Wizard

Ready te Install the Program ‘
The wizard is ready to begin installation

Click Ingtal to begin the installation.

\Lyou_mgﬂorcviwuchmge any of your installation settings, click Back. Click Cancel to exit
the wizard,

[ cBack J[ et ] [ cancel |

Step 7: Click “Finish™ after installing the system completely.

Remote Desktop Viewer - InstallShield Wizard

InstallShield Wizard Complete

The InstallShield Wizard has successiull installed Remote
Desktop Wiewer Click Finish to exit the wizard
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capture card Installation

Driver Install Tool help user to auto detect type of capture card and install
corresponding drivers.

Step 1:Insert the Installation CD. Run InstallDrv.exe from the
CD-ROM directly to start the installation.

Step 2:In the CaptureCardDriver Setup Wizard dialog box, click Next to
contfinuous.

BT878Driverdetup Setup

Welcome to the BT878DriverSetup
Setup Wizard

This wizard will quide you through the installation of
BTE7E0riverSetup,

It is recommended that you tlase all other applications
befors starting Setup. This will make it possible to update
relewant system files without having ko reboot your
computer,

Click Install to start the installation.

Inshll Coneel
Step 3: Installing CaptureCardDriver.
;L; r' BI878Dsiverfetup Setup
Installing
Please wait while BT878Driversetup is being installed, (‘7

Execute; "C:\Program Flles|BTB7EDriverSetuplDriver\Namelta7s.exe” 0

Show details
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Step 6: Click “Finish” after installing the system completely, and then
choose to reboot now or later.

BT878Driverdetup Setup

Completing the BT878DriverSetup
Setup Wizard

BT878DriverSetup has besn installed on your computer.

Click Finish to close this wizard,

Finish
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PDA Client Installation  (Professionals version only)

Step 1: Connect PDA device to the PC.

Step 2:Insert the installation CD, Run Setup.exe from the CD-ROM
directory/PDACIlient to install PDA Client.
Note: If you do not have Microsoft® ActiveSync installed, a
message will appear “Can not find ActiveSync. Please reinstall
ActiveSync and than run this installation again.”

Step 3: Check the client application is installed completely in PDA device.

it [ 2:46 ok

PDA Client.CAB was successfully
installed on your device.

If you need more storage space, you
Can remove instaled programs.
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Smart Phone Client Installation (Professionals version only)
Step 1: Connect Smart Phone device to the PC.

Step 2:Insert the installation CD, Run Setup.exe from the CD-ROM
directory/SPClient to install PDA Client.
Note: If you do not have Microsoft® ActiveSync installed, a
message will appear “Can not find ActiveSync. Please reinstall
ActiveSync and than run this installation again.”

Step 3: Check the client application is installed completely in smart phone
device.

Installation ¢
successfully installed on your
device.

If you need more storage space,
you can remove installed
programs.
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QuickStart

Execute Main Console

Execute Main Console and enter your own password into the edit box,
enter it again for double confirm and then click on OK. Enjoy the
Intelligent Surveillance Solution.

E Backup System.
[ Main Console
[ Bleyback Syctemn = Please enter user name and passward
]El Remote Live Tiewer
=) Uninstall TP CamSec'm{{j User Name: [ crmin]

kd DETools

) Levellne ) 1P Camdecuze | ) Uesr Manal Pagsword:

Activate IP Camera License(s)
{3F Setting

& User Account Setting
License Manager

Step 1: Open ‘“License Manager” Tool in Config

SavefLoad Configuration 2
menu- { Counting Application
& pos Application
. . B Log viewer
Step 2: Select "Activate” tab, check the PC in R 5 oo
“On line” network environment. AR

Schedule  Guard About MainConsole. ..

EVNES .

Step 3:Insert the SN, SN file or dongle to activate

license. T M o
Step 4: After software license /VSN e T
is activated
successfully, please Step?2 <
restart Main Console. ¥
Note: Please refer page 165 B gliar
for advanced settings. e
B r
STep 3 <\ '8 ImpnnSNﬂle' Brawse
T
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Install IP camera(s)

Step 1: Setup the IP camera(s) by referring to the user manual provided by
the IP camera manufacturer.

Step 2: Make sure you can access this camera through |E browser.

Step 3: Add the IP camera(s) to the system by following steps.

Add IP camera(s)

User Account Setting
B Llicense Manager

Save/Load Canfiguration Ste p 3

Counting Application
POS Application
Log Yigwer

Step 1: Go to Start > All Programs > LevelOne >
IP CamSecure > Main Console.

Backup

Step 2: Type in user name and password and

Metwiork Service

|Og in TO The SySTem' Sclisdide; S, Ahout MainConsole. ..
EIVNEY -
Step 3:1n Main Console, go to Config > Setting
to obtain the Setting panel. S omers

Device Found

L-CL0
FCS-<000
E Levaiine WCS-2010
C1192.166.1.90 LeveiOne FCS-1010
[1192.166.1.60 AXIS 207
O192.188.1.93 Leveione FCS-3000

Step 4: Go to Camera tab.

Note: If your IP cameras support UPnP, follow Qmis  fn e s
. Cisatemey, e G0 G0Letatei) vl
step 5. Otherwise, follow step 8.
Step 5: Click on “Search” to find out the IP
cameras at this local area network T
(LAN).

Note: Search function only available when
the IP cameras support UPnP.

Step 6: Select one of the IP cameras that are
available; check this camera-and
enter the username and password.

Step 7: Click OK to add the camera.

Step 8: Click “Insert” to insert the IP cameras.
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Quick Start

Step 9: Enter the IP address or domain name (check the “Use DNS”
option), Http Port, Username, and Password.

Step 10: Click “Auto Detect”

Step 11: Click OK to add the camera.

Step 12: Click OK to exit Setting panel.

Step 9
Step 10

—
Step 11 seozi0 ]

2 M3 T4
i A
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Quick Start

Set Schedule

Step 1.

Step 2:

Step 3:

Step 4.

Step 5.

Step 6.

Step 7.

Go to Start > All Programs > LevelOne > I[P CamSecure > Main Console.

Type in user name and password and g
log in the system.

Click on “Schedule".

The default schedule is “always record' =
when a camera is newly inserted.

Choose a camera and then click on Step 4 Step 5
“Configure” or just double click on the

schedule bar to modify the recording ——
mode.

Click OK to update the recording
schedule.

Click OK again to go back to Main Console.
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Set Smart Guard gl = o Tolelals)

| aimre Smar Cusd Sy

Step 1: Go to Start > All Programs > LevelOne
> [P CamSecure > Main Console.

Step 2: Type in user name and password and log
in the system.

Step 3: Click on “Guard”.

Step 4: Select a camera and then click on “Insert
Event.”

Step 5: Take General Motion for example, select
General Motion as the event type and
then click on OK.

Step é:1n Alarm Event Configuration panel, define
your own detection zone, sensitivity and
interval. After that, click on OK to save the
configuration.

Step 7: Click OK to go back to Main Console.

thbag

BELH _pOE
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Start Recording & Smart Guard

Step 1: Go to Start > All Programs
> LevelOne >I|P CamSecure >
Main Console.

Step 2: Type in user name and password
and log in the system.

Step 3: Click on “Start”.

Step 4: Click on “Start Recoding
Schedule” and “Start Smart =
Guard System™ to enable the two g = A ) S
functions. 2
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Playback
Step 1: Go to Start > All Programs > LevelOne > |P CamSecure > Main Console.

Step 2: Type in user name and password and log in the system. -

Step 3: Click on “Playback”. olalelals

Step 4:In Playback, click on “Open Record Step 3
Step 5: Select a specific day from the calendar
and click on “Show Records” to make sure the video is available,
left click on mouse and drag to select a video clip to replay, user
can also select multiple channels to replay at the same time.

Step 6: The recorded files are ready to view now.

% DateTime Search Dislog [Local Machine] |
= - Date Time Period ~¥iden Preview P C re
©-23iE00 lse

A l;znngt 778 = 201500 = | | ¥ EnsblePreview  2008/07/08 201511 —
‘ +A 2009 » = e
End Time: 2009 7/ 8 — [20:36:00
11234 ! =
56789101 L !
12 13[14 15 16 17 18 =
1920212223 2425 Colar EventTyne =
262728293031 1 General Motion
- § ] Foreign Objest
O Missing Object
I Show Records = L
[ Camera Block -
I~ Show Event Log O Signal Lost ||
fP= oMl 8w 0w w s w w @
L]
li=]
== Al
e RECON BbeEYS
——— Record on Motion A r———
~ |
[
e L)
i N\ ‘'
m .. (IR ] @
1
2 o 0 o
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1. MainConsole

This is the main operation system - to activate, schedule
recording, setup smart guard and configure system setting.

page-
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Exit <

Bt Pt ean s oty

s e e DEHEE | B8
Minimize < (v) (oo elalr)

Screen Division

EXIT:

Shut down the Surveillance System or
log out current user.

Exit MainConsole i

MINIMIZE:
.« . . N N — Please gelect the operation you wantto do
Minimize the Main Console window. L4 i

IExitMain Consale LI

v 0K | X Cancel |

SCREEN DIVISION:

Allocate the sub-screen display by clicking on the desired layout icon.

To switch to single camera display, double click on a particular sub-screen.
Double click on the screen again to regain previous screen division layout.

Divide info Divide info ] Divide into | Divide info
1 screen(s) 4 screen(s) |1 6screen(s) 9 screen(s)
Divide into ]| Divideinto [TT7]| Divide into []|| Divide into
1| 10 screen(s) | 13 screen(s) 16 screen(s) N screen(s)
|| Divide into [ '"]| Divide info x Switch to ta|| Rotate all
| 13 screen(s) 1| 17 screen(s) Full screen || screens
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Start Monitor &l

Start Recording Schedule
Start Srnart Guard System
Start Counting Application

Cpen Event Repor
Open E-Map

Cpen Resource Report
Open /O Control Panel

Lock Systemn

Click on the Start icon and select from the drop down menu to activate/
deactivate: (a) Recording Schedule System, (b) Smart Guard System, or
(c) Counting Application. Or select Start/Stop Monitor All to activate/
deactivate all the functions at once.

The Start menu also include the option to Enable Secondary Display, and
open monitor tools, such as open event report to monitor smart guard
event; open E-map window to monitor all devices with map indicator;
open Resource Report to check system status; open IO Control panel to
monitor the DI/DO status and manual triggering the DO devices; or lock
the system here. See page 105 for more details about secondary display.

1. When activating any of the monitor functions of Smart Guard, system
would consider the current screen status as normal. Therefore, if you
want to, for example, detect Missing Object, be sure the object
needed to be protected is in its position at the moment you click Start
button.

2. To automatically activate the Recording Schedule System, Smart
Guard System and Counting Application as the MainConsole starts, go
to Config > Setting>General > Startup to setup the auto-startup
functions.
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3. As for Secondary Display, open event report, open E-map window,
open Resource Report and open IO controls panel, MainConsole will
keep the behaviors as the latest status when exiting the system.

Click on the icon to get Playback Console. You can watch recorded
video, search recorded video, adjust image of the stored data, save
video/ pictures, print images, check log information and event records,
and set up recording function configuration. See PlayBack on page 39 for
detail.

Organize recording fime schedule and setup recorder configuration. See
Schedule on page 59 for detail.

Add/edit type (s) of events that you want to detect; setup action(s)
responding to events. See Guard on page 68 for detail.
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Select from the drop down menu to modify general setting, user account
settings, save/ load configuration settings, open License Manager, edit
counting application and POS application, access log viewer and
backup files, or setup network services. See Config on page 88 for detail.

User account and License manager could only be enabled for users
with administrator priviege.

Display date, time, free Disk space, IP Camera Bitrate customized text and
Further information like Temperature, Fan speed, System Resource and
Network Utilization.

To customize Information about window's setting, go to Config >
Setting > General > Status Display. Click “Advanced Setting” for further
information like Temperature, Fan speed, System Resource and Network
Utilization.

Conftrol the movement of PTZ cameras. With cameras that support PTZ
conftrol, you can move, zoom, patrol, adjust the focus, and set preset
points of the cameras.
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1.3.1 Preset/ Go

Adjust the camera view until you are satisfied. Click on the Seticon and
set up the view as the preset point 01. Adjust the camera view again and
set up the preset point 02. Repeat the process until finish setting up all
preset points. You can enter any names you want instead of the preset
point 01, preset point 02, preset point 03..., click on the Go icon and view
the result of your setting.

Note: For the speed settings of PTZ camera, go to Config > Setting>PTZ
Config to setup the advanced settings.

1.3.2 Zoom
Click on the + and = signs to zoom in and zoom out the view.

1.3.3 Focus
You can select to have the camera focused near or far. To focus near
means objects that are closer will be clearer than the objects that are
further away. On conftrast, to focus far means objects that are further will
be clearer than the objects that are closer. Click on the Focus icon and
select auto focus if you want the system to decide the focus point for you.

— -
1.3.4 Patrol A G o ]
Go to Patrol > Set Patrol to obtain Gouphiame: [Gopt
the Patrol Setup dialog. From the left e
window, select the cameras that o
you would like to have in the patrol
group. Align the cameras in order in
the right window and adjust the
time. Rename the group name if
you want. After completing the
setup, check the Active option, and
then click OK.

76 ] (X caea ]

You can setup up to four groups of auto patrol. To start or stop, click on
the Patrol icon in the Main Console, and select Start Patrol or Stop Patrol.
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1. MainConsole

1.4 On Screen Menu

3] Enable Move

Right click on the camera screen and get the &1 Enable Tak
“On Screen Menu”, from which you can quickly
adjust the setting of camera. Connect

2% Disconnect

1.4.1 Enable Move

With cameras that support PT function, click the
“Enable move” function to adjust the current
camera'’s view by clicking on the display screen.
To cancel this function, right click on the screen

Showy Camera r
Duplicate Camnera k
Delete Camera

Enable Digital PTZ

and select Disable Move. Llontelod
Snapshat
1.4.2 Enable Talk Mariual Record

With cameras that support two-way audio, select Toggle Fullscreen
enable talk to utilize the function.

1.4.3 Connect/ Disconnect

Right click on the display screen and select Connect/ Disconnect to
modify the connecting status of the camera.

1.4.4 Show Camera

Select the camera from the Show Camera Menu to display video on

selected screen.

Note:

1. The camera list of show camera menu shows as the one in the right
column of monitor display panel.

2. The change of displayed screen is only applied to the current display
divisions.

1.4.5 Duplicate Camera

Select the camera from the Duplicate Camera Menu to duplicate

camera video to selected screen.

Note:

1. The duplicated camera would add to the camera list of duplicate
camera menu shows as the one in the right column of monitor display
panel.

2. The change of display list will apply to all divisions and also the right
column of monitor display.
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1.4.6 Delete Camera

Click on Delete Camera to remove a camera from the display screen of

the display screen.

Note:

1. The camera list of delete camera menu shows as the one in the right
column of monitor display panel.

2. The settings will apply to all divisions and also the right column of
monitor display.

1.4.7 Enable Digital PTZ

To enable the PTZ functions of the cameraq, select the “Enable digital PTZ
option”. Use mouse wheel or click on the + and - signs to zoom in and
zoom out on the camera. The square flashing on the video grid indicate
the correspondent view of the camera.

Note: Enable Digital PTZ is the option function in IP+ software not in IP
software.

1.4.8 Fix Aspect Ratio
For some special camera resolution, user can enable Fix Aspect Ratio to
view original ratio video, or disable this option to stretch 3:4 to fit window.

1.4.9 Snapshot

Select the snapshot function to capture
a specific video image frame
immediately. You have the options to
copy the image to clipboard or to save CAMi3Cam2
it. For further settings, select OSD option
and POS option to export the image
with date/time, camera number/name
and POS text. If the digital PTZ function \
is enabled in display v?ew, youcanalso |~ =2 T T |
decide either Full size or Selected Save Image | Copy to Clipboard | X Close |
region as your snapshot region.

ﬁ Snapshot

1.4.10 Manual Record
Start recording video by selecting manual record.

1.4.11 Toggle Fullscreen
Select it to view a specific channel with fullscreen. Press “ESC" to go back
to original window.
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1.5 Live Display

Live display is flexible to change channels and screen divisions. Each
screen divisions have the same display list, but have the different
sequence.

Such like, when using Show/Duplicate/Delete Camera function to edit
camera list, the operator will apply to all different screen divisions.

Note: The camera list of all divisions is the same as the right column of
monitor display tab on Config/Setting window, it means two monitors
could have two different list.

Action Current | Other division
division
Show camera 1 1
(add cam 1) add to first free channel
Duplicate camera 12 1272
(duplicate cam 2) | |LZ add to first free channel
Delete camera 12 1l 12
(delete cam 2") remove cam 2 and keep channel free

When using mouse to drag camera channel, the sequence change
would only apply to original division.

Originall Action Current division | Other division
1] 2 Drag cam 1 to 2] 2 12 3]
cam 4 4
3|4 3|1
Not change
sequence

Right click on the camera screen and get the On Screen Menu, from
which you can quickly adjust the setting of camera.
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2. PlayBack

Watch the recorded video, view and/or search for unusual
events and recorded system information.

page-
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Customize the speed on Setting panel.
Forward/reverse frame by frame.
_Minimize the Playback console.
Shut down the Playback console.

Indicate the status of the playing video; drag it to where you
want to review.

Play, pause and stop the video.

When playing video, click on the Cue In/ Cue Out icon at where you
want to set as the starting/ ending point of a saved video clip. The Cue In
and Cue Out time will be displayed on the Playback Information Window
once they are set.

Control the speed of the playing video. Click + to speed up and -
to speed down.

Zoom in and zoom out. Get a close up view of the recorded video;
move to the spot you want to view by dragging the screen.
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2. PlayBack

one

EXETD)

OJEEg

Display video date and time, current video status, cue in/ out points’ fime,
and speed.

Adjust the sound level.

Allocate the sub-screen display by clicking on the desired layout icon. To
switch to single camera display, double click on a particular sub-screen.
Double click on the screen again to regain previous screen division layout.
To view in the fullscreen mode, right click on the screen to trigger Toggle
Fullscreen function.

Play the recorded video.

Click on Open Record button to access the Date-Time Panel and
withdraw the video record that you want to review.

page-
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2.5.1 Date Time Panel

B DateTime Search Dialog [Local Machine]

e B o iy Date Time Period video Preview
- #AH OO0 e
T Start Time: ‘ZDDQI e = |DD ao:o0 = G L e P
1 +H zo09 3 2 =
End Time: ‘EUUQI e = |UU 0000 <=
: 123 4 i '
56 78 91011
12 13 14[185] 16 17 18 R )
19 20 21 22 23 24 25 calar Event Type |
feeza Ao anRl | » leeneraI Wation

Fareign Ohject

Missing Object

Focus Lost

Camera Block |
Signal Lost j:

¥ Show Records.

IEEEEE

v Show Event Log

=3
=
Y

[F= omsli ¢  «
Hcamera 1
Hcamera 2
i carnera 3
Hcamera 4
Hcamera s
Hcamera 6
i cammera 7
Hcameras ’j
E—r— Pl [»
Record Abways

Record on Motion I,/ [o]'S ] Ix Cancel ]
. R2C0PC DN EvENt

2.5.2 Record Display Window f_h B @ fi ﬂ @ @

The record display window shows the

information of the available video clips. It L
. . . Recent List k
may show in calendar or list control view. For
select Folder..

further details about how to modify the

record display window view, see page 56. Remote FC 1 (132.168.1.100)
Remote PC 2 (192.168.1.101)

Bemote PC 2 (192.168.1.103)

. 'ih “Remote Server Site: Open Remote Remots BC 4 (102.168.1.107)

Playback Site Management dialog could |

select to access local machine or set up

remote playback server. Select Folder option could directly access
recorded data folder or use Recent List to access previous browser
recorded folders.

Note: To use Select Folder function need password of MainConsole.

. gﬁ Refresh: To refresh the record display window
. & Log Viewer: To access the Log Viewer Tool

. i PQOS Search: To access POS Search Tool
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. @ Previous Days: To show recorded of previous recording date

. @ Next Days: To show recorded of next recording date

2.5.3 Date Time Period
Select the start and end time points that indicate the time period you
would like to view.

2.5.4 Video Preview
Check the enable preview option to view the selected video.

2.5.5 Event Type
There are 6 event types; see Chapter 4 Guard for details. You may set up
different colors for different event types to help you select events.

2.5.6 Time Table

« Utilize the BF icon to select all channels; also utilize the = icon to

deselect dll channels. Finally, utilize the scale bar v = = 1o
modify the scale of the time table.

* To pressure the button “Show Records” makes Time Table show the
period of recording data like below:

|1 1D 1YL 1D LF 1O

|19 20 21 22 23 24 25 Color Event Type =1

= 2? e i General Mation
Fareign Object
Missing Object
Show e Focus Lost
Records - Camera Block
ow EventLog e Cigial LOSt -

|=!1’== D?ﬁ?!'g\ 1 z e 5 B 7 8 5

|Bicamera 1
_ﬁﬁ:amera 2
[Ecamera 3

| Camnera 4
[ camera s
|Elcamera 8
[ camera 7
[FicCamera 8

=t i H'“;'-' 3 |

page-43
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* To pressure the button “Show Event Log” makes Time Table show the
time of event detection like below:

Color Ewvent Twpe |

General Motion
e Farsign Object \
Missing Object
Lose Focus \
Show Event Log

— e Block
Signal Lost /
/

EEEEEE

e

2.5.7 To Withdraw the Record

Step 1: From the record display window at the top left of the Date Time
Panel, select the date you want to withdraw the record from. The
red/green/blue lines shown on the time table indicate available
recorded video records.

Note: The record display window can be shown in (a) calendar view or (b)
list control view. To modify the setting of the record display window, click
on the Sefting button at the right of the Playback Console. See page 56
for more details.

Step 2: Use color bars to differentiate event types from each other. This will
help you select video clips.

Step 3: Highlight the video clip you want to review by left-clicking and
dragging the time period. You may also utilize the Start Time and
End Time in Date Time Period Section. In addition, modify the scale
of the time table with the + and - signs on the bottom left.
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Step 4: Check the Enable Preview option to get the i name?
preview of the video you select. i name:2
. ) i name3
Step 5: Click the camera name to increase or decrease
i name4
cameras you want to playback.
i names

Step 6: Click OK when completing the setting.

2.6 Search Mode

Click on the Search Mode icon to obtain the Intelligent Search Tool panel.
You can setup unusual events here to detect abnormality occurred
during the recoding period.

* Infelligent Search Tool Panel: Click on the Search Mode icon and get
the Intelligent Search Tool panel. Set up unusual events here to
detect abnormality that occurred during the recording period.

* 5 events: There are 5 types of unusual events: General Motion, Foreign
Object, Missing Object, Lose Focus, and Camera Occlusion.

2.6.1 Unusual Event-General Motion

. General Motion: Detect all movements in the

defined area. - Alarm Event Type
| ceneral mation =l
*  Define Detection Zone: Left click and drag fo draw | = ::
a detection zone. You may define more thanone L =7
zone on the screen by repeating the process. 1 o deionzons
) Define ahject size
*  Sensitivity: Modify the sensitivity setting by Al Clear
changing the slider control. Move toward right will Rectangle count 0
increase the sensitivity level, which means a ¥ Draw Region
relatively small movement will trigger the alarm; in ¥ Stop wnen ound
contrast, move the slider control toward left will e

reduce the sensitivity for movement detection.

Set up an appropriate sensitivity level reduces the frequency of false
alarm. For instance, you can lower the sensitivity to avoid the alarm
being triggered by a swinging tree in the breeze.

page-45
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2. Playback

Interval: Move the slider control to the right to increase time interval
so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the time interval.

Stop When Found: Check the option to have the video stopped
when detecting motion in the detection zone. Uncheck the opftion to
have video kept rolling, and all detected events will show on the list in
search result box. Click on the listed event in the box to jump to the
point in the video where a motion is detected.

2.6.2 Unusual Event-Foreign Object

Foreign Object: Alarm is set off when any

additional object appears in the defined area O =]
on the screen. Senstivy. —— f——
Interval: TIJT
Define detection zone: Before detecting Feago B
foreign object, it is required to define a oo ”b::
detection area. In order to do so, left click and — o
drag on the screen. Alarm will be triggered Fectangle count 0

when any additional object appears in the _
i v Draw Regign
deTeCTIOﬂ Zzone. V' Stop when found

Search Stop

Define object size: Drag and draw on the
screen to define the size of a foreign object.

Sensitivity: Modify the sensitivity setting by changing the slider conftrol.
Move toward right will increase the sensitivity level, which means a
relatively small movement will trigger the alarm; in contrast, move the
slider control toward left will reduce the sensitivity for movement
detection.

Interval: Click and move the slider control to the right to increase time
interval so that the alarm will only be triggered when the object has
been removed from the area for longer. Move 1o the left to reduce
the time interval.

Set up an appropriate Interval value will reduce the chance of false alarm.
For example, you can lower the Interval to avoid the alarm being
triggered by a pedestrian.
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2.6.3 Unusual Event-Missing Object

—Alarm Event Type

[Miszing onject =l
Missing Object: Alarm is set off when the selected Sensiit. ~——f=—
object is removed from the defined area on the e
Screen ~ Region Definition

(= Define detection zone

) Define ahject size
Define detection zone: Before detecting missing i Clear
object, it is required to define a detection zone. Rectangle count: 0
Left click and drag to draw a detection zone. T
Alarm will be triggered when the defined object % stop when found
is removed from the detection zone. seach | con |

Sensitivity: Modify the sensitivity setting by changing the slider conftrol.
Move toward right will increase the sensitivity level and a relatively
small movement will tfrigger the alarm; in contrast, move the slider
control toward left will reduce the sensitivity for movement detection.

Interval: Click and move the slider control to the right to increase time
interval so that the alarm will only be triggered when the movement
lasts longer. Move to the left to reduce the fime interval.

2.6.4 Unusual Event- Focus Lost / Camera Occlusion

2.7 Enhancement

2.7.1 General Setting : Bpply active channet

Check the option and chose whether you wantto apply |

the setting to all the channels or only to those currently i

shown on the screen. v

r Sharperﬂ)—

2.7 2 Filter Setting e

*  Visibility: Check the option and adjust the gamma e
value of the image to enhance the image and oo
make it cleaner.

Focus Lost: System will inform you when the camera(s) lose its focus.

Camera Occlusion: Alarms when any of the cameras is blocked.

page-4/
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*  Sharpen: Check the option to activate the function. Move the slider
control to the right to sharpen the image, to the left to soften it.

*  Brightness: Check the option to activate the function. Move the slider
control to the right to make the image brighter.

* Confrast: Check the option to activate the function. Move the slider
control to the right to increase contrast.

* Grey Scale: Check the option to show the record in grey scale mode
so the image displays in black and white.

2.8 Save Video

Step 1: Click on the display screen to choose the camera display that you
want to save as a video clip.

Step 2: Set up the cue in and cue out points; the cue in and cue out time
will show on the information window.

17:16:28

Cue ln Cue Out

Step 3: Click Save Video icon, choose the

. Export Yideo/Aundio

folder where you want to save the file af,
enter the file name and click SAVE. }
Step 4: Set the Export Format as ASF or AVI JUASFH. 2
(ASF recommend) Ond SeT The Use Proﬂle. ijdowsMedlaVldeoEforLocalArea Network(asfllj
S_I_ep 5_ SeleCT TO eXpOf’T (i.e. Sove) The record End Time 2009/06/17 11:42:55
video with Audio, OSD and POS, or export Mo

. [~ Export OSD
VIdeO Only' [~ Export POS Transaction
Step 6: Click OK to save the video. 75 (X o]
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2.9 Save Image

Step 1: Click on the display screen to choose the camera display from
which you want to save pictures.

Step 2: Click Save Image button when the image you want is shown on
the screen. You may click Pause to freeze the video, use Step Forward/
Step Backward function to find the picture(s) that you want to save.

Step 3: Select OSD option and POS
option to export the image with
date/time, camera number/name
and POS text. If the digital PTZ function CANIZ.EanZ
is enabled in display view, you can
also decide either Full size or Selected
region as your image region.

CAMLE (Carn2) (00 % 74)

¥ OSD [T P05 Region: ISeIected region vl

Step 4: You have the options to copy
Save mage | Copyto Cliphoard | X Close |

the image to clipboard or to save it. To
save image just choose the folder and
the format of image (BMP or JPEG) you prefer and then click save.

Nofe: You may skip step 3 by pre-setting a folder and format that you
want to save the images (refer the section Automatically save the image
fle at page 56.)

2.10 Print
Print the current image of the video you choose.

= Print Setup

Page Setting:
Set to print the image with original size or fit the

page. Set Align image to Top, Center, or Bottom. £ Rl ags

Print Content: Align Image:  [Top =
Print the image from currently selected channel or ~Print Content

all the channels shown on the screen. @ Print active channel image

" Print all channels in the current view

2.11 Backup

If Print ] Ix Cancel]

Different from Save Video, the Backup function
saves everything from the Playback panel, including log information.

page-49
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You can start a full function Playback Console and load the backup files
intfo it on any PC with Windows operating system. This means you may
monitor the real time video and work on the backup files on separate
computers simultaneously.

Step 1: Press the “Open Record” to select data and press “Backup”.
Step 2: You can adjust the Start Time and End Time you want to backup.
Step 3: You can adjust the Cameras you want to backup.

Step 4: You can calculate the size of the backup data.

Step 5: Select the directory you want to save the backup data including
CDROM, DVD or HardDisk.

Step 6: Check the log you want to backup.

Step 7: Press the “Backup” to start backing up.

- Date Tirme Period Sfep 2

StartTime: [2000 421 = [172000 =
EndTime: [200er 421 = [172002 =
- Select Camerais)
1-16 |17-32| 33-48 | 484 |
Step 3 | xulxaxaxexs|xax7|xe|
ol AT R S R e
Sfep 4 i O ate Size Select Al | Deselect#\\l‘
- Media
@ Backup using COROM Sfep 5

" Backup using DYD

" Backup on HardDisk

l S |
Sfep 6 ——Option

" ¥ Backup Event Log

¥ Backup System Log
™ Backup Counter Log
™ Backup POS Trangaction

Step 7 s/ Backup ‘ X Cancel |
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2.12 Log Viewer

2.12.1 Unusual Event

View the unusual event history that had been detected by the Smart

Guard System.

- Log Viewer

(=15

Unusual Event } Systemn Log ] Counting Apphcanon} Counting Application (Diagram) ] FOS Log

to |[+ 20080708 20.25 - =

Exportto
Search )

_Log Type: All
= Channel: All
Sfep ] /,Date: | N3
S.I.epz | DateTirne: “7 2008/08/08 20015 ~ 5
Ewent Time | Event Type
2009/07/06 19:28:21  General Motion
2009/07/06 19:28:149  General Motion
S‘I-ep 3 2009/07/06 19:28:53  General Motion
2009/07/06 19:28:56  General Motion

2009/07/06 12:29:10
2009/07/06 12:29:12
2009/07/06 12:29:18
2009/07/06 12:29:20
2009/07/06 12:30:04
2009/07/06 19:30:07
2009/07/06 19:30:17
2009/07/06 19:30:21
2009/07/06 19:30:27
2009/07/06 19:30:29
2009/07/06 19:30:42
2009/07/06 19:31:12
2009/07/06 19:31:14
2009/07/06 19:31:16
2009/07/06 19:31:30
2009/07/06 19:31:36

General Motion
General Motion
General Motion
General Motion
General Motion
General Mation
General Motion
General Motion
General Motion
General Motion
General Motion
General Motion
General Motion
General Motion
General Motion
General Motion

| Camnera Description

2/ Step 4

|

Stepl: Choose the type of events you wish to view or select “All"" from the
drop-down menu to view adll types of events. The types of Unusual Event
include General Motion, Foreign Object, Missing Object, Focus Lost,
Camera occlusion, Signal Lost, Disk Space Exhausted, System Health
Unusual and Digital Input Triggered.

Step 2: Choose the camera channel you wish to view or select “All” for alll

the channels available.

Step 3: View the events that happened on a particular date or during a
given time period by selecting search period.
For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 4: Click Search.

Note: When working with a video record,

1. Log Viewer will search for Unusual Event in the video record in Date &
Time mode, start from the beginning to the end of the record, which is
the default setting of the system.

2. 2. Alink (&=) will appear right next to each event time. By clicking on
the link, the video will jump to the point where the unusual event takes

place.

page-5l
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2.12.2 System Log
Select Log Type form the drop-down menu. There are total 31 types of log

types, including:

1. Main Console Startup 16. Stop Live Streaming Server

2. Main Console Shutdown 17. Modify Live Streaming Server
3. User Login 18. Start Remote Playback Server
4. User Login Failed 19. Stop Remote Playback Server
5. Start Schedule 20. Modify Remote Playback Server
6. Stop Schedule 21. IP Camera Connection Lost
7. Execute Recycle 22. Auto Restart Windows

8. Enable Channel 23. Modify POS Setting

9. Disable Channel 24. POS Connection Lost

10. Start Smart Guard 25. Modify E-Map

11. Stop Smart Guard 26. Start Remote Desktop

12. Modify Smart Guard 27. Stop Remote Desktop

13. Modify Schedule 28. Modify Remote Desktop

14. Modify Configuration 29. Start Central Management
15. Start Live Streaming Server 30. Stop Central Management

31. Modify Central Management

4_a.].-u:ug WET
S.I.ep -I Unusual Event System Log | Counting Application I Counting Application {Diagrarm) I POS Log I
Log Type: IAII Ll
Date: |[+] z00gi05i05 ~ 2 SR
St 2 A]ime: ||— 2009105/05 14:50 = o ||_ 2090505 14:50 5 E Search
ep :
Event Time [ Event Type | Description [ =l
2009/05/05 02:54:47 Main Console Startup \
2009/05/05 09:56:22 Main Console Shutdown
2009/05/05 13:29:02 Main Console Startup Step 3
2009/05/05 13:29:04 User Login adrnir
2009/05/05 13:29:10 Start Schedule I
2009/05/05 12:29:15 Start Smart Guard
2009/05/05 13:47:56 Modify Configuration
2009/05/05 13:42:21 Modify Configuration
2009/05/05 13:49:46 Modify Configuration
2009/05/05 13:50:56 Modify Configuration
2009/05/05 13:51:35 Modify Configuration ;]

Stepl: Choose the type of event you want to check or select “All” from
the drop-down menu for all types of events.

Step 2: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 3: Click Search.
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Display the history of Counting Application during a given fime period.
Log Viswer =3

Unusual Evenﬂ Systern Log  Counting Application ICUuming Application (Diagram) POS Log ]

Channel: |All o
e I = Exportion_|
Date&Time: | El ® e == Search
Event Time Charnel In out
2007/07/25 19:00:00 Carnera 3 14

2007/07/25 19:30:00 Camera 3
2007/07/25 19:32:42 Camera 3
2007/07f27 11:30:00 Camera 2
2007/07/27 12:00:00 Camera 3
2007/07f27 12:30:00 Camera 3
2007/07f27 12:32:15 Camera 2
2007/09/26 13:29:49 Camera 1

oo eEOO
-
CoRMNORD

Select the channel you want to check or select “All” from the
drop-down menu for all channels.

Select search period. View the events that happened on a
particular date or during a given time period by selecting search period.
For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Click Search.
Press the button “Export to”.
Type the fle name and choose the file format (.xlIs or .ixt).

Display the Counting Application data in diagram format.
B ES

Unusual Evem' System Lug| Counter Application  Counter Application (Diagrarm) l FO8 LDQI |

Channel: ICAMEF{A‘\ x| penoa [oneDay  #]  pate froosaino ~ 2 EpottN

Search

200511410 In

p(]ge— 0 1 23 45678 91011121314151617 1619 20 21 22 23 24




Intelligent Surveillance Solution
2. Playback

Stepl: Select the channel you want to check or select “All" from the
drop-down menu for all channels.

Step 2: From the drop-down menu, set up how you would like the

diagram to be displayed. You have the options of one day, one month, or
one year.

Step 3: Select a specific date to make it the start point of the diagram.
Step 4: Click Search.

Step 5: Press the button “Export to”.

Step 6: Type the fle name and the file will save as BMP files.

2.12.5 POS Log

View the POS Log history that had been detected by the Smart Guard
System.

Unusual | Evem' Systemn Log | Counting Application | Counting Application (Diagram) POS Log |
Log Type ICnnneEUnn Lost Ll POS IAII Ll
BEICEN © onnection |ost Y
User Defined Event Rule 1
DateTime. | User Defined Event Rule 2 [ ] 20020508 16114 (5 search | \
User Defined Event Rule 3
Camera | User Defined Event Rule 4 Event Mame | POS Mame | Description 51- 5
User Defined EventRule 5 ep
UserDefined EventRule B
User Defined EventRule 7
User Defined Event Rule 8
User Defined EventRule 9 _|
User Defined Event Rule 10
<] i El

Stepl: Choose the type of events you wish to view or select “All” from the
drop-down menu to view adll types of events. The types of Unusual Event
include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer the User
manual of POS for detail.

Step 2: Choose the camera channel you wish to view or select “All” for alll
the channels available.

Step 3: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.
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Step 4: Click Search.

Step 5: Press the button “Export to”.

Step 6: Type the file name and choose the file format (.xlIs or .txt).

2.12.6 Export
After search the log you want, just export it to .xIs or .txt file.

Unusual Event System Log I Counting Applicationl Counting Application (Diagram) I POS Logl

Log Type: IAII Ll N
Date: |[+] z00ai05i05 - 2 SR

DateTirne: |[ 7] 200910505 1458 5 2o |[7] 200008105 14,50 =12 Search S’rep 1

Event Time | Event Type | Description [ =
2009/05/05 02:54:47 Main Console Startup

2009/05/05 09:56:22 Main Console Shutdown

2009/05/05 13:29:02 Main Console Startup

2009/05/05 13:29:04 User Login adrnir

2009/05/05 13:29:10 Start Schedule I
2009/05/05 12:29:15 Start Smart Guard

2009/05/05 13:47:56 Modify Configuration

2009/05/05 13:42:21 Modify Configuration

2009/05/05 13:49:46 Modify Configuration

2009/05/05 13:50:56 Modify Configuration

2009/05/05 13:51:35 Modify Configuration ;]

Stepl: Press the button “Export to”.

Step2: Type the file name and choose the file format (.xls or .txt).
Dl ~ ﬁ(

A I 3 T o foe7/09/12 @0:45:41, Hain [:un?ule Stallrtup,
1 [FrentTins EventType Desciption | l 2007/09/12 B0:45:4)4, Ust_er Login, admin
2 2007002004541 Main Consele Startup * 2807 /09/12 B81:11:18, HMain Console Shutdouwn,
| 3 |20070912 004544 | User Login e 2087/089/12 81:27:84, Hain Console Startup,
| 4 |2007091201:11:10  Main Console Shutdown 20087/089/12 81:27:085, User Login, admin
| 5 |2007001201:27.04  Main Console Starhup 20087/09/12 61:28:27, Main Console Shutdown,
| 6 |20070912012708  User Login ardroin, 20807/89/12 15:06:51, Hain Console Startup,
| T_{20TLOZ01:28:27 | Main Comsale Shutdown 2007/089/12 15:86:52, User Login, admin
o e Lo gi:iﬁ"‘esml’ i 2007/09/12 15:07:04, Hain Console Shutdown,
020070012 150701 |Msin Console Shadiown 2087/089/12 15:88:28, Ma?n Console Startup,
11 20070012 150828 Wain Consele Srartup 2887/89/12 15:88:48, HMain Console Shutdoun,
|12 20070002 150840 Main Console Shutdown 20087 /09/12 15:88:54, HMain Console Startup,
Emmuls-os-sa Main Consols Startp 2007/09/712 15:89:81, HMain Console Shutdown,
| 14 3007002150501 Main Console Shutdosm 20807/89/712 15:14:11, Hain Console Startup,
| 15 |200700012 15:14:11  Main Console Startup 2007709712 15:14:12, HMain Console Shutdown,
[ 16 {20072 L5:14:12 | Miain Consale Shutdown 2007/09/12 15:14:31, HMain Console Startup,
| L7 J00TOM2 151431 _ Ml Consale Startup 20807709712 15:15:20, Hain Console Shutdown,
18 20070012 15:15:20  Main Conscle Shurdown. N
19 |20070012 194415 Main Console Srrtap 2807709712 19:44:15, Ma%n Console Startup,
130 | 20070012 1948-58  Main Console Shutdown. 2007709/12 19:44:58, HMain Console Shutdown,
|31 20070012 225157 Main Consele Startup 2807/89/712 22:51:57, Hain Console Startup,
Emmﬂzzz:sl:w Main Console Shutdown 2007/089/712 22:51:59, Main Console Shutdown,
| 23 | 20070012 22:52:14  Main Console Startup 2807/89/712 22:52:14, Hain Console Startup,
| 24 | 20070012 22:51:18 User Login admin 2807/09/12 22:52:18, User Login, admin
| 25 (20074512 22:52:24 | hisin Console Shatdown 2007/09/12 22:52:24, Hain Console Shutdoun,
Z ?‘fi‘fi’f??ff ff*'.‘a““,c‘m"es‘a““" 2887/89/12 22:53:19, Hain Console Startup,

Xls xt
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2.13 Setting

General |05|3 | POS |

2.13.1 Record Display ~Record Display

@& Calendar View  List Control

Calendar View: Make the record Py
. . . [~ Flaywhen open
display windows as calendar view.

¥ Auto skip when record motion only mode
Mext interval: min

List Confrol: Make the record d|Sp|Oy Previous interval: [1
windows as list confrol.

min

.

— Capture Image
~ Save in clipboard

@ _J) M @ @ {h @ NJ) “b @ @ o Manuallyfsavethe imag.eﬂle

 Automatically save the image file
1 +H 2009 v = E.% Record Date; ) =
[ 2009/07/19

20012 3 4 B z009/07/17 ‘ Ereferred|rr=ge farmmat: Ibmp vl
s 6 78 o111 : 2009/07/16 E
13 14151617 138 [ 2009/07/15 ~Miscellaneous
0119120 21 22 22 24 25 i
2009/07 /14 ¥ Synchronize video frames

|26 27 28203031 [ zo00/07/12 :
2| 20 # 48 [ 2009/07/12 ™

v OK | X Cancel|

2.13.2 Play

*  Play when open: Check the option and set the system to start
playing the video clip every time when a record is withdrew.

* Auto skip when record motion only mode: Check the option to set up
the system to automatically skip to the points where there were
motions recorded.

* Nextinterval: Set the interval with which the video goes forward when
you click on the Next icon on the control panel.

*  Previous interval: Set the interval with which the video goes backward
when you click on the Previous icon on the control panel.

2.13.3 Capture Image: Setup how you want to save image.

* Save in clipboard: The image will be saved in the clipboard and can
be pasted on other application software.

*  Manually save the image file: You can manually select where you
want to save the image, name the saved file, and choose the format
you want to save the image.
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* Avtomatically save the image file: By pre-setting a path/URL and the
image format, the system will automatically save the image
accordingly when you click the Save button in the control panel.

2.13.4 Miscellaneous

*  Synchronize video frames: Select it to avoid the tearing
problem occurring in video display while increasing the CPU
loading.

2.13.5 OSD Setting

Enable Camera OSD to display video information on recording video,
information includes camera name, camera number, date and time.
User also can set up OSD font; include the font, size, font color and any
font effects desired.

2.13.6 POS Overlay Setting

Enable POS overlay to adjust Font, Size, Color, Bold, Edge in Foreground
section, color and Transparency in Background section, and then adjust
display settings in Display on Video Preview.

General OSD |POS I Generall 0sp POS |

[¥ Enable camera OSD

~Foreground

Font |7 Tahoma
Size 9 ~
Color: 1 vI

¥ Bold ¥ Edge

~ Backaround

Color: ] vI

Transparency. — |

40

~Info

¥ Camera Mame

¥ Camera Mumber

¥ Date IQUUEIUMEW i
[V Time I'F4506145:55 -

Diefault ‘ Ay |

< 0K ‘ X Cancel |

[¥ Enahle POS averlay
- Foregrournd

Font | Tahoma =
Size 10 ~
Colar: lﬁl
¥ Bold ¥ Edge
~ Backaround
Color: lﬁzl
Transparency. —— | 40

~ Display on Yideo Preview

v Always

i Lastfor I‘\U seconds

Dafault ‘ Arply |

< 0K ‘ X Cancel |
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2.14 Remote Server

2.14.1 Add Remote Playback Site

Press the “Remote Sever L{h "
can go fo remote playback e
site management to add and P o —
setup the remote playback erees
site. Port: [5160 1
User Mame: l—
Step 1: Enter the IP address or —
DNS, POI’T, USSI’I’]Ome, Save Password: [
and Password. E
Add | Bz zites | i 22 ‘
Step 2: Click “Add” to add the
server. =

Step 3: Click OK to exit the Setting panel.

2.14.2 Access Remote Playback Site

Go to Date Time Panel and click on the (h" icon on the top of the
display window to access the Remote Playback Site

G- #QE00

anal Mfu:]'um .
Recent List L
Select Folder..

Eemote PC 1 (192.168.1.100)
Eemote PC 2 (192.168.1.101)
Bemote PC 2 (192.168.1.103)
Eemota PC 4 (192.168.1.103)
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3. Schedule

#a Schedule Configuration

X

g Load B Copyto 1 |ﬂf| Default ‘n 1® 3 4 5 5 7 8 6 0 1 1z 13 14 18 A8 17 t8 18 30 31z 33 s4ff
- & Default ] Cameral

B 01 camera1 i Camera2

=l 02 cameraz L] Gamera3

= 03 camera3 ] Camera4

04 Camerad

9 Insert P Delete ¥4 Confignre

Start Time End Time  Record | FPS Quality Resolution
06:30 15:45 Blwrays

 Default -
| Day Mode | | [J¥eek Mo..

7] (% o]

Click on the Schedule icon on the Main Console and set up

the time duration for video recording on the schedule
configuration panel.
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3.1 Day Mode
Schedule the cameras to turn the recorder on and off at the same time
every day according to your setting.

# Schedule Configuration

Load o @cors [ ot —
= &l Default i Camerat x|
01 Carneral ] cameraz
02 Camera2 ] camera 3
i 03 Cam ] Camerad
aaaaa 4 T e
T Insert B Delete (@ Contizure
Start Time | End Time Record | FPS e
06:30 1545 Ahways
[

To setup the time schedule for each camera, you may
1. Load the preset modes or

2. Insert a new schedule manually or

3. Copy to other cameras after manually setup.

3.1.1 Load Preset Modes

The system provides six modes to quickly setup recording schedule. Simply
click on the “Ei Load” for the drop-down menu to setup.

Refer below tables for the definitions of each mode in each series.
IP+ series (IP camera)

Mode Format Time Record FPS Quality | Resolution
Regular m_PJ; éi 0:00-24:00 Always mgi Maix Maix
Office e CE;Cz 8002000 | Aways [ Max Max
Shop e CE;Cz 10002200 | Aways [ Max Max
Highly Secure mPJEP CE;Cz 0:00-2400 | Always mi Max Max
Disk Saving m:; éi 0:00-24:00 Motion i—fr;?ne Max Max
Minor m:; éi 0:00-24:00 Motion i—frc:jme Max Max

*The "Max" means as the same settings as “camera settings” in the
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config/setting/camera/cameraParameter panel.

FCS-8005 / FCS-8006 series (Analog camera)

Mode Format Time Record FPS Quality | Resolution
Regular MPEG-4 0:00-24:00 Always 30 Normal CIF
Office MPEG-4 8:00-20:00 Always 30 Normal CIF
Shop MPEG-4 10:00-22:00 Always 30 Normal CIF
Highly Secure | MPEG-4 0:00-24:00 Always 30 Highest Maix
Disk Saving MPEG-4 0:00-24:00 Motion 30 Normal CIF
Minor MPEG-4 0:00-24:00 Motion 15 Low CIF
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3.1.2 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want add to the time table. The
scheduled fime will show as a grey bar.

#: Schedule Configuration @‘
Eaload [ Coryn |f| Default |u 12 3 4 § 6 7 \ 9 0 1 12 13 14 15 16 17 13 18 20 31 7z 23 24[fl
= [ Default f] Cameral

& 01 carmeral i CameraZ
= 02 cameraz il cameras
03 Carnerad ] Camerad
& 04 Carmerad
Elnm‘t i
/] \
Start Jime  End Time | Recarl FPS Quality  Resolution

" Default -
/] Day ode | | [Jveek Mo.

|4 Ok | Ix Cance\]
/

/ \ /

Step 2 Step 3 Step 4

Step 2: Click the Insert icon and add a new schedule in the Regular
Mode, i.e. to record video during the time period you set with 30 FPS,
Normal video quality, and Normal resolution.

Step 3: Change the setting if wished by clicking on the Configure icon

(See 3.7 Encoding Option Panel) or double click the schedule
information.

Step 4: Click OK.

3.1.3 Copy Schedule

You may set up the schedule for each channel/camera by repeating the

process above, or simply apply the setting of a single camera to all the
others by click the Copy to icon on the top of the display window.
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3.2 Week Mode

Schedule the cameras for each day of the week differently. In addition,
you may assign extra holidays under the Week Mode.

# Schedule Confignration %)
Lot @ Copyio W [
=[5l Defautt i Sunday
« Bl 01 cameral [ Monday
i 02 Cameraz ) Tuesday
-kl 03 Cameraz ] Wednesday
=& 04 Camerad ] Thursday
[l sunday ] Friday
Custom [ 0 satrer
Ik Tuesday
[ wednesday
o
Holida i I
[l Friday
\ [l Saturday Start Time End Time Record | FPS Quality | Resolution

Week Mode — ]

7o ] (¥ cona]

3.2.1 Default
Follow the same process to setup the schedule for every day in a week.

3.2.2 Holiday

You may assign holidays where the system will work according to the
setting of Sunday.

3.2.3 Custom
You can assign a particular date(s) on which the system will work
according to a special schedule(s) different from the others.
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3.3 Adjust the Sch

3. Schedule

eduled Setting:

You can manuadlly change the setting at any time after you insert or load
a period of schedule.

*  Opfion 1: Move the cursor to the Time Bar and change the length or
move the bar sideway to change the start and end poinfts.

*  Option 2: Clic

k on the Configure icon or double click on schedule

information on the screen (highlighted in blue) to obtain the Encoding

Option panel

(next page) and change the setting as wished.

#s Schedule Configuration %]

o
Time Bar —— g1 @owe [B camems Jo v 2 5 & s 6 7 5 s w2 is s w0 e s om o oz m i
= [E] Default il Sunday =
+ & 01 camera1
+ [5 02 Camera2 ] Tuesday

Configure __|

Schedule
Information |

«-[& 03 Camera3 ] Wednesday,
= & 04 Cameraq ] Thursday
] Sunday A Friday
[l Morday A Saturday
[ Thursday
Insert Delete Confi
fad Friday Bl ek Cuntipun

[ Satrcay Start Time | End Time  Record | FPS Quality | Resolution
15:00 Alwrays

ootk
] Day hiode | | kAWeek bio..

7o ] (X G
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3.4 Encoding Option
Original Video

Encoding Cptions

Original Wideo

Encoded Video

 Record on Motion:
Pre-record; |5 sec. (Max B0)

Fostrecord: |3

EErEI ————— [ilrial

sECR e B Rl ] = ==t

J Rectanale Court 0 (e 1)

Al | P || Bemi)

~Time —Mode —%ideo Encoder
Start Tirme I 00:oo :I @« Always Record  Keep ariginal videa farmat
 Record on Event Splect Event ™ Adjust MJPEG video frarme rate
End Time: | 23:59 :I =2

e ]

™ Keep keyframe only
{far MPE(4, H.264, MxPEG)

 Customized encoding Setup

Default

AU
I= Fecord Aﬁm

4me Option
3.4.1 Pre-record/ Post-record Time
The pre-record/ post-record function saves the
recording data accordingly. For instance, to set up @
5 second pre-record time means the system will start
saving the recording data 5 seconds before the
event happens.
Note: The maximum of pre-record/post record period
is 60 seconds.

Record Mode

3.4.2 Record Mode

Always Record:
Select this option to record the video continuously.

Record on Event:
Select this option to obtain the Select Event panel.

\J oK | X Cancel‘

Video Encoder

Select Event

Smart Guard

=4k CAMO1 Main Gate
O CAMOD2 Driveway
= 4 CAMO3 Pool
O General Motion
= GF CAMO4 Room A
O General Mation
(=4} CAMOS Room B
O General Mation
= CAMO6 Back Door
O General Motion

Digital Input:

O[] Main Gate put:n
C1(#] Pool Input:0
O(#]Pool Input:1
O[] Fool Input:2
O# Pool Input:3

W 0K




IP CamSecure
3. Schedule
From the Smart Guard list, check the box of the camera events or digital
inputs to trigger the recording action. Click OK to complete the setting.
A prerequisite to trigger the recording schedule of camera/DI/POS
event is to enable Smart Guard function in MainConsole start panel first.

Record on Motion:

Select this option to start recording when motions are detected. Please

adjust sensitivity, the frame interval and setup detection zone to detect

Motion. To setup single detection zone, left-click and drag the mouse to

draw a rectangle. To setup more than one detection zones, simply repeat

the same process. Or just click “All" to select the entire detection zone.
The rectangle number cannot exceed 10.

3.4.3 Encoded Options

This option is to setup quality of recording video. Original Video window s
the original stream form camera, and Encoded Video window is preview
of the recording video correspond with the encode settings of below.

For IP camerd
The Encode Video function will drop frame or re-encoded original
streaming form IP cameras. To save Hard Disk usage, adjust FPS with
original video format or re-encode to small size by adjust FPS, resolution
and Quality/Bitrate.

Keep Original Video format: et

Select this option to drop down frame rate only ® (ezepln e i
but not to re-encode video stream to save Hard [ AALSHPEG iseD fame e
Disk usage. S e
- Adjust MJPEG video frame rate: Leftward (for MPEGH, H 264, M EG)
indicator slider to reduce frame rate. & customized encoding __ Setup |
The maximum FPS will be e

correspond with original video stream set
up on camera configuration.
- Keep key-frame only: System will only

record key frames of video streaming. Video format

The key frame interval is Framerate: =,
controlled by each camera Resolution: T~ f——, CF
manufacturer and can't be adjusted € Qualty, T ) Nommal
with system. CoBile T 200kups

Customized encoding:
The video stream would be decoded then v ok | X cancel |
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re-encoded by configuration. Click Setup button to adjust Encoder

parameter.

1. There is only one adjustable option of Quality and Bit rate at

one time.

2. Customized encoding function will lead into high CPU usage,
please make sure the PC specification is enough (recommend

Core 2 Quad)

For Analog camera |

The Encode Video function could setup Frame Rate,
Quality, and resolution which want to record and
provide an approximated recorded period.

The capture devices “FCS-8005 / FCS-8006
series” required.

—Wideo Encoder

Frame Rate | Full (0.0
Quality '_J— Mormal
Resolution  f———— 320x240

Default

Approximate: 158 (6 hr 12 miny
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4. Guard

4. Guard

"1 Event and Action Configuration

- Event - Action

B EEEd R £l | exdl i D @

a1
(=5}

=Gk CAMOL ICanTek-iCanview? Action
B! General Motion

=Gk CAMOZ ICanTek-iCanyiew?
L., General Mation

=-5F CAMO3 WIVOTEK-IZ7151
'@ General Mation
'EJD Signal Lost

o bow 1

Options

-} Connection Lost ~Video Preview

=[] Digital Input
[ #] VIVOTEK-1Z7151 Tnput.C
= System
- [&] Disk Space Exhausted
AT} System Health Unusual

3 [FTTR—

X Cancel

Click on the Guard button on the Main Console to start the Event and
Action Configuration panel. You need to specify an event to be detected
as well as to set up an action with which the system will take when the

specified event is detected.

Smart Guard Event Report N A

| Camera | Description |

Note:
Event Report: Click on Start > Event Time

. B, 2005/11/21 15:16:14
Open Event Report to obtain w005/11/21 1516128

the Smart Guard Event Report
than cancel the event(s).

Cancel Event Cancel All

page-68



IP CamSecure

4. Guard
! Evont and Action Configaretion %
4.1 Event o — — %
A [./ ok |
= 7 [CAMO1 Main Gate| Action Optians X Cancel |
B, General Motion
P CAMO2 Driveway
=G CAMO3 Pool
'8, General Mation
Insert Event - CANDA Room A
16, General Motion
= G CAMOS Room B
B, General Motion Video Preview:
=GP CAMOG Back Door
'®] General Motion
i Digital Input
&) System

There are 4 sources of events: Camera (video image), POS, Digital Input
(device connected to your PC) and System (condition of your hardware).
You can assigh multiple events by following the instructions below.

4.1.1 Camera Event - Assign a Camera Event

Step 1:Select a channel from the camera list and click the Insert Event

icon. . Select Event S‘I-ep 2
sl .
Event Type Description =
i:llJESignaI Lost Detect video signal connection
B, General Motion Detection of any movement
[ Foreign Object Detect foreign object in defined areal:
B Missing Ohject Missingfbeing moved of defined object S‘I’ep 3
2 Lose Focus Carnera focus lost detector
iEECamera Occlusion Camera blocked or damaged
£ I >
|/ QK /‘[’[ X Cancel ]

Step 2: There are six types of events: Signal Lost, General Motion, Foreign
Object, Missing Object, Lose Focus, and Camera Occlusion. Select the
event you want on the Event Type list, and then click OK.

Step 3: Configure the setting of the Event Type. See the following instruc-
tions.

4.1.2 Camera Event — Basic Setting of camera event
-Basic setting of vide Signal Lost, General Motion, Foreign Object,
Missing Object, Focus Lost, and Camera Occlusion events.
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Check the box to activate the event.

the

alarm/action will be cancelled once the abnormality is fixed or ends.

alarm/action will continue until being
canceled from the Main Console. The
user currently not at the seat watching
the screen will be nofified by the alarm.

To cancel the event: Click
Start>Open Event Report>Cancel All
Events

Enable checkbox and setup the
timeout seconds to cancel the event
after the time that you set whatever
the events disappear or not.

- Detect the loss of video signal from

camera.

The

Alarm Event Configuration

Basic

v Enahle Event
Life Cycle

& Automatic cancel eventwhen event disappear

 Manual cancel event ar event last triggered

" Cancel event after seconds

Activated Period
& Always activated

" Activated only in the following period

lv Ok | [ ¥ Cancel ‘

- Detect any movementin the defined detection zone.

Alarm Event Configuration
Basic Advancedl
Alarm Event Option Video Preview
H Sensitivity, —— F——
Interval —
r
Region Definition
+ Define detection zone
£ Def
[
{ Start Simulation l
v 0K | [ X Cancel I

Click and move the slider control to the right to increase
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sensitivity so that a relatively small movement will tfrigger the alarm.
Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging free in the breeze.

. Click and move the slider control to the right to increase
interval tfime so that the alarm will only be triggered when the
movement lasts longer. Move to the left to reduce the interval time.

. To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All" button to

select the entire detection zone.

Click the Start Simulation button and test the function on

the preview screen.

- Alarm will be set off when an object appears in the defined area on

the screen.
Alarm Event Configuration
Basic Advanced
Alarm Event Option
" Sensitivity —)—
Interval: —J—
Jé
" Define object size
All Clear
|[ Start Simulation ]
[./ OK ][X Cancel I
. Click and move the slider control to the right to increase

sensitivity so that a relatively small movement will tfrigger the alarm.
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Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging free in the breeze.
Interval: Click and move the slider control to the right to increase
intferval time so that the alarm will only be triggered when the
movement lasts longer. Move to the left to reduce the interval time.

Region Definition:

Define detection zone: To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All”" button to
select the entire detection zone.

Define Object size: After defining the detection zone, select Define
object size and then left-click and drag the mouse to indicate the size
of the object you want to detect.

Hint: For instance, if you want to prevent somebody from leaving a
briefcase in a hallway, you may put a briefcase in the hallway where the
camera is aiming. On the screen of the camera, draw an area that fits the
size of the briefcase and define it as the object size, and then remove the
briefcase before activating the Smart Guard function on the Main
Console. The system will consider everything in the screen normal when
you click Start to activate the monitor function.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.6 Camera Event - Missing Object

- Alarm will be set off when an object disappears in the defined
area on the screen.
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‘Alarm Event Configaration \
Basic Advanced
Alarm Event Option Video Preview
|| Sensithity: —— f——
Interval flji
=
Region Definition
&+ Define detection zone
Al
Start Simulation
. Click and move the slider control to the right to increase

sensitivity so that a relatively small movement will tfrigger the alarm.
Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging free in the breeze.

. Click and move the slider control to the right to increase
interval tfime so that the alarm will only be triggered when the
movement lasts longer. Move to the left to reduce the interval time.

. To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All" button to
select the entire detection zone.

For instance, if you want to prevent somebody from removing the
computer monitor on the desk, draw an area that fits the size of the
monitor on the screen.
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=
Alarm Event Configuration

Basic Advanced

- Alarm Event Option ~Video Preview

Sensitivity, = f——

Interval:

~Region Definition

+ Define detection zone

Start Simulation ]

4. Guard

Start Simulation: Click the Start Simulation button and test the function on

the preview screen.

4.1.7 Camera Event - Lose Focus

- This function alarms you when any of the cameras is losing focus

and has blur image.

"Alarm Event Configuration

[ %

Basic Advanced

-~ Alarm Event Option

Sensitivity ~—
-~ Sensitivity:  ——— F——

Interval — Interval: ‘—J_"

b= [# |gnore Lighting Change

Ignore Lighting—]

~Region Definition

- ¥ideo Preview

Starf Simulaﬁon /—‘{" Start Simulation

Alarm Event Option:

b oK ] [ X Cancel ]

*  Sensitivity: Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm.
Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging free in the breeze.
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* Interval: Click and move the slider control to the right to increase
interval tfime so that the alarm will only be triggered when the
movement lasts longer. Move to the left to reduce the interval time.

* lgnore Lighting: Check the box to avoid alarm being set off by light
changing.

Region Definition:

*  Define detection zone: To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to
select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.8 Camera Event - Camera Occlusion
-This function alarms you when any of the cameras is blocked.

Alarm Event Configuration .

Basic Advanced ]

~Alarm Event Option - video Preview-

Sensitivity ~—| | Em
\Sensitiwty: —_—

Interval ——

= [ |gnore Lighting Change

Ignore Lighting—]

Start Simulation ——— ¢ sietsinustion

|~/ QK | [ X cancel ]

Alarm Event Option:

*  Sensifivity: Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will tfrigger the alarm.
Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging tree in the breeze.

* Inferval: Click and move the slider control to the right to increase
interval tfime so that the alarm will only be triggered when the
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movement lasts longer. Move to the left to reduce the interval time.
lgnore Lighting: Check the box to avoid alarm being set off by light
changing.

Region Definition:

Define detection zone: To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All" button to
select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.9 POS Event - Assign a POS Event

Step 1: Select a &#POS device from the list and click & to insert event.

Step 2: There are five types of events:

Transaction Start, Transaction End, Event Type Destription |

. . &, Transaction Start A transaction starts
Open COSh RegBTer, ConneCTlon I—OST & Transaction End & fransaction ends

H :$:Open Cash Draweer Cash Drawer is opened
and User Defined. Select the event icomectionLost | Convection Lost
you want on the Event Type list, and Wmbebed2 e coed ot nio2
Then Cl |C I( OK . i!jUser Defined 2 User defined event rule 3
:!:User Defined 4 User defined event rule 4

Hint: You should insert the POS device in Config>POS Application first,
then you could set the alarm base on it.

& Transaction Start - Detect any

transaction beginning. v ok | X camel |
& Transaction End - Detect any
transaction ending.

3. Open Cash Drawer - Detect any cash drawer opening.

48 Connection Lost - Detect the connection abnormal event between
POS box and Main Console system.

L. User Defined - Detect any condition which is defined by user. Click
the User Defined number to customize the alarm rule.
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Basic Advanced |

POS Event Rule - User Defined 1

Event Marme: IUserDeﬂned1

—Alert Condition
@ Text
Keyword |

™ Matchcase [ Match whole word

" Murneric value

Prefix text: I

Condition: |< j Value:l

P ostfix text: I

" External rule

| [ = |

v 0K | X Ccancel |

Step 3: Configure the setting of the Event Type. Please refer the User
manual of POS for detail.

4.1.10 Digital Input Event - Digital Input Event

A Eventand Actiion Configuration X

Event Action

v 0K

= CAMOL Carmera 1 Action Options X Cancel

"%, General Mation
Ak CAMO2 Carmera 2
Ok CAMO3 Camera 3
Ste p -I O CAMD4 Camera 4 Select Digital Input Module

E] cardl Input:0 140 Module Input Pin i  OK |

] System cardl 1 (switch)
)

L=
cardl 3 (Input 3)
cardl 4 (Input 4)
cardl 5 (Input 5)
cardl & (Input 6)
cardl 7 (Input 7)
ep

Step 1: Click and highlight Digital Input on the event type list, and then
click the & Insert Event icon.

Step 2: Select the device that is connected to your system, that is, the PC
you are working with.
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4.1.11 System Event - Assign a System Event
vent aad & x|
- Event Action
A | il v oo
=G CAMO2 name2
Ste 1 E‘ I;-‘:gir\ld]uegera\ Mgtlun
P | Bl General letton || EVERfATYES [ Description [

Disk Space Exhausted Disk space is exhausted
t AS - Systern Health Unusual High CPU termperature or low fa...
e il Resource Depleted CPU or memary is depleted

>\g :;iis::nmp“t MNetwiork Congestion MNetwiork bandwidth is overloading

Step 2

v 0K | X Cancel|

I

Step 1: Click and highlight System on the event type list, and click the

J Insert Event icon.

Step 2: There are Four events. Select the event you want to detect.

4.1.12 System Event — Basic Setting

-Basic Setting of Disk Space Exh austed, System Health Unusual,
Resource Depleted, and Network Congestion events.

Enable Event: Check the box to activate the event.

Life Cycle:

Automatically cancel event when event disappears: the
alarm/action will be cancelled once the abnormality is fixed or ends.
Manually cancel event or event continues triggered: The
alarm/action will continue until being canceled from the Main
Console. The user currently not at the seat watching the screen will be
noftified by the alarm.

Note: To cancel the event: Click Start>Open Event Report>Cancel All
Events

Cancel event after timeout xx seconds: Enable checkbox and setup
the timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.
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Activated Period:

* Always activated: Select the option to enable event when Main
Console is running (Make sure the smart guard system is enabled in
start panel).

« Activated only in the following period: You can set up the system to
react during a certain time period; for example, office hours.

4.1.13 System Event - Disk Space Exhausted
- This function alarms you when disk space is exhausted.

4.1.14 System Event - System Health Unusual
- This function alarms you when high

CPU temperature or low fan Basio Advanced
Speed’ *Cuf::lﬁ::;rame ile3
Motherboard Temperature oc
Current Status: Show you the current CPU e et orem
temperature, Motherboard Temperature, ostions
Fan Speed and Power fan speed. TG FOTIE € cee
Hiah termperature alarm at: i’ il
Options: Check the Temperature Format High Mothersoara Temperatre Al at: =] 70
Celsius or Fohrenhei’r, OdeST the ngh Low Fan Speed Alarm at ﬂ 1000 RPM
(Motherboard) Temperature Alarm at what Low Powsr Fan Speed Alarm at | 1000 e
temperature degrees and Low (Power)Fan
Speed Alarm at what RPM(revolutions per
minUTe). v oK | K cancel ‘

4.1.15 System Event — Resource Depleted
- This function alarms you when CPU or
memory is depleted. CeuSatis

Basic Advanced

Basic Advanced |

Current Status: Show you the current
Total CPU Loading and Total Memory
Usage. Taotal Upload Bitrate 0 Kbps

— Current Status

Total Download Bitrate 0 kbps

Options: Check the High CPU Loading
Alarm and High Memory Usage Alarm
at what Percentage.

— Options

High Upload Bitrate Alarm at: i’ |1DD Kbps
High Download Bitrate Alarm at; i’ |1DD Kbps J

v 0K | X Cancel|
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4.1.16 System Event — Network Congestion
-This function alarms you when network bandwidth is overloading.

Current Status: Show you the current Total Upload Bitrate and Total
Download Bitrate.

Options: Check the High Upload Bitrate Alarm and High Download Bitrate
Alarm at what Kbps (kilobits per second).
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4.2 Action

4.2.1 Action - Assign a action type

Insert Action: To setup actions responding to an unusual event.

Eve nd Action Con ration
~ Event | Action
— ; 0K
R@C ae s e o
= OF CAMO1 Camera 1 Artion Options X Cancel
Ste p 1 "B, General Motion [T)on Screen Display
(3] Digital Input Select Notification Lction
3] System
Laction Type | Diescription |
@On Screen Display O Screen Display
L BePlay Sound Play Sound
Besend E-Mai Send E-Mal
B Phone Cal Phane Call
+3¢PTZ Presst Go PTZ Preset Go
Siep 2 Boyoo DIjOO

Bdsend a SMS message
Bdsend to Central Server Send to Central Server
FTe Send snapshot to FTP
%" Popup E-Map on Event  Popup E-Map on Event

Send a SMS message

Step 1: Choose an event and click the Ed “Insert Action” icon.

Step 2: There are 10 types of actions, Select the action you want on list

and then click OK.

1. On Screen Display

2. Play Sound

3. Send E-mail

4. Phone Call

5. PTZ Preset Go

6. DI/DO

7. Send a SMS Message

8. Send to Central Server
9. Send snapshot to FTP

10. Popup E-Map on event.

0.

Step 3: Configure the setting of the Action Type if needed.
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4.2.2 Action Type - On Screen display
- A red warning will be flashing on the screen of Main Console,
indicating which type of unusual eventis detected.

Step 1: Select the “On Screen display” action and then click OK.

Step 2: The responding window will popup to Selected Camera. Click the
“On Screen display” indicator to modify the setting.

Camera: Display the camera
applied to this action. o | L e |

& camnt Cami [y =

N,-’A

Auto popup: Click the Auto popup
column and select the expected
monitor for popping up the event.

Displayed text: You can follow the T
default setting to show the event & Wiaoed et

type, or enable “Customized Text"” to € Customized Tt
define the text as your preference.

v 0K | X Cancel‘

4.2.3 Action Type - Play Sound
-Sound alarm warning. The system will play the sound as alarm when
an unusual event is detected.

e HE
=) It}wave d = &% Fa-
| &] Alarm] waw
b | &1] Alsrm2 waw
CipnipEa s || Doghark way
y | 1) OldPhone waw
|| Ringer wav
1] Sirenl wav
|| Biven waw
1| Biven3 waw

Step 1: Select the “Play Sound”
action and then click OK.

Step 2: The responding window
will popup to Choose a Wave
file (wav) from. Click the “Play
Sound” indicator to modify the
setting.

8 I
TERAEE(D |Wave Files (*sway)

BRI 03 |
Brif I

Lol L
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4.2.4 Action Type - Send E-mail
-The system will send an E-mail immediately to given accounts
indicating the type of event, the time, and attaching a picture
taken while the event is detected.

Step 1:Select the “Send E-mail”

action and then click OK. Hame EMal acress
EE xxxx oEnoes.com
OF oo s EROO000, COM

Step 2: The responding window will
popup to Select Contactor (You
can choose one more contacts at
once). Click the "Send E-mail”
indicator to modify the setting.

EditAddress Book v 0K | X Cancel|

Edit Address Book: You can insert
the contact information at this panel.

oy setting

Address Book l

Please inputthe name and contact i ion

Marne I Phane: E-Mail: I

Description: |

Al | Clear | T iy | FErmuYE |

Contact persans

Kame | Phone | E-pail | Description |

v 0K X cancel

Note: To give the system the E-mail accounts, go to Config > Setup >
Hotline. See Configuration at page 102 for detail.
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4.2.5 Action Type - Phone Call
-The system will call a given phone nhumber when an unusual event s

detected.
Name: | Phone murnber

Step 1: Select the “Phone Call” g 20 ot
action and then click OK.
Step 2: The responding window will
popup to Select Contactor (You can
choose only one contact at once).
Click the “Phone Call” indicator to
modlfy the seTTing. Edit Address Book v 0K | K cancel |

Edit Address Book: You can insert the contact information at this panel.
The panel is the same as the one in “Send E-mail” action.

Note: To setup the phone number and make an audio record for the
phone call, go to Config > Setup > Hotline. See Configuration at page 102
for detail.

4.2.6 Action Type - PTZ Preset Go
- The PTZ (pan/tilt/zoom) camera will go to a preset point or aufo
patrol when an unusual eventis detected.

Step 1: Select the “PTZ Preset Go” e

action and then click OK. cee R | IP Camera
2:S:‘nPreset " Patrol

Step 2: The responding window will I EI =

popup to PTZ Camera Preset Go. 3'-ufeoyc|e-

Click the "“PTZ Preset Go" indicator to | [ e e R

modify the setting. e e T Foers

2.'En(: FPreset " Patral
Step 3: Set the action of cameras R il =
which you want to frigger by events. Lneeng pesetaonsske [ secons
[ a0 ][ clear |
For example: Please follow below T s o oo |

steps to setup this function.

e Set the action of camera 1:
1. Choose camera 1.
2. Set the start, end preset points.

[./ Ok l [X Cancel ]
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3. Select the Life Cycle.
4. Click on Add.

e Set the action of camera 2:
5. Choose camera 2.
Set the start patrol and end patrol.
Select the Life cycle
Click on Add.
Finally click on Ok to save all setting of cameras.

0 00 N o~

Note: Configure your PTZ camera before using this function. See
Config at page 100 for PTZ camera configuration.

Select Digital Inpurt Maodule

4.2.7 Action Type - Dl/DO Digital output to signal:
- To trigger Digital input/output devices 1/0 Mocule TInput Pin
those connect to the system, such as  |as o1s tioaae: oot

alarm lights and sirens.

Step 1: Select the “DI/DO" action and then
click OK.

Step 2: The responding window will prompt = Auomatically popup 0 control pane
user to Select Digital Input Module. Click the
“DI/DO" indicator to modify the setting.

v OK | X Cancel|

Step 3: Select the device that is connected to your system, that is, the PC
you are working with. You can enable the Automatically popup I/O
control panel check box to obtain the comrespondent panel to monitor
the 1/O status.

Hint: You should adjust the setting of I/O

device in Config>Setting>l/O Device first, the ) o
I/O control panel will display the device status Inp 0 SHIELE
based on it. You can also adjust the size of the m;ﬂ Ougum

panel by dragging a mouse or click the @l
on the right top of the display window.
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4.2.8 Action Type -Send a SMS message
- The system will send a SMS message immediately fo given
accounts indicating the type of event, the time.

Step 1: Select the “Send a SMS message™ action and then click OK.

Step 2: The responding window will
popup to Select Contactor (You can T TPhane Narmber
choose one more contact at once). R
Click the “Send a SMS message”
indicator to modify the setting.

Edit Address Book: You can insert the
contact information at this panel. The
panel is the same as the one in “Send
E-mail” and “Phone Call” action.

Edit Address Book v 0K ‘ X Cance\|

Note: To give the system the GSM modem, go to Config > Setup > Hotline.
See Configuration at page 102 for detail.

4.2.9 Action Type - Send to Central Server

- The system will send a Event to Central Server.
Step 1: Select the “Send to Cenftral Server” action and then click OK.
Nofe: The detail please refers the user manual of Central Management
System.
4.2.10 Action Type — Send snapshot to FTP

- The system will upload a snapshot immediately to FIP site.

Step 1: Select the “Send snapshot to FTP" action and then click OK.

Note: To give the system the FTP server, go to Config > Setup > Hotline.
See Configuration at page 102 for detail.
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42.11 Action Type — Popup E-Map on Event
- The system will auto popup E-Map window and show the assigned
map and indicator.

STep ] SeleCT The “POpUp E—MOp OI’] EVSI’]T” Popup e-map on event
action and then click OK.

Map Layer: IFIower j

Indicator: |Cam1 j

Step 2: The responding window will popup
to Popup e-map on event. Click the

“Popup E-Map on Event” indicator to v ok | X cane |
modify the setting.

Step 3: Select the Map Layer and Indicator, and then click OK.

Note: To edit E-Map, see Configuration at page 124 for detail.
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5. Configuration

& User Account Setting
B License Manager
Save/Load Configuration

8B Countig dpplcation
& POS Application
Log Viewer

B Backup

Matwork Service I )
About ManConsoie....

Click on the Config icon, select from the B} Satting
drop-down menu and open the 2
Configuration panel. Modify the setting
and access License Manager, Counting
application, POS application, Log viewer,

Llser Account Setting
Bzl License Manager

Save/fLoad Configuration

Backup, Network Services. Select Bl Counting Application
Save/Load Configuration to save/load all & Pos application
the settings. B Log Viewer
*Video Source function available only with & Backun

MPEG-4 software compression captures Metwark Service

devices.
Abhout MainCansale. ..

page-88
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5.1 Setting - General

o
/S’rorqge S/’rq’rus Display
Startup [ Seting B
. General | Camera | 0 Device PTZ Config | Address Book/ Monitor Display | Jovstick
%ﬂ Storage Status Display
Main Console v Current Date
_ ‘Locatwon =il WE FIE )
SHhEdle ReCHIing Syslom C:\Program FilesiLevelOnelIPCamSe. .. G HETf

v Free Disk Space

Live Streaming Server User Defined Text 1

Rermote Playhack Server Automatic Recycle:
+ Recycle when disk space is
less than 1200 ME User Defined Text 2

. [ Only keep viden for days
Miscellaneous  !sereen
~ Auta Login Log Recycling
%Ianeous Audio Preview Auto Rehoot
efault Channel (MotUsed) -
Minimize to system tray
Synchanize video Trames Enable Audio on Active Channel Every
Wolume at
K Cancel
3 I 3 l
S.1.1 Startup Audio Preview Auto Reboot

Check the MainConsole box to execute Main Console system when
windows startup.

Check the following 3 main functions and 5 network services to auto
activate functions when Main Console system is executing, including
Schedule Recording System, Smart Guard System, Counting Application,
Live Streaming Server, Remote Desktop Server, 3GPP Server, Remote
Desktop Server and Central Management Service.

Check the other options also can setup the startup status as Full screen or
allow system to auto login with the preset account.

Setup Auto login: Enable “Auto login™ and
click the Setup button to obtain the Auto vseraccaunt: |
Login Setup panel, insert the User Account ~ Feswers |
and Password to login automatically when  Fesswer e |
the system starts. Enable the Minimize after
login to minimize the MainConsole window v ok | x cael |
after login.

page-89
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5.1.2 Storage

Location: Assign the default folder (you can setup several directories for
storage) for the system to store all data files. Recommend not to save in
system HD (C:\) to avoid PC efficiency drop when free storage is low.

Automatic Recycle: The system will automatically delete out-dated data
to save storage space.

*  Recycle when disk space is: Set the standard limit to let the system
recycle automatically.
- Less than_MB: The system will start to recycle if the disk space is less
than the indicated number.

Note:

1. The system will detect the storage space of default location firstly, if
the default storage space is exhausted, the video will be stored to
the next directory.

2. If dll the status of locations exceeds the storage rule, the system will
start recycling in an hour progress.

«  Only keep video for: Delete the video records that are older than the
number of days set.
Note:
1. If the default storage spaces exhausted (disc space is less than
1200MB), the system will start to
recycle by hourly period.

- Event Log

" Keep event log within interval ofvideo files
& Heep event log for |7_ days
° Log Recycling: Click the button to obtain ~Systermn Log

The Advqnced Recycle Seiiing ponel. SeT (o Keepsystem\ngwwthmmter\-’alnfwdenﬂles

+ Keep systermn log for IM— days
the days that you want to keep the

~ Counting

everﬁ' Or Keep O” everﬁ' |Ogs Wi‘I‘hin " Keep counting |log within interal of video files
. . o % Keep counting log for IBD_ days
interval of video files.
- POS Transaction
I. Event Log: Delete the event log data (Koo POS tansacton winin el afido s
that is older than the number of days @ KespPOSransactonfor [30  days
SeT' ~Resource Report

€ Keep resource report within interval ofvidea files

2. System Log: Delete the system log data [

that is older than the number of days
set. 7 o[ ]

3. Counting: Delete the counting application data that is older than
the number of days set.
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4. POS Transaction: Delete the POS transaction data that is older than
the number of days set.
5. Resource Report: Delete the Resource report data that is older than
the number of days set.

5.1.3 Status Display

Check the boxes of the information that you wish to see in the information
display window in the Main Console. e\

2007/01/22
18:15:23

«  Status Display: Select the information
like Current Date, Current Time, Free & C":T;?j:;“;me
Disk Space, IP Camera Bitrate and User * Fahrenhoit Degree
Defined Text. 7 Molerhoar Termperate

& Celalus Degree:
 Fahrenheit Degree

* Advanced Setfing: Click the button to [Fan Spsed

¥ CFU Fan Speed

obtain the Advanced Setting Panel to ¥ Power Fan Speed
select Temperature, Fan Speed, System | systemrecaune
Resource and Network Utilization  TemlcRy eadig

¥ Total Memory Usage

information you wish to display.

~Netwaork Utilization

¥ Total Upload Bitrate
¥ Total Download Bitrate

5.1.4 Miscellaneous v ok | % camal |

Automatically Popup Event Report: Event report dialog automatically
popup when events been detected. Make sure to stop Smart Guard
System before you modify the setting, otherwise the modification will not
take place.
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Minimize to system fray: Enable the Option to minimize the Main console
to be anicon in notification area of windows task bar when pressing the
minimize button.

Minimize

Note: Insert the username and password of MainConsole again when
clicking the minimized MainConsole icon in notification area of
windows task bar to start monitoring.

Synchronize video frames: Select it to avoid the tearing problem occurring
in video display while increasing the CPU loading.

*  DDNS Service: Dynamic Domain NOMeE  yuamie oS serp
Server (DDNS) function allows you to use
Live View or Web View to connect to
the Main Console through Internet
event if you have a dynamic IP address.

Provider |Dtons -

User name ]

Fassword I

Host name ]

Click on the DDNS button to obtain the
Dynamic DNS Setup panel. Set up the
DDNS function by selecting the provider
type, filling with user name, password
and hosthname, and adjusting the
update period.

Update period 16 minutes

’./ oK ] ’x Cancel ]

5.1.5 Audio Preview

Default Channel: Select the audio channel that you wish to hear from in
“Default Channel”.

Enable Audio on Active Channel: Select the “Enable Audio on Active
Channel” option to hear the audio from selected video channel
(selected by mouse) on each video grid of Main Console. The default
channel plays if the video channel isn’'t selected.

Volume: Adjust the volume with the “volume bar.”
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System plays the audio of System plays the audio of left-top
“default channel” “selected channel”

5.1.6 Auto Reboot

Check the option of * Enable Auto Reboot " that you can reboot the
system on the time you select.

Step 1: Check the option of * Enable Auto Reboot.”
Step 2: Select the time you want to reboot.
Note: Please also enable “Main Console”, *Auto Login”, “Setup login

account” and check other status in Startup section when PC
rebooting to ensure all system running normally after Auto Reboot.

Startup
| [~ Main Consaole |

™ Schedule Recording System
[~ Smart Guard System
[~ Counting Application

[~ Live Streaming Server

Auto Reboot [~ Remote Playback Server
[~ Enahle Auto Reboot q [~ 3GPF Server
Every ’—_| [ Remote Desktop Server
at ’—_l [~ Central Management Service
[~ Full Screen
| [ Auto Login |

DDME Service
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5.2 Setting - Camera

Search

#Seanh 9 Inert g Delet | ¥4 Contie

&5 Caper Caml
1EAZRMOZ VI OA EXH
3 CAMO3 VI/OTEK-IZ7151

& camna £xIS 2104 (192.160.2.22)
Insert & CaMpd D-Link DCS-6100 (192,165
& capioe Vivotsk FO7141 (192,168,
& ghMO7 Vivotsk FD7132 (192,168
I/CaMDB AXIS 2104 (192.168.2.22)
I CAMDI VIVOTEK-IP7135
& CAMI0 LevelOne WCS-2040 (192,

45 CAM11 LevelOne WCS-2080 (192,
45 CAM1Z AXIS 214 (192,16 .b.24)
45 CAM13 D-Link DCS-5610 (192,168

15 CAM14 CAM2

Delete

—Camera Parameter———— 08D gefing——————

|C’W|2 [V Enahle
[~ Date W
Go ta Weh Interface [ Time IW[
Carmera Settings ¥ Carnera Murmber
Viden Parameter ¥ Camera Name Font
Stream Prafile I Bitrate Apply Al
4] | >

W OK | X Cancel|

5.2.1 Add Camera

Four function buttons will be included in the Setting/Camera panel if you
have our Hybrid Surveillance System license for IP camera.

X X Search IP Cameras
Search: Click on the Search icon to
obtain the Search IP Camera panel. v Verdor | Model | WiC
. . Oi192.168.1.131 LevelOne FCS-5011 00-40-25-00-00-06
The system will start scanning Bty B . iR
M M [O192.168.1.97 LevelOne WCs-2010 00-11-6B-80-44-F1
OUTOmOTICO”y Once The ponel IS D192.168.1.QD LevelOne FCS-1010 00-11-6B-80-44-BD
. O192.168.1.60 AXIS 207 00-40-8C-72-47-B5
opened; feel free to stop scanning by Dwitscp dow  Roww  mEmsa
. . D192.168.1.92 LevelOne WCS-2030 00-11-6B-80-32-2B
C|ICkIﬂg OI’] The Si'Op chn bUTTOﬂ. El?gls?l?j LeveEne FC?}?}E 9911.5?@??5? =

IP Camera Option

Camera Name JLEVE\OHE FC8-5011(192.168.1.131)

Fill in the user name and password for i
each IP camera found and click OK to
add it to the camera list.

7o) (X o]

Insert: Click on the Insert icon to obtain the IP/Video Server Setting panel
and add IP cameras to the list. See following part(IP Camera / Video
Server Setting panel) for detail.
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Delete: Click on the Delete button to remove the selected IP camera(s)
from the system. Click OK to finalize the modification.

Config: Click on the Config button to obtain the IP/Video Server Setting
panel. You can modify the IP camera settings with the Setting panel. See
following part(IP Camera / Video Server Setting panel) for detail.

5.2.2 IP Camera / Video Server Setting panel

N e.I.W or k Camera / Video
= Metwark

Mame: I
IP Address: | . . . ™ Use DNS
Httn Port: |EE
User Mame: |
FPassword: I
o
Device Protocal: TGP UDF & HTTP
~Device
Wendor: I j Auto Detect
Camera Maodel: Zl
CETLELEE M1 Elz Ee e
H H 5 ) i =)
Description —B Fs Fe D7 &
~Description
Wideo Codec:MIPEG
Audio Codec:MiA
Camera:1, D0, DO:0

o DK | X Cancel |

Networlk: Fill up the Network field (including Name, IP Address, Http Port,
User Name, Password and Protocol) referring to the instruction provided
by the camera manufacturer. Check “Use DNS” to use domain name
instead of IP address.

Device: Choose the IP camera manufacturer from the drop-down menu.
Click on *Auto Detect” and the model name will show in the box.

Description: Show information of the IP camera.



IP CamSecure
5. Configuration

5.2.3 Camera Parameter

General Camera |IJ‘O Devicel FTZ CDnﬂg' Hmtlinel User Account | Address Book | Monitor Display' Jnystickl

Camera List

\ESeaﬂ:h 5 Insert &9 Delete | (24 Config
{5 CAMOL Caml

{5 CAMOZ VIVOTEK-FD7131

B CAMN3 VIVOTER-T77151

B CAMO4 AXIS 2104 (192.168.2.22)
5, CAMOS D-Link DCS-6100 (192,168
5, CAMOG Vivotek FO7141 (192,168,
{5 CAMO7 Vivotek FO7132 (192,168,
1B CAMOR AXIS 2104 (192.168.2.22)
B CAMOD VIVOTER-IP7135

5, CAMLO LevelOne WOS-2040 (192,
5, CAMLL LevelOne WCS-2080 (192,
I CAMI2 AXIS 214 (192.168.2.24)
5 CAM13 D-Link DCS-5610 (192,168
1B CAM14 CAM2

Camera Name — —Camera Parametet——— 05D Setiing

-\ a2 & Enable
[~ Date IQDDQIDM:}D -
/ GotoWeh Interface [ Time IAMH 1500 ¥

Camera Set‘lmgs v Camera Number
Yideo Parameter ¥ Camera Name Font
| | Strearmn Profile [ Bitrate Apply All
1 >
= ]
/ / / \ o oK | X cancel |

Go to Web Interfface Camera Settings Video Parameter Stream Profile

Camera List: The camera(s) connected to the system will show on the
panel, click the name of the camera to adjust the setting.

Camera Name: Name the camera for your convenience.

Go to Web Interface: Go to Website interface to configure the camera
setting (option).

Camera Setftings: Set the camera parameter offered by camera vendor.

Video Parameter: Adjusts the video's brightness, contrast, saturation, and
color hue values.

Stream Profile:

Stream profiles are pre-defined the prefer settings which will response the
query form remote live view function. Each profile has different Format,
Frame, Resolution, Quality and Bitrate (Kbps) settings.
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Stream Profile Setting B8
Stream Profile Vivatek PZ61%2 (192.168.2.240)
Stream Profile | Format | Frame Rate | Resolution | Cuality | Bitrate (Kbps) |
Criginal MPEG4 5 = = &
High  MPEG4 30 Dl High
Mormal MPEG# 15 uid Mormal
Low MPEG4 10 CIF Low
Minirnirn MPEG4 3 QCIF Lo
/~ Options
video farmat: |MPEG4 vl
Options
Frame rate: P J 30
Resolution: —} (B
& Quality  ~— . F High

C pitrate:  f————  200Khps

[ Default H Real Size ]

7o) (Ko

Note:
The types of stream profile and options will different with stream sources.
e |P camera:
5 profiles with Original (only can drop frame rate), High, Normal, Low
and Minimum (for PDA/Smart Phone Client).

Note:

1. Use Copy to option could apply the setting of a single camera to all
the others.

2. To choose stream profile of remote live view, see Live view setting at
page 144 for detail.
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Select the information that you wish to see in the on-screen display, or the
sub-screen of the camera. And then, click the Font button to setup the

font style.

Choose Font
~Foregraund
Fant i!& Tahoma _vJ
Size: m
Calor: [: M
v Bold v Edge
~Background
color M
Transparency: - 210
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5.3 Setting - 1/O Device . .
Device Setting
I

(. Setting ﬁ
General || Camera I Device 1PTZ Cunﬂg] Hutlme] Address Buukl Monitar D playl sthckl
. . O Device Setting - - Digital /nputfoutput pins of selected /0 module
I/O DeVICe Seﬂ'lng\ Module = Q1756 (192.168.0.82) Mamg  [nputD  Type: )
WModify
Device: A v | " T
D\nl MName Signal Type
COM Part ol ~ [om  Input 0 NjG
MOl Input 1 =]
o ]—‘j = Moz Input2 MO
| | Moz Input3 WO

HDo0  Output 0 Mo
Module Dewice i) Mool Output 1 i}
§ XI5 Ol 1P Camera Mpoz  utput 2 el

List of devices

~ Digital Input Monitor 1 - Digital Qutput Simulation -

. —0 0 0 0 Q0 0 0
Inpr Monitor // 1 2

Output Monitor —

I/O Device Setting:

*  Module Sefting: Name the module device and ID that has been
connecting the digital input/output device(s) to your system.

*  Device: This column displays the device(s) already installed to the
system.

* |D: Select the number of the I/O port to which you plug the ribbon
cable.

Input Monitor: The device(s) is turned on if the dot is in red. By triggering
the digital input device, the related icon will light up. This is used to check
if the device is correctly connected or not.

Output Monitor: The device(s) is furned on if the dot is in red. By clicking on
the icon, you may trigger the digital device connecting to the system. This
can be used to test if the output device is correctly connected.

Device Setting
Name:Insert the name of the device (input and output).
* Type:Select the device type from the drop-down menu.
1. N/O: Normal Open.
2. N/C: Normal Close.
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5.4 Setting - PTZ Config

X

o Setting
o o
BGSIC Seﬂ'lng Genera\] Camera1 10 Device  PTZ Config IHotHne] UserAccoum] Address Elouk] MonnorDlsplay] Joystlck]
—

——— Basic Setting
O & camol Camera 1

O E CAMO2 Camera 2 Camera dModel ,h_‘
O & CcamMO2 Camera 3
b ACaMD4 Camera 4 ComPort |comt v]
Baud Rate 2400 'i
Address:  |addro0 ']

~Advanced Setting

Advanced Setting

Pan Spesd: ‘;j—' Medium
Tilt Speed ‘;j—' Medium
Zoom Speed —j— Medium

~Miscellaneous

Miscellaneous —

[ PatoiGroup | [User-Define Preset |

[\/ 0K ] IX Camce\l

Install PTZ cameras and follow the instruction of the camera
manufacturers. A PTZ camera is usually connected to the PC with
RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a
PTZ camera.

Basic Sefting: Select the camera model, com port, baud rate, and
address according to your PTZ camera.

Nofte: If the camera model is IP camera, you can work PTZ function
directly without the com port, baud rate, and address settings.

Advanced Setting: You may setup the pan speed, filt speed, zoom speed
and auto pan speed. Adjust the settings by dragging the bars.

Miscellaneous:
*  Paftrol Group: You can setup the Patrol Group, please see page 35 for
the detail.
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*  User-Define Preset: User-Define Preset for analog speed dome can
trigger the extra-function of speed dome itself such as auto-tracking,
login menu of camera...etc. You can refer the detail description of
each analog speed dome on it's user manual.

Tzer-Defined Prezet Dialog [g|
A — Step 1: Type the Preset Name.
PresetMame:  |funclion 4
Freset Mumber: 70
[ Step 2: Type the Preset Number.
[ Delete ] | Update | S

| e Pt | Step 3: Pressure the buttons to Add,
b e 5 Delete, or Update preset
Z) function 2 95
4 function 3 65 SeTU p .
5 function 4 70

[«‘ QK ] [)( Cancel ]
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5.5 Setting - Hotline

General' Camerai lis} Devicel PTZ Config  Hotline |UserAccount| Address Elookl MonitorDispIayI Joystick'

— E-Mail —Telephone
*BMTP Server: I *Fart |25 Modern: IMotoroIa SM56 Speakerphone Modern ||
*E-Mail Sender: I Wave File: | ®
E-Mail Subject: I Automatic hangup aftet ISD sen
. T
Body Content: _I Test
Make test phone call to: I
[~ SMTP server needs authentication EE S | AT
| T
L,ser}\cca..m.l —GSM madem
PEssyat: I Send Test Mail Port: INune Vl
~FTP Baud Rate: |1 15200 -l
*Servar: I “Port |21 B Code: |
*Lagin ID: I [rteral |l riftes
*Password: I Test
Upload directory: II Send a test message t0:|
[~ Passive mode Uplaad TestFile [est

v 0K | X Cancel|

Configure the settings of hotlines, including E-mail, FTP, GSM modem and
Telephone calls, once an unusual event is detected.

E-mail: Input the following information: Server, Port, Sender’s E-mail
address, E-mail’s subject title, Body content and SSL option for encrypted
transmission. Click on the Send Test Mail button to test the settings.

Note: * indicates mandatory areas

FTP: Input the following information: server, Port, Login ID, Password, and

Upload directory. According your FTP type to enable/disable Passive

mode. You may click on the Upload Test File button to test the settings.
Note: * indicates mandatory areas

Telephone: Select the modem that the system is going to dial the info call
with, and then insert the phone number you want to dial to. (A modem is
required for voice transition.)
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Note: 1. You must use a modem with voice capability.
2. You may select a Wave format file; it will be played in the
phone to alarm the person who picks up the phone call.

GSM modem: Set the Port and Baud Rate of the GSM modem device,
and then enter PIN code. You can setup the interval of send SMS
message. You may click on Test to send test SMS message.
Note: The interval is set to restrict the period of two SMS. If you set as 60
min, the SMS between 60 min would be deleted and didn’t
send to user.



IP CamSecure

5.6 Setting - Address Book
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() Setting

Generall Cameral 110 Device | PTZ Conﬁgl Hotlinel User Account  Address Book | Monitar Display
FPlease input the name and contactinformation
Name: |Michael Phone: |555-1123125 E-Mail: Imike@hotline com
Description: |
[ Add ] ’ | ’ Remove
Contact persons
Name Phone E-Mail
B Michael 555-1123125 mike@hotline.com
0K ] ’ X Cancel ]

Address Book: Manage the address book from which you may send out a
phone call or an E-mail when an unusual event is detected.
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5.7 Setting - Monitor Display

General | Camera | 10 Device

Run Flayback an Monitor |1

Playback Option

Rz Canfig | Hoting J40%er Account | Addrbss Book  Monftor Display | Jaystck |

Primary I Secondary |

Cameras List

Auto Scan

Fol Caml @01 Caml_1 ~Auto Scan
02 VIVOTEK-FD7 131 02 VIVOTEK-FD7131_1 [o1 cami_1 =]

- 01 cami_1 =
03 VIVOTEK-IZ7151 03 VIVOTEK-IZ7151 1 Riluay et =
E04 AXIS 2104 (192,168.2.2 FF04 AXIS 2104 (192,168.2.2 Secondary Channel Igy Vivatek L™
05 D-Link DCS-6100 (1921 05 D-Link DCS-6100 (1921
06 Vivotek FD7141 (19216 | 7 @06 Vivotek FD7141 (192,16 Auto-scan Interval |1 sec.
@07 Vivarek FO7132 (19216 _ @07 Vivotsk FD7132 (192,16
08 AXIS 2104 (192,168,252 08 AXIS 2104 (192,168.2.2

~Layaut

@00 VIVOTEK-IP7135 @09 VIVOTEK-IP7135_1 S La yo ut
& 10 LevelOne WCS-2040 (1¢ @10 Levelore WOS-2040 (1 | pyniType: [ang =
& 11 LevelOne WCS-2080 (1¢ @11 LevelOne WCS-2080 (1¢
@12 A5 214 (192.166.2.24 12 AXIS 214 (192.166.2.24
& 13 D-Link DCS-5610 (192.1 13 D-Link DCS-5610 (192,1

«  OK | X Cancel‘

Playback Option: Execute Playback on the secondary monitor by
checking the box. Make sure to adjust the display setting of your
computer in advance to avoid system error.

Cameras List: The left side displays a list of all cameras; modify the
cameras shown on primary/ secondary monitor in the right window.

Avuto Scan: Activate auto scan to rotate the channels/ cameras on the
display screen.

For instance, you may select to show only 4 sub-screens on the main
console while having 16 channels connected to the system. With auto
scan function, you will be able to see all 16 channels by furns. You can
set up a primary channel that will always be on the screen and a
secondary channel that has secondary priority.

Layout: Choose the number of divisions for NxN division on the Main
Console screen.
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/ Function

5. Configuration

/ Parameter

f“ Setting
Genera\] Camera% l19] Device] PT, Uﬂﬂgl Hcmme] UserAcwuml Address B ] Monitor Display Joystick ]
Active Joystick JCH PMCTB IP DESKTOP CONTROLLER / _'J
Button [ Function 7 | Parameter £ |
Button 1 Goto Preset Point 1 |
Button 2 Goto Preset Point 2
Button 3 Goto Preset Point 3
Button 4 Goto Preset Paoint 4
Button 5 Goto Previous Camera
Button 6 Goto MNext Camera
Button 7 Toggle Single Camera Yiew
Button 8 Toggle Full Screen
Button 9 Switch Screen Layout
Button 10 Switch Active Monitor
Button 11 PTZ Speed Down
Button 12 PTZ Speed Up
[ / Import ] l Export ] [ \ Default
[J‘ 0K I l X cancel ]
Import Export Default

Function: You can choose the function from the drop-down menu for the

button of joystick.

() Setting

General] Camera] (ife Device] PTZ Conﬂg] Hotline] UserAccount | Address Elnu:uk] h

Active Joystick: ICH PRODUCTS IF DESKTOP CONTROLLER

|

 Buttan
Button 1
Button 2
Button 3
Button 4
Button 5
Button &
Button 7
Button &
Button 9
Button 10
Button 11
Button 12

| Function

| Paramneter

]GDtD Preset Point

_.jl

NfA

2

Goto Preset Paint

3

Goto Camera

Goto Previous Camera
Goto Mext Camera
Switch Screen Layout
Toggle Single Camera view
Toggle Full Screen
Start/Stop Auto Scan
PTZ Speed Up

PTZ Speed Down
Foom Wide

Zoom Tele
Start{Stop Patrol
Switch Active Monitor

4

I

Impart

Export

] [ Default
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Nofe: Following is a complete list of all log types:

1. N/A 9. Start/Stop Auto Scan
2. Goto Preset Point 10.PTZ Speed Up

3. Goto Camera 11.PTZ Speed Down

4. Goto Previous Camera 12.Zoom Wide

5. Goto Next Camera Switch 13.Zoom Tele

6. Screen Layout Toggle 14.Start/Stop Patrol

7. Single Camera View Toggle 15.Switch Active Monitor
8. Full Screen

Parameter: You can choose the parameter of the function from the
drop-down menu.

Default: You can set the default setting for the joystick.
Export: You can export the setting of the joystick.

Import: You can import the setting of the joystick.
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5. Configuration

Only default admin account could manage the user accounts here. From
the list on this tab, highlight each account and modify the priviege

setting.

There are 3 default privilege profiles of account groups:

*  Admin: Have privieges of all system functions and devices, except

add/delete/update privieges of other users.

*  Power User: Have limited privieges of system functions and complete

privileges of assigned devices.

*  User: All the privileges of system functions are forbidden, user could

only manage assigned devices.

User account Setting

Privilege

Login Main System

O Exit Main System

O configure Main System

O startiStop Operation

O start'Stap Network Serice
-0 Local Backup

[ Delete Recorded Files
O Remote Login

O Browse Log
User Account Login Playback
Ear A e Minimize Main System
; & Device
Group: User -
Description:
Fassword:
Pasgword Confirm:
_ Digahle User Account
|| Keep remote lagin far [ i minutes

Uzer Account Setting E
User Account |
| User name Group escription :m&: —
& adrnin Adrmin drniriistratar =[J Funetion

Add Delete Default

VAR
/ / \

Update

*« Add: Click it to create a new account after inserting related

information.
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Note: The "Add"” button is only enabled when filed a new account.

* Deletfe: Click it to delete the indicated account.
*  Default: Click it to go back to default priviege settings of related user

group.
 Upgrade: Click it to save the modifications of each account.

User Account Setting: The admin may create and modify the content of
user account here.

*  Name: Insert the user name.

*  Group: Assign the group for each user.

*  Description: Insert the description related to each user.

*  Password: Insert the password assigned to each user.

¢ Password confirm: Insert again to confirm the password.

*  Disable User Account: Check the “Disable User Account” will block
this account to access system. The signal “#&" will appear after
disabling the account

& Guardi PowerUser 12345
& Guardz User 123

Nofe: Only the default admin account couldn’t be disabled.

«  Keepremote login for_minutes: Insert the duration to auto kick out
account afterlogging in from remote LiveViewer or Remote Playback
server.

Privilege: Check each privilege of functions and devices for each user
account.

*  Function: Check the settings and operations related system
configuration, and the priviege of remote access.
* Device: Check the device privieges of camera, digital output and
POS in MainConsole and client applications.
Note: The priviege of default admin account couldn’t be edited.
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5.10 License Manager

5. Configuration

The license of the software should be registered first before operating
the former version of Intelligent Surveillance System.

Execute the License Management Tool in Config >License Manager to
activate the license from dongle or serial number allocated with the
software package, or de-activate the license then bring it fo another
PC to activate it again.

Note: Please refer page 165 for the detail setting of License Management

tool.

I
18 Setting
& User Account Setting
License Manager
SavefLoad Configuration 4

B Counting Application
POS Application

= B Log Viewer

B Badwup

Network Service

About MainConsale. .
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5.11 Save/ Load Configuration

The Save/ Load Configuration function allows system users to save any
specific setting as a cfg (config) file. You may save up several different
cfg files at any fime.

Save Configuration: To save a specific setting, go to Config > Save/ Load
Configuration > Save. In the popup window, type in the file name and
then save it as a cfg file.

Load Configuration: To load a specific setting, go to Config > Save/ Load
Configuration > Load. In the popup window, go to the directory that you
saved the cfg files at, select any one of them and then click OK to load
the file.

Note: MainConsole will be automatically shutdown after loading a new
configuration. Please re-start MainConsole manually.

Setting

User Account Setting

55 License Manager

SavefLoad Configuration B Save
B Counting Application . Load
4
PiOS Application
Log Wiewer cus
Backup
MNetwork Service J

About MainConsole...




IP CamSecure
5. Configuration

5.12 Counting Application

%‘/ Counting

Video Preview

|_| OO & camo1 (Main Gate)

O B cAmM02 (Driveway)
O & cAmo3 (Pool)
S‘I'ep 1 O & cAMO4 (Room A)

O 2cAMOS (Room B) |
[ & cAM06 (Back Door)

Step 2

~
S‘l’ep 3 Operation Options Runtime Result
& Define detection zones " 7'Way Counting v Show|counting result In 0
t ( Define object size & J2Way Counting v Show pbject bounding box Out ]

Sgnsitvity —— | i Resetevely |30mins -

Start Simulation St (v ok ] [X cancel |

/ \

Options Runtime

Step 1: Check the box of the camera to apply the Counting Application
to it.

Step 2:In Operation section, check the option “Define detection zones”
and drag the cursor to draw Region 1 and Region 2 on the Video Preview.

Step 3:In Operation section, check the option “Define object size” and
drag the cursor to define the object size on the Video Preview. Objects
that are about the size will be counted while going across these two
regions.

Options: TWay Counting will take objects going from Region 1 to Region 2
as one count. In 2Way Counting mode, it counts either going from Region
1 to Region 2 or from Region 2 to Region 1.

Runtime: Check the boxes to show the counting result on the screen and/
or show object bounding box, which draws the shape of the object that
the system detects in red squares. You can choose from the drop-down
menu of how long you want to reset the counting number.

Start Simulation: Click to test the setting.
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5.13 POS Application
Each Main Console system can manage up to 64 POS cash register

devices. The POS Application tool is help to configuration POS devices,
please refer the User manual of POS for detail.

Data Source |Di5p|ay|

{0 Insert p Delete  [# Configure

O P05 Info
= :
Mame: h
Eagt e
Eh}f’ (I

Serial Box: SCB-C31
Tag Filter: Diefault

Associated Cameras

45 CAMOL Caml
45 CAMDG Vivotek FD7141 (192,16
P4 A000 VIVOTER-IP7155
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5.14 Network Service

L
Setting
User Account Setting

T

There are 5 types of network services:
Live streaming server, Remote playback
server, 3GPP service, Remote Desktop,
and Central Management Service. From e -
the Main Console, go to Config > Network 18 s
Service to obtain the Network Service Netwark Service
panel.

55 License Manager

F

SaveflLoad Configuration 3

8 Counting Application
POS Annlication

About MainConsale...

5.14.1 Live Streaming Server

When starting the live streaming function of computer, the system allows
remote users to log in to the specific computer and view cameras that
are connected to it. As system administrator, user could be able to
monitor these accounts in order to maintain the system efficiency.

On Live Streaming Server panel, administrator can see all the clients who
are currently logging in to the computer and watching the live video from
the remote side.

Hetw

Main | Blackwhite List | Performance |

| Client
Live ClientCount | 0 Kill Client | Kill Al Clients | L
Strearning
State  |IP [camera | Bitrate ikhps) |
Remote
Playback
o]
e Service
Service ~Semice L

@ Server Status: Stopped Start | Stap |

Remaote s
Desktop Cptions

Port: |5150 Default Maximum Connections: |16 ,—/ Ophons

Vv Use DefaultWeb Server  Port: [20]

Central
Managemnent ¥ Save Log |C:1Documents and Settings\WUSERGEEILIveSere ...

¥ Enable Audio

v 0K | X Cancel |

Client list:
*  Client Count: Show the amount of channels that are connecting to
system.



IP CamSecure

5. Configuration

e Kill Client: Highlight an IP address and click on the “Kill Client” button
to block the client from your client list.

*  Kill All Clients: Click on this button, and then block all the clients
logging to your system.

Service:
*  Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

*  Portf: Assign a port for the clients to connect to your system via
Remote Live Viewer. Default port is 5150.

*  Maximum Connections: Number of connections that are allowed to
connect to the system. Default is 16 channels and maximum is 128,
one camera video counts as one connection.

*  Use Default Web Server: Activate the Web server by checking the box;
clients will be able to watch live video via Internet Explorer. The port
for live streaming server is set to 80 by default.

Note: Must check this item for system access via |E*.

* Save Log: Save the log information at appointed folder.

* Enable Audio: Select this option to enable the audio transmission
along with video stream.

Black / White List|

@ Main  Black (white List | perfarmance Enable list
b
Live [V Enable \White List [ Enable Black List r
e IP address
192 . 168 . 2 . 50 m|192.168.2.80 ’/
4
Femote
Playback Add to White List | Add to Black List | Delete |
] Black
L’] I | IPRange | Access | / . /.
3GPP o 192,168,4,39 - 192,162.4.40 Becept L White list
Service ] 192,168,450 - 192,168.4.55 Accept
@ 2 192,168.1.80 - 192,168.1.90 Deny
Remote
Desktop
—
Central
Managerment
Apply to all
-
Apply to All Metwork Servers '/
W 0K | X Cancel |
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*  White List: Check the “Enable White List” box to activate the white list
filter. Only IP from the white list is allowed to log in.

* Black List: Check the “Enable Black List”" box to activate the black list
filter. IP from the black list will be blocked.

* |P Address: Enter an IP address into the IP address field on the left. To
add an IP address range to the system, enter 2 sets of IP address to
indicate a series of IP(s).

« Add/Delete: Add the IP(s) onto the list or remove it from the list.

*  Apply to All Network Servers: Apply the settings to both live streaming
server and remote playback server.

Performance]

Total bit rate Individual Camera bit rate information
X -

Main | Black / White List\ Performance ]
Tolal bitrase. 195 9Kbps Camera 1 bitrale: 6 Tebps

Remote
Playback

Q) -
2 |EC)
-

Service

2

Remote
Desktop

=
Central
Managernent

/ (7o [X _cuen]

I
Live Streaming Server log information
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5.14.2 Remote Playback Server

When starting the remote playback function, the system allows remote
users to log in to the specific computer and withdraw data files that are
stored on it. As system administrator, user could be able to monitor the
accounts logging in to maintain the system efficiency.

On Remote Playback Server panel, administrator can see all the clients
who are currently logging in to the computer and watching the playback
video from the remote side.

work Bervice - 192.168.4 39 /192.168.1 53
Main | Black s wihite List | Perfarmance |
Live User Caunt ] Kill Client | Kill &1l Clients | Client
Streaming 1
P | user | itrate (kbps) |
Service
@ — Service _/SerV|Ce
Remaote Server Status: Stopped Start | Slop |
Desktop
— Options
= EE e Opti
= ions
Port: |5160 Default Maxirmum Users: |8 / p
Central 4 l
Management
v Use Defaultivieb Server  Port: |81
v Save Log IRemotePIayback.log -
v 0K | X Cancel |

Client list:

*  User Count: Show the amount of users that are connecting to system.

¢ Kil Client: Highlight an IP address and click on the “Kill Client” button
to block the client from your client list.

*  Kil All Clients: Click on this button, and then block all the clients

logging to your system.

Service:
*  Server Status: Click on Start/Stop to turn on/off this option.
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Options: Adjust the setting only when the server is stopped.

*  Port: Assign a port for the clients to connect to your system via
Remote playback server. Default port is 5160.

*  Maximum Users: Number of connections that are allowed to connect
to the system. Default is 8 users and maximum is 64.
Nofe: One user counts as one account that is logging in to the server.

*  Use Default Web Server: Activate the Web server by checking the box;
clients will be able to watch live video via Internet Explorer. The port
for live streaming server is set to 80 by default.
Note: Must check this item for system access via |E*.

* Save Log: Save the log information at appointed folder.

Black / White List|

Network Service - 192.168.4 39/ 192 168.1.53

Enable list

main  BlackiWhite List | Perfarmance

=

Live ¥ Enable White List W Enable Black List r
Streaming

IP address
m |192.153.2.50 @ | 192 188 . 2 . 60 ’/
-

Remote

Playback Add ta White List | Add ta Black List | Deleta |

]

ID__| IP Range [ Access [ / quf:k/.
3GPP 0 102.168.4.39 - 102,168.4.40 Arcept L White list
Sarvice 1 192.168.4.50 - 192,168 4.55 Accept

2 192,168.1.80 - 192.168.1.90 Deny

Remote
Desktop

Central
Management

Apply to all

Apply to All Netwark Senvers ‘r

v 0K | X Cancel |

*  White List: Check the “Enable White List” box to activate the white list
filter. Only IP from the white list is allowed to log in.

*  Black List: Check the “Enable Black List” box to activate the black list
filter. IP from the black list will be blocked.

* |P Address: Enter an IP address into the IP address field on the left. To
add an IP address range to the system, enter 2 sets of IP address to
indicate a series of IP(s).

 Add/Delete: Add the IP(s) onto the list or remove it from the list.

*  Apply to All Network Servers: Apply the settings to both live streaming
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server and remote playback server.

Performance]

Total bit rate  Individual Camera bit rate information
i Network Service \ / 1
Main | Black/White Listkfformance l
Live Tolal bitrate. 195 9Kbps Camera 1 bitrale. & Tbps

Streaming

§6:24] Usar Logn acmin ACcept
Flay CAM 1 agmin
ay CAM 2 admin
y CAM 2 admin
)

Central
Management

[ e (o)

Remote playback Server log information
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5.14.3 3GPP Service

When starting the 3GPP service function of your computer, the system
allows remote users to log in and view cameras that are connecting to it
with 3GPP supported mobile phone. See Appendix A for more details
about 3GPP Service.

Network Service - 102.168.4.39 /192.168.1 53
hain |
Strégriing Client Count ] C"enf
State | P Camera User Agent —
Remote
Playback
E — Service
Remote Server Status: Stopped Start Slop | .
Desktop Seerce
— Options —/
C;::al Port: |554 Default
Managerment I~ Enahle User Authentication
|_—~Options
v 0K | X Cancel |
Client list:
*  Client Count: Show the amount of channels that are connecting to
system.
Service:

*  Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

*  Portf: Assign a port for the clients to connect to your system via 3GPP
Service. Default port is 554.

*  Enable User Authentication: User need to insert the username and
password to login to the 3GPP server and view the video stream.
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5.14.4 Remote Desktop

When starting the Remote Desktop option, the system allows remote users
to use Remote Desktop Tool to login and configure system. See Appendix
B to install and use this tool.

Network Service - 192.168.4.39 /7 192.168.1 53
Wain |
Live - ©ntions Opﬁon
Streaming
Port 5140 Detautt | | |[LL—"
—
Disconnect idle client after (300~3600 sec): 3600
Remote
Playback ° °
—Authentication AUfheanCGflon
Il
— [~ Enahle User Authentication (Use admin password)
3GFP
Service — |__Server Status
L1
Server Status Start Siap |

Central
Management

v 0K | X Cancel |

Options:

*  Port: Assign a port for Desktop tool to login and configure system.

*  Disconnect idle client affer (300~3400 sec): Auto disconnect the
on-line user who idled more than setting period.

Authentication:
Enable this option would only allow admin account to use Desktop tool to
login system.

Service:
*  Server Status: Click on Start/Stop to turn on/off this option.



IP CamSecure
5. Configuration

5.14.5 Central Management Service

This service only supports Central Management System (NCS). When
starting the Central Management Service option of the system, the Main
Console would send event information to NCS and allow NCS system to
control I/O device from remote side.

Note:

1. To enable this action, go Guard >Action and select “Send to Central
Server” to enable the action triggered by preference event.

2. Please refer the user manual of Central Management System for detail

information.
Metwaork Service - 0.0.0.0 / 192.168.0.83 / 218.167.191.175 .
htain ]
Live C\\enlCuum- | 0 Kill Client Kill All Clients H
Streaming . : [ ] [ / Cllent
- State P "
\=
Remaote
Playback
3GPP
Service
@ “Serie o | Service
L
Remote Server Status: Stopped Stop
Desktopn
- Options
— Port: (5170 Maximun Connections: 11 & O pﬁOnS
Central _—

Management

v oK j[x Cancel]

Client list:
*  Client Count: Show the amount of NCS Servers that are connecting to
system.

¢ Kil Client: Highlight an IP address and click on the “Kill Client” button
to block the client from your client list.

*  Kill All Clients: Click on this button and then block all the clients
logging to your system.

Service:
* Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.
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*  Port: Assign a port for NCS System to connect Main Console system.
Default portis 5170.

*  Maximum Connections: Number of connections from NCS Servers that
are allowed to connect to the system. The default is 8 NCS Servers
and maximum is 16.
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5. Configuration

Go to About Main Console to view the version of your surveillance system

and the hardware information.

L& setting
Lzer Account Setting
License Manager

SavefLoad Configuration b i Abemt Main Consale

Counting &pplication

Log Wiewer
Blackup

® W B

Metwaork Service

About MalnCansale, . o

5.16 Video Source

POS .&DD"EatiDﬂ Copyright (C) 2004 -09

MainConsole Version 1.20.0 Lite

Digital Data Communications Asia Co. Lid. All rights reserved.
httpdtarew levell com
Product Information

Model Type: IP Cameras

Camera License Mumber: 32 {IP+)

(For system with MPEG4 capture device only)

Step 1: Go to Video Source to adjust the Video Standard to NTSC or PAL.

Step 2: Adjust the maximum Video Resolution for all analog cameras.

Step 3: Add new cameras in Camera Number.

Step 4: Click “Sync all video signal level after pressing OK” to synchronize
video signal level to the optimized display (Auto-gain control).

{s¢ Setting
SavefLoad Configuration »

| wideo Source — >

Counting &pplication

Log Wiewer

m m B

Backup

Metwork Service

Ahout MainConsale, .

Yideo Sonxce &|

Video Standard: -
Yideo Resolution: -

[~ Sync allvideo signal level after pressing Ok

Zancel
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Davice and Map

- Map

2B Airport

& B Eact
L Gate

-~ Bistro

£ Davice

o @ Camil

- ® Cam3(192.168.2.219)

. ® Cam4 (192.1682.213)

o AAIS Q1755 (192.168.2.

: b R o " -

w3/ Cam3(192.168.2.219)r . v udg

- R o AALAIEY LT i
o (

E-Map

e o Information
...;.f Camd4 (192.168.2.21 3
4 Camd (182.168.2.213)-C

Cama(l 92.168.2.219-0utput 0 (0)
state:OFF

With E-Map, user can find out or track the actual location and
alarm status easily and receive instant response when the event
happens.

The arrows and lightening icon on E-Map represent cameras and
I/O devices and these icons will turn red once they are triggered
by alarms.

To launch E-Map application, simply click on Start and select
Open E-Map from start menu to open E-Map window.
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There are 2 modes in E-Map application:

# Edit mode: Allow users fo add/edit maps and indicators of devices. In
Edit mode, the function buttons on the bottom of the window will be
active, and then setup the configuration before running E-map function
at the first time.

< Operate mode: all settings will be activated in this mode.

6.1 Edit Mode
To carry out edit function, you need to be in Edit Mode.

|E-Map

- Map

- Airport

. BB East

LB Gate
£ Device

L@ Cami

L3 Cam3(182.168.2.219)
* Camd (192.188.2.213)
B RIS Q1TSS (1921682 b
o7 Cam3(192.168.2.219)Ir
F Cam3(192.1606.2.219)-0
amd (192.168.2.213)-h

Infarrnation

iyt Camd (1892.168.2.213)-C Bistro (hap)
5 de
[g gt
| —

| AddMap| EditMap| Dalete | Ritate || \ o« Save

X

Edit mode/ Operate mode

Function button )
Switch button

6.1.1 Add/Edit/Delete Map
Add E-Map:

Step 1: Make sure being in “Edit Mode” and all devices are connected
and inserted.

Step 2: Right click on the "Map " icon in device and map list to obtain
the option menu to add map, or just click “Add Map” button to obtain
the “Map Config” dialog.
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Step 3: Select the map file and insert the map name. Click “OK"”, and then

the map you added appears in the tree structure of device and map list.
rMapCunfig

Map Image File: ]

Map Marme: ]

IV ok | [ X cancl |

Step 4: The map indicator appears on the left-up corner of parent map.
Drag it to the position you want on appointed map.

Edit E-Map:

Step 1: Make sure being in “Edit Mode” and all devices are connected
and inserted.

Step 2: Right click on the "Map B " icon to obtain the option menu to edit
map, or just click “Edit Map” button to obtain the “*Map Config” dialog.

Step 3: Modify the required details, and then click “OK" to save
configuration.

Delete E-Map:

Step 1: Make sure being in Edit Mode and all devices are connected and
inserted.

Step 2: Right click on the “Map " icon to obtain the option menu to
delete map, or just click “Delete” button to remove appointed map from
list.

Note: The root map can't be deleted.

6.1.2 Add/Rotate/Delete Device Indicator
Add Indicator:

Step 1: Make sure being in Edit Mode and all devices are connected and
inserted.
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Step 2: Select on the icon “E Map» which you want add device indicator
fo.

Step 3: Before adding indicator, ensure that the map you want is
displayed. Select device from list and directly drag a device to the
desired location on the map.

Note: Different device is symbolized by different indicator.
*— Camera indicator, 3‘{ digital Input indicator, & -POS indicator.

Rotate Indicator:

Step 1: Ensure being in Edit Mode and all devices are inserted. Select
device indicator from map or form Device and Map list. The device

indicator will be marked with a green ring L £ .

Step 2: Click “Rotate” button, the indicator will rotate 45 degree.
Nofe: Only camera indicators are allowed to be rotated.

Delete Indicator:

Step 1: Ensure being in Edit Mode and all devices are inserted. Select
device indicator from map or form Device and Map list. The device

indicator will be marked with a green ring L £ .

Step 2: Click “Delete” button, the indicator will be gone.
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6.2 Operate Mode
To carry out the operation functions in E-Map, you need to be in Operate
Mode.

Davice and Map

- Map
£ Airport
& B East
LB Gate

- Bistro
-5 Device
.. Caml

» Cam3(192.168.2.219)
2 Camd4 (192168.2.213)
o RHIS Q1755 (192168.2.] b

o Cam3(192.168.2.219)Ir
S C o 3102 93-0
7 Camé (192,168 2.2 3l
gt Cama (192.168.2.2133-C
8 de
[E gt

Information

Cam3(192.168.2. 219)-0utput 0 (¥}
state:OFF

Operate mode/ Edit mode
Switch button

6.2.1 Device and Map Tree list
This window will list all devices and map hierarchies; click device or map
indicator to show related information on E-Map windows.

B Map - Select the map you want to show on E-Map Window.

® Camera - Select the camera you want to preview video on preview
window and mark indicator on E-map.

g Digital Input — Select it to highlight the device with green ring on map
and show status on Information window. If the Digital Input is from IP
camera, the preview window will display live video of the camera.

W Digital Output - Select it to highlight the device with green ring on map
and show status on Information window. If the Digital Output is from IP
camera, the preview window will display live video of the camera.

& POS - Select it to highlight the POS device with green ring on map and
display live video of first associated camera on preview window.
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6.2.2 E-Map picture
This window will show the map layer and indicators.

Device Indicator:

Select device indicator form Device and Map Tree list

to show preview video and related information.

Map indicator:

Select map indicator will enter the next map layer. If you want move to
upper layer, right click on the map to select Up option or click ™ right
on the map layer

6.2.3 Information and Preview window
This window will show the related information of each indicator.

B Map Info - Show map name.

® Camera - Show camera name and connecting status.

# Digital Input — Show Digital Input name and status (0 or 1).

W Digital Output -Show Digital Output name and status (0 or 1).

& POS — Show POS device name, connecting status, first associated
camera name and connecting status.
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Triangular
indicator

6.3 Layout Adjustment

Davice and Map

- Map
- Airport

| BB East
L Gate
oo

- Davice

@ Cami

L Cam3(192.168.2.218)
LR Camd (1921682213 | b
A5 Q1755 (192.168.2

' Cam3192.166.2.219)-Ir
F Cam3i192.168.2.2191-0
o Camd (192.168.2.213)-0
i Camd (192.168.2.213-C

Information:

Bistro (Map)

ESSSS——

Add hap | Edit Map | Dalete | Riitate o Save

6.3.1 Adjust layout window

Shrink the window:
Click * e a Triangular indicator” to hide
the Device and Map/ Preview and

Information window on right and left side. ~ § f::.s":..:n..’..

click triangular indicator again to go pidl
back to default setting. -

Add Map Edit Map Delete Roile ‘ ' Sawe ‘

Full screen display:
For the system with Dual- Monitor, user can view the MainConsole on
primary monitor, and view the full-size E-Map on secondary monitor.

Step 1: Click * & a Triangular indicator” to hide the Device and Map/
Preview and Information window on right and left side.

Step 2: Click “ " on right top of the window, and then get the full
screen mode of E-Map.
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7. Log Viewer

- Log Yiewer =1 |

Unusual Event | System Logl Counting Application | Counting Application (Diagram)' POS Logl

Log Type: All -
Channel: All i
Date [« 20000715 - 2 Expartto...
DateTirme: ||_ 2008075 14:45 7 A g ||- 200900715 14:458 = =]
Event Time | Event Type | Camera | Description |
2003/07/15 14:45:46  General Motion 03
2003/07/15 14:45:51  General Motion 0z

View the unusual event history that had been detected by the
Smart Guard System.

To launch Log Viewer and get report, simply click on Config and
select Log Viewer from menu to open Log Viewer window
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7.1 Unusual Event

- Log Yiewer - @ﬁ
Unusual Bvent I System Log 1 Counting Application } Counting Application (Diagram) | POS Log
Step ] tog Type: All b
fs} All -
S-l-epz hannel
/’Date: [+ 200007115 = & Exportto. . :l_ [ Sfep 4
Sfep3 DateTime: |r 070 ] i |r i 45 = 2 Search
Event Time | Event Type | Camnera | Description |
2009/07/15 14:45:46  General Motion 03
2009/07/15 14:45:51  General Mation 0z

Stepl: Choose the type of events you wish to view or select “All" from the
drop-down menu to view adll types of events. The types of Unusual Event
include General Motion, Foreign Object, Missing Object, Focus Lost,
Camera occlusion, Signal Lost, Disk Space Exhausted, System Health
Unusual and Digital Input Triggered .

Step 2: Choose the camera channel you wish to view or select *All” for all
the channels available.

Step 3: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 4: Click Search.

Note: When working with a video record,

1. Log Viewer will search for Unusual Event in the video record in Date &
Time mode, start from the beginning to the end of the record, which is
the default setting of the system
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7.2

System Log

7. Log Viewer

Select Log Type form the drop-down menu. There are total 31 types of log

types, including:
1. Main Console Startup 16. Stop Live Streaming Server
2. Main Console Shutdown 17. Modify Live Streaming Server
3. User Login 18. Start Remote Playback Server
4. User Login Failed 19. Stop Remote Playback Server
5. Start Schedule 20. Modify Remote Playback Server
6. Stop Schedule 21. IP Camera Connection Lost
7. Execute Recycle 22. Auto Restart Windows
8. Enable Channel 23. Modify POS Setting
9. Disable Channel 24. POS Connection Lost
10. Start Smart Guard 25. Modify E-Map
11. Stop Smart Guard 26. Start Remote Desktop
12. Modify Smart Guard 27. Stop Remote Desktop
13. Modify Schedule 28. Modify Remote Desktop
14. Modify Configuration 29. Start Central Management
15. Start Live Streaming Server 30. Stop Central Management
31. Modify Central Management
M Loz Viewer
S.I.ep -I Unusual Event System Log |Counting Applicationl Counting Application (Diagram)l FPOS Logl
Log Type: IAII j
Date: |[+] 2008105105 = 2 Expery
S’rep 2 A]ime: ||_ 2009105/05 14:50 = o ||_ 20080505 14:50 [F =] Search
Event Time | Event Type | Description [ =
2009/05/05 02:54:47 Ma?n Console Startup \
SONO0s ao0ts e Consol Statip Step 3
2009/05/05 13:29:04 User Login adrnir
2009/05,/05 13:29:10 Start Schedule |
2009/05/05 12:29:15 Start Smart Guard
2009/05/05 13:47:56 Modify Configuration
2009/05/05 13:42:21 Modify Configuration
2009/05/05 13:49:46 Modify Configuration
2009/05/05 13:50:56 Modify Configuration
209/5(M A5t s Modfy Conficlaton =l

Stepl: Choose the type of event you want to check or select “All"” from
the drop-down menu for all types of events.

Step 2: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 3: Click Search.
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7. Log Viewer
7.3 Counting Application

Display the history of Counting Application during a given time period.

20070725 19:00:00
200707/25 19:30:00
2007/07/25 19:32:42
2007/07f27 11:30:00
2007/07/27 12:00:00
20070727 12:30:00
2007/07f27 12:32:15
20070926 13:29:49

Camera 3
Camera 3
Camera 3
Camera 3
Camera 3
Camera 3
Camera 3
Camera 1

14

oo eEOO

-
CoRMNORD

- Log Viewer - @
Unusual Evemj Systern Log  Counting Application lCUuming Application (Diagram) POS Log ] J
Channel {m
Date: |~ 200709/26 = 51 m
Date&Time: [ 2007 =&t [T zo0n00as 1351 = 2 Gearch \
Event Time Channel In Out

Step 4

Stepl: Select the channel you want to check or select “All” from the
drop-down menu for all channels.

Step 2: Select search period. View the events that happened on a

particular date or during a given time period by selecting search period.
For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 3: Click Search.

Step 4: Press the button “Export to”.

Step 5: Type the fle name and choose the file format (.xlIs or .txt).
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Display the Counting Application data in diagram format.

Bk
Unusual Evem' System Lug| Counter Application  Counter Application (Diagrarm) l FO8 LDQI
[l
: M Qne D 8 (200500~ 3
Channel ICAMERM x| penoa [onspay =] Date: | o, = BN
Search

200511410 In

0 1234656783 1011121314151617 1819 20 21 22 23 24

Select the channel you want to check or select “All” from the
drop-down menu for all channels.

From the drop-down menu, set up how you would like the

diagram to be displayed. You have the options of one day, one month, or
one year.

Select a specific date to make it the start point of the diagram.
Click Search.

Press the button “Export to”.

Type the fle name and the file will save as BMP files.
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7. Log Viewer

7.5 POS Log
View the POS Log history that had been detected by the Smart Guard
System. SEVG

POS: [al =l

GIEE Connection Los it 4\

UserDeﬂned EventRule 1
DateTime. | User Defined Event Rule 2 [ ] 20020508 16114 (5 search | \
User Defined Event Rule 3
Camnera UserDefined EventRule 4 Event Mame POS Marne Description

: User Defined EventRule 5 : ‘ . Sfep 5
UserDefined EventRule B
User Defined EventRule 7
User Defined Event Rule 8
User Defined EventRule 9 _|
User Defined Event Rule 10

<] | i

Stepl: Choose the type of events you wish to view or select “All” from the
drop-down menu to view all types of events. The types of Unusual Event
include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer the User
manual of POS for detail.

Step 2: Choose the camera channel you wish to view or select “All” for alll
the channels available.

Step 3: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.
Step 4: Click Search.

Step 5: Press the button “Export to”.

Step 6: Type the file name and choose the file format (.xlIs or .txt).
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After search the log you want, just export it to .xIs or .txt file.

nusual Everr ounting Application | Counting Application (Diagram; ag
U | Event Swstern Log | Counting Applicati Counting Application (Di )| POS L

Log Type: IAII LI
Date: |[+] z00ai05i05 - 2 Exportto |
DateTime: ||_ 2009105/05 14:50 = o |l_ 2009/05i05 14:50 F1E Search
Event Time | Event Type | Description [ o

2009/05/05 02:54:47 Main Console Startup

2009/05/05 09:56:22 Main Console Shutdown

2009/05/05 13:29:02 Main Console Startup

2009/05/05 13:29:04 User Login adrnir

2009/05/05 13:29:10 Start Schedule I
2009/05/05 12:29:15 Start Smart Guard

2009/05/05 13:47:56 Modify Configuration

2009/05/05 13:42:21 Modify Configuration

2009/05/05 13:49:46 Modify Configuration

2009/05/05 13:50:56 Modify Configuration

2009/05/05 13:51:35 Modify Configuration L!

Press the button “Export to”.

Type the fle name and choose the file format (xls or .txt).

Dl - ~ PBB?!B')!12 @88:45:41, Main Console Startup,
A [ B [ ¢ T ol & | 2007/09/12 00:45:44, User Login, admin
%fnv;g;;;wasal i"ﬁ“‘gi L Descipion [ | 20087/89/12 B1:11:18, Hain Console Shutdouwn,
menzoo§4s§44 Ui:mﬂ" i ey 20807/89712 B81:27:84, Hain Console Startup,
4 13007001 201-11-10 | Miain Console Shatdown 2007/709/12 01:27:685, Ust_er Login, admin
|5 [20070012 012708 | Main Console Startup 2007709712 01:28:27, Main Console Shutdoun,
| & [20070012012705  User Login admin 2087/089/12 15:86:51, Main Console Startup,
| 7 |2007001201:28:27  Main Console Shurdown 20087/089/12 15:86:52, User Login, admin
| & 20070012 15:06:51  Main Conscle Statup 20087 /09/12 15:087:084, Hain Console Shutdouwn,
| O 0002 15062 |User Logh B 2007/09/12 15:88:28, Main Console Startup,
%%ﬁﬁizg’% ﬁﬁz‘gézx"’“ 2007/09/12 15:08:40, Main Console Shutdoun,
12 20070012 150640 Wain Console Shutdovn 2007/7089/12 15:88:54, Ma:_Ln Console Startup,
| 13 [20070012 1508:50 Main Consol Starnp 2007/09/12 15:89:01, HMain Console Shutdouwn,
| 14 3007002150501 Main Console Shutdosm 20877089712 15:14:11, HMain Console Startup,
| 15 |30070912 15:14:11  Main Console Startup 20087 /09/12 15:14:12, Hain Console Shutdouwn,
| 16 | 200740012 15:14:12  Main Console Shutdown. 20877089712 15:14:31, HMain Console Startup,
%%ﬁﬁi;ii; xmﬁollzgmp 208087 /89/12 15:15:28, HMain Console Shutdouwn,
BN Al 0l O -
19 20070012 194815 | Main Console Statup 2007709712 19:44:215, Ma%n Console Startup,
T30 | 20070012 194658 Main Console Shuvdown 2007709712 19:-44:58, Ma%n Console Shutdown,
|31 20070012 225157 Main Consele Startup 2007709712 22:51:57, Main Console Startup,
Emmﬂzzz:sl:s@ Main Console Shatdown 2007709712 22:51:59, Main Console Shutdouwn,
| 23 |20070012 22:52:14  Main Consols Startup 2007/709/12 22:52:14, HMain Console Startup,
| 2 |20070N2 225218 |UsecLogin i 2007709712 22:52:18, User Login, admin
%Wﬂgﬂmﬁw L8 T 208087 /89/12 22:52:24, HMain Console Shutdown,

20070012 22:53:19  Main Console Startup

- Aoomonen e 2087789712 22:53:19, Main Console Startup,
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8. Backup

8. Backup

Start Date Time End Date Time
009,514 F 4 01:09:00 2009/5/14 F4 0
_@2009.’5.’15 A 10:32:00 2000/515 E4 1

The backup function saves video record and other log
information. User may open backup files on any PC with
Windows Operation System and operate the full function

Playback panel on it. Follow the instructions below to
obtain backup files.
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8. Backup

8.1 Backup Recorded file(s)

- Backup  Help

/fh/v /‘—.‘ N/ew Period Remove Period Backup Delete
S‘I'ep 1 / Dats T | End Dake Time Camem® S
Step 2 f
Step 3

Step 1: Add (Remote) Backup Site : Tt Ty S oo et

~Server Setting

r ocalnost (Iocalhost)

Press the “Remote Sever *{h " can senertian

go to remote backup site o —
management to add and setup the e ——
backup site. e —

™ Bawe Fassword:
* Enter the IP address or DNS, Port, .
Username, and Password. sa | ooe || s |

e (Click “Add"” to add the server.

* Click OK to exit the Setting panel. ————

Step 2: Access (Remote) Backup Site : Click on the 5’)" icon and insert
the username/password of the remote server to access the backup Site.

Step 3: Click on “New Period” to obtain the Select DateTime Period panel.
Step 4: Select the data you want to backup by highlighting the time

period. Besides the time-table, you may also set up start time and end
time in the Date Time Period section.
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8. Backup

B DateTime Search Dialog, [Local Machine]

b ) Y eF Date Time Period VideaFreview
G-#2UELO0 _ I

- Start Time: 2008F THE <= | 000000 —— v Enable Preview
1 +H 2009 3 - =

End Time: 2009 76 = |00:00:00 —=
2 3 4 2 -

91011
Event Type =
+ | General Motion
Foreign Object
Missing Object
s | (1115 20 S
-

1
56 7 8

(9]
=
B

-

K EEEEE

Step 4 <

16 17 18
19 20 21 22 23 24 25

- Gamera Block

— Cignal Lost

26 27 25 29 30 31
fH’ 0715 s o \ 2 1
S‘l‘ep 5 < Hcamera 1 — s s=m
ﬁamera 2
Bcamera 3
Hcamera 4
Bcamera s
Ecameras
Bcamera 7
[ cameras ’L‘
S et il [+
e RECON Al EYS

. Rizcorc] on Motion
v Cancel
= Record on Event [ QK l [ X Cance ]
N

Step 5: Click on the camera number icon to add camera(s)  Step 7
or click % = to add/delete all the channels.

¥ Show Event Log

=
=
=
=
r
{3
B
ks
&

iiiii

Step 6: Check the box of Enable Preview to get the preview of the video
you select.

Step 7: Click OK when the settings are complete and go back to the
Backup System panel.

Step 8:If there is any data period not wanted, click Remove Period to
remove the data period on the backup list.
Step 8 Step ¢

: Backup Help

:_:J - /7 ' Mew Period ’ Remaove Petiod IEI Backup | x| Delete
ate Time | Cameras |

/15 _EF 10:32:00 2009/5/15 _E-F 10:45.00 1,3
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Step 9: Click the Backup icon to obtain Backup panel.

- Summary

S'rep 10 / Tatal backup data size: 74,434KB

—Media

S'rep 11 / & Backup using COROM

" Backup using DWVD
¢ Backup on HardDisk

| o |

. Option

Step 12 / ¥ Backup Event Log

¥ Backup Systern Log

¥ Backup Counter Log

¥ Backup POS Transaction

v 0K | X Cancel|

Step 10: Summary: Check the summary section to see the size of the
file(s).

Step 11: Media: Choose the path you want to save the file or burn the file
info a CD (direct CD burning for Windows XP only), DVD or on Hard Disk.

Step 12: Option: Select the log information you would like to backup
(Event Log, System Log , Counter Log and POS Transaction), and then
click OK.

8.2 Delete Recorded file(s)

Step 1: Click on *New Period” to obtain the Select Date Time Period

p O n el . E Backup Systemn [Localhost]
- Backup  Help Ste p 3

T @ i i
Q i g N/ew Period Remove Period @Eackup @Delate

Start Date T, |_End Date Time | Camerafs) | Size |
|F2009/54 ESF 1155400 2009/5/14 F4F 12:19.00 1,234 914,584KE
|P209501 TR 084100 200945/11 F=F 09:5400 1,234 606,411KB

Step 1
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8. Backup

Step 2: Follow step 3-7 on above (backup) section to select data period
which you want to delete.

Step 3: Click on the “Delete” icon and delete all the data in the backup
list from the database.

Note: The deleted video cannot be recovered.
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9. Remote Live Viewer

| (1] localhost

With the Remote Live Viewer console, remote users may watch up
to 128 channels real-time video from remote live streaming servers.

page-
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9. Remote Live Viewer

9.1 Setting
Click General Setting to obtain setting dialog.

General Setting

Audio preview:
*  Enable audio on active channel: Select it to enable the audio

streaming on active channel.

Miscellaneous:
*  Synchronize video frames: Select it to avoid the tearing problem

occurring in video display while increasing the CPU loading.
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9.1.2 Server setting

General  Server | Group | Camera | OSD | POS | Monitor Display | Notification | Jo 4 { ¥ i
I I e I I// Server List
—Server Setting

[Eocalhost (ocalkhosty =

;Q Server Mame: l—
. Address: l—
Port [s150
UserMame: l—
Password: l—

Save Password: [

Auto Login: [

Test Server

Add | Delete| Update‘

v oK | X Cancel|

Step 1: Enter the Server Name as preference.
Step 2: Enter the Address, Port, User Name, Password to log in the server.

Step 3: Enable the Save Password to login without entering the password
again.

Step 4: Enable the Auto Login to login automatically when starting the
Remote Live Viewer.

Step 5: Click on Test Server to check if the server is available.

Step 6: Click “Add” to insert the setting to server list.

Note:

To change the setting, select a server on server list and click “Update”

after modify setting.
To remove the server, select a server on server list and then click “Delete”.



IP CamSecure

9. Remote Live Viewer

9.1.3 Group Setting
Allocate different cameras into each appointed group.

Step 2 General | Server Group | Camera | 08D | POS | MonitorW .Step 1
\E

Insert-/DeleheEQemme i) Login
[

F/E/ =1 lacalhost
/ - |ocalhost - AXIS Q1755 {192
-
Sf 4 &+ |ocalhost - Caml [ Driet 31 2.168.2
ep : &= |ocalhost - Caml = B D-Link DCER =

1] | 0 Rl } B

o 0K | b ¢ Cancel|

Step 1: Login to all the servers that contain the camera(s) you would
like to put into the group(s).

Step 2: Click “Insert” to create a new group; name the group for
future reference.

Step 3: From the window at the right, highlight the camera(s) that you
would like to add to a group and then click on the * <--"
button. Repeat the process until satisfied with the group
setting.

Step 4: Click on the “Delete” and “Rename” button to remove or
rename a specific group.

Step 5: Repeat Step 2 to 4 to adjust the group setting until satisfied.

Step 6: Click OK.
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9.1.4 Camera Setting
Select prefer stream type of each camera as default live view profile.

General | Server | Group Camera | 08D | POS | Monitor Display | Notification | Jc ¢ »

& Login
E|" lacalhost localhost - Caml
= & cami ~ Stream Profile Info
-l TREMDnet 3124 (192,168.2
B D-Link DCo-5610 (15,1682 | Stream prafie: [original H
----- Bl O-Link DCS-6100 (192,168.2 video format: MIPEG
o Bl &%1S Q1755 {192.168.2.250
-l Cam2 Frame rate:
Resolution:
Gluality:
Bitrate:
Copyta...
| | Hi

v 0K | XK Ccancel ‘

Stream Profile Info:

*  Stream profile: The list would different with video input type of server
Auto:
The system will adjust the stream type automatically to fit different
screen division.
Recoded:
The system will follow the stream profile setin Main Console >Schedule
> Encoding Options.
High / Normal / Low/ Minimum / H.264
The system will follow the stream profile setin Main Console > Setting >
Camera > Stream Profile.
Original (IP only):
The system will display the streaming directly form IP camera and
video server.

 Copy to: Select it to copy the preferred stream profile of a channel to
all the channels in list.
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9. Remote Live Viewer

9.1.5 OSD Setting
Adjust font style of Camera OSD on this panel.

FA L+

2008/0522 | =]
[Troseazs =

<R R

9.1.6 POS Setting
Adjust font style of POS overlay on this panel.
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9.1.7 Monitor Display Setting

Activate auto scan to rotate the channels/ cameras on screen.

Note:

1. Forinstance, you may select to show only 4 sub-screens on the live
viewer while having 16 channels connected to the system. With auto
scan function, you will be able to see all 16 channels by turns.

2. Each monitor support up to 8x8 layout with auto scan function to show
128 channels.

Step T~ oeneral | sewver | Group | Camera | 05D | Pos  Monitor Display | notification | Je 4| »

Monitar | Resolution | I
#1 1260 %800 I e ::ep §
Auto scan group: ICDmpanv j/’// ep
-
Frimary channel: IA}{IS 17551921 EELI/ L~ Step 4

Secondary channel: [l
Auto scan interval; |2 SEC,
~Layout Step 5
r
N type: a%5 hd d

W 0K ‘ X Cancel‘

Step 1: Select the Monitor connected to the system.

Step 2: Auto scan group: Select appointed server group to activate
auto scan settings.

Step 3: Primary channel: Select appointed channel that will always
be on the screen when activating auto scan settings.

Step 4: Secondary channel: Select appointed channel that has
secondary priority then primary channel on the screen when activating
auto scan settings.
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9. Remote Live Viewer

Step 5: Layout: Select the screen division of “*NxN type”in Remote live
viewer panel.

9.1.8 Notification Setting

General | Server | Graup | Camera | [a1=]n] | FOs | Manitar Display  Motification |.Jc A | 4

—Status display

¥ Show recarding status
¥ Show camera event

¥ Show counting result

—Miscellaneous

¥ Popup system event

W 0K ‘ X Cancel‘

Status display:

*  Show recording status: Select it to show the indicator with recording
status on monitor display.

*  Show camera event: Select it to show the smart guard detected
event appointed in Main Console on each channel.

Note: To execute this function, need setup on screen display as an action

of Smart Guard instant response.

*  Show counting result: Select it to show the counting result appointed
in Main Console on each channel.

Miscellaneous:

Popup system event: Select it to allow the System event
appointed in Main Console popping up a message to warn.
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9.1.9 Joystick Setting
Please switch to Joystick tab and the configuration is the same as on
Main console, please refer page 106 for details.

LiveView Setting

Ser\rer] Group ] Camera ] 05D ] POS ] Manitor Display | Motification  Joystick ] 4

Active Jovstick: ]Ugg Gamepad LJ
| Button | Function | Pararmeter

Button 1 Goto Preset Point 1

Button 2 Goto Preset Point 2

Button 3 Gota Preset Paint 3

Buthon 4 Goho Preset Paint 4

Buthon 5 Goto Previous Camera
Button & Goto Mext Camera

Buthon 7 Toggle Single Camera View
Button 8 Toggle Full Screen

Button 9@ Switch Screen Layout
Bution 10 Mf&

Impaort ][ Export ][ Default ]

’/ oK ] [x Cancel ]
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9. Remote Live Viewer

9.2 Server/Group/Camera

Display a complete list of the server(s),group(s) and camera(s) that are

added to the system.

Server View: The cameras would list beyond associated server.
Group View: The cameras would list beyond customized grouping.

. .
Server View Group View
(= - =)
(T
2] local ~| & Group 1 A |
B NS 207M B cameralt
o opxismiosi- = (R0 B cameraz_1
ulfr Zavio MS1OW| B cameraz_t
| e v-cam white B> Camera4 1 |=
alfr LevelOne FC! & Group 2
ufr LevelOne Wi -l Unknown
P AxIs Mi031- i oanIs ZD?MWL
Lo (O A )

E'J Group 3
- Camera5_1

-t Camera 1_1
] Camer.? E_} [_\:]

A

9.2.1 login/logout server

Optionl: Select a server on list, and then click on
the LOG IN/ LOG OUT icon to access/ leave the
server.

Option2: On the server list, right click on it to

obtain the menu options.
Log In/Log Out Server

[l

9.2.2 Connect/Disconnect camera

OptionT: On the server/camera list, double click
on a camera to connect it.

Option2: On the server/ camera list, right click on @

camera to obtain the menu options to il

connect disconnect it.
Connect/Disconnect Camera

Option3: Select a camera(s) from the list, and then drag it to where you

want the image to be displayed.

Login Server
Logout Server
Connect Al
Disconnect Al
E-Map

Create Multiple Vie
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Option4: Play / Stop/ Drop: Select a camera/ video and click on this
button to play/stop/disconnect a particular channel.

b= X

Play  Stop Drop
9.2.3 Multiple View:

Step1: On the server/ camera list, select a
camera and right click on it to obtain the menu
options.

Duplicate Carnera

Step2: Select "Duplicate Camera”, and the d Comect
duplicate camera with green indicator will - e
display below on camera list.

Login Server
Logout Server
Connect All

Step3: Double click on the duplicated camera = e
to connect it and display on screen.
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9.3 PTZ Control

Control the movement of PTZ cameras. With cameras that support PTZ
conftrol, you can move, zoom, patrol, adjust the focus, and set preset
points of the cameras.

9.3.1 Preset/ Go

Adjust the camera view until satisfied. Click on the Set icon and set up the
view as the preset point 01. Adjust the camera view again and set up the
preset point 02. Repeat the process until finish setting up all preset points.
Enter any names you want instead of the preset point 01, preset point 02,
preset point 03..., click on the Go icon and view the result of your setting.

Note: For the speed settings of PTZ cameraq, please setup on Main Console
> Config > Setting>PTZ Config.

9.3.2Zoom
Click on the + and = signs to zoom in and zoom out the view.

9.3.3 Focus

You can select to have the camera focused near or far. To focus near
means objects that are closer will be clearer than the objects that are
further away. On conftrast, to focus far means objects that are further will
be clearer than the objects that are closer. Click on the Focus icon and
select auto focus if you want the system to decide the focus point for you.

9.3.4 Patrol
To control PTZ camera to patrol around pre-defined path of preset points,
please click on Patrol button to start/stop patrol.

Note: To setup patrol path, please setup on Main Console > Config >
Setting>PTZ Config > Patrol.
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9.4 On Screen Menu Enable Move
Enable Digital PTZ
Right click on the camera screen and get the “On Stream Profie >

Screen Menu”, from which you can quickly adjust

i Enable Audi
the setting of camera. nable Audio

Shapshot
I Toggle Fullscreen

9.4.1 Enable Move
With cameras that support PTZ function, the function allows to use mouse
to conftrol PTZ function by clicking display screen. To enable function: click
the “Enable move” of on screen menu. To disable function: click the
“Disable Move” to cancel this function.

9.4.2 Enable Digital PTZ

To enable the digital PTZ functions of the video, select the “Enable digital
PTZ option”. Use mouse wheel or click on the + and - signs to zoom in and
zoom out on the camera. The square flashing on the video grid indicate
the correspondent view of the camera.

9.4.3 Stream Profile
The function helps to change video quality quickly by switch Stream
Profile.

Enable Digital PTZ

Stream Profile >| Auto

Enable Audio Recarded

E-Map Criginal
High

Snapshot

Toaggle Fullscreen e

Low

TlirinnLm

9.4.4 Snapshot
The snapshot function could copy and capture a specific video image to
the clipboard or to save as bmp file. The snapshot could customize to add
OSD, POS information, and captured selected range only when viewing
video with digital zoom in.

9.4.5 Toggle Fullscreen

Switch to view video with full screen display. To disable the function, right
click on screen and dis-select option or simply press “ESC” to go back to
original window.
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9. Remote Live Viewer

9.5 Start Monitor

Open Monstor
Open E-Map
Open [0 Control Pansl

060

Start Monitor | m
e

9.5.1 Multiple Monitor

Select open monitor to append monitor to view more live videos on
multiple monitors. Each append monitor has the same list and view
conftrol buttons with Main monitor, except Start, Playback, and Setting
buttons.

9.5.2 E-Map

Select Open E-Map to obtain the E-Map window, the GUI map help to

find up devices easily and have information window to show the status of

each device.

B Mop Info — Show map name.

® Camera -Show camera name and connecting status.

# Digital Input — Show Digital Input name and status (0 or 1).

& Digital Output =Show Digital Output name and status (0 or 1).

& POS — Show POS device name, connecting status, first associated
camera name and connecting status.

9.5.31/0O Control

Select it fo obtain the 1/0 confrol panel, 2ol : EJ@
the panel helps to view status and Seners: Jacahest =] e Shon e
control DO devices remotely. ~ =

lnputd  Input0

Note: Adjust the setting of I/O device in
Main console> Config>Setting>l/O
Device first, the 1/O control panel will © O
display the device status base on it. el

Do
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9. Remote Live Viewer

9.6 Playback
Select it to obtain the Playback panel and view video remotely.

9.6.1 Add Remote Playback Site

Press the “Remote Sever '{’h U i .- Pl ok St Mansgoment
can go to remote playback [ enarsetng
site management to add and Cdii i N
setup the remote playback e
site. Port [s160
usermame: [ |
Step 1: Enter the IP address or Passwors [
DNS, Port, Username, e B
and Password. _ Testsensr |
Add | Bz zites | Update‘
Step 2: Click "Add” to add
the server. e ||

Step 3: Click OK to exit the Setting panel.

9.6.2 Access Remote Playback Site

Go to Date/Time Panel and click on the (h" icon on the top of the
display window to access the Remote Playback Site

6 2QEI00

Local Machine

Remote Server 1 (192,168.1.51)
Remote Server 2 (192,168,1.52)

R

13 14 15 16 17 18 19
20 21 22 23 24 25 Z6
27 26 29 30 31
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10.WebView

WITLE] et Explorer HEES
[ htp-izte.167 1932280800 [0 2 ] ¢ Live seaen 2|
¢ 4R | @ United Document | M- B - 2 EEE - G TRD - 7

|http#218.167.193 22:8080veview him L O < X [®10% -

Must make sure the Liver Stream Server is enabled. Check 5.14
Network Service for more detail.

page-



IP CamSecure

10.WebView

10.1 Server IP
Open an Internet Explorer browser and enter the IP address or DDNS

“name” of the server followed by the connecting port.
Example: http://192.168.1.16:8080/

Note: 192.168.1.16 is the IP address of the server.
8080 is the port specified in “Use Default Web Server” in Network
Service.

10.2 Remote Live Viewer
Press this icon to use Remote Live Viewer which functions are the same
as Remote Live Viewer. See page144.

10.3 Remote Playback
Press this icon to use Remote Playback which functions are the same as
Playback but remote server and backup functions. See page 39.
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11.Utilities
11. Utilities
A. Verification Tool
B. License Management Tool
C. Resource Management Tool
D. DB Tool
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A. Verification Tool

A. Verification Tool E

The Verification Tool verifies whether the data created by the system be
tampered with or not. It is the process by which a digital watermark (a
digital signature) is added to each recorded video frame to ensure its
authenticity.

There are 3 types of data could be verified by Verification Tool:
1. File in (.dat) (.264) format will be displayed as #*.

2. File in (.avi) (.asf) format will be displayed as #,

3. File in (.omp) (jpg) format will be displayed as 5.

1.1Execute Verification Tool

Step 1: Execute Verification Tool from progrom files.

Rl A T S

DreyeiFsil
? Eset i User Manual »
[7) Finance managsment E Backup System
) GlobalSCAPE kd DETools
/@] Main Console

@ Infogrames
i Inte] PROSet Wireless
}" Windows Live @ MEM &

7 Microsoft Office

Flayback System
Remote Live Viewer
B esitication Tool

* r v v v v v w

Step 2: Insert the Password of odmlms’rro’ror to login. Step 1

Flease enter password for the administrator of Main Consale

User MName admin
Password: ||

OK | Cancel |

Step 3: The verification tool appears after login.

ENRE ] [}

-Video Preview

| File Mame | ‘watermark | Start Time | End Time Cam Mame | Path

gl | 1+

Status Vit } & II .
Murnber of file Verified : 0 files Time elapsed ; 00:00:000
Murmber offile Pagsed : 0 fles Time left: 00:00:000
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A. Verification Tool

1.2 Verification Tool Overview

Add File Add Folder Remove File Select All Video Preview
Ijr’ 1-3 E E Video Praview
File Mame | Watermark | Start Time | End Time | Cam Mame | Path
@7 C00001... 2009/05f... 2009/05/... TREMNDne... C’\Docurmnents and Se
#0504 _sa... 2009/06f... 2009/0&/... Sanyo WD... Ci\Documnents and Se

ow0604_5... 2009/05f... 2009/0&f... SanyoWC.. C\Docurments and Se
. D-link DC... Ch\Documents and S

4| | i

Status : Verify ‘ I
Mumber of file Verified : 0 files Time elapsed : 0o:oo0: 000
Mumber offile Passed 0 files Tirne left: 00:00: 000

/
Play Verify Pause Stop

(X Add File: Click it to insert the single file to list for verification.

3 Add Folder: Click it to choose the folder with multiple files to list for
verification.

(% Remove File: Click it to remove indicated file(s) from list.

[} Select All: Click it to select all files in list for verification.
Note:
1. Choose the file type first before selecting files. Only (.dat) (.264)

(.avi) (.asf) (.bomp) (.jpg) are available to open.
2. User could also drag files to the list for verification.

Video Preview: Check this column to preview indicated file in verification
list. Select the button below preview window to play #, Pause Bl and
Stop M the file previewed.

Note: Preview of (.omp) (.jpg) format is not allowed.
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A. Verification Tool

1.3 Verify Image/Video

Step 1: Select single or multiple files for verification.

Step 2: Click “verify ‘ "to start verification.

Step 3: The verification result will show on watermark column.
If a file was tampered with, it will show #.
If a file passed verification, it will show .

Watermark

Q, 2 Q Q -Wideo Preview
| Fil= Marne | Watermark | Start Time | End Time | Cam Mame | Path (i]
@7 C00002... 2009/05/... 2009/05f... D-Link DC... CiDocuments an
GW0604_S... o 2009/06f,.. 2009/06f... SanyoWC.. Ch\Documents anc
0504 _sa.,, o 2009/06/... 2009/06f... Sanyo¥D... CiDocuments anc
@7 C00001.., & 2009/05f... 2009/0S{... TREMDne... Ci\Documents anc
@7 C00001.., @ 2009/05f,.. 2009/05f... TRENDne... C’\Documents anc

LC00001... g%

. TREMDne...

CA\Docurments anc

w#C00002... 2009/05f... 2009/05f... OD-Link DC... CA\Documnents anc
@7 CO0002... 2009/05f.. 2009/05/... D-linkDC... ChDocumnents anc
e SR e s S i . _’I_I
Status ; Verify ’ s II -
Mumber of file Yerified : 7 files Time elapsed : 00 : 08 : 266
Kumber of file Passed : 7 files Time left: 01:49: 380

AN

\

Verification report

Step 4: The verification report will show below to display the information

related to verification.
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B. License Management Tool
B. License Management Tool

The license of the software should be registered first before operating
the former version of Intelligent Surveillance System.

Execute the License Management Tool to activate the license from
dongle or serial number allocated with the software package, or
de-activate the license then bring it to another PC to activate it again.

Both “Online” and “Off line” status of PC environment could execute
the tool to “activate” or “transfer” the license. Below list 4 types of
license management process:

- To "activate” the license with PC connected to network, follow the
“Activation On line” process.

- To "activate” the license with PC not connected to network, follow the
“Activation Off line” process.

-  To “de-activate/transfer” the license with PC connected to network,
follow the “Transfer On line” process.

-  To “de-activate/transfer” the license with PC not connected to
network, follow the “Transfer Off line” process.

Please refer below chapter for the detail steps of each process.
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C. Resource Management Too

1.1 License Management Tool Overview
1.1.1 Execute License Management Tool

Step 1: Execute “License Manager” Tool in config menu or installation

folders.
[
Setting
User Account Setting = o= :
License Manager ¥ _,_J _,J __,J
SavefLoad Configuration I Config dhb dump

i Counting Application

POS Application g :
Log Viewer .—-J .,—J
Backup shin wave

Network: Service

Start  Playback Schedule  Guard About MainConsole,

© D | £ A |A

3 A

AlphaZ dll Alpha.dll

»

Step 2: The “License Management Tool"” will appear. Please refer below
for the tool overview.

1.1.2 License Management Tool Overview

TE[ License Management Tool

Activate tab

[ Activate | Transfer i

(VSN | channel | Product | Statuz | ‘\
SN status
\_ J
o Activate type:
Activate type o
 Off line
(’SN type: ‘\
SN iype © Input 5N I
£ Impott SM file: I
f« Activate from dongle
\ " Importlicense file: I J}
Activate -
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B. License Management Tool

Transfe Transfer Tab &
ransier 1a _mﬂansferl
'VSN |Channe| Product Status ™
SN status
\_ J
Transfer type e
" Offline
\
Transfer —
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1.2 Activate/Transfer License

1.2.1 Activate License

|Ac‘rivo‘rion Online|

Step 1: Open “License Manager” Tool.

Step 2: Select “On line” as Activate type.

C. Resource Management Too

Step 3:Input the “SN (Serial number)”or “Import SN file”, and then click on

“Activate” button.

S type:

f* Input S

 Import SMfile: |

= Activate from dongle

" Import license file: |

Activate I |

Step 4: Restart MainConsole if activated successfully.

|Ac‘rivo‘rion Off Iine|

Step 1: Open “License Manager” Tool.

Step 2: Select “Off line” as Activate type.

Activate type:
" 0nline

Step 3:Insert the “SN”, and then click on “Activate” button.

S type:

| & Inputsn: |

)

" Import SN file: |
= Activete ffonmdonale

" Import license file: |

| Activate I
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B. License Management Tool

Step 4: Save “Request file” , and then take it to another PC connected to

Internet.
\_J Request File E]@
File Edit View Favorites Tools Help .',’
Address [C) C:\Documents and Settings\April\Desktop\Request File — EI Go
'S

"lﬁ libexpat.dil
offline.req

REQ File
1KB

LicenseTool.dl

'& 1.0.0.1
LicenseTool Dynarmic Link Library

OffLineTaol.exe
OffLineActivation MFC Applica. ..

Step 5: Execute ¥ OffLineTool.exe

;J " in another PC , and then click

“Activate” to send request file to license server.

[#] Off Line Tool

Information:

Activate new SN.

New SN:

[ Activate ]l

Step 6: Save “License file”, and then take it to original NVR system.

Step 7: Open ‘“License Manager” Tool again, select “Import license file”,
and then click “Activate” button to activate.

SM type:
= Input SM:

 Import SN file:

) fetivate from donole

[(." Impaort license file:

|CiDm:umenis and Setiin E Browse ;]

Artivate l

Step 8: Restart MainConsole if activated successfully.

(e

Error

-~

=]

@ The program will be restated to apply & new sting,
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1.2.2 Transfer License

|Tronsfer On Iine|

Step 1: Open “License Manager” Tool.

C. Resource Management Too

Step 2: Select “Transfer” Tab, and then check “On line” as Transfer type.

Step 3: Select “SN" and click on “Transfer” button.

m].icense Management Tool

Activate  Transfer

| stas |
activated
Transfer type:
f+ 0n ling
" Offline

Step 4: Restart MainConsole if activated successfully.

|Tro nsfer Off Iine|

Step 1: Open “License Manager” Tool.

Step 2: Select “Transfer” Tab, and then check “Off line"” as Transfer type.

Step 3: Select “SN”, and then click “Transfer” button to transfer SN.

-
EI License Management Tool

Activate  Transfer |

=

| Cchannel | Product

| status |

16

activated I

Transfer type:
" Online
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Step 4: Save “Request file”. Restart MainConsole if activated successfully.

J Request File g@
Ay

File Edit Wew Favorites Tools Help

Address

) C:\Documents and SettingsiApril\DeskkopiRequest File lﬂ Go

e g iﬂ LicenseTool.dll
‘«& libexpat.di -ﬁ) 1.0.0.1
LicenseTool Dynamic Link Library

[\ .
I?(E:gn;l;eq OffLineTool.exe
E 1KB ) OffLineActivation MFC Applica. ..

Step 5: Copy request file to another PC connected to internet.

Step 6: Execute OffLineTool.exe in another PC, check Transfer SN and click
“Transfer” to send request file to license server.

-

[#] Off Line Tool

Infarmation:

Transfer activated SM.

|| Transfet “ | Exit |

Note: User need to copy request file to another PC and send it to license
server, otherwise the SN can't be re-activate again!!

Step 7: Check Transfer Completed.

-
[#] 0ff Line Tool
Information:
Complete! Transfer has finished. 4_\'

Transfer activated SK.

Transfer Sh:

SAT1-DZ3C-09E1-7422
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C. Resource Management Tool

C. Resource Management Tool

The Resource Management Tool could detect whether the system
operation is normal or not.

Note: For further application of Resource Management Tool, please refer
page 68 In “Guard” chapter.

1.1 Execute Resource Management tool

Start Monitar Al

Stop Recording Schedule

Step 1: Open Resource Report from start menu. [] stop smart Guard system

Start Counting Application

isplay

Step 2: The Resource Management Tool will -
pen Event Report
appeadar. Open E-Map

Open Resource Repart |

Step ] Open 1jO Control Panel

Lock System

Glol=la

1.2 System Resource Overview ==

System Resource History Diagram

System Resource hMemaory Usage

[ Systern Health

- CPU Temperature: 0°C (32 °F)

- Motherhoard Temperature: 0°C (32 °F)

- CPUFan Speed: 0 RPM

.. Power Fan Speed: 0 RPM
- CPU Loading: 21 %

Mernory Usage: 71 %
- Memary Used: 1466 MB
.- Mermnary Available: 580 MB
(- Logical Disk Free: 15 %
L. CADocuments and SettingsWSER®-£IN
B Network Utilization

[ — |

Advanced | v 0K |

Advanced

page-17/2
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C. Resource Management Tool
1.2.1 System Resource

System Health: This item shows the system information, including “CPU
Temperature”, “Motherboard Temperature”, “CPU Fan Speed” and
“Power Fan Speed”.

Note: User needs to install the “SpeedFan” first to gather the CPU and
Motherboard temperature information.

CPU Loading: This item shows the percentage of CPU usage.

Memory Usage: This item shows the memory usage of system. “Memory
Used” and “Memory Available” are included.

Logical Disk Free: This item shows the percentage of available disk space
for storage.

Nofe: The disk directory will be the same as the one in
MainConsole>Config>Setting>Storage>Location.

Networlk Utilization : This item shows the total upload and download
bit-rate utilization of the running computer.

1.2.2 Instant Diagram
Click each item in the left list to obtain the instant system diagram. The

“system resource” will be displayed as each variable in Vertical Axis; The
unit of Horizontal Axis will be displayed as “Per Second”.

System Resource )‘CF‘U Loading

& System Health
| - CPU Temperatre: 43 °C (108 °F)
i L.Motherboard Temperature: 45 °C (113 °F)
CPUFan Speed: 0 RPM
Power Fan Speed: 0 RPM
8 CFU Loading: 43 %
E Memary Usage: 90 %
i LeMemory Used: 1848 MB
i L.Memory Available: 188 MB
- Logical Disk Free: & %
L. CDacuments and Settings\USERWSE-IN
=5 Metwork Utilization

- Total Upload Bitrate: 0 hps

. Total Download Bitrate: 0 bps

=— Vertical Axis

- Horizontal Axis

] E— I

V
Advanced ‘ W 0K |
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1.3 Advanced Resource Report
Click “*Advanced button to search and export system logs in “Search” tab
and obtain the history diagram of an specified period in “Diagram” tab.

1.3.1 Search

Search |Di3p|ay|

Step 1
Step 2

/ Date:
% DateTime

C. Resource Management Too

Type ICPU Loading j == ISU.DD % j’ /
[
& |2009/06/08 = = Bxportio
~ ~ “
- |2009IDBJ‘DS 1551 B 10 |2009IDBJ‘DS 15:51 [l Search r
Start Time | End Time | Log Type A, | Min. | a. ;l
2009/06/08 15:54:55  2009/06/08 15:55:10  CPU loading BO.5E%  50.00% 100.00%
2009/06/08 16:56:00  2009/06/08 15:56:05 CPU loading B0.51% 50.00%  100.00%
2009/06/08 15:96:15  2009/06/08 15:56:20  CPU loading B0.49%  5000% 100.00%
2009/06/08 16:56:40  2009/06/08 155710  CPU loading B0.25% 50.00%  100.00%
2009/06/08 15:57:15  2009/06/08 15:57:20  CPU loading B0.19%  5000% 100.00%
2009/06/08 16:57:35  2009/06/08 155740 CPU loading B0.19% 50.00%  100.00%
2009/06/08 15:57:45  2009/06/08 15:57:50  CPU loading B0.32%  5000% 100.00%
2009/06/08 16:57:55 2009/06/08 15:58:00 CPU loading BO.27% 50.00%  100.00%
2009/06/08 15:58:35  2009/06/08 15:58:55  CPU loading BO.11%  5000% 100.00%
2009/06/08 16:59:25  2009/06/08 15:59:35  CPU loading B0.11% 50.00%  100.00%
2009/06/08 15:59:40  2009/06/08 15:59:50  CPU loading B0.04%  5000% 100.00%
2009/06/08 16:59:55 2009/06/08 15:59:55  CPU loading B0.04% 50.00%  100.00%
2009/06/08 16:00:00  2009/06/08 16:00:15  CPU loading 51.67%  51.00% 53.00%
2009/06/08 16:00:25  2009/06/08 16:00:50  CPU loading 52.75% 50.00%  57.00%
2009/06/08 16:00:55  2009/06/08 16:01:00  CPU loading 53.78%  5000% G2.00%
2009/06/08 16:01:05 2009/06/0816:01:10  CPU loading 54.00% A0.00%  62.00%
2009/06/08 16:01:40  2009/06/08 16:01:55  CPU loading 54.54%  5000% G2.00%
2009/06/08 16:02:10  2009/06/0816:0215  CPU loading 55.71% A0.00%  71.00% _I
E?DQIUBIDBWUZBS 2009/06/08 16:02:45  CPU loading 56.13%  50.00% ?1.IDD% _’lLI
v OK

Step 1: Choose the system event type, and then select the standard
percentage to search system log.

Step 2: Select the Date/DateTime duration to search system log.

Step 3: Click “Search” to start searching, the system logs will be listed

below.

Step 4: Click “Export to” to
save the system log in (*xIs)

or (*.txt) format.

Step 5: Click "OK" to close

the report window.

e s L e

A

StartTirae

00608 12:20:23
0090608 12:20:53
20000608 12:21:13
200206008 122123
0020608 12:21:53
200506408 122253
200506108 12:23:48
200006108 12:24.48

B

EndTire

20090608 12:20:28
20090608 12:20:58
0608 12:21:18
2NRLE08 12:21:28
2000608 12.21:58
200608 1222:58
200608 12:23:53
20R0608 12:24:58

LogType

CPU loading
CPU loading
CPU loading
CPU loading
CFU loading
CFU loading
CFU loading
CPU Ioading

Avg

65.5
61.67
655
642
6233
61.36
5944

Max

54
54
54
54
54
53
53
51

/S’rep 4
s Step 3

| step 5

HEEyIElIzR
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1.3.2 Display

Search Display |

Type: |CPU Loading j

!
DiateTirme: 20090608 16:39 = 3 *
Petiod: oneDay ¥ Display |

- S O T I O O O O I I I | I L L]
2009/06{08 00:00 2009{06{09 00:00

Maximun: 200970608 15:16:25 Minimun: 2009/06/08 13:35:54

Choose the system event type.
Select the DateTime to draft history diagram.

Setup the start time and duration for charting. User can choose
“One Day”, "One Hour" or “One Minute” as the duration.

Click “Display” to start charting, the diagram will be displayed at
below column.

Click “Save” to save the
diagram in (*.omp) format.

Click “OK” to close the
report window. " T

Maximun: 2009/06/08 15:16:25 Minimun: 2009/06/08 13:35:54
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D. DB Tool
D. DB Tool
The DB Tool Repair database files and Export configurations.
Warning : improper use of this DB Tool may cause lose of the recorded

video data.

Step 1: Execute DB Tool from program files.

e B I ] =] Backup System
Wine ) MPEG-4 Hybrid Systemm
L Cop 7 ReslWE v @] Main Console

Step 1 toos ) Sone » B Ptk syeem
[T Storm Codes 4 Remote Live Viewer
) M I-TIME b Remote Playback Berver
[T Ulead COOL 360 vzl System
__ 7] Ulesd Photo Explorer 8.6 » T User Manual
Mist | Tlead Photolmpact 11 »
2 || Ulead Systems >

Step 2: Enter the password of administrator to log in.

Sfep 2 DBTools login

Please enter password for the administrator of Main Console

arnarme: ladmin
Password:

[ ok | [ Concel
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D. DB Tool

1.1 Repair Database

This page has three repair method, Modify Location, Verify Only, and
Repair.

For modify location propose:
Playback system can recognize all recording video in the folders
which list on MainConsole > Config > Setting > General page. For
some reason, user need use Playback system to open recording
video beyond storage location setting. For this propose, user could
follow below steps to modify location by DB tool.
Note: The default storage location of system is on
your_installation_directory, (ex: C:\Program Files\IPCamSecure)

Step 1: Select Repair database.
(L;l DBTools (IP version 3. 1,0, 0)

~ Repair database

Modify locations to store video files. Please confirm locations where video
files were stared and press button "Madif to confirm.

Step 2: Select the repair Method as Modify Location.

Repair database

Muodify locations to store video files. Please confirm locations where video
files were stored and press buttan "Madif to confirm.

Install Path: CAProgram Files\NUUMSCHE_IP

Method:  |Modify Location |

Step 3: For add database location, please click on Lbutton and use
URL to choose location.
For remove database location, please choose location form
list and click on ‘& button to remove location.
Videa File Locations [E

C:\Program Fles\MULUOWSCE TP
D:hywideo
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D. DB Tool

Step 4: Click on Modify button to modify location. After modification,
the Modify Result will show on the panel.

Modify Result: 2 locations confirmed.

Open Log l [ t odify

Example of modify database:

In certain case that when video data needs to be transfer from old PC to
another new PC, user will need to perform the following procedure.

1. Manually copy all recorded video data from the default installation
path or other user-defined storage path of the old PC.

_,-" C\Program FilesWTTOWCE TP

= = = -

| e = s
® (0 [BM P = - = R_ecorded
[ IBM ThinkVantags 20060321 20060323 |  mawval video data
® [ InstallShield Installation Inf
e i 1 :
# (T Internet Explorer ‘_—J '-Li
[ [ Koed

: 3gppdll
# [ Lenovo wene m £p

2. Manually paste all recorded video data to the default installation path
or other user-defined storage path of the new PC

3. Follow previous page to add new location on new PC.

4. Old recorded video data can be viewed by playback system on the
new PC.

For verify and repair proposes:
This tool is using to check and repair your database and recording
video with below problem:s:
(1) If there are records in database, but no video file, use this DB Tools
to delete records.
(2) If there are video files but no record in database, use this DB Tools
to rearrange the database and find these records.
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D. DB Tool

Step 1: Switch to Repair database windows.
(H DBTools (IP version 3, 1,0, 0)

 Repair database

Maodify [ocations to store video files. Please confirm locations where video
files were stored and press button "Modify* to confirm.

Repair |
database

Step 2: Select the repair Method as Modify Location.

Repair databaze

Werify video files stored by surveillance system. Please confinm locations
where video files were stored and press buttan "erify" to check all files.
Fixing database is anly needed when verification is failed.

Install Path: CAProgram FilesiSCB_IP

Method: | Merify Oniy |

Step 3: Check the video location windows.
The system will list all video locations in table, but if there are
any omit, please use = to insert.
Note: After inserting location, the system will show files count
below table.

File Count: 41

Step 4: Choose the method of “Verify Only”, and click “verify”. This
method will only check the files without modify. Verify result will
show how many files broken or missing.

Werify Result: 41 files verified, O files hroken, 0 files missing.

Step 5: Choose the method of “Repair(Complete)”, and click
“Repair” to repair. The Repair Result will show how many files

are fixed and inserted.
Repair Result 2 files fixed, 41 files insened.

Step 6: The repair new database will replace old ones. And the
original database will change file names with extend repair
date and time as below.
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D. DB Tool

| Address |[C3) D\SCE-IP

Marme
iz_‘]EventLog Jmdb
FFilerecord. mdb
Fi|eRec0rd .mdb_Z00807144121355. mdb
E'_]PosRecord Jdb
E_‘]Schedule(:onfig. mdb
E_‘]SystemLog.mdb
E‘_]SystemLog.mdb_ZDDBD?l‘ml 2135a.mdb

Note: Open Log is a tool to record repair database recode. |1 will

recode repair method, file operation, strat time and end time.
_5" dbtool.log - Notepad g@

File Edit Format ‘“iew Help

[ s e o e S S o R e S S S S S S S SR e S S S S e
operation "verify only” dis started at (2008/07/14 12:01:17)

File Broken: D:\Video/20080708/c00002/c00002500A20080708112323437 .cat
File Broken: D:\Video/20080708/c00002/c00002500A20080708114304625.dat

41 files verified, 2 files broken, 0 files missing.

Operation "Verify only” 1is finished at (2008/07/14 12:01:19)

Operation "Verify only"” 1is started at (2008/07/14 12:13:19)

File Broken: D:\Vvideo/20080708/c00002/C00002500A20080708112323437 .dat
File Broken: D:\Vvideo/20080708/c00002/C00002s00A20080708114304625.dat
41 files verified, 2 files broken, 0 files missing.

operation "verify only" is finished at (2008/07/14 12:13:20)

Operation "Repair (Complete)' is started at (2008/07/14 12:13:58)

File Repaired: D:\Video/20080708/c00002/c00002500A20080708112323437 .dat
File Repaired: D:\Video/20080708/c00002/c00002500A20080708114304625.dat
2 files fixed, 41 files inserted.

Operation "Repair (Complete)” is finished at (2008/07/14 12:14:07)
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1.2 Export Configurations

This tool is using when user want to export all configuration to backup,
take to another PC for backup.

Step 1: Press “Export”.

L DBTools (IP version 3.1.0. 0) X

;3 — Export Configurations

Bissir Export Main Console configurations for trouble shooting. Please

Hips oy provide the exported *.ofg file ta the technical support .
i':;;%

Export

canfiguration

5

Step 2: Select the location you want to Export and type the name of
the configurations.

Step 3: Press “Save” to start to import database.

Save As X
Savein | 3 SCBAP R =
; O ;
Eassrverontinichg [50 To Last Folder visited|
[Cymanual
(Simdb
[yskin
[ ey

Save as lype: | Config Files [* cfg) | Cancel I
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Appendix A - 3GPP Service

How to setup 3GPP streaming connection (using BenQ-Siemens mobile
phones)

System Configuration
DVR / NVR server v2.4

CPU: Intel core2 Duo 1.86 GHz
Memory: 512 DDR RAM

Ethernet: Realtek RTL8168/8111 PCI-E
Hard Disk: 160GB

Graphic card: ASUS Extreme AX550
Operating System: Windows XP Professional SP2
Mobile Phone: BenQ-Siemens E81

1.1 Configuration from Surveillance server

Step 1 : Go to Config and select Network Service

PH10:08: 684

C

-
& Getting »
ail

SavefLoad Configuration

Counting Apgication
B Log Viewer

g gy

Playsack Schedue Gl

page-182
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Step 2 : Select 3GPP Service, and then click Start

Note: In the Option item, the “port” selected here is the same port from
mobile handset

Camera_| Userfgent

Server Stsfus: Siopped

- Ogtians —

Port {554 Default

1.2 Configuration from 3G Mobile Phone
1.2.1 BenQ-Siemens E81

Step 1: Goto Menu, then Internet
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Step 2: Select Bookmarks

Step 4: Configure the Adress setting as the following example.
Ex:rtsp://61.216.97.69:554/media00.3gp

61.216.97.69:554 is the IP address of NVR or DVR system

Port : port specified in 3GPP Service from NVR or DVR system
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Step 5: Save the settings and start playing

Yﬂi&; = B\. ;IE L d
24 fmacca.3gp
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1.2.2 BenQ P50

1. Connect GPRS

Conectando a: CHT_INTERMET
Conectando a GPRS.

Configuracion
e

L

MMS O elementols).
Nuevo Herram. Cuentas @ E|“

2. Download and install the [PLATFORMA4] software.

3. Execute Main Console.
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4. Press the [Config]=>[Network Service] > [Start]

M |
Live Client Caunt o
Strearning
o State. TF | Camera | UserAgent
Q]
&
Remots
Playback
L S
6PP
senice
Bt Btatus: Stoppod stan Brep ‘
- stions
Port [55¢ Default

¥ oK X cCancel

5. Open [PLATFORMA], press the button framed by red into Option

'-?;:‘.a-._..:. TEORM & Player 3.0 for Pocket PC

h"n.
EPLATFD R M
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6. [Open Url] enter the rtsp address of the camera
(EX:rtsp://61.216.97.69/media00.3gp—>channel 1

EX:rtsp://61.216.97.69/media01.3gp—>channel 2
EX:rtsp://61.216.97.69/media02.3gp->channel 3)

Platforms Player '7;|| o3 034 @

-Broadcast

Listen to Broadcast...

-Progressive Download

Save As..,

Open | Settings 1] Settings 11 | bout |
el

/. [Setting llchange the setting and press “OK”
[Protocol] TCP [Buffer Size]
60 [Connection TimeOut]

Platformmg Player '7;|| ofx 0436 @

103 -Metwark Settings
[Data Recept. TimeOut] 100 Protocal: (@) UDP
[Deblocking Filter] check () TCP

Buffer Size: |60 |sac, E|E|
Connection TimeOut: |103 |sec. EE|
Data Recept. TimeOut: (100 | sec, |E|E|

-wideo Settings
Deblocking Filber Dithering
Zoom and crop in Fullscreen

Open | Settings 1 | Settings 11 | about |

h|s
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8. Go back to PLATFORM4, searching and then getting the video

-'L._'-"ru. ATFaRrRM & Player 3.0 for Pocket PC -'L._-"F"J- ATFORM Player 3.0 for Pocket PC
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Appendix B - PDA / Smart
Phone Client

PDA / SP (Smart Phone) Client are only applied for devices with Windows

Mobile 5.0 platform or above. See the sections below to find how to install

and execute PDA / SP Client.

Note:

1. The different between Smart Phone and PDA Client is navigation of
operation, user can only conftrol client with phone buttons.

2. The resolution of PDA / SP Client is limited in 240*320 (QVGA).

1.1 Install PDA / Smart Phone Client

Stepl: Connect mobile device to the PC.

Step 2:Insert the installation CD and click on PDA Client Installation /
Smart Phone Client Installation to install application in device.
Note: If you do not have Microsoft® ActiveSync installed, a
message will appear “Can not find ActiveSync. Please reinstall
ActiveSync and than run this installation again.”

Step 3: Check the client application is installed completely in the mobile

device. Installation Xl
successfully installed on your
device.

If you need more storage space,
you can remove installed
programs.

1.2 Execute PDA / Smart Phone Client

:2.174) CAM1 o0
: ) 1 setting

User Account Setting

1.2.1 Main Console setting

License Manager
SavefLoad Configuration 3

Step 1: Go to “Config” and select
“Network Service”

Network Service

Counting Application
&8 POS Application
Ty B Log viewer

“wrs 8 Backup

Metwork Service

Stat; [Mmieck [Schedle  Boan About ManConsdle...

page-190
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Step 2: Select “Live Streaming”, and then click “Start”.

Note: The “Port” selected here will be the same with the one in PDA/Smart
Phone.

etwork Service - 192.168.4 31 / 192 168.1 54

Main | Black rwhite List | Perfarmance |

Live Streaming

Live Client Count il Kill Al
Streaming

State | P | Camera | Bitrate (Khps)
Remots
Playback

8
o D
k|

@
L%
Z
I
E

— Start
- Optian:

Fart &150 -m

Maximum Connections: lﬂi—

g5
g

-
[¥ Use Default tieh Server — Pori-
Central Port 81
M t
SRl ¥ Save Log LiveServerlog

IV Enable Audio

1.2.2 Execute and Login

Step 1: Check your PDA/Smart Phone device is connected to network,
and then go to Start > Programs > PDA / Smart Phone Client to
execute application.

;_, IPrngrams o 42 704 X

& H P

Download Excel Mobile File Explorer

Agent

Notes Pictures &

Yideos

M B P

Pocket MSN  PowerPoint Search

Mobile
=
f W]
Tasks Terminal Word Mobile —

Servic... i

Step 2:Insert Address, Port, Name and Password of the server and click on

to login. o —
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1.3 PDA/Smart Phone Client Overview

There are 3 main pages of Client application: Monitor Preview, 1/O Control
and System Info. Switch between these buttons to adjust overall
configurations.

Live View | /O control System Info

1.3.1 Live View
Camera List Live Video Display

N
. Display Live Video Back to Camera List
Camera List:

Display all “snapshots” of channels connected to server as camera list.
Click on indicated snapshot to get the channel information, and then

click on > to display live video.
Note: The Screen Division and Refresh option could help to quick find the
channel.

Screen Division

Refresh
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Live Video Display:
Live View panel could display “live video”, control PTZ, and snapshot.
Click @ to go back camera list.

PTZ Control: Click on PT Control Panel and Zoom QOut/In to conftrol
physical PTZ camera or adjust digital PTZ under digital PTZ mode.
Note: To switch between “Digital PTZ" and “Physical PTZ", simply click

on & button.

Zoom Out/In —— PT Control

Preset03
4 bbbb
Preset04

- m Preset05
Snapshot: Click . to take the snapshot and save it to default
folder.

Full Screen: Click . to toggle to the “Full Screen Mode”, right click
on screen to obtain the PT control panel and disable full screen
display.

Disable Full Screen

Enable Audio: Click - to enable the audio of current channel.

1.3.21/0O Control
Select “I/O Control” button to monitor status of DI/DO devices, and
control DO devices.
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I/O Device

/0

I/O Device list :
Select and monitor the device connected with Server.

DI/DO status :
Monitor the DI/DO status synchronized with Server, and then click Output
button to trigger the DO action.

Gray icon indicates the normal status of DI/DO devices.
! Red icon indicates the alarm status of DI/DO devices.
E Green icon indicates the synchronization process.

1.3.3 System Info

Display the server and client information. Server information includes
address, post, and version. Client information includes login user, count of
camera and |/O device with access authority and version.
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Appendix C - Remote Desktop
Tool

How to install Remote Desktop Tool
Step 1:Insert the Installation CD.\

Step 2: Please go to RemoteDesktopViewer directly and Run Setup.exe
file.

How to Start Remote Desktop Tool

Step 1: Please point to Start > All Programs > Remote Desktop Viewer >
Remote Desktop Viewer.\

Step 2: Please enter address, Port, Password of server. Enable the option
Use 8 bits color level to show steadier screen.

Step 3: Click OK to Start Remote Desk’rop.\

—

" Remote Desktop Viewer <

Server: i _v]
Part; i514'3 Default |

Fassward: |

W Use 8 hits color [evel

[o]'¢ Cancel
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