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Intel Core 2 Quad |Intel Core 2 Duo

CPU Intel Core 17 Intel Core 15 Q9400 E5300
RAM 2GB 2GB 2GB 1GB

Intel 55 or 57 chip or above, MB vendor |Intel 35 or 33 chip or above, MB vendor
Motherboard Asus, Gigabyte or Intel with Intel Chipset |Asus, Gigabyte or Intel with Intel Chipset

recommended recommended
Display ATl Radeon 4650 , nVIDIA GeForce GF-9600 or above (ATI recommended)
Ethernet 100 baseT or above, Gigabit LAN recommended
Hard 250 GB or above
(0 1] MS Windows XP pro SP3 /2003 / Vista SP1/ Win 7

Parameter definition: For IP network camera

S= M*N

M: parameter of resolution of IP camera

N: FPS of Camera
Resolution

5M 3M

2M

VGA/D1

CIF

Value of M

37 27

22

3

1

For example: 8 channels system
a) 1 camera at 1 Mega-pixel resolution with 10FPS

b) 2 cameras at D1 resolution with 15FPS
c) 5 cameras at CIF resolution with 30FPS

Answer:

a) M=14; N=10, S=14*10=140. b) M=3; N=15, S =3*15=45 c¢) M=1; N=30, S =1*30=30
S of All Cam. = 1*140+2*45+5*30=380
Therefore, the Minimum Hardware Requirement is A level.

Parameter definition: For Capture card

S=M*N+P

P: parameter of capture card
For FCS-8004: P = 60, FCS-8005v1: P = 60, FCS-8006: P =120

For example: 16 channel system
a) 1 camera at 1 Mega-pixel resolution with 10FPS

b) 2 cameras at D1 resolution with 15FPS
c) 5 cameras at CIF resolution with 30FPS

d) 8 cameras with 2pcs FCS-8006

a) M=14; N=10, S=14*10=140
c) M=1; N=30, S=1*30=30

S of All Cam.=1*140+2*45+5*30+2*120=620
Therefore, the Minimum Hardware Requirement is B level.

b) M=3; N=15, $=3*15=45
d) P=120
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Install IP camera(s)
Step 1: Set up the IP camera referring to the quick installation guide provided.
Step 2: Check the network between the IP camera and the system.
Step 3: Add the IP camera to the system. See details on later pages.
Install capture card(s)
Step1: Insert the card onto an empty PCI slot. Connect the Audio/Video Cable to the connector in
the same color.
Step 2: Turn on your PC and start Windows.
Step 3: Insert the included Software CD into CD-ROM.

Step 4: Run SetupDrv.exe from the CD-ROM driver/ directory to install the Capture Card driver.

Step 5: Run dxdiag.exe from start menu ‘Start-> Run’ to check your DirectX version. If the installed
version is less than 9.0, install DirectX 9.0 from the CD-ROM directx9/ directory.

Step 6: After driver being installed, restart your PC.
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INSTALLATION

The Installation CD contains the soffware you need to run the complete system. If you are installing the
system on multiple PCs, install the appropriate software for each PC:

B Loveiiine blatsace Camara Lo T Lovwiting Hlstiecet Camara [=SEE =
s . = — —

- Server Application: All functions of IP CamSecure systems including MainConsole, Playback, Remote Live
Viewer, Backup, and Verification Tool.

- Remote Desktop Tool: The tool to access main console and setup configuration remotely.

- PDA Client: Client application in PDA device.

- Smart Phone Client: Client application in smart phone device.

The following section describes the installation of each element of the Intelligent Surveillance System.
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IP CamSecure Installation

Step 1: Insert the Installation CD. Run autorun.exe from the CD-ROM directly to start the installation.

. e e, - o —— s i— T -

ons | ona

LeveiOne s LeveiOne

Vrtwnrk Carmera Vrtwnrk Carmera

Step 2: The setup page should be loaded automatically. If it does not, please select your CD-ROM drive
manually to open the setup page. Click “IP CamSecure” to inifiate the installation.

Step 3: Select the language for installation fi the choices below

Choose Setup Language

Select the language for the installation from the choices below,

Chineze [Simplifiad) .
Chirese (Traditional) =
[ anizh
Eri |:]|i zh
French [Standard)
German '
Greek

Italian

Japanese

Karean

Portuguese (Braziian)
Fortuguese [Standard)
Fussian

nnnnn

[ ristalS e

| ¢Back [ Mew> | [ Concel

Note: if you want to install Farsi or Hebrew, please select English for language.
After installation is finished, run LangPackFAR.exe for Farsi or LangPackHEB.exe for Hebrew from the
language pack folder in CD-ROM directory to install.
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Step 4: Select Next to continue.

e b e IntalS haok] el e 5P
Camfacam

Thee Iratalhesk ™ Wiz il Wil 7 CoinEaome o fhs
corutat To conims, cick Hut

[ty ] [ o |

Step 5: Check the option | accept the terms of the license agreement, sgﬂ!gcf Next to continue.

Lcence Agrasmeni 1
Pleson wsd s o ieres ageseres caehily \

B LUer Lot 2 grepman) (EULAS -

D0 0 A B e BT el e T T a0 BEGERRS] 1 of et iese

L K0 A I S0 I 5 DERERONY MR 0K ITRRRETE [NE hirvie
FRIERIRON BT U T 0 R B ey i e O 10 e Soesinece of
5 LSS LETN, & COBFIINOY il Do e 0 N8 BOolrvt v 0 8 iy siotly
rariaot Wik igny Dat Cavess b A5 CF. L4

~SOFTWARE LEEREE & M0 LISTED WaRRANTY
Thia 08 aremend et £ed ey, (02 aned aser, i gl Dain Cowaricabons Gl

8 | s, the teweg of the bosnse areeven [P '|
") | da-not eccapl b e of e Ceros speerw

[EETTTSN TV

Step é: Enter the appropriate informo’ri, elecexi fo confinue. -

Cuctemer indsimatisn 1
Flegrn B youll hnwaion) L

Phess ardar yous resrm s b rasar of Hus o b which vl

Lbrms s
dobn

Cingang Hiwe:
Levellrdd

Step 7: Choose Complete or Custom S

Sutep Dypn |
Selenl s patuD (e W) et L
Fheacs sdoct & swiups
u Coraplade:

ﬁ FAlpogears Watumy vl bamisled (R sousar ta rean o mace |

=]
Sl pich . wniialindF dacd o
L v e

[IETT N T
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[COMPLETE SETUP TYPEH

Installs all program features into the default directory.
Check Complete, and then select Next. All program features will be installed. [COMPLETE SETUP

requires the most disk space.]

ICUSTOM SETUP TYPE

Allows you to install the system to a preferred directory and select whichever program feature(s) to
install. [Recommended for advanced users]

Check Custom, and then select Next.

Select Change if you wish to modify the installation directory.

Select the feature(s) for setup to install, select Next.

Sebeot Fashusss hosan Dednalisn Locats
Egbwct H Frshaez oetup vl inctad Easbisct Tkt pofet et vl ekl e
Bosbinct e Tt oon matord b it o pelenc v oo e b fo0d i 3 it ¥ Trtell [P Cans s b
Bt —.1 & Progans Filss'Leyuill et Pl arSaours Change,
Pl T b riap Dol oo of
7 Lrvete'mey it [P CarnSneima
Bk
o W frmtion
EA0 AT Ml o rpacw ivcused pritha C drvm
S0 A0 v of tpace realabla ot C dive
Bock LMl s, Batk caeel |

Step 8: Select Install to start the installation.
P L e

Friady iz Inctall the Fiogias !
Thes vz oy imadly b begen i LSRN

Dk il fa began e mislston:

¥ yows vaand o revmie o changs arg o pos noislleen setings . o Badk Clek Careslio el
LR 1

[cph [ st ] [coneet

Step 9: Select Finish, installation complete.

Inctalf bkl 'Somed Complsts

T gl o] "o bt ol bl inglaled P
Caxinriss Dhck Frach o st ths vk
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Remote Desktiop Tool

Remote Desktop Tool allow user remote to access Main Console System and setup configuration.

Step 1: Insert the Installation CD. Run autorun.exe from the CD-ROM directly (LevelOne-Pro-1.xx.x
/RemoteDesktopViewer) to start the installation.

Step 2: Select Remote Desktop Tool.
Step 3: In the InstallShield Wizard dialog box, click Next fo continuous.

‘walcomn be the InclalS hekd 'Soaed fo
Hemate eskisp Wiewe

T | retaiuald Winsed rllrmaial flawcis Duciing
et Oy R NGRS, ToConhnese, chck hesed

Step 4: Check the option | accept the terms of _ e agreement. Select Next.

Litende Agrotmen
Pl rmised ta (olowing bows g usmard cassiuly

Erel Ltant Liceres Agresmrd (EILA"| -

Dia o rartal o' ara e anftwars Lnll you hores rosdd and sccapled sl al e kesran
larren, Pamierian b Lo e sobwsm e condionsl Upon paur sgeeng Lo e koo
larraz, Instslinbon o Lsa of i sl by vou vl be desrsad 4 ba soosptanceal
tha kenran arra Accaplancs wilbind youtn Hha boarss famr ins psly sniacests
coriract with cap ey

* SO TARARE LICENEE AND) LIMTED WOMTRUNTY
Thex tn s sgrearsent bist sy, i and ar, snd corpey . By uting i
anfters, 7 agrem o bacarss tound bry tha T of thas sgreersant

1 e e fen oof et T iouie: sqprmemeil B
# 1[0 %t necept i e of #ha bovrew agmarand |

+ Ench Caseal

Step 5: Enter your information, select Next.

P S - ) Wil
Cotinmes balosmatos
Flaas arfu pour inforsstion A

Plasiesniel g e and the nanes ol e voxpang br o g i

Usas Pl
Lo blaren
Tzt Cranpulbar
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Step 6: Select Complete or Custom setup type.

semzie [hvoctap Mirwe Inzlall$swld Wirard

eliig Type 1 b -
Eialact Ha tnhp Kpaiimal d

Plaie ekl & 2ok b

ﬁ 48 pagrean Peas ey ey metalied [Fasguies e noer el pace |

(2 Caghean
ﬁ St ol a0 T eons el il Rlgcoianenied fod

| iBase | pear | [ Cercal |

[COMPLETE SETUP TYPEH

Install all program features into the default directory.
Check Complete, and then select Next. All program features will be installed. [Requires the most
disk space.]

ICUSTOM SETUP TYPE

Install the system to a preferred directory. Select program feature(s) to install.
advanced users]

Check the option Custom, select Next.

Select Change to select folder setup will install files.

[Recommended for

Select the features setup will install.

d Wirerd

Hemate [lrodap Viewer - imdaiShie

[Bassn Dednation Locstion
Eglatt |pin wiww mobas well mrial B

It P Debnop Wanan b
_1 CAPngram i 1

[ comet [ Sots ]| Corcal

Step 7: Select Install to start the installation.

Fabera Foaluas
Egladt tha insuws mra el il

Bsch s Wt ks vomet b il v chesssbac Ha Feabare o i rol saand b st

Doricigdne

JUN M o 3pacs regiosd om e [ diees
FHELS W o azsce wvalsbis an e C v

[ tBaet | Seds | | Carew

Flopdy by Ikl b Piogism
Thee e it w6 Bwgn rctillation:

ik irupbll by g B nstaliabion

e p
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!
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Step 8: Select Finish after installing the system completely.

Hemate [lrociap Vi Inelall$sm|d Wirard

Inctalf hastl 'Sheraed Cooeplste

Ths bvebalt b wipard s damoesiboly ivilaBsd Rewods
Deakdop vimwar Dhck: Firach b et the varasd
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PDA Client Installation

Step 1: Connect PDA device to the PC.

Step 2: Insert the installation CD, click PDA Client Installation from the CD-ROM directly (LevelOne-Pro-1.xx.x
/PDA_Client) to automatically install the client application in device.

Note: If you do not have Microsoft® ActiveSync installed, a message will appear “Cannof find
ActiveSync, install ActiveSync and run installation again™.

Step 3: Check that the client application is installed completely in PDA device.

/ 4 | start &3 4248 ok

PDA Client.CAB was
successfully installea on your
device.

If you need more storage space, you
can remove installed programs.

-15-
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Smart Phone Client Installation
Step 1: Connect Smart Phone device to the PC.

Step 2: Insert the installation CD, click Smart Phone Client Installation from the CD-ROM directly
(LevelOne-Pro-1.xx.x /SP_Client)to automatically install the client application in device.

Note: If you do not have Microsoft® ActiveSync installed, a message will appear “*Cannoft find
ActiveSync. Please reinstall ActiveSync and then run this installation again.”

Step 3: Check the client application is installed completely in smart phone device.

Installation XY

successfully installed on your
device.

If you need more storage space,
you can remove installed
programs.

16 -
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iPhone Client Installation
Requirements: Compatible with iPhone, iPod touch, and iPad. Requires iOS 3.0 or later

Main console
Step 1: To see live view on your iPhone, you must enable live streaming service in main console.

1.) Go to network services
Setking

User Account Sefking

B b £

License Manager
SavefLoad Configuration r

Video Source

Counking Application
@& POS Application
E Log Wiewer
=]

Backup

[ Metwark Service ]

Help

Abouk MainConsale, .,

2.) Start Live Streaming
Metwork Service - 192.168.1.25

. in | Black/Wihite List | Performance |

Live Client Count el Kill [ [ wwar |
Streaning

Remote
Playback

State IP Camera Bitrate (kKhps)

5P -Semice:

Service Server Status; Stopped Stop

@ —Options - -
Remote Fort: ‘ 5150 Default

Deskt
BIon Maximum Connections: 128

¥ Use Default Weh Serer

Central Port: 2080
1 t
SLEIREn W Save Log LiveServer.log "y

v Enahble Audio

[./ oK J [x Cancel J

3.) Besides the two points above, please also make sure in stream profiles, the lowest and the minimum
profiles are both Mjpeg. The 1x1 grid layout uses profile Low and the 3x2 uses profile Minimum
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Stroam Profile Seitieg

Camera i
| Shwsn Profis Fexirat P Rl Reschition Cusality Extrats (ks )
;I'- 264 HIE4 10 CIF Formal -
h MEEGH 1) F Hgh
TE v
Ophsns
Wi formal MIFEQ -
Frame rale i 5
Hasolution = | &
Ciwfault 11 Reat Sire
Copy o | | i X Cancal
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iPhone

Please go to iTunes store (AppStore on iphone) to download Levell iCamSecure

1.) Open AppStore 2.) Search for iCamSecure
o PEEE = 16:21 @ 55% "
Q) icamsedure

App itore

iTunes Store Terms and Conditions...

2 s il : e el -
Contacts Messages Phone Safari

3.) Install iCamSecure

L DEEE S 16:22 O 55% @

T i un Leveio]e
2 NST

Mo Ratings

Server Address
LevelOne iCamSecure is a totally free app that
enables you to monitor remotely live video camera 192 1Ga 6.4
through LevelOne IP CamSecure Surveillance Pro ‘ E3
Mega Systems. Easily view multiple cameras via
3G or Wi-Fi. Snapshots, touch screen P/T/Z control

and /O device management are also supported. Server Port
Main Features:
1. 6 channels live view display at QCIF resolution 5150
2. Single channel live view display at CIF resolution
3. Snapshots
4. Touch Screen P(T/Z Control Username
5. Supports Preset Point
6. Supports Digital Input/Output
admin
Supported Systems:
Compatible with LevelOne IP CamSecure Pro
Mega (4/8/16/25/36/64-CH) surveillance Password
(] L
[ 11 1]
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iPhone Screenshots

™

L/

.
¢ Wi

¥
A g

A SnapShet

Notes: if use free bundle IP CamSecure software, it only support 1-CH remote live view, if you want o select
different cannel, it must to change the server’s setting.,
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Quick Start

Execute Main Console

Step 1: Go to Start > All Programs > Surveillance System > Main Console to execute Main Console.

Step 2: Enter your own password into the edit box, enter it again for double confirm and then click on OK.

Activate IP Camera License(s)

P B Givha

Lisex Harma

Pammwind

LevelOne IP CamSecure

1Ll AR G o G

W QK X Coel

Step 1: Open License Manager Tool in Config menu.

Step 2: Select Activate tab, check the PC in Online network environment.

Step 3: Insert the SN, SN file or dongle to activate license.

Step 4: After software license is activated successfully, please restart Main Console.
Note: Please refer to page 118 for advanced settings.

I8} settig

& Ve Eooount Sathrg
= Lioense Mansges
SawmfLnad Configuration
B Cmaiing dppkcation
ol FOE Appkcation

¥ B uog vewer

£l Fohn

Pesbwork Gervies

BonE MainC orecis

**IP CamSecure Lite is free

bundled with LevelOne IP camera

and Capture Card.

** |P CamSecure professional version is available upon purchase. While using IP CamSecure Pro

Step2

Step 3 —

AcTeaie | Tranesfer |
1
=T Charnel | Pioduct Seatir
&nhmw:
L]
~ et
Irqaul B
W w3 |
 aHik 1 .
\ :MI.n
Inport aTknea lKarss
=1
File paih [ LB
et |
|
| Exit |

v1.20 or later, please input the serial number as a license key to register on internet.
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Install IP camera(s)

LevelOne IP CamSecure

Step 1: Setup the IP camera(s) by referring to the user manual provided by the IP camera manufacturer.

Step 2: Make sure you can access this camera through IE browser.

Step 3: Add the IP camera(s) to the system by following the steps below.

Add IP camera(s)

Step 1: Execute Main Console.

Step 2: Type in user name and password and log in fo the system.

Step 3: In Main Console, go to Config and select Setting to obtain the
Setting panel.

Step 4: Go to Camera tab.

Note: If the IP camera supports UPnP, follow step 5. Otherwise, follow
step 8.

Step 5: Click on Search to detect IP cameras under this local area
network (LAN).
Note: The Search function is available only when the IP cameras
support UPnP.

Step &: Select one of the IP cameras that are available and enter the
username and password.

Step 7: Click OK to add the camera.

Step 8: Click Insert to insert the IP cameras.

Step 9: Enter the IP address or domain name (check the Use DNS option),
Http Port, Username, and Password.

Step 10: Select Auto Detect.
Step 11: Select OK to add the camera. Step 5

Step 12: Select OK to exit.

Step ¢

// IP Address

Lismr Apccami Sabbeg
Licurms Flarsosy

=awwylasd Configuraian step 3

Cmaiing Apohcation
PO Appicshon
L Wi

Bachun

Mbwoek Govics

Bioon.d, o proods

caamnEa |emimer
[ETRTE

Fopers

Metwark

|

Marme

[ Use DNS

—

Step 10

Hitp Port: a0
User Name:
Pasgword

Protocol

@ TCP  CIUDP € HITE
~Device

Step 11
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Vendor: IACTI 3 Auto Detect
Camera Model: |SED2100 =

i 2l =
e SN EAE G

~Description
Video Codec:MPEG4
Audio Codec: M/
Camera:1, D2, DO:2

\/ oK ‘ X Cancel




Intelligent Surveillance Solution

Set Schedule

Step 1: Execute Main Console.
Step 2: Type in user name and password.
Step 3: Select Schedule.

Step 4: The default schedule is *always record' when a camera is newly
inserted.

Step 5: Choose a camera and then select Configure or just double click
on the schedule bar to modify the recording mode.

Step &: Select OK to update the recording schedule.

Step 7: Select OK to go back to Main Console.

Set Smart Guard

Step 1: Execute Main Console.

Step 2: Type in user name and password and log in the system.
Step 3: Click on Guard.

Step 4: Select a camera and then click on Insert Event.

Step 5: Take “General Motion” for example, select General Motion as the
event type and then click on OK.

Step é: In Alarm Event Configuration panel, define your own detection
zone, sensitivity and interval. After that, click on OK to save the
configuration.

Step 7: Click OK to go back to Main Console.
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Step 5
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Start Recording & Smart Guard
Step 1: Execute Main Console.

Step 2: Type in user name and password and log in the system.

Step 3: Click on Start. Start Monitor 4l

Start Recording Schedule

Step 4: Click on Start Recoding Schedule and Start Smart Guard System
to enable the two functions.

Playback
Step 1: Execute Main Console.

Step 2: Type in user name and password and log in the system.

Step 3: Click on Playback.
Step 4: In Playback, click on Date Time Search Dialog.

Step 5: Select a specific day from the calendar and click on Show Records to make sure the video is
available, left click on mouse and drag to select a video clip to replay; user can also select multiple
channels to replay at the same time.

Step 6: The recorded files are now ready to view.

| el bk Pedep foasMauug
(o - g | DD

o T

Bt Fem

Step 5 Step 4
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This is the main operating system - to activate schedule recording, setup smart guard and
configure system setfing.



Shut down the Surveillance System or log out current user.

Minimize the Main Console window.

Allocate the sub-screen display by clicking on the desired layout icon.

To swifch to single camera

display, double click on a particular sub-screen. Double click on the screen again fo regain previous

screen division layout.

Divide into
1 screen(s)

| Divide info
|10 screen(s)

'Divide into
13 screen(s)

|

Divide into
4 screen(s)

'Divide info
13 screen(s)

|| Divide into
17 screen(s)

|

Divide into
6 screen(s)

| Divide into
16 screen(s)

x ]

Switch to
Full screen

[

<

Divide into
9 screen(s)

| Divide into

N screen(s)

Rotate all
screens

Only available under wide screen resolution(1440x200, 1680x1050, 1920x1080, 1920x1200):

Divide into
1[4 screen(s)

Divide into
[CCLI| 6 screen(s)

Divide into
LLTI| 9 screen(s)

T |pivide into
12 screen(s)

Indicate the working status of the system. Gray — at rest, Blue - recording, and Red — events detected.
When the crystal ball is red, click it fo open the event report then cancel the event(s).

Display date, time, free Disk space, IP Camera Bit rate customized text and Further information like

Temperature, Fan speed, System Resource and Network Utilization.

5 network service icons indicate which services are switched on/off.

LiveView

3GPP

Desktop

CMS

Start

Playback

Stop

@

¥




To customize Information about window's setting, go to Config - Setting - General - Status Display.
Select Advanced Setting for further information like Temperature, Fan speed, System Resource and
Network Utilization.

anea
e i

Start Monitor Al

Start Recording Schedule
Start Srnart Guard Systern
Start Counting Application

Open E-Map
Cpen Resource Report

Open 1} Contral Panel

Lock Systern

Click on the Start icon and select from the drop down menu to activate/ deactivate: (a) Recording
Schedule System, (b) Smart Guard System, or (c) Counting Application. Or select Start/Stop Monitor All to
activate/ deactivate all the functions at once.

The Start menu also include the option to Enable Secondary Display, and open monitor tools, such as open
event report to monitor smart guard event; open E-map window to monitor all devices with map indicator;
open Resource Report to check system status; open IO Control panel to monitor the DI/DO status and
manual tfriggering the DO devices; or lock the system here. See page 78 for more details about secondary
display.

1. When activating any of the monitor functions of Smart Guard, system would consider the current
screen status as normal. Therefore, if you want to, for example, detect Missing Object, be sure the
object needed to be protected is in its position at the moment you click Start button.

2. To automatically activate the Recording Schedule System, Smart Guard System and Counting
Application, at the Main Console go to Config; Setting; General; Starfup to setup the auto-startup
functions.

3. As for Secondary Display, open event report, open E-map window, open Resource Report and
open IO confrols panel, Main Console will keep the behaviors as the latest status when exiting the
system.

Click on the icon to get Playback Console. You can watch recorded video, search recorded video, adjust
image of the stored data, save video/ pictures, print images, check log information and event records, and
set up recording function configuration. See Playback on page 33 for detail.

Organize recording time schedule and setup recorder configuration. See Schedule on page 49 for detail.

Add/edit type(s) of events that you want to detect; setup action(s) responding to events. See Guard on
page 56 for detail.



Select from the drop down menu to modify the general settings, user account settings, save/ load
configuration seftings, open License Manager, edit counting application and POS application, access log
viewer and backup files, or setup network services. See Config on page 68 for detail.

User account and License manager could only be enabled for users with administrator privilege.

Control the movement of PTZ cameras. With cameras that support PTZ control, you can move, zoom, patrol,
adjust the focus, and set preset points of the cameras.

Adjust the camera view until you are satisfied. Click on the Set icon and set up the view as the preset point
01. Adjust the camera view again and set up the preset point 02. Repeat the process until finish setting up all
preset points. You can enter any names you want instead of the preset point 01, preset point 02, preset point
03..., click on the Go icon and view the result of your setting.
For the speed settings of PTZ camera, go to Config — Setting - PTZ Config to setup the advanced
seftings.

Click on the + and - signs to zoom in and zoom out the view.

You can select to have the camera focused near or far.  Click on Focus Near @ to focus on objects closer
to the camera. Click on Focus Far @] to focus on objects further away from the camera. Click on Auto

Focus &) if you want the system to decide the focus point for _ ]
you. s L)

Go to Set Preset Point - Set Patrol to obtain the Patrol Setup
dialog. From the left window, select the cameras that you
would like to have in the patrol group. Align the cameras in — —
order in the right window and adjust the time. Rename the ki '
group name if required. After completing the setup, check the
Active option, and then click OK.
You can define up to four groups of auto patrol. To
start or stop, click on Go to Preset Point in the Main
Console, and select Start Patrol or Stop Patrol.
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1.3 On Screen Menu

Right click on the camera screen and get the On Screen Menu, from
which you can quickly adjust the setting of camera.

1.3.1 Enable Move/Area Zoom

With cameras that support PT function, click the Enable Move function to
adjust the current camera’s view by clicking on the display screen. To
cancel this function, right click on the screen and select Disable Move.
With cameras that support Area Zoom function, click the Enable
Move/Area Zoom function to adjust the current camera’s view by
dragging a rectangle on the display screen. To cancel this function, right
click on the screen and select Disable Move/Area Zoom.

1.3.2 Enable Talk

*This feature is not available under Lite License.

With cameras that support two-way audio, select enable talk to utilize the
function.

LevelOne IP CamSecure

@
@

Enable Move

Enable Talk

Enable Digital PTZ

ImmerYision Lens Setking

Conneck

Disconneck

Show Camera
Duplicate Camera
Delete Camera

Fix Aspect Ratio

Inskant Playback »

1.3.3 Enable Digital PTZ

To enable the PTZ functions of the camera, select the Enable digital PTZ
option. Use mouse wheel or click on the + and - signs to zoom in and
zoom out on the camera, or drag a rectangle to enlarge the area.

The square flashing on the video grid indicate the correspondent view
rafio of the camera.

Snapshok
Manual Record

Toggle Fullscreen

1.3.4 ImmerVision Lens Setting

With cameras that support ImmerVision Lens. Right click on the display screen and select the mode of lens,
original, PTZ mode, Quad mode and Perimeter mode. If the lens setting set as Quad, PTZ, or Perimeter mode,
the Enable Digital PTZ option would become Enable ImmerVision digital PTZ.

1.3.5 Connect/ Disconnect
Right click on the display screen and select Connect/ Disconnect to modify the connecting status of the
camera.

1.3.6 Show Camera
Select the camera from the Show Camera Menu to display video on selected screen.
Note:
1. The camera list of show camera menu shows as the one in the right column of monitor display
panel.
2. The change of displayed screen is only applied to the current display divisions.

1.3.7 Duplicate Camera
Select the camera from the Duplicate Camera Menu to duplicate camera video to selected screen.
Note:
1. The duplicated camera would add to the camera list of duplicate camera menu shows as the one
in the right column of monitor display panel.
2. The change of display list will apply to all divisions and also the right column of monitor display.

1.3.8 Delete Camera
Click on Delete Camera to remove a camera from the display screen of the display screen.
Note:
1. The camera list of delete camera menu shows as the one in the right column of monitor display
panel.

2. The settings will apply to all divisions and also the right column of monitor display.
1.3.9 Enable Digital PTZ
To enable the PTZ functions of the cameraq, select the Enable digital PTZ option. Use mouse wheel or click on
the + and - signs to zoom in and zoom out on the camera, or drag a rectangle to enlarge the area.

-29 -



Intelligent Surveillance Solution

LevelOne IP CamSecure
The square flashing on the video grid indicate the correspondent view ratio of the camera.

1.3.10 Fix Aspect Ratio
For some special camera resolution, user can enable Fix Aspect Rafio to view original ratio video, or disable
this option to strefch 3:4 to fit window.

1.3.11 Instant Playback

*This feature is not available under Lite License.

To open the Instant Playback window of the camera, select the Instant Playback option and choose the
period. Refer to 1.5 Instant Playback section for detail.

& Snapshot

1.3.12 Snapshot

Select the snapshot function to capture a specific video image
frame immediately. You have the opfions to copy the image to
clipboard or to save it. For further settings, select OSD option and CAMAS Cama
POS option to export the image with date/time, camera
number/name and POS text. If the digital PTZ function is enabled in
display view, you can also decide Full Size or Selected Region as
your snapshot region.

CAMIZ (Cam2} (90 x 74)

[T P05 Region: |Se|ected region vl
1.3.13 Manual Record i
Start recording video by selecting manual record. Save Image ‘ Copy to Sliphoard | % Close ‘

1.3.14 Toggle Full screen
Select to view a specific channel with full screen. Press “ESC” to go back to original window.

1.3.15TV-Out Pop-up
* Note: This function is not available if there is no IPS-7108/7116 card installed.
Enable Digital PTZ

Show Camera L4
Duplicate Camera k
Delete Camera

Foe Aspect Ratio

Instant Playback »

Snapshot
Manual Record

Toggle Fullscreen

Select to have the pop-up cameras on the screen notify users of the current event.

1.4 Live Display

Live display is flexible; you may change channels and screen divisions. Each screen division shares the same
display list but has an independent display sequence.

For example, when using Show/Duplicate/Delete Camera functions to edit your camera list, the same list will
be available to all different screen divisions.

Note: This camera list is also available at the monitor display tab from the Config/Setting window. Two
monitors can have two independent lists.
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Action C'u'rr'en’r Ofther division
division
Show camera 1 1
(addcam 1) . 1 add to first free channel
Duplicate camera 12 12712
(duplicate cam 2) | —1 add to first free channel
Delete camera 1 2] 12
(delete cam 2") _ 1 remove cam 2" and keep channel free

When using a mouse to drag and drop camera channels, the sequence change will only apply to the
current division.

Original Action Current division Other divisions
1|2 4! 2 ‘11 2(3
3| 4 Drag cam 1 to cam 4 3|1
Note change of sequence

Right click on the camera screen for the on screen menu. Here you will be able to quickly adjust settings of
your camera.

1.5 Instant Playback

* not available under Lite License

Instant Playback function allows you to play the last few minutes of any live video channel. Simply right
click on Live Channel and select Instant Playback to access the recorded video.

1.5.1 Instant Playback window overview

1 Instant Playback Window
—Playback Mavigation

7 =
U MEEOL

Date 1

9:52:35 AM

CHEEEY - -

. aw
24
542

!
[4e][a][m][»]
Plavback Period
95235 Ah - 9:53:35 AN

Export Period
Q5241 Abt - 3:53:35 Ah

Information Window: will show correct date and time of video.

Playback Period: indicates the available play period; three options are available: 1Tmin, 3 min, or 5 min of
video.

Export Period: indicates the period of video you desire to export. Default is set as available play period.

Tool: @Adjus’r to original video resolution button: Press to adjust the video to original video resolution.
Audio button: Press to turn on / off the audio.

POS button: Press to enable / disable POS transaction data overlay.
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1.5.2 The navigation of Instant Playback

The Instant Playback window allows you to browse recorded video, take snapshot images and export video
with audio and POS fransaction data.

To browse recorded video:
Simply click on the timeline to view the video, or use these navigation tools to control the player:

E @ E - Play / Pause / Stop
E - Slow motion / Speed up confrol

E @ - Reverse [frame by frame] / Fast Forward

E @ - Play Previous / Next minute video

To take snapshots of a video clip:
Pause the video in image which you want to export and click the snapshot bu’r’ron. The snapshot is

displayed and can be saved or copied to clipboard.

To export recorded video:
Select export period, click the export bu’r’ron@, and setup the options of exported video.
The default export video period is as playback period. To customize period, select start/end time and click
on Cue In/Out from the drop-down list of button, the export period will be shown on the lower-left
corner of the window.
Export Formats include:

* ASF - Format with best efficiency. [Recommended]

¢ AVI (Microsoft Videol) — Supports Windows Media Player with Vista & XP, the quality may be
poorer than recorded video by transcode.

* AVI (Criginal Format) — faster export process, better quality on the recorded video but the export
file uses VLC Player to play. (For Windows Media Player, please install additional FFDShow
codec).

Note:
¢ The restrictions of AVI format.
a. The maximum size of an AVl file is limited to 1.8 GB.
b. Variation of frame rate will cause the resulting video to play slower or faster.

¢ If the selected video sequence uses multiple image resolutions (CIF, 2CIF, 4CIF, etc.) or multiple
video format(MPEG-4, M-JPEG, H.264), the exported video sequence will create separate export
files every time the resolution changes.
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Watch the recorded video, view and/or search for unusual events and recorded system
information.

*There is only 1 channel displayed in Playback in IP CamSecure Lite while there are up to
16 channels displayed in IP CamSecure Pro/Pro Plus simultaneously.
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2.1 User Interface overview:

~

Search
Mode

i

Screen
Divisions

General
Open Record Sefting
Enhancement
/Post Processing Backup
Tool
Save Export Video
Minimize  Scroll Bar Information Window  Audio Volume Image / Audio
Control
Print Log Viewer

Minimize: Minimize the Playback console.

Exit: Shut down the Playback console.

Scroll bar: Indicates the status of the playing video; drag it to where you want to review.

Information Window: Display time and date, video status, cue in/ out time points and video playback
speed.

Audio Volume Control: Adjust the audio volume.

Screen Division: Allocate the sub-screen display by clicking on the desired layout icon. To switch to
single camera display, double click on a particular sub-screen. Double click on the screen again
to go to previous screen division layout. To view in the full screen mode, right click on the screen

for the Toggle Full Screen function.

Control:

w Play, Pause and Stop the video.

— FWD/REV: Customize the speed on Seftings panel.

Step FWD/REV: Forward/reverse frame by frame.

Cue: When playing video, click on the Cue In/ Cue
Out icon at where you want to set as the
starting/ ending point of a saved video clip.
The Cue In and Cue Out time will be displayed
on the Playback Information Window once
they are set.

(_B Speed: Control the speed of the playing video.

Zoom: Zoom in and zoom out.
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On Screen Menu:

Toggle Fullscreen: Select to view cameras under full screen. Press “Esc” or right click to go back to
original view.
Enable ImmerVision PTZ: Adjust PTZ in PTZ mode. (Depend on device)

ImmerVision Lens Setfing: Select the mode of lens, original, PTZ mode, Quad mode and Perimeter
mode. (Depend on device

Togale Fullscreen

Enable Immeryision PTZ

ImmerYision Lens Setting ¥

—

PTZ Made
Quad Mode

Perimeter Mode
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2.2 Open Record / Date Time Search Dialog

®
Click on the Open Record / Date Time Search Dialog button to access the Date-Time Panel and
withdraw the video record that you want to review.

2.2.1 Date Time Panel

A N . - ke Tima Parad Wl Priadew
f-@ W00 —— i
ek ErwtTime: |00 719 = (mapp - | |- Enstia Fradis
4 =r
e End T oE! Y = manm =
E6 T4 Bmn
17 13 Wi e 17 1
1920 B 2 5 M 5 ot Exern Taps =
I IE ML B | G prieral Wolon
Foraign Capacl
Wisrirg Qb ext
& Brrw Faronds :2 — L
H = Camera Block i
v ST Ewind Lix w S pned Lieat |
H"- url.l_:“Ll k) i il ] [E] ) id i¥ T e (1] £ o) ii a o] ul!
Hiamea = = ] =
Bromeaz 2 |
Bovmenaz - |
Eicamead - — |
o s - —] |
Bromean 2 |
Dowmear -E ] |
Eicorenas — | £
By ey 4| I"
— Ao Gy
Apcom on Mation [« ot | [ M cConem |
— AECT O ENEE

2.2.2 Record Display Window
The record display window shows the information of the available video

clips. It may show in calendar or list control view. For further details about (h - ﬁ l«i ,‘;L @ @
how to modify the record display window view, see page 47. o
Local Machdne

Fecent List r

. Remote Server Site: Open Remote Playback Site Management Select Folder

fo access local machine or set up remote playback server. Select

Remote PC 1 {192.168.1.100%
Folder option to directly access recorded data folder or use Recent Remote PC 2 (192.168.1.101)
List fo access previously recorded folders. Remote PC 3 (192.168.1.103)

Note: the Select Folder option requires password of MainConsole. Remota P 4 (152.168.1.103)

i ﬁ Refresh: refresh display window *—i Log Viewer: Accesses Log
Viewer Tool M To access POS Search Tool @ Previous Days: Show recording of previous do’reg

Next Days: To show recorded of next recording date

2.2.3 Date Time Period
Select the start and end time points that indicate the time period you would like to view.

2.2.4 Video Preview
Check the enable preview opftion to view the selected video.

2.2.5 Event Type

There are 6 event types; see Chapter 4 - Guard for details. You may set up different colors for different event
types to help you select events.

* Note: Some event types will not be available under Lite License.
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2.2.6 Time Table

o Utilize the + icon to select all channels; also utilize the

the scale bar = é‘+' to modify the scale of the time table.

. Selecting "Show Records” makes Time Table show the period of recording data as below:

[ le L2 LTpEE LD LEo1o

icon to deselect all channels. Finally, utilize

|19 20 21 22 23 24 25 Color Ewvent Type = !
prefieedatnal | Genetal Motion
v Fareign Ohject
Missing Ohject
Show Focus Lost
Records Camera Block |
[ Show Event Log Signal Lost _:II
< orasle 2 a4 s e s e
[Elcameray |
[Elcamera 2
[Eicameras.
[Elcamera 4
[Ecamera s
[ECamera &
[ camera 7
[Ecamera

(B—=r— #al

o Selecting Show Event Log makes Time Table show the time of event detection like below:

Color | Ewent Type [

General Motion
Fareign Obiect \
Mizsing Object
Logs Focus
Carpsta Block Show Event Log
Signal Lost

. =

4

7
e
=

=

2.2.7 Withdraw the Record

Step 1: From the record display window, top left of the Date Time Panel, select the date you want to
withdraw the record from. The red/green/blue lines shown on the time table indicate available
recorded video records.

Note: The record display window can be shown in (a) calendar view or (b) list control view. To modify
the setting of the record display window, click on the Setting button at the right of the Playback
Console. See page 47 for more details.

Step 2: Use color bars to differentiate event types from each other. This will help you select video clips.

Step 3: Highlight the video clip you want to review by left-clicking and dragging the time period. You may
also utilize the Start Time and End Time in Date Time Period Section. In addition, modify the scale of
the time table with the + and - signs on the bottom left.

Step 4: Check the Enable Preview option to get the preview of the video you select.
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Step 5: Click the camera name to increase or decrease cameras you want to playback.

Step 6: Click OK when setting is complete.

2.3 Search Mode

Click on the Search Mode icon m’ro obtain the Intelligent Search Tool panel.
* This feature is not available under Lite License.

. Infelligent Search Tool Panel: Click on the Search Mode icon to open the Intelligent Search Tool. Set up
unusual events here to detect abnormality that occurred during the recorded period.

. 5 events: General Motion, Foreign Object, Missing Object, Lose Focus, and Camera Occlusion.
*IP CamSecure Lite only has General Motion option in Search Mode.

2.3.1 Unusual Event-General Motion

—Alarm Event Type

. General Mofion: Detect all movements in the defined area. iy H
Sensitivity: '—)—
«  Define Detection Zone: Left click and drag to draw a detection zone. You may e
define more than one zone on the screen by repeating the process. ~ Region Definition
f+ Define detection zone
< Sensifivity: Modify the sensitivity setting with the slider.  Sliding rightwards will Pl
increase the sensitivity level, meaning the slightest movement will trigger the alarm; m | o |
in contrast, sliding leftwards will reduce the sensitivity for movement detection. Rectangle count 0
Nofe: Configuring an appropriate sensitivity level reduces the possibility of a false 2 B sy
alarm. Forinstance, you can lower the sensitivity level to avoid the alarm ¥ Stop whan found
being triggered by a swinging tree in the breeze. gearch | oo |
. Interval: Move the slider control to the right to increase time interval so that the alarm will only be
triggered when the movement lasts longer. Move to the left to reduce the time interval.
. Stop When Found: Check the option to have the video stop where motion was detected. Uncheck to

have video continuously run to detect all events available. Results will show in a search result box.
Click on the listed event in the box to jump to the point in the video where motion was detected.

2.3.2 Unusual Event-Foreign Object

. Foreign Object: Detect any additional object appearing in the defined area on Itz azch Taol
the screen. — Alarm Event Tyne
IForeign Object j
«  Define detection zone: Left click and drag to draw a detection zone. The search SRR ==
tool will detect additional objects that appear in this zone. st =g

—Region Definition
& Define detection zone

. Define object size: Click and drag to draw and define the size of a foreign object.

i Define ohject size

«  Sensitivity: Modify the sensitivity setting with the slider.  Sliding rightwards will | cewr |
increase the sensitivity level, while sliding leftwards decreases it. NS EaM &
¥ Draw Region
. Interval: Click and move the slider control to the right to increase time interval so ¥ Stop when found
that the alarm will only be triggered when the object has been removed from the search | sop |

area for longer. Move to the left to reduce the time interval.

Nofe: Setting up an appropriate Interval value will reduce the chance of false alarms. For example, you
can lower the Interval to avoid the alarm being triggered by a pedestrian.
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2.3.3 Unusual Event-Missing Object

Missing Object: Detection of selected objects removed from the defined area on
the screen. ~Alarm Event Type

IMissmg Ohject j
. Define defection zone: Left click and drag to draw a detection zone. The search Bensitivity —— f——
tool will detect selected objects removed in this zone. Interal:  ———f——

—Region Definition

& Define detection zone

«  Sensitivity: Modify the sensitivity setting with the slider.  Sliding rightwards will o Dol stjsit sz
increase the sensitivity level, while sliding leftwards decreases it. S

Rectanale count: 0

¥ Draw Region
. Interval: Click and move the slider control to the right to increase time interval so ¥ Stop when found
that the alarm will only be triggered when the movement lasts longer. Move to the Search Stop
left fo reduce the time interval.

2.3.4 Unusual Event- Focus Lost / Camera Occlusion

. Focus Lost: Detection of cameras losing focus in recorded video.
. Camera Occlusion: Detection of cameras being blocked in recorded video.
2.4 Enhancement / Post Processing Tool

/2
Click on Enhancement / Post Processing Tool . to configure settings.
2.4.1 General Setting

Post Processing Tool
Check the option and chose whether you want to apply the setting to all the channels or e —
only to those currently shown on the screen. % Coplyel e
Filter Setting

2.4.2 Filter Setting A
° Visibility: adjust the gamma value of the image to enhance the image and make it I e

cleaner. oVoooos
«  Sharpen: activate the function. Move the slider control to the right to sharpen the | Eraniness

image, to the left to soften it. ; Com'ra'n' o
. Brightness: activate the function. Move the slider control to the right to make the —

image brighter. - omoe
. Contrast: activate the function. Move the slider control to the right to increase

contrast.
. Grey Scale: show the record in grey scale mode so the image displays in black and

white.

2.5 Save Video

Step 1: Click on the display screen to choose the camera display that you want to save as a video clip.
Step 2: Set up the cue in and cue out points; the cue in and cue out fime will show on the information
window.

Cueln Cue Out
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Step 3: Click on the Save Video button , choose the folder where you want to save the file atf, enter the
file name and click SAVE.

Step 4: Set the Export Format (ASF recommend) and set the Use Profile. (Bt Videnditie &
* ASF-more efficient than AVI format. [Recommended format] Emiost Fi Palf
' (=]
* AVI (Microsoft Video 1) — Supports Windows Media Player with Eort Form
Vista & XP, quality may be poorer than recorded video by :::nm —
franscode process. A e DT AR 2 A8 B RO L B R (4
* AVI (Original Format) - Faster export process with high quality video, :::“ :ZE:: :: ::
but the export files can only be viewed using VLC Player to play. R
(For Windows Media Player, please install additional FFDShow I EmmtosD
codec). I~ EmOtPOE Transarion
Note:
[ o ] [ % cenea |

* The restrictions of AVI format:
a. The maximum size of an AVI file is limited to 4 GB.
b. Variation of frame rate will cause the resulting video to play slower or faster.

* If the selected video sequence uses multiple image resolutions (CIF, 2CIF, 4CIF, etc.) or multiple
video format (MPEG-4, M-JPEG, H.264), the exported video sequence will create separate export
files every time the resolution changes.

Step 5: Select to export (i.e. save) the recorded video with Audio, OSD and PQOS, or export video only.

Step 6: Click OK to save the video.

2.6 Save Image

Step 1: Click on the display screen to choose the camera display from which you want to save pictures.

rLD
Step 2: Click on the Save Image button when the image you want is shown on the screen. You may
click Pause to freeze the video, use Step Forward/ Step Backward function to find the picture(s) that
you want to save.

Step 3: Select OSD option and POS option to export the image with date/time, camera number/name and
POS text. If the digital PTZ function is enabled in display view, you can also decide either Full size or
Selected Region as your image region.

Step 4: You have the options to copy the image to clipboard or to
T T L

save it. To save image just choose the folder and the format of

image (BMP or JPEG) you prefer and then click save.

Note: You may skip step 3 by pre-setting a folder and format
that you want to save the images (refer the section
automatically save the image file at page 47.)

FiEm - Figgkin [Geiected rapion

sraimape | commcichond | X gl |
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2.7 Print r e
. H . . Pl Caniga
Click on the Print button fo print the current image of Belectchmnnals
the video you choose. = Pl et eharensd [rap
" Prim] sl chaanned = in B o] e
Print Content: Bedect primad regmn of imapas
 origiral

Print the image from the current selected channel or all the
channels shown on the screen. Select to print original view
or selected region on camera. Page Seting

= Crigirel sipe
™ Filh page

" Bdecisad rapion

Page Setting: _
Set to print the image with original size or fit to page. Set S L Tap [
Align image to Top, Center, or Bottom.

[of Pl | [ X cancsl

2.8 Backup

Compared to the Save Video function, Backup saves everything from the Playback panel, including video
and log information.

You can start a full function Playback Console and load the backup files into it on any PC with Windows
operating system. This means you may monitor the real time video and work on the backup files on separate
computers simultaneously.

Step 1: Press the Open Record to select data and press Backup E

Step 2: You can adjust the Start Time and End Time you want to backup.

Step 3: You can adjust the Cameras you want to backup.

Step 4: You can calculate the size of the backup data.

Step 5: Select the directory you want to save the backup data including CDROM, DVD or Hard Disk.
Step 6: Check the log you want to backup.

Step 7: Press Backup to start.

~Date Time Period
Step 2
StartTime: [2009/ 421 = [17:2¢:00

FANEA

EndTime: [z00er 4121 = [17:28:02

~Select Camerais)
116 |17-32| 33-48) 4584

Step 3 X X2 xa|xa|xs|Xe[X7[xXa|
ol AT e S R e

Step 4 — e Caloulate Size Select All | Deselect Al ‘

~Media
i+ Backup using COROM Sfep 5
i Backup using DVD

" Backup on HardDisk

| L1'58
i Cption
t
S ep 6 —e ¢ Backup Event Log
¥ Backup System Log
I™ Backup Counter Log
I~ Backup POS Transaction
Step 7 / Backup ‘ X Cancel |
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2.9 Log Viewer

Click on the Log Viewer button . to activate the Log Viewer dialog.

*IP CamSecure Lite only has System Log option in Log Viewer.
2.9.1 Unusual Event
View the unusual event history that had been detected by the Smart Guard System.

[.- Log Threer TQLE
Uruzasl Ever | Systom Log | Gouwnking dpasation | Counting Aplkaion iDgram | FOE Log

Lag Typ=.

i

Lo Chan et Ll

Ceate

Step1
Step2

i

\

Everd Time
SOOI 1592521
SO0 O 15 2545
DO O 15 2502
DO O 15 25
DO D 15 25 10
SOOHOTI0G 19 2% 1
SO0 15 25 12
SO0 00 15 2520
DO DG 15 30
SO0 00 15 30T
20030700 13X 1T
20030700 1321
20030700 13 2T
20030700 193 23
20030700 1% 342
20007 (DS 131
SORTTI0E 153114
SONO7 0 1531 12
SO0 15:31:30
20070 15 31:32

Step 3

L Dk Times » DICANETE IS T S

Everd Troe

Gererd Motion
zererd Motion
zererd Motion
zererd Motion
zererd Motion
Gererd Motion
Gererd Motion
Gererd Motion
Gererd Motion
Gererd Motion
Gerera Motion
Gerera Motion
Gerera Motion
Gerera Motion
Gerera Motion
ey PAgton
e Motior
e Motior
e Motior
e Motior

||+ IDONDTME IS * 2

Emortin

Search \

-

Ed

™~ Step 4

Step1: Choose the type of events you wish to view or select “All” from the drop-down menu to view all types
of events. The types of Unusual Event include General Motion, Foreign Object, Missing Object, Focus
Lost, Camera Occlusion, Signal Lost, Disk Space Exhausted, System Health Unusual and Digital Input
Triggered.
* Note: Some event types will not be available under Lite License.

Step 2: Choose the camera channel you wish to view or select All for all channels available.

Step 3: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and enter the specific date and time.

Step 4: Click Search.
Note: When working with a video record,
1. Log Viewer will search for Unusual Event in the video record in Date & Time mode, starting from the
beginning to the end of the record, which is the default sefting of the system.
2. Alink (B2 will appear next to each event time where video is available. By clicking on the link,
the video will jump to the point where the unusual event takes place.

2.9.2 System Log

Step 1 Wraisial Evernl Syetm Log | Couig Appization | Sounting Sppicaiion (Diagran | FOE Log |
Lop Tepa: [a1 El
D ([« 200 01emns =) 5 Esgarita...

Sfep24mw:|r a5 1450 B WM zooansms 1450 S Sapch

Exvert Time | Everit Ty | Demscriphion | a St 3

XONENS 54:a7  Main Conke STartg ep

20GCNITE 0% 5% 22 Man Dommle Shutdown

AOWOSIIG 12200 M Coneoke Stamg

0SCEITS LX2%H User Logn i

WG 1320 Stat Srheduk

AN LX2%1S St Smet Gusd

ORI L3 d 7S Moy Coriigoraton

A0S L2431 Moy ConfigLrsion

AU L aeds  Modly Configuaton

A0GNCEITS L2505 Moy Configurstion

HONETS 125135 Moty Coriigureton :I
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Select Log Type from the drop-down menu. There are in total 31 types of log types, including:

Start Live Streaming Server Stop Central Management

Modify Central Management

v Main Console Startup v Stop Live Streaming Server
v Main Console Shutdown v Modify Live Streaming Server
v' User Login v Start Remote Playback Server
v' User Login Failed v Stop Remote Playback Server
v' Start Schedule v Modify Remote Playback Server
v' Stop Schedule v IP Camera Connection Lost
v' Execute Recycle v Auto Restart Windows
v' Enable Channel v Modify POS Setting
v' Disable Channel v POS Connection Lost
v' Start Smart Guard v Modify E-Map
v' Stop Smart Guard v Start Remote Desktop
v Modify Smart Guard v Stop Remote Desktop
v Modify Schedule 4 Modify Remote Desktop
v" Modify Configuration v Start Centfral Management
v v

v

* Note: Some event types will not be available under Lite License.

Step1: Choose the type of event you want to check or select “All” from the drop-down menu for all types of
events.

Step 2: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular date: check the Date box and indicate the date.
For a period: check the DateTime and then enter specific date and time.

Step 3: Click Search.

2.9.3 Counting Application
Display the history of Counting Application during a given time period.
* This feature is not available under Lite License.

f

Log Tiswed ﬂ_ﬁﬁ

Urueun Evenl | Syetem Lo Gouming Appicatian |-:wrﬂn:| Maplicaion DB gram PGS Lop
Charns: [#a =
oae | E E""“"”\

CakeETime: || -4 m - & Samrch
Exmrit Times Charnsl In (¥ ]
NOOTIOTIIS 10000 Caveia 3 14 13 Step 4
20075 15630 0 Comes 3 ] 4
MOOTIOTIS 10342 Caweia 3 o

20070 T 113000 Camas 3 4
00707 2T 1200 00 Cameda 3 s
200707 ZT 123000 Camea 3 4+
L TE1, U] Pl ook o ] Camaia 3 [x]
20070820 1E 23 42 Camea 1 o

(=N =1 YT =]

Step1: Select the channel you want to check or select All from the drop-down menu for all channels.

Step 2: Select search period. View the events that happened on a particular date or during a given time
period by selecting search period.
For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search.

Step 4: Press the button Export to.
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Step 5: Type the file name and choose the file format (.xIs or .txt).
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Display the Counting Application data in diagram format.

EETTIEEE——— O]

rwrufwe| i

. | i

ey diinghon sk e e D | POS Log |

ol

[y LLLLT

Exportto™N]

Select the channel you want to check or select All from the drop-down menu for all channels.

From the drop-down menu, sef up how you would like the diagram to be displayed. You have the
opfions of one day, one month, or one year.

Select a specific date to make it the start point of the diagram.

Click Search.

Press the button Export to.

Type the file name and the file will save as BMP files.

View POS Log history detected by the Smart Guard System.

B Lo Vieves

(T T Ew-u|| 'Q:a.smul.n-q] Coauving appnann| Cpantin g Sppl alon Diagram POE Log ]

Lop Typsa
Dy

Dot Tiiea

T
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Cpin Caah Drawa i -
Ukair Durlireal Evand il 1

Liser Derfireed Erend Ruie I
Ut Do readd Evaind Rl 3

Liser Derfireed Exrrd Ruie d
Utuid Do readd Eard Rl &
Lizer Corfiresd Esard Ruis B
Ukaer Do el Eveard Flulie 7
Liser Derfireed Epard Buie B
Uaer Dol el Evank Rlule &

Uiser Cwrireed Evant Rule 102

=] E3
P [an E
Expari o |
[ - Sagich
Eomrit hioame FEs hlame Dhe=scriphion
|

Choose the type of events you wish to view or select All from the drop-down menu to view all types of

events. The types of Unusual Event include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and Special User Defined Event. Please refer to the User manual of POS for detail.

Choose the camera channel you wish to view or select All for all the channels available.

View the events that happened on a particular date or during a given time period by selecting

search period.

For a particular date: check the Date box and indicate the date.
For a period: check the DateTime and then enter a specific date and time.

Click Search. A link ('B2') will appear next to each event time where video is available.
By clicking on the link, the video will jump to the point where the unusual event takes place.
Press the button Export to.
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Step 6: Type the file name and choose the file format (.xIs or .txt).

2.9.6 Export and Backup Log
View the Export and Backup Log history that had been operated by local or remote user.

f =
- Liw Viewar ol
iz Everl | Svetem Log | Gounmirg Agpicaton | Countng sppdeaion iagrami | POG Log  Esortand Eacku Log
Log Tapes I =
D [« 3 D s = 3 Espari
CexieTime [ 2 [ Bramh
Ever Tims Everd Type  |Succes: | Lemmame | Ghat Tms Erd Time Lergth Camers [ncies | Pl Pathy [ :] Auchn
AN e IS0S Bpot Viden Y F HOOITNG 174317 200000706 174358 Odaws DDiiD00 3 Doy and Sat... A Mo
0IOMLIZS 13540 Badun s kT AN\IOTE 1743:17  Z0AIMTOE 174378 Odees DX0X11.000 235 ORI swiDoroest... 2 Fia,
AAON S 15324 Badamp i F ZOONNOTAG 174317 20000706 174308 Odee DRD11.000 2345 C\Docenes and Sat... 2 A

Step1: Choose the type of event you want to check or select All from the drop-down menu for all types of
events.

Step 2: View the events that happened on a particular date or during a given time period by selecting
search period.
For a particular data: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search

2.9.7 Export
You may export the file to .xls or .txt file

Urusual Everi Syetem Log | Couning Apaiation | Counting #pplcation (Diagrard | P08 Log |

Hl=]E3

LopTypa: [ E
Dt [ 200mmans | 2 E'W““--.l
CakTirve: [~ = H Eaarch | \Step 1
Exer Times | Evert Topm | Descripbion =
SODNOS TS OFoe 52 d7 e Corroke: Siartig
SORNOEITS O B 22 g Conenle Grartdosm
SOONOS TS 1% 20 i e Corroke: Siartig
SOOI LM Lzt Login iy
ONOE)TS L3I0 St Srheia
SOOI L= LS Gt Srreak GLasd
200NE IS LR a75E L=y ]
SO0 TS L4231 modkfy Corfigastion
SOOGS0 e s L=y ]
SOOI 13 30050 modkfy Corfigastion
200NE0S LRE1 TS L=y ] =l
. —— My " .
Step1: Select Export to.
Step2: Type the file name and choose the file format, xIs or .txt.
- =
DlA I E) I o [ o | E | P@E7/09/12 08:45:41, Hain Console Startup,
| 1 |BventTime EvendType Description | 1 2887/08%9/12 808:45:4%4, User Login, admin
| 2 |20070642 004541 Main Conscle Startop 28087/789/12 B81:11:18, Hain Console Shutdown,
| 3 |20070642004544  User Login admin 2@887/789/12 81:27:84, Hain Console Startup,
4 |2007406A201:11:10 | Main Console Shudown 2087/89/12 B81:27:85, User Login, admin
| 5 |200706A2 012704 Main Console Strtup 2007 /09/12 01:28:27, HMain Console Shutdouwn,
o AHeAL 2705 eleshsdmin 2007/09/12 15:86:51, Hain Console Startup,
| 8 20070912 150651 Main Conscle Startup 2007/709/12 15:06:52, Ust_er Login, admin
| 9 |20070912 150652  User Login adrain 2007/09/12 15:087:04, Ma:!.n Console Shutdown,
| 10 20070012 150708 | Main Gonsole Shutdown 2087/89/12 15:88:28, Main Console Startup,
| 11 [2007004215:08:28 | Main Conscle Startup 2887789712 15:88:48, Hain Console Shutdown,
[ 12 |200706/12 15:08:40  Main Conscle Shutdown 2087/89/12 15:88:54, Main Console Startup,
| 13 | 20070612 15:08:54 | Main Conscle Startup 2887/89/12 15:89:81, HMain Console Shutdown,
| L4 (20070912 150901 _{Main Console Shudown 28087/89/12 15:14:11, Hain Console Startup,
| Lo 200702 15140l Main Consele Swastup 28087 /@89/12 15:14:12, Hain Console Shutdown,
16 20070612 15:1412 | Main Conscle Shurown N
|17 20070012 151431 Main Conscle Startap 20887/789/12 15:14:31, Ifla}n Console Startup,
18 |20070012 151520 | Main Conscle Shutdown 28087/089/12 15:15:28, Hain Console Shutdown,
| 19 [20070612 194415 | Main Consale Startsp 20087 /09/12 19:44:15, HMain Console Startup,
| 20 |20070612 194458 | Main Console Shutdown, 2087/709/12 19:44:58, Hain Console Shutdown,
| 21 |20074091222:51:57 | Main Conscle Startup 2007789712 22:51:57, HMain Console Startup,
| 22 |200706/12 22:51:59  Main Conscle Shutdown 2007789712 22:51:59, HMain Console Shutdown,
| 23 [2007400/12 22:52:14 | Main Console Startup 28687/089/12 22:52:14, Main Console Startup,
B 2807/99/12 22:52:18, User Login, admin
| 26 | 20070012 225319 | Main Consele Startup 2007789712 22:52:24, Ma:!.n Console Shutdown,
U S FOSL/012 2T, hadn Songole Startur,
Xls Ix
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2.10 Sefting =
Feneral | Sarear| G20 | POE

Click on the General Setting button and go to Setting AL,
for system configurations. = o —
Record Display setting: I Playwhien apan
. Calendar View: Choose to display records under FP itk 3k when e rion arky otk

calendar view. et ko = mn
«  List Control: Choose to display records under checklist. Freme e =

LTI LTS

G-#2RW 00 G-l Q0  Wesma s et

\ +R 2009 4 - 5 Fecord Dute s 1 muamaicall swe he mage tk
[ ECETai [
123 +4 [ Fenichanhik [EE]
56 7 8 01011 B o e
121214151617 18 — st [E—
[19]20 2122 23 24 25 :  Bmehrarize videa frames
SO 14
26 27 28 29 30 31 ? : -'IL'-
M 20020012 4 AT

Play setting:

. Play when open: Check the option and set the system to start playing the video clip every time a
record is withdrawn.

. Auto skip when record motion only mode: Check the option to set up the system to automatically skip
to the points where there were motions recorded.

. Next interval: Set the interval with which the video goes forward when you click on the “Next” icon on
the control panel.

. Previous interval: Set the interval with which the video goes backward when you click on the “Previous”
icon on the control panel.

Capture Image setting: Sets how you want to save the image.

. Save in clipboard: The image will be saved in the clipboard; image will be available to paste elsewhere.

. Manually save the image file: You can manually select where you want to save the image. Name the
saved file, and choose the file format you want to save as.

. Automatically save the image file: By pre-setting a path/URL and the image format, the system will
automatically save the image accordingly when you click the Save button in the control panel.

Miscellaneous
. Synchronize video frames: Select this option to avoid display problems that may occur under
high CPU loading.

Server Setting
Remote Playback Site Management. Please refer to page 44 for details.

OSD Se"‘Ing . . General OSD |POB | GE”Eﬁ“lOSD Pog |
Enable Camera OSD to display video [ Enable camera 0SD | Enable POS ovsrlay
information on recorded video. ‘Tﬂffm“”’i% — | 'i“;jfm““”m — r
. . anoma il b
Information includes camera name, S I
camera number, date and fime. User can S5 S
also set up OSD font; include the font, size, e @ e P Bod W Edge
font color and any font effects desired. e m— ~Background
Color: I- - Color I ~
. ransparenc —_— Transparency. —— | 40
POS Overlay Setting ‘Tf ’ - - : .
. . . [~ Inma Display on Yideo Preview
* not available under Lite License p—— & awae
Enable POS overlay to adjust Font, Size, @ Camera Number ¢ Lastior [T seconds
Color, Bold, Edge in “Foreground” section, - ETET T |
color and transparency in “*Background” Fotime  [Troedsss 7] o ||| por |
section, and then adjust display settings in pout | |
“Display on Video Preview”.
W 0K | X Cancel | « OK ‘ X Ccancal |
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2.11 Remote Server

2.11.1 Add Remote Playback Site

Press the Remote Server Icon 0 or go to setting — server to config remote playback site management to

add and setup remote playback sites.
2]

Step 1: Enter the IP address or DNS, Port, Username, and Password.

Step 2: Click Add to add the server.

Step 3: Click OK to exit the “Settings” panel.

2.11.2 Access Remote Playback Site

Go to Date Time Panel and click on the QE icon ON the top of the display window to access the

Remote Playback Site
0-2QEO0

Local Machine
Fecent List »
Select Folder..

Eemote PC 1 {192.168.1.100)
Eemote PC 2 (192.168.1.101)
Eemote PC 3 {192.168.1.103)
Eemota PC 4 (192.168.1.103)
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iy Losd g Copy e
= B etk
B Ol Caimeerad
B 02 Camaral
B 03 Caimerad
B 0 Caivierad

Defadt Custom

|t|Df|'5'-'| |l|JJi$l

I N 1)

M 1 Mo W T % omo®om o won uwill

1] Camerai
Bl Camerad
0] Cameras
11 Camerst

Bl Wy Dokl o Coofipue

Stat Tira End Tiva  Redoed  FPS ety
o] 1S5 Bl

Rasokitionr

7 5] (% o]

Click on the Schedule icon on the Main Console and set up the time duration for video
recording on the schedule configuration panel.
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3.1 Day / week Mode

Load

Camera / %

Channel

Day /Week Mode

Schedule Details

Day Mode: Schedule the cameras o turn the recorder on and off af the same time every day
according to your setting.

Week Mode: Allows you to schedule each camera for a different day of the week, additionally, you
may assign exfra holidays in the “Week” mode

Schedule Details: An outline of start time, end time, Record mode, frame rate, quality and resolution.
Please note these values refer to configured settings.  Actual performance may vary according to
camera and hardware settings.

To setup the time schedule for each camera, you may
1. “*Load" the preset modes or

2. "Insert” a new schedule manually or

3. “"Copy to” other cameras after manual setup.

3.1.1 Load Preset Modes

The system provides six modes to quickly setup recording schedule. Simply click on the @ Load for the
drop-down menu.

Refer to the below tables for the definitions of each mode in each series.
IP+ series (IP camera)

Mode Format Time Record FPS Quality | Resolution
Regular ml_:’JEPCEi 0:00-24:00 Always mgi Max Max
Office m'PJEPéi 8:00-20:00 | Always mgi Max Max
Shop m'PJEPéi 10:00-22:00 | Always mi Max Max
Highly Secure ml_:’JEPCEi 0:00-24:00 Always mgi Max Max
Disk Saving ml_'-’JEP(Ei 0:00-24:00 Motion i—frc]::?"ne Max Max
Minor ml_'-’JEP(Ei 0:00-24:00 Motion i—frosme Max Max

The Max indicates setftings are same as camera settings in the config>setting>camera>camera parameter
panel.

IPS-1000, IPS-2000, IPS-3000, IPS-4000 series (Analog camera)
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Mode Format Time Record FPS Quality | Resolution
Regular MPEG-4 0:00-24:00 Always 30 Normal CIF
Office MPEG-4 8:00-20:00 Always 30 Normal CIF
Shop MPEG-4 10:00-22:00 Always 30 Normal CIF
Highly Secure | MPEG-4 0:00-24:00 Always 30 Highest Max
Disk Saving MPEG-4 0:00-24:00 Motion 30 Normal CIF
Minor MPEG-4 0:00-24:00 Motion 15 Low CIF

IPS-5000 series (Analog camera)

Mode Format Time Record FPS Quality | Resolution
Regular H.264 0:00-24:00 Always 30 Normal CIF
Office H.264 8:00-20:00 Always 30 Normal CIF
Shop H.264 10:00-22:00 Always 30 Normal CIF
Highly Secure H.264 0:00-24:00 Always 30 Highest DCIF
Disk Saving H.264 0:00-24:00 Motion 30 Normal CIF
Minor H.264 0:00-24:00 Motion 15 Low CIF

IPS-7000 series (Analog camera)

Mode Format Time Record FPS Quality | Resolution
Regular H.264 0:00-24:00 Always 30 Normal D1
Office H.264 8:00-20:00 Always 30 Normal D1
Shop H.264 10:00-22:00 Always 30 Normal D1
Highly Secure H.264 0:00-24:00 Always 30 Highest D1
Disk Saving H.264 0:00-24:00 Motion 30 Normal CIF
Minor H.264 0:00-24:00 Motion 15 Low CIF
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3.1.2 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want add to the fime table. The scheduled fime will show as a grey

bar.
#y Schedals Cocfipamsns
Enlos g Coprio |t|n'|'"-“ Il|JJ1il:‘lllhlll?l}Hl!-ﬁ-lir?rP.l?an?J}Htl
- B Dufuk 1] Comeral
B Ol Cameral il Sumona?
B 0 Camerad ] Coamerad
B 0 Camerad 11 Camarad
B 0 Camarard \
[T Step 1
B ot
Staft Tima  End Time wd | FPS halty | Resohition
ERny Cushom
(o] [
*#" s ix l.'ar\-c-rI]
| \ /7
Step 2 Step 3 Step 4

Step 2: Click the Insert icon and add a new schedule in the Regular Mode, i.e. to record video during the
time period you set with 30 FPS, normal video quality, and normal resolution.

Step 3: Change the setting by clicking on the Configure icon (See page 54 for detail) or double click the
Schedule Information.

Step 4: Click OK.

3.1.3 Copy Schedule

You may set up the schedule for each channel/camera by repeating the process above, or by simply

applying the setting of a single camera to all the others by clicking the Copy To icon af the top of the display
window.

3.1.4 Holiday and Custom setting

Allows you to schedule each camera for a different day of the week, additionally, you may assign extra
holidays in the "Week” mode
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- ] e
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Holiday Custom
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Holiday: You may assign holidays where the system will work according to the sefting for Sunday.
Note: The default Holiday setting will apply Sunday’s seT’rinEs. For the Middle East region where Friday is a

holiday, please adjust setting by right clicking on = and select “Apply Holiday Schedule
From...".

Custom: You can assign a particular date(s) on which the system will work according to a special schedule(s)
different from the others.

3.2 Adjust the Scheduled Setting:

You can manually change the setting at any time after you insert or load a schedule.

. Option 1: Move the cursor to the “Time Bar” and change the length or move the bar sideways to
change the start and end poinfs.

. Option 2: Click on the Configure icon or double click on “Schedule Information” from the list fo obtain
the "Encoding Option” panel (next page) and select the desired setting.

Tlme Bar — Losd () Copy o B camema [ v 5 5 o § 8 7 B 6 w0 4 oW o W T @ o w » o3 n o n il
= B Datait ] By
y B Ol Cameral
5 B OO0 Cameral
v B 00 Camerad 1] Wednesday
5 B 0d Camerand B] T imed iy

Configure Hl Surday A Fridey
—_—

Bl mordzy 1 Sahuray
B Thuraday

Euet Tl 8 Coligo:

B Tiksaday

Bl Fricay
Bl ety Start Tira EndTia herod | FPS Culty | Fasokition
iS00 Ewirs
Schedule
Information
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3.3 Encoding Option
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Tiie BT
Blari i [0 = F s st
End Thrie Im I~ Recam on Eveml Ll |

Preracord 15 e, e BT
Postmeond: [T war (N b

™ Remm m Wotian

Encoded Video

WD Ereana)
I Kpap pmral oo fm
™ BdbistBIPEG-Adanames ra

1™ i b i o
flar NFER, H I, NFEF)

ke el a e il e Sakip

T ST

Durfandi |

——

/Time Option \ Record Mode

3.3.1 Pre-record/ Post-record Time

\ Video Encoder

The pre-record/ post-record function saves the recording data accordingly. For instance, to set up a 5
second pre-record time means the system will start saving the recording data 5 seconds before the event

happens.
Note: The maximum of pre-record/post record period is 60 seconds.

3.3.2 Record Mode
Always Record:
Select this option to record the video continuously.

Record on Event: * Some opftions are not available under Lite License

Select this option to obtain the “Select Event” panel. From the Smart Guard list,
check the camera events or digital inputs fo frigger the recorded action. Click OK.
Note: Please note it is required to enable "Smart Guard” from the Main Console
panel before configuring “record on event” to trigger recording.

*Smart Guard is only in IP CamSecure Pro.

Record on Motion:

Select this option to start recording when motion is detected. Adjust sensitivity, the
frame interval and zone to setfup motion detection. To setup a single detection
zone, left-click and drag the mouse to draw arectangle. To setup more than one
detection zone, simply repeat the same process or click “All” to select the entire
screen.

Note: The maximum number of rectangle detection zones is 10.

3.3.3 Encoded Options

ELFURETES
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This option sets up the quality of the recorded video. The “Original Video"” window is the original sfream from
the camera. The “Encoded Video" is preview of the recorded video corresponding with the encode settings

| below.
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For IP cameras|

The Encode Video function will reduce frames or re-encode original streaming from IP cameras. To save Hard
Disk usage, adjust framer ate with original video format or re-encode to smaller file size by adjusting frame

rate, resolution and Quality/Bit rate.

Keep Original Video format:
Select this option to reduce frame rate only but not to re-encode video
stfreams to save Hard Disk usage.
e  Adjust MJPEG video frame rate: Move slider to left to reduce frame
rate.
Note: The maximum FPS will correspond to original video streams set up
on camera configuration.
° Keep key-frame only: System will only record key frames of video
streaming.
Note: The key frame interval is controlled by each camera
manufacturer and cannot be adjusted.

Customized encoding: * notf available under Lite License
The video stream will be decoded then re-encoded by configuration.
Click "Setup” button to adjust "Encoder Parameter”.
Note: Customized encoding function causes high CPU usage,
make sure the PC specification is enough (recommend Core 2

~Video Encoder
¢~ Keep original video format

[~ Adjust MJPEG video frame rate
| el

™ Keep key frame anly
(for MPEG4, H.264, M¥PEG)

& Customized encoding Setup
Default

‘ideo format:

Frame rate:

Resalution: _J— CIF

& Quality: ——F—— mwormal

" Bitrate: F———— 2z00kups

Quad or above)

v 0K | X Cancel|

For Analog cameras |
The Encode Video function sets Frame Rate, Quality, and Resolutfion that you

want to record and provides an approximate recorded time period. | ee Sncast

For IPS-G3 Series cards you may additionally choose from different video formats,
including Mpeg4 and H.264.
Note: Capture card devices “IPS series” are required.

Frame Rate =] Fyi (an.0
Quality — | Normal
Resolution  F—————— 320x240

Default

Approximate: 1GB (6 hr 12 min)
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4. Guard

*Guard is only in IP CamSecure Pro.

! Event and Action Configuration [X]
— Event —Action
U R@E @ @ o W T [
E-ad CAMO9 QA BD_Dr_T]___\ Action B Options
6. {General Motion [lon screen Display
=16 CAMLO Office Besend E-Mail

T4 Foreign Ohject e FP
=G CAMLL Dermo +5¢PTZ Preset Go
Py & Camera Occlusion #'EMan Map:Map, Indicator:None
=GP CAM12 Deskiop
4l Signal Lost
=i TestPOS
& Transaction Start - Video Preview
=& Digital Input
@] Testhoard Input:2 (nput 23
= System
" [L] Disk Space Exhausted

%1 i 3

Click on the Guard button on the Main Console to start the “Event and Action Configuration” panel. You will
need to specify an event to be detected as well as set the appropriate action for the system when the

event occurs.

Note:

1. Event Report: When the crystal ball is DTS T =
red, you can click it to obtain the .:-rgp;j:';.h o | PRI ::-w- [ Description I
Smart Guard Event Report and PR 112 1315 Meng Obest 13
cancel the event(s).

il b || Swieiar | [ Oksm
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There are 4 sources of events: Camera (video image), POS, Digital Input (device connected to your PC) and
System (condition of your hardware). You can assign multiple events by following the instructions below.

* Note: Some event types will not be available under Lite License.

4.1.1 Camera Event - Assign a Camera Event

Step 1: Select a camera and click “Insert Event” icon. ~ .
L=
Select Event Step 2
4_/
Event Type Diescription —_
i:ll:ESignaI Lost Detect video signal connection
&, General Motion Detection of any rmovernent
[ Foreign Object Detect foreign object in defined areal
= Missing Ohiject Missing/being moved of defined obiject
&2 ose Focus Camera focus lost detector Step 3
&=k Camera Occlusion Carmera blocked or darmaged /
|J QK '| [ X Cancel l

Step 2: There are six types of events: Signal Lost, General Motion, Foreign Object, Missing Object, Lose Focus,
and Camera Occlusion. Select the event you want on the Event Type list, and then click OK.

* Note: Only General Motion and Signal Lost are supported under Lite License.

Step 3: Configure the Event Type. See the following instructions.

4.1.2 Camera Event - Basic Setting Klsam Evemt Camfipmatmn %]
[Signal Lost, General Motion, Foreign Object, Missing Object, Basit
Focus Lost, and Camera Occlusion]
Enable Event: Check the box to activate the event.

 Erable Evert
Life Cycle: Lifa Cyzla
. Automatically cancel event when event disappears: the {7 Aufomatic £an £ @t whean evenl disappear
alarm/action will be cancelled once the abnormality is fixed or I Wl £anEe W nt ar aa ik i) T poerad
ends. Cancs menk ater FETIAT
. Manually cancel event or event continues triggered: The
alarm/action will continue until being canceled from the Main
Console. The user currently not at the seat watching the screen Arkate Fens
will be nofified by the alarm. Ak athaiod

Nofe: To cancel the event: T Arisaiad onlyin e Rl owing paad
Function 1: Start > Open Event Report > Cancel All Events [
Function 2 : Click the red crystal ball to obtain the Smart Guard

Event Report than cancel the event(s).
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Enable checkbox and set the fimeout seconds to cancel the
event after a specific time whether the event disappears or nof.

Detect the loss of video signal from camera.

- Detect any movement in the defined detection zone.
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Click and move the slider control to the right to increase sensitivity so that minimal movement
will frigger the alarm. Move the bar to the left to reduce the sensitivity. Setting up an appropriate
sensitivity value will minimize false alarms. For example, you can lower the sensitivity to avoid the alarm
being friggered by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval

To detect General Motion, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to select the entire detection zone.

Click the Start Simulation button and test the function on the preview screen.



Alarm will be set off when an object appears in the defined area on the screen. -
dlarm Eeral Cnntfipmene B
BakiL -'-\.'ulln:'dn]i

M Evemi Dpfon sidan Pieyias

R pom Oefmtian

v (0 el i Clon 2xdiE

Do 0 01 Ba2g
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T Slad Semudsbian
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. Click and move the slider control to the right to increase sensitivity so that minimal movement

will frigger the alarm. Move the bar fo the left to reduce the sensitivity of movement detected. Sefting
up an appropriate sensitivity value will minimize false alarms. For example, you can lower the sensitivity
to avoid the alarm being friggered by a swinging free in the breeze.

. Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval.

. To detect Foreign Object, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on "All"” button to select the entire detection zone.

. After defining the detection zone, select Define Object Size and then left-click and
drag the mouse to indicate the size of the object you want to detect.

For instance, if you want to prevent somebody from leaving a briefcase in a hallway, place a
briefcase in the hallway in view of the camera. On the screen, draw an area that fits the size of the
briefcase and define it as the object size. Remove the briefcase and then activate the Smart Guard
function on the Main Console. The system will consider everything on the screen normal when you click
Start to activate the monitor function.

Click the Start Simulation button and test the function on the preview screen.

Alarm friggers when an object disappears in the defined area on the screen.
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Alarm Event Option:

Sensitivity: Click and move the slider control to the right to increase sensitivity so that minimal movement
will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement. Setting up the
appropriate sensitivity value will reduce the chance of false alarms. For example, you can lower the
sensitivity to avoid the alarm being friggered by a swinging free in the breeze.

Intferval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval.

Region Definition:

Define defection zone: To detect Missing Object, you have to define a detection zone. Left-click and
drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on "All"” button to select the entire detection zone.
Note: For instance, if you want to prevent somebody from removing the computer monitor on the desk,
draw an area that fits the size of the monitor on the screen. _

| e Bevat i s &)

Easir Afanced |

&l am Evinl Dyilen Widan Prevaw

Foaion DR
# Dsfme delscion e

|-\:m|'|

Srar Samid sk |

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.7 Camera Event - Lose Focus
This function alarms you when any of the cameras is losing focus and has blurimage.

Alarm Event Option:

Basle Adarcad |

M Exe Caiion Wiga o Presiaw

\ Bt TII_

Interval —__|
inerl, ——F——

Sensitivity

Ignore Lighting ~——— 7 'Brietartng S

start Simulation ~ ————__ Bt Gmustan

o | [ % care |

Sensitivity: Click and move the slider control to the right to increase sensitivity so that a relatively small
movement will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For example,
you can lower the Sensitivity to avoid the alarm being triggered by a swinging free in the breeze.
Interval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left to reduce the interval fime.

lgnore Lighting: Check the box to avoid alarm being set off by light changing.
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Region Definition:

. Define defection zone: To detect Lose Focus, you have to define a detection zone. Left-click and drag
the mouse to draw a detection zone. You may define more than one zone on the screen by repeating
the same process. User can also click on “All"” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.
4.1.8 Camera Event - Camera Occlusion

This function alarms you when any of the cameras are blocked.

Basie Adwaread |

A mm Exeerl Eyriion Widen Presiny

\ ks fll_

Interval —— |
Interval W

Sensitivity

Ignore Lighting ~—— 7 "M tuting Chane

Start Simulation =~ ————__ Sinsmmustun

[ o || % cancm

Alarm Event Option:

. Sensitivity: Click and move the slider control to the right to increase sensitivity so that a relatively small
movement will trigger the alarm. Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the chance of false alarm. For example,
you can lower the Sensitivity to avoid the alarm being triggered by a swinging free in the breeze.

. Interval: Click and move the slider control to the right to increase interval time so that the alarm will only
be triggered when the movement lasts longer. Move to the left fo reduce the interval fime.

. lgnore Lighting: Check the box to avoid alarm being set off by light changing.

Region Definition:

. Define defection zone: To detect Camera Occlusion, you have to define a detection zone. Left-click
and drag the mouse to draw a detection zone. You may define more than one zone on the screen by
repeating the same process. User can also click on "All” button to select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on the preview screen.

4.1.9 POS Event - Assign a POS Event

Step 1: Select a @\POS device from the list and click W to insert event.
Note: Please insert the POS device in Config -POS Application first.  Then set the alarm based on it.

Step 2: There are five types of events: Transaction Start, Transaction End, Open Cash Register, Connection
Lost and User Defined. Select the event you want on the Event Type list, and then click OK.

8. Transaction Start - Detect the beginning of any transaction.
K&, Transaction End - Detect the end of any tfransaction.

r Ll
£
e a

Open Cash Drawer - Detect the opening of any cash drawer.

Connection Lost - Detect the connection problems between POS box and Main Console.
. User Defined - Detect any condition defined by user.

) L i
a BT

-
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Step 3: Configure the setting of the Event Type. Please refer to the POS section of the User manual.

4.1.10 Digital Input Event - Digital Input Event

A Eveal ard Acsmne (Caniigresatiza
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= W WA Caimata 1 Ation Option I X Cansi |
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Step 1: Click and highlight Digital Input on the event type list, and then click the W Insert Event icon.
Step 2: Select the device that is connected to your system.

4.1.11 System Event - Assign a System Event
At me— =

- Bk BN -
£ Pl e S & [ e -.f"'-“|

B CART] ]

B Gerersl Motion
£+ CANTIZ names

W General Motion |
£ AN named
B Gl neai

Step 1

Event Type | Description |
Disk Space Exhausted Disk space is exhausted

Systern Health Unusual High CPU ternperature of low fa...
Resource Depleted CPU or mernory is depleted
MNetwiork Congestion MNetwork bandwidth is overloading

Step 2

v 0K | X Cancel|

B Y =

Step 1: Click and highlight System on the event type list, and click the L Insert Event icon.
Step 2: There are four events, select the event you want to detect.
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4.1.12 System Event - Disk Space Exhausted
This function alarms you when disk space is exhausted.

4.1.13 System Event - System Health Unusual
This function alarms you when CPU is under high temperature or fan speeds are running low.

Current Status: Displays current CPU temperature, Motherboard Temperature, Fan Speed and Power fan
speed.

Options: Check the Temperature Format for Celsius or Fahrenheit; fix maximum motherboard temperature for
High Temperature Alarm and minimum RPM for Power Fan Speed Alarm.

4.1.14 System Event - Resource Depleted
This function alarms you when CPU or memory is depleted.
Current Status: Shows you the current Total CPU Loading and Total Memory Usage.
Opftions: Fix maximum percentage for High CPU Loading Alarm and High Memory Usage Alarm.

4.1.15 System Event — Network Congestion
This function alarms you when network bandwidth is overloaded.

Current Status: Shows you the current Total Upload/Download bit rates.
Options: Fix maximum bit rate (Kbps) for High Upload/Download Bit rate Alarms.

Svstem Health Unusual Resource Debleted Network Conaestion

K 0 0 e

4.1.16 System Event - TV-Out
* Note: This function is not available if there is no IPS-7108/7116 card installed.

e Rt
= 1 R LU 1

OEwE e | | ela e

§
|

¥ o | [¢ omm ]
Pop-up video to TV-Out monitor on event.
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4.2 Action

4.2.1 Action - Assign a action type
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Step 2

To insert a new action:
Step 1: Choose an event and click the insert action icont.

Step 2: There are 10 types of actions, select the actions you want and then click OK.

1. On Screen Display 6. DI/DO

2. Play Sound 7. Send a SMS Message

3. Send E-mail 8. Send to Central Server
4. Phone Call 9. Send snapshot to FTP

5. PTZ Preset Go 10. Popup E-Map on event.

* Note: Some actions will not be available under Lite License.
Step 3: Configure the setfting of the Action Type if needed.

: : b o ]
4.2.2 Action Type - On Screen display
A red warning will be flashing on the screen of Main Comera  [amwoppo |
Console, indicating which type of unusual event is B caon cami [hy |

defected. T ——

Step 1: Select the "On Screen display” action and then click OK.

Step 2: The responding window wiill popup o Selected Camera.
Click the “On Screen display” indicator to modify the

setting. DS e Tesd
Camera: Display the camera applied to this action. 1 Msing Object
Auto popup: Click the Auto popup column and select the e BT

expected monitor for popping up the event. |
Displayed text: You can follow the default setting to show
the event type, or enable “Customized Text" to define the ok | X camm |
text as your preference.

4.2.3 Action Type - Play Sound
Sound alarm - the system will play the sound as alarm when an unusual event is detected.

Step 1: Select the “Play Sound” action and then click OK.

Step 2: The responding window will popup to choose a Wave file (.wav). Click the “Play Sound” indicator to
modify the setting.
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4.2.4 Action Type - Send E-mail W Salect Contocler
The system will send an E-mail immediately to given
accounts indicating the type of event, the time, and | Sorti

E i A creees Bk |

attaching a picture taken while the event is f hama Sl
detected BF e i1 i A rad com
erecred. W e 2 Lt 2ared com
BE ko et e com

Step 1: Select the “Send E-mail” action and then click OK.

Step 2: The responding window will popup to Select Contact,
type the message to append. (You can choose more
than one contact).

Edit Address Book: Insert the contact information here.

Note:

1. To give the system the E-mail accounts, go to
Config > Setup > Hotline. See Configurations on
page 77 for details.

2. For Digital Input Events, this warning action will send
the snapshot of the associated camera. Please
refer to 1/O settings for details.

Cauptom ized meseags conkent
| bl ot o dea i on b OF Ca e ra B, e 00 frea b e ey S0P

[w ok | [X camal

4.2.5 Action Type - Phone Call
The system will call a given phone number when an unusual event is detected.
* Note: This function is not available under Lite License.

Step 1: Select the Phone Call action and then click OK.

Step 2: The responding window will popup to Select Contactor and key-in the message which want to
append on SMS content. (You can choose one more contact at once).
Note: To setup the phone number and make an audio record for the phone call, go to Config - Setup
- Hotline. See Configuration on page 771.

4.2.6 Action Type - PTZ Preset Go [PT2 Camare Proset 6o
The PTZ (pan/tilt/zoom) camera will go to a preset point or - )
detected. J:Iil'l'ﬂli |-\.F|H1Il'_\l:i|'|'ri|i.‘-'_\- rll IP amiera

* Note: This function is not available under Lite license. = Frasal = Paim

Step 1: Select the "PTZ Preset Go” action and then click OK. [t -

Life Gzl

Step 2: The responding window will pop up to PTZ Camera Preset Go
modify the setting.

v SAEg PTE et i vl i e ik o il g o

I Happ FTE mtian = px el

Step 3: Sef the action of cameras which you want fo frigger by even & — e

For example: Please follow below steps to setup this function.
J Set the action of camera 1:
1. Choose camera 1. [ poa || cew |
2. Set the start, end preset points.
3. Select the Life Cycle.
4. Click on Add.
. Set the action of camera 2:
5. Choose camera 2. [ ok | [# concel |
6. Set the start patrol and end patrol.
7. Select the Life cycle
8. Click on Add.
9. Finally click on Ok to save all setting of cameras.
Note: Configure your PTZ camera before using this function. See Config on page 75 for PTZ camera
configuration.

Thii Gid pia Serd g w11 b | i e

Cmmers | ctat | Ltecpds | End Erd PresmtGo |
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4.2.7 Action Type - DI/DO
To frigger Digital input/output devices connected to the system, such as alarm lights and sirens.

Select Digital Input Module

Digital outputto signal Ll =
_ " Enownins
IO Module | Ihput Pin
Levelone WCS-20... 0O (Input 0) ol m
AXIS 214 (192.16... O (Input 0) o o
Irputn Qutpt 0
Irputn Cutpt 0

v #utomatically popup IO control panek

\ 4

v 0K | X Cancel|

Step 1: Select the “DI/DO"” action and then click OK.

Step 2: The responding window will prompt user to Select Digital Input Module. Click the *DI/DO” indicator to
modify the setting.

Step 3: Select the device that is connected to your system, that is, the PC you are working with. You can
enable the Automatically Popup I/O Control Panel check box to obtain the correspondent panel to
monitor the 1/O status.

Note: You should adjust the setfting of I/O device in Config>Setting>l/O Device first, the 1/O conftrol
panel will display the device status based on it. You can also adjust the size of the panel by dragging

a mouse or click the IEEIX|  on the right top of the display window.

4.2.8 Action Type -Send an SMS message o Sulert Conlocier
The system will send an SMS message immediately to
given accounts indicating the type and time of Eantator Elerees ek !
event. harma Phrira Mnmber
* Note: This function is not available under Lite License. E;h“;f__ e
Bl ke = ECERECER EL ]
Step 1: Select the “Send a SMS message” action and then click
OK.
Step 2: The responding windows will popup to Select Contactor
(You can choose one or more contacts). Click the
“Send an SMS message” indicator to modify the setting. S ——
Note: To configure a GSM modem for the system, go to (bt masssgs of aach sl
Config - Setup - Hoftline. See Configuration at page 77.
4.2.9 Action Type - Send to Central Server [« ok | [X camal
This action will send an event and snapshot to the

Central Management Server (separate software package, not included).
* Note: This function is not available under Lite License.

Step 1: Select the “Send to Central Server” action and then click OK.
Note: Please refer fo the CMS user manual for details on using the Central Management System.

4.2.10 Action Type - Send snapshot to FTP

The system will upload a snapshot immediately to FTP site.
* Note: This function is not available under Lite License.
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Step 1: Select the “Send snapshot to FTP" action and then click OK.
Note:

1. For Digital Input Events, this warning action will send the snapshot of the associated camera.
Please refer to 1/O settings for details.

2. To define an FTP server, go fo Config > Setup > Hotline. See Configuration at page 77 for detail.

4.2.11 Action Type - Popup E-Map on Event

The system will auto popup E-Map window and show the
assigned map and indicator.

Popup e-map on event

* Note: This function is not available under Lite License. Map Layer: |[Flower =l
Indicator: ICam1 j

Step 1: Select the "Popup E-Map on Event” action and then click OK.

Step 2: The responding window will popup to Popup e-map on event. v ok | X cancel |

Click the “Popup E-Map on Event” indicator to modify the setting.

Step 3: Select the Map Layer and Indicator, and then click OK.
Note: To edit E-Map, see Configuration at page 92.

4.3 Advanced Settings

Click on the Advanced button on the bottom of the Event and Action Configuration dialog for advanced
settings.

Condition of startup — Smart Guard can be started under the follow modes:
1. Manually start/stop from Start menu or as Main Console startup setting (default)
2. Started by defined D/I trigger. Select D/l from dropdown list and click OK.

e s
e ew W
[~ = oo i e T ok
| | e v
| & i iy e i A
| 2 Farwin Vo ki
| BE TR _:-;:.d.. o
| [ JE . o - _
| '--d:\.:. .-"-:I.- Advanced Sethngs

Condition of startup

" Manually startistop frorm Start menu or as Main Console startup setting

e Start Smart Guard detection when digital input signal trigger

Select digital input module: Testhoard input:Switch j

I 0K [x Cancel ]
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5. Configuration

5 settng
& ser account Sattng

Click on the Config icon, select from the drop-down menu
and open the Configuration panel. Modify the setting and
access License Manager, Counting application, POS
application, Log viewer, Backup, Network Services. Select
Save/Load Configuration to save/load all the settings.

* Counting Application and POS Application not available
under Lite License.

* Video Source function available only with MPEG-4 software
compression captures devices.

- 68 -

I Setting
B User account Setting
B2 License Manager

SavefLoad Configuration »

EE Counting Application
@& POS application
@ POS Search

B Log viewer

B Backup

Metwork Service

Help

About Main Consale...



Intelligent Surveillance Solution

5.1 Setting - General

LevelOne IP CamSecure

Startups

Miscellaneaus.

Storage Status Display
ooy F ’ff |7 |

h‘!i’ migin | U0 Tiewrs | FTE Gonfig | Holias | Adviess Bonk JMariorDiapiey | Jaysiri | P
[=FTT g Eradus Display
I Wi Cermsae Lo atin |Zafiae L j{a] | | ClmemiDaie
T Berinkie A oo Seenim | Elakons ' Cajmenyi Tims
™ St oyl Byeiem & Lagn g
Im Cagnbng Spgilc skon = Frp Cick AP o
& Live BaFmming SErver ™ P G Biate
¥ Ramria Posaech Gores &L Dofine Tiod 1

PTG, P
W ABFF Sore) |
# = Faryewhen gzt spss s
~_ Pk Dol S ek it 1] w & Lt Do Tadd 2
W CoEmival WA BRI SEN T Chithe el i ek PET FTTe] | BT T
| guia | Lixg Fisp iy | fbvadni ol BELTR

Winoalaf s feudE M Iid.l: Mkl
I il e popa el (e T =|'w-|:lll.-il:‘\!| :_I

I Evis b Sy s
T Sanihae o s Wi

DURY Hanme |

Audio Preview

5.1.1 Startup

[ Erﬁm BiRT 0 A b R n e

g
|

!
.'
|

=
II[ E il Ak Fatral

I':'-Ierri

L it i,
1|

L'-l" '\-“\-_] | M Garwm |

Avuto Reboot

Check the Main Console box to execute Main Console system when windows startup.

Check the following 3 main functions and 5 network services to auto activate functions when Main Console
system is executing, including Schedule Recording System, Smart Guard System, Counting Application, Live
Streaming Server, Remote Desktop Server, 3GPP Server, Remote Desktop Server and Central Management

Service. Checking other options can setup the startup status as Full screen or allow system to auto login with
the preset account.

User Account:

Setup Auto login: Enable "“Auto login” and click the Setup button to obtain :
|

the Auto Login Setup panel, insert the User Account and Password to login Fasswerd
automatically when the system starts. Enable the Minimize after login to
minimize the Main Console window after login.

Password Confirm:

5.1.2 Storage

Location: Assign the default folder (you can setup several directories for
storage) for the system to store all data files. Recommend not to save in
system HD (C :\) to avoid PC efficiency drop when free storage is low.

—Event Log

 Keep event log within interval of videa files

ly— days

& Heep event log for

- System Log

If you have more than one drive available for recording, you may check
“Enable Disk Load Balance” to evenly distribute recording to multiple
drives. This will increase efficiency of the system.

~ Keep systerm log within interval ofvideo files

|14 days

i+ Keep systern log for

 Counting
" Keep counting log within interval of video files

Ign— days

& Keep counting log for

Automatic Recycle: The system will automatically delete out-dated data
to save storage space.
. Recycle when disk space is: Set the standard limit to lef the system
recycle automatically.
Less than _ %: The system will start o recycle if the disk space is less
than the indicated percentage(default is 10%).
Note:
1. The system will detect the storage space of default location firstly,

- 69 -

~POE Transaction

" Keep POS transaction within interval of video files

+ Keep POS transactioin for IBD days

~Resource Report
" Keep resource repor within interval of video files
i+ Keep resource repart far IBD days

v 0K | x Cancel‘




if the default storage space is exhausted, the video will be stored to the next directory.
2. If all the status of locations exceeds the storage rule, the system will start recycling in an hour
progress.
. Delete the video records that are older than the number of days set.
If the default storage spaces exhausted (disc space is less than 3%), the system will start to recycle
by hourly period.
. Click the button to obtain the Advanced Recycle Setting panel. Set the days that you
want to keep the event or Keep all event logs within interval of video files.
Delete the event log data that is older than the number of days set.
Delete the system log data that is older than the number of days set.
Delete the counting application data that is older than the number of days set.
Delete the POS transaction data that is older than the number of days sef.
Delete the Resource report data that is older than the number of days set.

Check the boxes of the information that you wish to see in the information display window in the Main
Console.

2010/10/18
17:46:17
admin

Setting

- Tempetature
W CPU Temperature
£+ Celsius Degree
© Fahrenheit Degree
¥ Motherboard Temperature
' Celsius Degree

" Fahrenheit Degree

—Fan Speed

¥ CPU Fan Speed
¥ Paower Fan Speed

—Bystem Resource

¥ Total CPU Loading
¥ Total Memory Usage

. Select the information such as Current Date, Current
Time, Login User, Free Disk Space, IP Camera Bit rate and User Defined [ emwerkiizatien
[+ Tatal Upload Bitrate
TeXT- ¥ Total Download Bitrate
. Click the button to obtain the Advanced Setting v ok | X cene |

Panel to select Temperature, Fan Speed, System Resource and
Network Utilization information you wish to display.

Automatically Popup Event Report: Event report dialog to automatically popup when events are detected.
Make sure to stop Smart Guard System before you modify the setting, otherwise the modification will not take
effect.

Minimize to system tray: Enable the Option to minimize the Main console to be an icon in notification area of
windows task bar when pressing the minimize button.

Insert the username and password of MainConsole again when clicking the minimized
MainConsole icon in noftification area of windows task bar to start monitoring.
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Synchronize video frames: Select to avoid image tearing problems that may occur while CPU loading is
increased.
B S ey (%]
. DDNS Service: Dynamic Domain Name Server (DDNS) function allows % Enabie DOFE]
you to use Live View or Web View to connect to the Main Console SETT

through Internet event if you have a dynamic IP address. i e o
Lisif hidived |

Click on the DDNS button to obtain the Dynamic DNS Setup panel. Rawwoed |

Set up the DDNS function by selecting the provider type, filing with Hastmamas |

user name, password and hostname, and adjust the update period. R . o

*DDNS Service is only in IP CamSecure Pro.

(o ok | 1% E-ur-:ell

5.1.5 Audio Preview

Default Channel: Select the audio channel that you wish to hear from in “Default Channel”.

Enable Audio on Active Channel: Select the “Enable Audio on Active Channel” option to hear the audio
from the selected video channel (selected by mouse) on each video grid of Main Console. The default
channel will play if no specific video channel is selected.

Volume: Adjust the volume with the “volume bar.”

Ea

System plays the audio of System plays the audio of the
“default channel” upper-left “selected channel”

5.1.6 Auto Reboot

Check the option of “Enable Auto Reboot” so that you can reboot the system ~ Startup

on the time you select. [ T Wiain Console l
[~ Schedule Recording System

Step 1: Check the option of “Enable Auto Reboot.” I Srmart Guard Systern

. [~ Counting Application
Step 2: Select the time you want to reboot. _ )
[~ Live Streaming Server

Note: Enable “Main Console”, “Auto Login”, “Setup login account” and _'Remata Playkack Server

check other status in Startup section so when PC reboots the system will run M DEFF St
normally. [~ Remote Desktop Server

[~ Central Management Service
—Auto Reboot

H [~ Full Screen
I~ Enahle Auto Reboot I
[~ Auto Login I
Every I j

at I ,I DDMS Service
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5.2 Setting - Camera

Search

CrLik DCS-S000 (192,168
BEC Whmiei FOTIAL (192, 1030
BB AT Yivokek FOFL32 fi0d. 168
£erAnR &XFS T1048, (192108 2 2]
& MO0 W ROTBC-IFT 135
e 10 Lewon i0rm WICS- 2040 (182
B2 i 11 L0 #03-0060 (102
B ECA12 4315 714 (192 108 2.24)
BB i3 D-Link DCS-Sai0 (000,168
B F Gl 14 el i

Insert

Delete

— Earara Paratair—————— -~ OED Beling

|.:m: 7 Efabia

I Dok [manum =

008 Vel il [ Te (15D v|'
e 1 el g F Camem bumber :
T R e T : =
Wik Paramakr & Camenbbima . Fom
: T Birats R
o i = Srean Profie . 3

o o | K caal |

5.2.1 Add Camera
Four function buttons will be included in the Setting/Camera panel if you have our Hybrid Surveillance
System license for IP camera.

Search: Click on the Search icon for the Search IP Camera panel. The system will start scanning
automatically; click on the Stop Scan button to stop scanning any time.

= =]
Disien Fouaid Sop Scan |
| [» Vardat Modal WAC T
| |OImImIaE s SN0 WHAREOIGE |
| T NE] Panmonis BACLD R0 - Hr-od-ad
Dlio2.ie8.1.03 [ Fa-i0l AR5 -30-13
O o2 L6067 LiwvadDire WS-20a1d )11 -8-E-Aa-F]
| mER AT N LesadOrag FOS-10nd 0411580480
O] 0. LEALLED Lre i 40-80-T2 4T85
| m PR R Léraiilee 8T H 03-21-88-50-14 35
[mEg-rRE R Levelillrs FOS-L0=a 0G:-171-83-804 701
| m - RE R [ £ NIC5-20030 09:11-08-80-37-29
| maEeRT R Lewvens FC5-1030 -11-08-83-35-F0 -
| 1P Camés Cpssn
Smmets Flams ||_|-..u.'m FUE-R 4 (1825501 138)
Userbame: |
P s
[« o | [X Coel |

Fill in the user name and password for each IP camera found and click OK to add it to the camera list.

Insert: Click on the Insert icon for the IP/Video Server Setting panel and add IP cameras to the list.  See
following part (IP Camera/Video Server Setting panel) for detail.

Delete: Click on the Delete button to remove the selected IP camera(s) from the system. Click OK to finalize
the modification.

Config: Click on the Config button for the IP/Video Server Setting panel. You can modify the IP camera
settings with the Setting panel. See following part (IP Camera / Video Server Setting panel) for detail.
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5.2.2 IP Camera / Video Server Setting panel

Network

Device

Description

LevelOne IP CamSecure

IP Camera / Vide

\=N91W0rk

Marme: I

IP Address: |

[~ Use DME

Http Part: IBD

User Mame: I

Fassword: I

FProtocol:

CITCP

C UDP & HTTFP

\-Device

Wendor: {

Camera Marel: l

Camera:

1
ol s

............................................................. =

=
=

=
7

=] Auto Detect
=

=4
=

=Description
Yideo Codec:MIPEG
Audio Codec: A

Camera:1, D0, OO0

v

[s]24 | K Cancel |

Network: Fill in required info of the Network field (including Name, IP Address, Http Port, User Name, Password
and Protocol) referring to the instruction provided by the camera manufacturer. Check “Use DNS”
to use domain name instead of IP address.

Device: Choose the IP camera manufacturer from the drop-down menu.

Alternatively click on “Auto

Detect” and the detected vendor /model name will show in the box.
Description: Shows information for the IP camera.

5.2.3 Camera Parameter
B

Camera List

#Zmeh P inmn MLk 4 Caxliy

£ TerAl Cainl

Germel Tamer |1 Do | FT2 ot | Hotine | ser Sccaun | Adtress Boak | Waniior Displa ] Jovstict: |

B £ Capdte WIWOTBCFRR 131

B E Card0a WIWOTBC-1IE7151

B I CapATH A0S 2104 (192 108 2 27
B8 CaRA05 DLk DOS-5000 (102,168
B CerAnn W voied FOTL41 (152,102
BLLE Cepal? v ivoiek FO7FLS2 (152,165,
B Cardng 25 2104 (102108 2 27
B AP0 RO TE-RT 13

BB SarA 10 L KOs WUCS - 20M01 (182,
B0 Card 11 Lawve v WATS 2080 (10
FE Cord12 o015 214 (192108 224
BB JE Cardda O-Link DCS-SR10 (002,162
3 . GA 14 iz

to adjust the setting.

Camera Parameter:

Camera Name: Name the camera.

- Earndra Paramai—————— - G80 Seting
RN E = Efabis _
Do [ =]
0 Wl kit T Tiva {rarinsm =
Cariarm Selngs = Camerm Humber ]
Wikt Fararrakir & Camem Hima il
r B Al
= ; - Eirear Frodié .
o ok | & e |

Camera List: The camera(s) connected to the system will show on the panel, click the name of the camera

Go to Web Interface: Go to vendor's website interface to configure the camera setting (optional).
Camera Settings: Set the camera parameter offered by camera vendor.

Video Parameter: Adjusts the video's brightness, contrast, saturation, and color hue values.

Lens Sefting: ImmerVision Lens are currently supported. Click to enable lens or setup configurations,

such as camera position.

Stream Profile: Stream profiles are pre-defined to preferred settings which will respond from the query
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of the remote live view function. Each profile has different Format, Frame, Resolution, Quality and Bit
rate (Kbps) settings.

e =
Stream Profile “rerleh FIT 2 €1 62,1 6 224001
iEesmProfe | Fomet | Frame Rale| Remation | Quatty  Brinste b
|y R - -
HQIT F o HEh T e |
il MEH 15 CIF Piamad -
1 Loy e in iTF Lo
| ParETLT PR ] F Lo
/-I:Iﬂ:lurﬁ
/ widea rommat EEGH =
Options
Frmeime  — . om
Hesgion . ————— |
# aually s g TR
- 1 O e
[ petwt | [ Aratees |
oy o

Note:
The types of stream profiles and options will differ among stream sources.
° IP cameras on NVR IP+ License:
5 profiles including Original (not configurable), High, Normal, Low and Minimum (for PDA/Smart Phone
Clients).
e IP cameras on NVR Lite License:
3 fixed, not configurable profiles including Original, Low and Minimum (for PDA/Smart Phone Clients).
e  Analog cameras on IPS series1000-4000s:
4 profiles including High, Normal, Low and Minimum (for PDA/Smart Phone Clients).
e  Analog cameras on IPS series 5000s:
3 profiles including Normal (H.264 format only), Low and Minimum (for PDA/Smart Phone Clients).
e  Analog cameras on IPS series 7000s:
4 profiles including H.264 (H.264 format only), High, Normal, Low and Minimum (for PDA/Smart Phone
Clients).
Note:
1. Use “"Copy to...” option to apply settings of a single camera to others.
2. To choose stream profile of remote live view, see Live view setting at page 104 for detail.

5.2.4 OSD Setting

Select the information that you wish o see in the on-screen display, or the sub-screen of the camera. Click
the Font button to setup the font style.
| Cheoze Font (=]
Fisapraing
fare [l Tahoma Bl
sex |3 |
calar: = v
& Hold F Edpa

B £ b i
tobr N ¥

= zn
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[ somae =]
Genersl | Camers V0 Deies | PTZ Cang | Hotins | Address Brak | Warar Dispia | Jovetick |
. . 14 Dewica St Digiad P LT fifcs o1 SaREKE KT Bk |l __—— Device Seﬂing
I/O Device Setting o E— e P
ek BLE-CHE - Akl Tipa: [T -
COM Port COMiD v| | Moy i G € i v v i, -
o: (e i (0] -| | Remuae
[ Mams: Sgral Typs
Mo Deawica 0 EEF ¥ ﬁ
. . =, 1 ol N
= | § Testhoard SEHCE OB 2k 00 o1z oz ]
LISt Of deVIces - ok (D7 161 P Canaia EDB ok 3 M0
!lm FOT141 F Camers oo Light 0]
Viachok PE7411 P Canera [z Curtpek 4 1]
Sorw P50 F Camers EHooz Cutpat 2 [Tin]
Wiaohat [PFL33 ¥ Camera Eooa Curtpk 3 1]
Sorw FH1iH F Camars
& =y iz P Camera -
Inbut Monitor Digial Inaut Nonio Digital Dutpat Bimuatian
P @ 0 @ 9 @ 0 0 @ Output Monitor
o i i E o i i E
7o

I/O Device Setting:
. Module Sefting: Name the module device and ID that has been connected to the digital input/output
device(s) to your system.

. Device: This column displays the device(s) already installed to the system.

. ID: Select the number of the 1/O port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is red. By triggering the digital input device, the related
icon will light up. This is used to check that the device is correctly connected.

Output Monitor: The device(s) is turned on if the dot is red. By clicking on the icon, you may trigger the digital
device connected to the system. This can be used to test if the output device is correctly connected.

Device Setting

*  Name: Insert the name of the device (input and output).

*  Type: Select the device type from the drop-down menu.

1. N/O: Normal Open.

2. N/C: Normal Close.

Associated Camera: You may assign one camera to each digital input device. Smart Guard will
collect snapshots from these cameras upon certain friggered events. For details please refer fo 4.2 -
Action. DlI's included with IP cameras will keep its own camera as default associated camera.

5.4 Setting - PTZ Config

Basic Seﬂlng Cararad | Garrsara | 1 Desia F'Tl'\-"ﬂuiulﬂmm Lkasr Bcraumi | Adrecas Boak | wanbr Ok plas | J ovstick |
Biasie Sat
B & carmi Carara 1 e
O & camuz Camers 2 Caara wigat  [Feico D =
B § cavms Carara 3
G CakTH- Camera 4 | comPat oow =)
BsdRak: (200 =
Addrese [aqogrm @
. Avances] SEting
Advanced Setting
Pan Spead —J— Wadium
THEpsE: —— f—— Wadum
IpgmBpeed: T — [ Wedum
Miscellaneous —1 BRI
[ Parciomup | [UserOene Preset
[« o | [ comcw |
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Install PTZ cameras and follow the instructions of the camera manufacturer. A PTZ camera is usually
connected to the PC with RS-485/RS-422.

Check the box on the camera list fo activate the PTZ control function of a PTZ camera.

Basic Setting: Select the camera model, com port, baud rate, and address according to your PTZ camera.

Note: If the camera model is an IP PTZ camera, you can work PTZ function directly without the com port,
baud rate, and address setftings.

Advanced Setting: You may setup the pan speed, filt speed, zoom speed and auto pan speed. Adjust the
settings by dragging the bars.

Miscellaneous:

Patrol Group: You can setup the Patrol Group, please see page 28 for detail.
Default PTZ Preset: By enabling this function, the PTZ camera will automatically go back to a default
preset point when no PTZ commands are under action. To enable this option, check “Back to PTZ
preset after idle” and define idle periods and a default preset point.

Default PTZ Preset Tool E|

FTZ preset default setting

v Backto PTZ preset after idle;

Time interval of idle timeout: 30 Sec.
Back to preset point after idle: PTZ home -

[\/ QK ] [x Cancel ]

User-Defined Preset: User-Defined Preset for the analog speed dome can trigger the extra-function of
the speed dome itself, for example auto-tracking, login menu of camera...efc. You can refer to the
detailed description of each analog speed dome on its user manual.

et eimod Freasi Iialag rHl

ol puretion
Preset Fame I Step1: Type the Preset Name.
Preset Humbsr |
Pt T e Step 2: Type the Preset Number.
e Step 3: Select the Preset Type.
Step 4: Press the buttons to Add, Delete, or Update preset
T Hame Presst | Type setup.
1 poml LT ol £
2 FlEhacat 1 ] Bel
3 furchon = o5 an
4 fechon 3 g5 @p
[« ok | | X camal
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5.5 Setting - Hotline

Generall Cameral [lla] Devicel PTZ Config Hotline |UserAccount Address Elookl Manitar Display Joystickl

— E-Mail —Telephone

*SMTP Server: *Port: |25

Moderm: IMotorola SM56 Speakerphone Modem j

*E-Mail Sender: I Wave File: I e

E-Mail Subject: Autornatic hangup after ISD S
Body Content: ;I Test
Make test phone call ta: I
[~ SMTF server needs authentication = EEL Dt | Hang Up

UserAccountI — GSM modem
EEs sy I Send Test Mail Port: INone vl

—FTP Eaud|Eates lm
*Server: I “Fort I21 PN Code: l—
*Login ID: I rtenals |1— rintes
*Password: | Test
Upload directany: |I Send atestmessage to:l

[~ Passive mode Upload Test File Test

W  OK | X Cancel |

*Hotline is only in IP CamSecure Pro.

Configure the settings of various contacts or devices, including E-mail, FTP, GSM modem and Telephone calls
which will be triggered upon event detection.

E-mail: Input the following information: Server, Port, and Sender’'s E-mail address, E-mail’s subject title, Body
content and SSL option for encrypted transmission. Click on the Send Test Mail button to test the settings.
Note: * indicates mandatory fields
FTP: Input the following information: server, Port, Login ID, Password, and Upload directory, according to your
FTP type to enable/disable Passive mode. You may click on the Upload Test File button to test the settings.
Note: * indicates mandatory fields
Telephone: Select the modem that the system is going to dial the info call with, and then insert the phone
number you want to dial to. (A modem is required for voice fransition.)
Note: 1. You must use a modem with voice capability.
2. You may select a Wave format file; it will be played in the phone to alarm the person who picks
up the phone call.
GSM modem: Set the Port and Baud Rate of the GSM modem device, and then enter PIN code. You can
setup the interval of send SMS message. You may click on Test to send a test SMS message.
Note: The interval is set to fix a minimum time period between two SMS messages. If set as 60 min, the
SMS between 60 min would be deleted and not sent to user.
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5.6 Setting - Address Book
Manage the address book from which you may send out a phone call or an E-mail when an unusual event is
detected. _ _

'-ﬂhﬁﬂ-ll Craamiena | VO D | FTZ Config | Holine | Wisar Account ‘-ﬂﬂﬁﬂﬂw|;lmmmnpur|

Fleaca fingril e fmie a0 comac ik rmalion

rum-u:|m:ha.g| Pran: (EAE- 1123120 E-Mai Imi'\eﬁh:lne-l;l:m
Dl cighon
ag || oer || woite ]| Aemow
COvrasd persane
Harra Phiong Elai DS Cription
B Michas] 555-1133125 [ e W ]

*Address Book is only in IP CamSecure Pro/Pro Plus.

5.7 Setting — Monitor Display

Playback Option Cameras List

Garersl | Camers | 15 Deviea | er Aczauni | Andjese Brok lurmrl:lluplnrlJml

Fun PEtaack o Monkas |1
Primans | Becanday |

Autn Bran Auto Scan
H@HOR VW BEFDR 131 MO WIWCTBFDT 1911 [ camt_1 5]
O3 VIWOTEE-1E7151 P03 VIWOTER-1E7151_1 R | Rl
WM AXIS 2104 {152 100 2.2 04 415 2108 (182108 22 || Sacondary Ehennal [o7 wcto P
MEPOS O-Lirk DCSAE400 (1921 MEPOS O-Lirk DCSAE400 (1521
Mot v ek FOTL4L (192,160 00 Kot v ek FOTL41 (152,16 Alln-SEan InEval |' s
[RPCI7 ek FOTLS2 (10016 WP " ik FOTL3D (19016
OB XI5 20N (192, 108 25 J OB XI5 ZL0M (192, 108 2§ LGYOUf
MO0 WOTE-FT TS MO0 WAOTEK-FTATS_1 e
@ 10 L i 'WAT5-20H0 (1 (S0 Leveiore o520 e [am 0 5
PP i1 L Ora WACS-3060 (1) PP i1 L i A0S 3060 (1
@12 415 Z14 (192, 108.2.24 @12 415 Z14 (192108 2.24
Pl 13 O-Link DCS-SA10 (193] Pl 13 O-Link DCS-SA10 (1981
N | il LN | il

o ok | @ canal |

Playback Option: Execute Playback on the secondary monitor by checking the box. Make sure to adjust the
display setting of your computer in advance to avoid system error.

Cameras List: The left side displays a list of all cameras; modify the cameras shown on primary/ secondary
monitor in the right window.

*The dual monitor is only in IP CamSecure Pro.

Auto Scan: Activate auto scan to rotate the channels/ cameras on the display screen.
For instance, you may select to show only 4 sub-screens on the main console while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by turns. You can set up a primary channel that will always be on the screen and a secondary
channel that has secondary priority.

Layout: Choose the number of divisions for NxN division on the Main Console screen.
Note: For IPS-5000 H.264 Hardware compression system, only network cameras (IP Channels) can be
shown on the secondary monitor.
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5.8 Setting - Joystick
* Note: This function is not available under Lite license.

ys Function yi Parameter

[ tomng

Ganad | Caneans | 00 Devica | FTZ#0mip | Hotirea | Uasr Accaum | Asdess B
/ =
Paardst /
i |

WaritarDispiey ovstics |

Eolne JvEICK CH F‘F%‘T’E P DESKTOR CONTROLLER

Biin  Furction /)

Button 2
Button 3
Button 4
Button 5
Button 6
Buiion 7

i Premet Pont 2
Garto Pracat Poant 3
=in Preset Pont 4
Gyt POl Camara

iGoto Mead: Camery

Togge Srghs Carera Vi

Button @ Togges Ful Sosen

Button @ Switch Soreeen Lawout

Button 10 Gwtich Sctive Morbo

Bucton 11 FTZ Spead Do

Button 12 PTZ Goeed Up

,mpan || ) Exponi || | Defouk

Import Export Default

[« ok | | % cana |

LevelOne IP CamSecure

Function: You can choose the function from the drop-down menu for the button of the joystick.

{13- Setting
Generall Cameral [L3a] Devicel PTZ Config | Hotline | UserAccuuntl Address Elnnkl h
Active Joystick: ICH FRODUCTS IF DESKTOP COMTROLLER j
Button | Function | Pararmeter
Button 1 zota Preset Point -1
Button 2 M, 2
guﬁm 2 Goto Preset Point 2
LETon Goto Camera
Button 5 |5ato Previous Camera
Buttan & f5oto Mext Camera
Button 7 [Switch Screen Lavout
Button 8 | Togale Single Camera Wiew
Button @ [Toggle Full Screen
Button 10 |Start/Stop Auto Scan
Button 11 |PTZ Speed Up
Button 12 [PTZ Speed Down
Zoormn Wide
Zoom Tele
Start/Stop Patrol
Switch Active Monitor
Impaort l ’ Export ] ’ Default

Note: Following is a complete list of all log types:

1. N/A 9. Start/Stop Auto Scan
2. Goto Preset Point 10. PTZ Speed Up

3. Goto Camera 11. PTZ Speed Down

4. Goto Previous Camera 12. Zoom Wide

5. Goto Next Camera 13. Zoom Tele

6. Switch Screen Layout 14. Start/Stop Patrol

7. Toggle Single Camera View 15. Switch Active Monitor
8. Toggle Full Screen

Parameter: You can choose the parameter of the function from the drop-down menu.

Default: You can set the default setting for the joystick.
Export: You can export the setfing of the joystick.
Import: You can import the setfting of the joystick.
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Only default admin account could manage the user accounts here. From the list on this tab, highlight each
account and modify the privilege setting.

There are 3 default privilege profiles of account groups:
. Admin: Have privileges of all system functions and devices, except add/delete/update privileges of

other users.

. Power User: Have limited privileges of system functions and complete privileges of assigned devices.
. User: All the privileges of system functions are forbidden, user could only manage assigned devices.

User account Setting

Privi

lege

Marne |Gr0up \ |Descripti0n

Privilege:

& admin Adrnin
& can't exit ... User

Administrator

=+ Function -

Login hain System

Exit Main Swstem
configure Main System
StartiStop Operation
StarrStop Metwark Service
Local Backup

Delete Recorded Files
Remote Backup

Remote Login

UgerAccount————— | | L] Browse Log
Marme: Iadmin ----- Login Playback
----- Minimize Main System
Group: [cirin = - Device
Description: IAdministrator = #
Password: I
Remate Access
Password Confirm: | PTZ Cantrol
_ Remate PTZ Control
" | Bizable User Secatt VIVOTEK-FDT1H
[ Keep remote login for |3 minutes = Access hat
«| | E
A | [elete | [Ietault | Update |
7/ 7/ 1 \
/ v 0K |\( Cancel |
/ / \\
Add Delete Default Update

Note:

. Delete: Click to delete the indicated account.

. Upgrade: Click to save the modifications of each account.

Add: Click to create a new account after inserting related information.
The “Add"” button is only enabled when adding a new account.

Default: Click to go back to default privilege settings of related user group.

User Account Setting: The admin may create and modify the content of user account here.

. Name: Insert the user name.

. Group: Assign the group for each user.

. Description: Insert the description related to each user.

. Password: Insert the password assigned to each user.

. Password confirm: Insert again to confirm the password.

. Disable User Account: Check the “Disable User Account” will

block this account to access system. The signal 33 will

appear after disabling the account.
Note: Only the default admin account couldn’t be

disabled.

User Account ]

Nam

s

& cu

& Guardl PowerUser 12345
& Guard2 User 123

. Keep remote login for___minutes: Insert the duration to auto kick out account after logging in from
remote LiveViewer or Remote Playback server.
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Privilege: Check each privilege of functions and devices for each user account.

. Function: Check the settings, operation related and system configuration, and the privilege of remote
access.*

. Device: Check the device privileges of camera, digital output and POS in MainConsole and client
applications.

Note: The privilege of default admin account is not configurable.
“Setup TV-Out function” is not available if there is no IPS-7108/7116 card installed.

5.10 License Manager

The license of the software should be registered first before operating the former version of Intelligent
Surveillance System.

Execute the License Management Tool in Config >License Manager to activate the license from dongle or
serial number allocated with the software package, or de-activate the license then bring it fo another PC
to activate it again.

Note: Please refer page 118 for the detail setting of Licens? Management tool.

iz} zettirg
& e fooork Sateg
= Lioens Monsges
Saveiload Conbouration L
Bl Coning Apcication
dil PO Appieshon
3 B Log Viewer
# Bachp

Ml Govics

WiTeita G B Moy ool

5.11 Save/ Load Configuration

The Save/ Load Configuration function allows system users to save any specific setting as a CFG (config)
file. You may save several different CFG files at a time.

Save Configuration: To save a specific setting, go to Config - Save/Load Configuration - Save. In the popup
window, type in the file name and then save it as a CFG file.

Load Configuration: To load a specific setting, go to Config - Save/ Load Configuration - Load. In the popup
window, go to the directory that you saved the CFG files aft, select any one of them and then click OK to
load the file.

Note: Main Console will be automatically shut down after loading a new configuration. Restart Main
Console manually.

{§t =minng
B ko foocort Smiting h
B Liociin Moo .
S Load Conlouraton e
B Load

Conanting Applcaton

B applcanon 2 EJ
Lo 'WeeAw'e .ﬁ‘:

Eaclup

Em iR

MaCwoih Seivic
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5.12 TV-out Setting
* Note: This function is not available if there is no IPS-7108/7116 card installed.

After installing an IPS-7108/7116 card, a new feature will be added in Main Console automatically, click on
F'General Setting ; and select TTV-Out Setting | .

Setting
|zer dccount Setting

B b E

Licernse Manager
SavefLoad Configuration 4
Yideo Source

TW-0Out Setting

Counting application
POS Application
POS Search

Log Wiewer

mm 2 kB

Backup
Metwork Service

Help
About Main Consolz, .

FTV-Out Setting ; window appears.

TV-Out Monitor Camera Monitor Display

I¥-Out Setting

|

‘GO0l Camera 1 il
G022 Camera 2
F03 Camera 3

PO

i 5 T 3 F04 Camera 4
W Card 2 (Cam17~Cam24) f@0s Camera 5 2|
W@ Card 3 (Cam25~Camz28) {06 Camera 6
@@ Card 4 (Cam29~Cam32) @07 Camera 7

FHos Camera 8
F09 Camera 9
G 10 Carmera 10
Gl Camera 11
12 Camera 12

=17 ramars 17 ]
—Auto Scan - T Adjustment
Layaut: dxd hd @
Primany channel: ID‘I Camera 1 _vJ
Secondany channel: |32 Camera 32 ;l

Auto-scan interval: |1 SEC. Diefault

—Hiscellaneals

¥ Enable 03D display:

¥ Enahle manual T¥-0ut pop-up

[J ok [x Cancel ]

Auto Scan TV Adjustment Miscellaneous
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TV-Out Monitor: Display all IPS-6000/7000/7100 series cards installed in this computer, choosing IPS-7100 series
one to click on for TV-out function then users can start to edit the right parts.

Camera: Displays a list of all cameras.

Monitor Display: Modify the cameras shown on Monitor Display in the right window. Show the video cameras

which are playing in sequence. Choose the cameras in Camera (Multiple choice), then cIickE], the system
will have the selected cameras show below Monitor Display. If user wants to remove the cameras, select the

cameras then cIickD, the system will remove from the list.

Auto Scan: Set “Layout”, “Primary channel”, the form of “Secondary channel” and the interval time of
“Auto-scan interval”.

TV Adjustment: Users can adjust the position of TV-out screen by this function. Click to apply all
the settings back to default value.

Miscellaneous: "Enable OSD display" and "Enable manual TV-Out pop-up" seftings.

5.13 Counting Application
* Note: This function is not available under Lite license.

-';".-lj—._l Ei

OO @ cAM1 (Msn Gabe)
O @ TAMIZ | Drieewery]

O @ wam3 (Pord]

O @l AW (Room A1

O &AM 5 iEaem Bl

O AMIE | Back Daoc)
Camera List

Cperakin ko Al s 5l

{7 Ceriine deinchian pores

. Chafired a0fioct aiim

Operation

wap Couniing ke Shosgrocisring fasul In o

& fo vdap Cauing - En oo eof 0ouhdng ae L]l ]

[ cwa | . ol IR P Ausctean amns =)

e

Options Runtime

[ o ][ conea |

*Counting Application is only in IP CamSecure Pro/Pro Plus.

Camera List: Select which camera would enable counting application.
Operation:

Define detection zones: Defined the detection zone.

Define object size: Defined the size of the object to count.

Options: TWay Counting will take objects going from Region 1 to Region 2 as one count. In 2 Way Counting
mode, it counts either going from Region 1 to Region 2 or from Region 2 to Region 1.

Runtime: Check the boxes to show the counting result on the screen and/ or show object bounding box,
which draws the shape of the object that the system detects in red squares. You can choose from the
drop-down menu of how long you want to reset the counting number.

Start Simulation: Click to test the setting.
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5.14 POS Application i

* Note: This function is not available under Lite license.
Each Main Console system can manage up to 64
POS cash register devices. The POS Application tool
can be used to configure POS devices. Refer to the
User manual for details.

*POS Application is only in IP CamSecure
Pro.
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5.15 Network Service

There are 5 types of network services:

Live streaming server, Remote playback server, 3GPP service, Remote
Desktop, and Central Management Service. From the Main Console, go to
Config - Network Service to obtain the Network Service panel. Licarge: Mg

S Lo Crorfiguisiion 3

St tieg E
L Lher Acconl Setting
T T ]

*IP CamSecure Lite only has Live Streaming in Network PR

Service. R i =
Badag N
An icon shows for each network service in the information window of Main FDROR =

Console when started. See 1.1 User Interface Overview for details. - m bt ManComsk

LiveView | Playback | 3GPP | Desktop | CMS (2l A '
Start E Eb) ‘B
Stop Q| 3) o

5.15.1 Live Streaming Server

When starting the live streaming function of computer, the system allows remote users to log in to the specific
computer and view cameras that are connected to it. As system administrator, user could be able to
monitor these accounts in order to maintain the system efficiency.

On Live Streaming Server panel, administrator can see all the clients who are currently logging in to the
computer and watching the live video from the remote side.

Main | et e st | Peformance |

lient list
Liwar chemcowt | 0 Micient | kasicians | _/C entis
SiToaTErg
E Bl IF Zamer Biiz (bas)
Aemobe
Playbeck
PR ;
orven = | — Service
@ Borvor Blaha: Stoapad st | |
Cpr oG .
Ceeitop Options
Fat [21%0  Defeut |  Wasimum Conmacions: [1% L
foreer ¥ Llga CisfaukWWeb Sarsr  Pait |E=:I
Haragamant P Lo [c0muments and Setngri SERMELmBene | Fo.. |
' Enshils Al

Client list: L

. Client Count: Show the amount of channels that are connecting to system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and all clients are blocked from logging into your system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.
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Options: Adjust the setting only when the server is stopped.

Port: Assign a port for the clients fo connect to your system via Remote Live Viewer. Default port is 5150.
Maximum Connections: Number of connections that are allowed to connect to the system. Default is 16
channels and maximum is 128, one camera video counts as one connection.

Use Default Web Server: Activate the Web server by checking the box; clients will be able to watch live
video via Internet Explorer. The port for live streaming server is set to 80 by default.

Notfe: This must be checked in order to access system via IE*.

Save Log: Save the log information at appointed folder.

Enable Audio: Select this option to enable the audio fransmission along with video stream.

Black / White List

Enable list
@ Nain | Bimckl Wi Ust | peormance |
Lha F Encbika Whiki Lkl |F Enable BlarkLEd 1
Straamirg IP address
1 1 = 1 1 -
E]|azw.wmazw.w ’/
Aremibs
Plrstaack e Whika L | Fade i B ek List Dl e |
m] Black/ White
L [P Ranga R list
e o 192,165,430 - 192 166 4.40 Arcepk »
Seivicn 1 152,162,450 - 192, 168 4,75 Arrept
@ 3 100 165 1 50 - 102 166.1.80 Carw
Ramats
Disktop
Cairivad
Haraganart
Apply to all
mummmamr

v ok | X camal |

White List: Check the "Enable White List” box to activate the white list filter. Only IP from the white list is
allowed to log in.

Black List: Check the "Enable Black List” box to activate the black list filter. IP from the black list will be
blocked.

IP Address: Enter an IP address into the IP address field on the left. To add an IP address range to the
system, enter 2 sets of IP address to indicate a series of IP(s).

Add/Delete: Add the IP(s) onto the list or remove it from the list.

Apply fo All Network Servers: Apply the settings to both the live streaming server and the remote
playback server.
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Performance|

Total bit rate Individual Camera bit rate information
[~ o - - 'ﬁ!
@ liaK | Biack it LEN Paranmans

[ ol Vortwd B st 182 Bk hay Camars 1 bikaie & Mebgr

v Logn admin hooea]
| Cadd 1 admn
R T agmm
iy CaM 4 SETRE

o 18 Piay G admin

S ML Puis Call 12 TR
SoTrS N 0 3 Pigs CALT L pdimen

/ [ b || X gence |

Live Streaming Server log information
5.15.2 Remote Playback Server

When starting the remote playback function, the system allows remote users to log in to the specific
computer and withdraw data files that are stored on it. As system administrator, user could be able to
monitor the accounts logging in to maintain the system efficiency.

*Remote Playback is only in IP CamSecure Pro and there are up to 16 channels displayed simultaneously.

On Remote Playback Server panel, administrator can see all the clients who are currently logging in to the
computer and watching the playback video from the remote side.

fletwait Eeree 60 ISR LGS |

Main | Back site List| Performante |

Lt [NESTRl T 1] [SIE4 T | KR HI Clianis | Client list
Siraaming

. F | Liser | Exiryls khpes] |

£.C' L)
=] S N
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@ Bivica L
P— Beavir Blaius: Siog pad Eiut | |
Do
O o .
ECI | /Ophons
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Client list:

. User Count: Show the number of users that are connecting to system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and then block all the clients logging to your system.

Service:

. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients to connect to your system via Remote playback server. Default port is
5160.

. Maximum Users: Number of connections that are allowed to connect to the system. Default is 8 users
and maximum is 64.
Note: One user counts as one account that is logging in to the server.

. Use Default Web Server: Activate the Web server by checking the box; clients will be able to watch live
video via Internet Explorer. The port for live streaming server is set to 80 by default.
Note: Must check this item for system access via IE*.

. Save Log: Save the log information at appointed folder.

|Block / White Lis’r| and |Performonce| - Please refer to Live Streaming Server section
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When starting the 3GPP service function of your computer, the system allows remote users to log in and view
cameras that are connecting to it with 3GPP supported mobile phone. See Appendix A for more details

about 3GPP Service.

| e caum IT

State 2

B erver Baiuss Siop pad

DElng

Pat o0 Dot |

™ Enable Lisar Suthe nticalion

o ok | x cama |

Client list

_Service

_—Qptions

Client list:

. Client Count: Show the number of channels that are connected to system.

Service:

. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for the clients fo connect to your system via 3GPP Service. Default port is 554.

. Enable User Authentication: User need to insert the username and password to login to the 3GPP server
and view the video stream.

5.15.4 Remote Deskiop

When starting the Remote Desktop, the system allows remote users to use Remote Desktop Tool to login and
configure system. See Appendix B to install and use this tool.
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Options:

. Port: Assign a port for Desktop tool to login and configure system.

. Disconnect idle client affer (300~3600 sec): Auto disconnect the on-line user who idled more than set
period.

Authentication:
Enabling this option would only allow admin account to use Desktop tool to login system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.

5.15.5 Central Management Service

* Note: This function is not available under Lite license.

This service only supports Central Management System (CMS). When starting the Central Management

Service option of the system, the Main Console would send event information to NCS and allow NCS system

to control I/O device from remote side .

Note:

1. To enable this action, go Guard >Action and select “Send to Central Server” to enable the action
triggered by preference event.

2. Please refer to the user manual of Central Management System for detailed information.

[I’hl:lurth'ltu SO0 YRR AR R IR AT AR TS
Main |
L C e Cawnl 1] Kl Chenl KN4 Clianie H
sty | |~ Client
Crala IP
=
Aamiohe:
Plaack
el
] .
m — = Service
f— Herver Bfahis: Stopped | St |
Dacing —
L—rJ Cpione
Port |5i70 N o Yo |18 Ophons
=l — ||
Harenement
[« ax ||x l:ancell

Client list:
. Client Count: Show the amount of NCS Servers that are connected to system.

. Kill Client: Highlight an IP address and click on the “Kill Client” button to block the client from your client
list.

. Kill All Clients: Click on this button and then block all the clients logged in to your system.

Service:
. Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

. Port: Assign a port for NCS System to connect Main Console system. Default port is 5170.

. Number of connections from NCS Servers that are allowed to connect to the system. The default is 8
NCS Servers and maximum is 16.
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5.16 About Main Console

Go to About Main Console for detailed system and license information.
I Setting

B User Account Setting

[E2] License Manager

SavefLoad Configuration 4

Counting Application

- TR =
& POS Application !
E|
]

Bty Verpem LD

— o
Log Wiewer .I [ o E ]
Daggiud Dt v Pl B . ik L 10 A AT v bt

Backup
Iiryes b i L ooy
Metwork Service Piniuc] irfmmren
Wa i Tew

Help

— ¥ Cmrreera K B Baamoee 6
About MainConsole, PO Livedes Haribir §

!a e Fack Vewion 1 61

5.17 Video Source
(For system with MPEG4 capture device only, not supported under Lite license)

Step 1: Go to Video Source to adjust the Video Standard to NTSC or PAL.
Step 2: Adjust the maximum Video Resolution for all analog cameras.

Video Resolution Frame Rate Quality
Turbo mode Higher Lower
Standard mode Normal Normal
High Quality mode Lower Higher

Step 3: Click Sync all video signal level after Qressigg OK to synchronize video signal level to the optimized
display (Auto-gain control).

4 Setting Video Source X
SavefLoad Configuration 2
Wideo Standard: MNTSC -
| Wideo Source H i | -—j
Video R lution: 352%240 b b
Counting Application B R I AL L) —-—j
. 352x240 (Standard) s
B Log Viewer [~ 8ync allvideo signal level 4640x450 (Turbo) =
Backup B40:430 (St_andard)_
E B40x480 (High Quality)
) TO4x480 (Turbao)
bbb T04x480 (Standard)

41

About MainConsole, . TR0 iG]
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With E-Map, users can easily frack the actual location of an occurring event, at the moment it
happens.

The arrow and lightning icons on E-Map represent cameras and I/O devices. These icons will furn
red once they are triggered by alarmes.

To launch the E-Map application, simply click on Start and select Open E-Map from the start menu
for the E-Map window.

There are 2 modes available in the E-Map application:

:-/ Edit mode: Allows users to add/edit maps and indicators of devices. In Edit mode, the
function buttons on the bottom of the window will be available. Please complete configurations
before running E-map function for the first fime.

w Operate mode: All settings will be activated in this mode.
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6.1 Edit Mode

All E-map modifications must be configured in Edit Mode.
B

| Drocmpi Mg |
= [l Map
= Bl Ml
=l Easi
B ks
= R
= = Dewn
* Camit
B Carmd i 16E S X m
B Cand 02 1E2.017)
e e TR b L el
Camn3 192 186 2T B
o Carmdn9ai 8B 2 0
FCanrd §f B 1B 3. T10KR
o S 01 BB 232700

g o
o

FI— "

| Mo | Edibap | el | i || + |
Function button Edit mode/ Operate mode

Switch button
6.1.1 Add/Edit/Delete Map

Add E-Map:

Step 1: Click on the switch button to switch fo Edit mode. Make sure all devices are connected and
setup properly.
Step 2: Right click on the Map B& icon in device and map list to obtain the option menu to add map, or
just click "Add Map” button to obtain the "Map Config” diolo_g1.
| Mg Canig _w

Wap mage Fil | [

Wap Hara |

[+ o ] [ % caa ]

Step 3: Select the map file and insert the map name. Click OK, and then the map you added appears in
the free structure of device and map list.

Step 4: The map indicator appears on the left-up corner of parent map. Drag it fo the position you want
on appointed map.

Edit E-Map:

Step 1: Make sure you are in Edit mode and all devices are connected and inserted.

Step 2: Right click on the “Map B " icon to obtain the option menu to edit map, or just click the “Edit
Map” button to obtain the *“Map Config” dialog.

Step 3: Modify the required details, and then click OK to save configuration.

Delete E-Map:

Step 1: Make sure you are in Edit mode and all devices are connected and inserted.
Step 2: Right click on the “Map B " icon to obtain the option menu to delete map, or just click the Delete
button fo remove appointed map from list.

Note: The root map cannot be deleted.
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6.1.2 Add/Rotate/Delete Device Indicator

Add Indicator:
Step 1: Make sure you are in Edit mode and all devices are connected and inserted.
Step 2: Click on the “ B Map» icon to go to the desired map layer.
Step 3: Please make sure the map you want is displayed. Select device from the list and directly drag a
device to the desired location on the map.
Note: Different devices are symbolized by different indicators.

"'— Camera indicator, ;— digital Output indicator, EE'I—POS indicator.

Rotate Indicator:
Step 1: Click on an existing camera indicator on your map under Edit mode. This camera indicator will

be marked with a green ring L 2 .

Step 2: Each click on the Rotate button rotates the indicator 45 degrees clockwise.
Note: Only camera indicators are allowed to be rotated.

Delete Indicator:
Step 1: Click on an existing camera indicator on your map under Edit mode. This camera indicator will

be marked with a green ring L 2 .
Step 2: Click on the Delete button and the indicator will be gone.

6.2 Operate Mode

After configuration under Edit mode, switch to Operate mode to commit settings.
i b

Cracmpien |
- [ Mep
= B Brpard
= East
B Ceata

B Braa
= Digwi
& Cani
B Candi9riee s m
# Candd S EE 3N
R SR TR B e
Candid 1662 H Seir

L

#° Can {1 001 B3 211301
w Cand (1821 E 21Tk
5 s

5 ol

S B2 R 3 219 Captant 0 Qs
ke OFF

Operate mode/ Edit mode

Switch button
6.2.1 Device and Map Tree list

This window will list all devices and map hierarchies; click device or map indicator to show related
information on E-Map windows.

= Map - Select the map you want to show on E-Map Window.
2 Camera-A preview of the selected camera will show in the preview window. The indicator, if

previously created, will be highlighted on the map.

& Digital Input — Select it to highlight the device with green ring on map and show status on Information

~window. If the Digital Input is from IP camera, the preview window will display live video of the camera.

o Digital Output — Select it to highlight the device with green ring on map and show status on Information
window. If the Digital Output is from IP camera, the preview window will display live video of the camera.

& POS - Select it to highlight the POS device with green ring on map and display live video of first
associated camera on preview window.
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6.2.2 E-Map picture

This window will show the map layer and indicators.

Device Indicator:

Select device indicators from the Device and Map Tree list for related information and to preview video.
Map indicator:

Selecting a map indicator will bring you to that map layer. To return to an upper layer, right click on the

[
map and select UP or click™’ on the map layer.

6.2.3 Information and Preview windows
This window will show the related information of each indicator.

= Map Info — Shows map name.
® Camera - Shows camera name and connection status.
/ Digital Input — Shows Digital Input name and status (0 or 1).
" Digital Output ~Shows Digital Output name and status (0 or 1).
POS - Shows POS device name, connection status, first associated camera name and connection status.

Triangular
6.3 Layout Adjustment indicator

-1 il Mg
= B Srpai
=l Easl
B Gake
& EER
= Desita
& Cami
B CamdnaLiseiinm
B Carrd (1 221E82:2101 [
e BT DR L] R
Camang4a 166 2 2 w4r
o CardaR 16 e 2 i iy
F G G B0 B 2313k
o Caird g1 BB 2 2100

e &

sdiin | Ediwap | pelen | o« T |

Shrink the window:

Click on * B 4 Triangular indicators” to hide the "Device and Map” or
“Preview” and “Information” windows on the right and left sides. Click
again to go back to the default layout.

Full screen display:
For systems with dual monitor, users can view Main Console on the
primary monitor, and view a full-sized E-Map on the secondary monitor.

Step 1: Click on " B < Triangular indicators” to hide the “Device and
Map” or “Preview” and "“Information” windows on the right and
left sides.

Step 2: Click ” " on the upper-right corner of the window for the full
screen mode of E-Map.
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7. Log Viewer

*IP CamSecure Lite only has System Log option in Log Viewer.

M

Urusua Exven | Symtem Log | Counlrg Applcatian | Gountng Aapdcaion @ agram) | FOS Log |

Log Tspe: [m1 =
Channet 10T =l
Ll [+ mpwands = 2 Espiet o
CerieTime: (e teas ME [T Bearch |
Evert Tme | Exert: Type | Comera | Desoription |
FOOHOTILS 144540 Gererd Mgt 0z
FOMHOTILS 144551 Gererd Mtion 0z

View the history and export reports of unusual events detected by the Smart Guard System.

To launch Log Viewer, simply click on Config and select Log Viewer from the menu.
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7.1 Unusual Event

[, Log Thwer fg,_ﬁ

Urnzsl Evenl | xmter Log | Gowting Apaieabion | Countng Applicrion @0 grami | a5 Log

Log Tyye fd |
ep —r\w/ & MDTS Eqistin
Step2 . | Bearch Step 4
Step3 — B0 1% 149540 ﬁ:ﬁm u:wa

001D 1HFRT]  Gerery Mol nz

Step1: Choose the type of events you wish to view or select All from the drop-down menu to view all. The

* Note:

Step 2:
Step 3:

Step 4:

7.2 System Log

types of Unusual Events include General Motion, Foreign Object, Missing Object, Focus Lost, Camera
Occlusion, Signal Lost, Disk Space Exhausted, System Health Unusual and Digital Input Triggered.
Detection of some events is not available under Lite license.

Choose the camera channel you wish to view or select All for all channels available.

View the events that happened on a particular date or during a given time period by defining a
search period.

For a particular date: check and specify date in the Date box.

For a period: check the DateTime and then enter the date and time.

Click Search.

Note: When working with a video record, as default, Log Viewer will search for Unusual Events in the
video record in Date & Time mode, starting from the beginning fo the end of the record.

A link (==") will appear next to each event time where video is available.

By clicking on the link, an instant playback window will pop up to show recorded video.

Note: Instant playback is available under the following Smart Guard events: General Motion, Foreign
Object, Missing Object, Focus Lost and Camera Occlusion.

Wiruisisad Evern | Sxetan Log | Couring Appiation | ounting saplicaion (Diagramg | FOE Log |

Sfep 1 Ton Tvm: |.l.l _ﬂ
Bk ([~ ammans = 2 Step 3
Mh |r . ﬁ
Step 2 Ever. T Evert Troe Derohon
0RO IS 5497 B Corsoks Staitg
SO TS 0 B 22 g Comenle Brutodown
WOUOSNG 122002 Man Concoke Statug
SOOEITS 13 25 H L=y Logn Ty
AFRNE)TIS 153 20010 Stat Srhaih ki
SIS 13215 it Smat Gasd
ORI 153 d 7 6s Moy i digiratican
0/0NITS LZ4231 Mody Confgurstion
ORI 13 95 oty Cordiguraticn
SIS 135050 ok fy Corfpanstion
DOFNOEITS 155135 Mok by -.'m:wm

Step1: Choose the type of event you want to check or select All from the drop-down menu for all types of
events. Select Log Type form the drop-down menu. There are in total 31 types of log types, including:
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Main Console Startup
Main Console Shutdown
User Login

User Login Failed

Start Schedule

Stop Schedule

Execute Recycle
Enable Channel

Disable Channel

Start Smart Guard

Stop Smart Guard
Modify Smart Guard
Modify Schedule
Modify Configuration
Start Live Streaming Server

AN NE N N N N Y N N N N N N NN

AN N N N N N N N NN NN

LevelOne IP CamSecure

Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server
Modify Remote Playback Server
IP Camera Connection Lost
Auto Restart Windows

Modify POS Setting

POS Connection Lost

Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management
Stop Central Management
Modify Central Management

* Note: Detection of some system logs is not available under Lite license.
Step 2: View the events that happened on a particular date or during a given time period by selecting

search period.

For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search.

7.3 Counting Application

* Note: This function is not available under Lite license.
Display the history of Counting Application during a given time period.

r.- Log Tiewer

Chamnd: A1 =
Dax |
CoEmimen: || =#H Wb

Exerk Time Channel
OOTATIES IGDRD0  Canerad

TR 12300 Camena 3
TN 1eARdE Canead
AOTHORIZT1LAX0D Camena 3
HOFNRET L0000 Caveda 3
MTIORIZT LEAX00 Camera 3
HOFNOFIT LEAES Caveiad
AMTIEI LE2HE Camenal

[~
= T

L=l = N = ]

Uz Event | System Lo Couwing Appicatian | Gounting sapikation ORgram PES Log|

(¥ 4
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L= =1 ]

- =&

Expar \

Samvh

Step 4

Step1: Select the channel you want to check or select All from the drop-down menu for all channels.
Step 2: Select search period. View the events that happened on a particular date or during a given time

period by selecting search period.

For a particular date: check the Date box right and indicate the date.
For a period: check the DateTime and then enter the date and time.

Step 3: Click Search.
Step 4: Press the button Export to.

Step 5: Type the file name and choose the file format (.xIs or .txt).
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* Note: This function is not available under Lite license.
Display the Counting Application data in diagram format.
i e
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Select the channel you want to check or select All from the drop-down menu for all channels.
From the drop-down menu, set up how you would like the diagram to be displayed. You have the
options of one day, one month, or one year.

Select a specific date to make it the start point of the diagram.

Click Search.
Press the button Export to.
Type the file name and the file will save as BMP files.

* Note: This function is not available under Lite license.
View the POS Log history detected by the Smart Guard System.

B Log Fiewer HRE
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Choose the type of events you wish to view or select All from the drop-down menu to view all types of
events. The types of Unusual Event include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer to the User manual of POS for details.
Choose the camera channel you wish to view or select All for all the channels available.

View the events that happened on a particular date or during a given time period by selecting
search period.

For a particular date: check the Date box right and indicate the date.

For a period: check the DateTime and then enter the date and time.

Click Search. A link (@E') will appear next to each event time where video is available.
By clicking on the link, an instant playback window will pop up to show recorded video
Press the button Export to.

Type the file name and choose the file format (.xlIs or .txt).
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7.6 Export

After each log search, export needed info to .xls or .txt files.
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Step1: Press the button Export to.

Step2: Type the file name an
Dl hd

A

4 [

[ ¢ D

E

Buen(Time

200749912 (04541
20070902 (0:45:44
200769712 0L:11:10
2007609012 01:27 04
2007009012 01:27 05
2007£9N12 012827
20070912 15:06:51
20070912 150652
10 | 20070912 15:07 (4
1 200700612 150828
12| 200705012 15:08:40
13 | 20074512 15:08:54
14 | 20070912 15:06:01
13 20070002 15:14:11
| 18 200769412 15:14:12
17 200709112 15:14:31
[ 18 [200700912 15:15:20
[ 19 120070912 19:44.15
20 200700012 194458
| 21 200700912 22:51.57
| 22 12007009112 22:51:59
| 23 1200700912 22:52.14
| 24 1200700012 23:52.18
| 25 200700612 23:52.24
| 36 | 200740612 23:5319

EventType
Main Console Startup
User Login adzain
Msin Console Shatlown

Main Console Startup

User Login admin
Mein Console Shatdown

Mein Consoie Startup

User Login admin
Main Console Shatdown

Main Console Startup

Main Console Shatdown

Main Console Startup

Main Console Shatdown

Main Console Startup

Main Console Shatlown

Msin Console Startup

Mzin Console Shatlown

Mein Console Startup

Mein Console Shatdown

Mein Consoie Startup

Main Console Shatdown

Main Console Startup

User Login admin
Main Console Shatdown

Main Console Startup

Description

WOV Smlae

Xls

d choose the file format (.xIs or

l2007,/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/89/12
2007/789/12
2007/789/12
2007/789/12
2007/89/12
2007/89/12
2007/89/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/89/12
2007/89/12
2007/789/12
2007789/12
2007789/12
2007/89/12
2007/89/12
2007/69/12
2007/09/12

Axt).

868:45:
00:45:

a1:11

22:51
22:51

W,
uy,

=180,
81:27:
81:27:
81:28:
15:86:
15:86:
15:87:
15:08:
15:08:
15:88:
15:089:
15:14:
15:14:
15:14;
15:15:
19:hh:
19:hh:

o4,
05,
27,
51,
52,
o4,
28,
40,
5S4,
o1,
11,
12,
31,
280,
15,
58,

57,
:59,
22:52:
22:52:
22:52:
22:53:

14,
18,
24,
19,

Main
User
Main
Main
User
Main
Main
User
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
Main
User
Main
Main

Ixt

Console Startup,
Login, admin
Console Shutdown,
Console Startup,
Login, admin
Console Shutdown,
Console Startup,
Login, admin
Gonsole Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Login, admin
Console Shutdown,
Console Startup,

Step 1
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8. Backup

’ﬁ Back: iy
© Backup  Help
-1 0 od < ;
‘{:j i MNew: Period YL Remove Period |EL| Backup | % | Delete
Start Date Time | End Date Time | Camerafs) [
009/5/14 " 01:09:00 2009/514 4 01:32:00 1,224 a B
2009/5415 _F4F 10:46:00 1,2 111,185KE

_H200955_EA 10:33-00

The backup function saves recorded video and other log information. Backup files may
be reloaded on any PC with the Playback System installed. Follow the instructions
below for more information on obtaining backup files.
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8.1 Backup Recorded files

LevelOne IP CamSecure

Step 1: Add (Remote) Backup Site: Press the “"Remote Serverth "
button to go to remote backup site management to add
and setup the backup site.

. Enter the IP address or DNS, Port, Username, and Password.

. Click Add to add the server.

. Click OK to exit the Setting panel.

Step 2: Access (Remote) Backup Site: Click on the OI' icon
and insert the username/password of the remote server to
access the backup Site.

Step 3: Click on New Period to obtain the Select Date/Time Period
panel.
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Step 4: Select the data you want to backup by highlighting the time period. Besides the time-table, you may
Step 6

also set up start time and end time in the Date Time Period section.
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~ Step 7

Step 5: Click on the camera number icon to add camera(s) or click + = to add/delete all the channels.
Step 6: Check the box of Enable Preview to get the preview of the video you select.

Step 7: Click OK when the settings are complete and go back to the Backup System panel.

Step 8: If there is any data period not wanted, click Remove Period to remove the data period on the

backup list.
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Step 8 Step ¢
Backup  Help
¥~ | i hiaw Parind " Rammoes Parind | | 2] Badup || Delata
@IS EF IR e EF w19 LLLIEE

Step 9: Click the Backup icon to obtain Backup panel.

- Summary

Step 10 / Total hackup data size: 74, 434KE

—Media

Sfep 1 / {* Backup using COROM

" Backup using DWVD
¢ Backup on HardDisk

| o |

:Option

Step 12 / ¥ Backup EventLog

¥ Backup Systern Log

¥ Backup Counter Log

¥ Backup POS Transaction

v 0K | X Cancel|

Step 10: Summary: Check the summary section to see the size of the file(s).

Step 11: Media: Choose the path you want to save the file or burn the file into a CD (direct CD burning for
Windows XP only), DVD or on Hard Disk.

Step 12: Option: Select the log information you would like to backup (Event Log, System Log, Counter Log
and POS Transaction), and then click OK.

8.2 Delete Recorded files

Step 1: Click on “New Period” to obtain the Select Date Time Period panel.

nm: - Step 3

"::'Jv ! Masw Dariod | P 2] Badep | =] Dekitn

Vi
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] LF di-5a00 HEHE TFoF 15040 Y | IR S
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Step 1

Step 2: Follow steps 3-7 above from the backup section to select data period which you want to delete.
Step 3: Click on the Delete icon and delete all the data in the backup list from the database.
Note: Deleted video cannot be recovered.



With the Remote Live Viewer console, remote users may watch up to 128 channels real-time video
from remote live streaming servers.

*There is only 1 channel displayed in Live Viewer in IP CamSecure Lite while there are up to
16 channels displayed in IP CamSecure Pro simultaneously.
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9.1 Setting
Click General Setting to obtain setting dialog.

General Setting

9.1.1 General Setting

Audio preview:

. Enable audio on active channel: Select to enable audio streaming on active channel.
Miscellaneous:

. Synchronize video frames: Select to avoid image tearing problems that may occur while CPU
loading is increased.

9.1.2 Server setting

Server List

Step 1: Enter the Server Name.

Step 2: Enter the Address, Port, User Name, and Password to log in the server.

Step 3: Enable "Save Password” to login without entering the password again.

Step 4: Enable "Auto Login” to login automatically when starting Remote Live Viewer.

Step 5: Click on Test Server to check if the server is available.

Step 6: Click Add to insert the setting to server list.
Note:
To change the setting, select a server on server list and click “Update” after modify setting.
To remove the server, select a server on server list and then click “Delete”.
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9.1.3 Group Setting

Allocate different cameras into each appointed group.
* Note: Cameras under Lite license cannot be included in a group with other servers.

Step 1

Step 1: Log in to all the servers that contain the camera(s) you would like to put into the group(s).

Step 2: Click Insert to create a new group; name the group for future reference.

Step 3: From the window at the right, highlight the camera(s) that you would like to add to a group and
then click on the * <--" button. Repeat the process until satisfied with the group setting.

Step 4: Click on the Delete and Rename button to remove or rename a specific group.

Step 5: Repeat Steps 2 to 4 to adjust the group setting until satisfied.

Step é: Click OK.

9.1.4 Camera Setting
Select the preferred stream type of each camera as default live view profile.
* Note: Some stream profiles are not available under Lite license.

=l localhost localhiost - Caml

B TRENDret 212w (102,168.2
B D-Link DCS-5610 {192.168.2 |—
B D-Link DCS-6100 (192,168.2
Bl AxIS Q1755 (192.168,2,250
ol Cam2

Stream profile: List differs according to different types of video inputs and licenses.
Auto: The system will adjust the stream type automatically to fit different screen divisions.
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Recoded: The system will follow the stream profile set in Main Console >Schedule > Encoding Options.
High / Normal / Low/ Minimum / H.264 (IPS-7000s only): The system will follow the stream profile set in

Main Console - Setting - Camera - Stream Profile.
Original (IP only): The system will display the streaming directly from the IP camera and video server.
Copy to: Select in order to copy the preferred stream profile of a channel to all of the listed channels.

9.1.5 OSD Setting
Adjust font style of Camera OSD on this panel.

xon@nsiz: )
FH04:45:24 7]

9.1.6 POS Setting
Adjust font style of POS overlay on panel.
* Note: This function is not available under Lite license.

9.1.7 Monitor Display Setting
Activate auto scan to rotate the channels/ cameras on screen.
*The dual monitor is only in IP CamSecure Pro/Pro Plus.

Note:

° For instance, you may select to show only 4 sub-screens on the live viewer while having 16
channels connected to the system. With auto scan function, you will be able to see all 16 channels
by furns.

e Each monitor supports up fo an 8x8 layout with auto scan function to show 128 channels.
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Step 1 —_ General | server | Group | camera | 0SD | POS  Monitor Display | Notification | Jc ¢ | ¥

Manitar | Resalution

# 1280 %800

—AUto scan

Auto scan group:
Primary channel

Secondary channel:

Auto scan interval: |2 et

ICompan\;

[a15 01786 (192,188 7] |

— Layout

MM type:

fxh

j,/

v 0K ‘ X Cancel‘

Step 2
i Step 3

-
B Step 4
-

Step 5

Step 1: Select the Monitor connected to the system.
Step 2: Auto scan group: Select appointed server group to activate auto scan settings.
Step 3: Primary channel: Select appointed channel that will always be on the screen when auto scanis

activated.

Step 4: Secondary channel: Select appointed channel with secondary priority behind primary channel when

auto scan is activated

Step 5: Layout: Select the screen division of “NxN type” in Remote live viewer panel.

9.1.8 Notification Setting

=tting

General | Server | Group

Camera | (wl={n] | POS | Monitor Display

- Status display
[ Show recording status

W Show camera event

W Show counting result

—Miscellaneous

¥ Popup system event

Motification | Jea|»

v 0K

| X Cancel

Status display:

. Show recording status: Select it fo show the crystal ball with recording status on monitor display.
. Show camera event: Select it fo show the smart guard detected event appointed in Main Console on

each channel.

Note: To execute this function, need setup on screen display as an action of Smart Guard instant

response.

. Show counfing result: Select it to show the counting result appointed in Main Console on each channel.
* Note: This function is not available under Lite license.
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Miscellaneous:

. Popup system event: Select to allow system events appointed in Main Console to pop up
messages as warning.

9.1.9 Joystick Setting
Settings are same to Main Console joystick settings. For details please refer to page 75.
* Note: This function is not available under Lite license.

[E] LiveView Setting %]

Serverl Graup | Camera | [al=1 ] | FOS | MonitorDispIayl Motification  Joystick I 4 | 4

Active Joystick: IUSB Gamepad j
BLithon | Function | Parameter |
Button 1 Goto Preset Paint 1
Button 2 Gota Preset Paint 2
Button 3 Goto Preset Point ]

Button < Goto Preset Point 4

Button 5 Goto Previous Camera
Button 6 Goto Mext Camera

Button 7 Toggle Single Camera Yiew
Button 8 Toggle Full Screen

Button 9 Switch Screen Layout
Bution 10 M/

Import ][ Export ][ Default

’/ oK ] [x cancel ]
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9.2 Server/Group/Camera

Display a complete list of the server(s), group(s) and camera(s) that are added to the system.
Server View: Cameras are listed according to recording server.

Group View: Cameras are listed according to customized grouping.

.- Server View Group View
%
1 - 1 = )
o L. e T |

E-'-h-q-l.
ek IFF IR
[ PO ey (R

i R Pl i

B0 Wk T uj‘-idq}ﬁ
o 5oy CMIZ D s TR
o suapd Wl BTE CAMERA
.’ﬁ-\:\mﬁ-_l. il DoprarTabinr 81
— n.r\nﬂ_ W s
& FTIICARE A5 i
1

W A0 RS
D Dvickon L F
4| > F 1

9.2.1 login/logout server 1 -

Option1: Select a server on the list and click on LOG IN/ LOG OUT to access/ logout the
server.
Option2: On the server list, right click to obtain menu options.

@w

Log In/Log Out Server

a @ @jle 8 a8

9.2.2 Connect/Disconnect camera £ k I

Option1: On the server/camera list, double click on a camera to connect.
Option2: On the server/ cameral list, right click on a camera to obtain the menu options to connect/

disconnect. m I

Connect/Disconnect Camera |

Option3: Select a camera from the list, then drag it to where you want it to be displayed. | [r——

Option4: Play / Stop/ Drop: Select a camera/ video and click on this button to play/stop/disconnect a
particular channel.

(> .n | x -@mz,.;”.
/' - dbf—mtﬂcaf' L
Play Stop Drop :Ei Conpect
dp ¢
9.2.3 Multiple Views: dp ¢
f"}: Logaut Server
Step1: On the server/camera list, select a camera and right click on it to obtain @« Comnect A
the menu options. e
Step2: Select Duplicate Camera and the duplicate camera with green indicator < | > ' | .
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will display below on camera list.
Step3: Double click on the duplicated camera fo connect and display on screen.

9.3 PTZ Control
Control the movement of PTZ cameras. With cameras that support PTZ confrol, you can move, zoom, patrol,
adjust the focus, and set preset points of the cameras.

9.3.1 Preset/ Go

Adjust the camera view until satisfied. Click on the Set icon to define the current view as preset point 01.
Adjust the camera view again to setup preset point 02. Repeat the process until you finish setting up all
preset points. Customize preset point names by defining names. Click on the Go icon and view the result
of your seftting.

Note: For the speed settings of PTZ camera, please configure from Main Console — Config — Setting - PTZ
Config.

9.3.2 Zoom
Click on the + and =signs to zoom in and zoom out the view.

9.3.3 Focus

You can select to have the camera focused near or far. To focus near means objects that are closer will be
clearer than the objects that are further away. On contrast, to focus far means objects that are further will be
clearer than the objects that are closer. Click on the Focus icon and select auto focus if you want the system
to decide the focus point for you.

9.3.4 Patrol

To control PTZ camera to patrol around pre-defined path of preset points, click on Goto Preset Point — Start
Patrol / Stop Patrol.

Note: To setup patrol path, please setup on Main Console — Set Preset Point — Set Patrol.

9.4 On Screen Menu

Right click on the camera screen for the On Screen Menu, from which you can Enable Maove

quickly adjust the setting of camera. Enable Digital PTZ

9.4.1 Enable Move / Area Zoom Stream Profile b
With cameras that support PT function, click the Enable Move function to adjust the

current camera'’s view by clicking on the display screen. To cancel this function, Instant Playback r
right click on the screen and select Disable Move. Enable Audio

With cameras that support Area Zoom function, click the Enable Move/Area Zoom
function to adjust the current camera’s view by dragging a rectangle on the
display screen. To cancel this function, right click on the screen and select Disable Toagle Fullscreen
Move/Area Zoom.

Snapshok

9.4.2 Enable Talk
*This feature is not available under Lite License.
With cameras that support two-way audio, select enable talk to utilize the function.

9.4.3 Enable Digital PTZ

To enable the PTZ functions of the camera, select the Enable digital PTZ option. Use mouse wheel or click on
the + and —signs to zoom in and zoom out on the camera, or drag a rectangle to enlarge the area.

The square flashing on the video grid indicate the correspondent view of the camera.

9.4.4 ImmerVision Lens Setting

With cameras that support ImmerVision Lens. Right click on the display screen and select the mode of lens,
original, PTZ mode, Quad mode and Perimeter mode. If the lens setting set as Quad, PTZ, or Perimeter mode,
the Enable Digital PTZ option would become Enable ImmerVision digital PTZ.

9.4.5 Stream Profile
Select different level Stream Profiles o downgrade video quality for bandwidth concerns.
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* Note: Some stream profiles are not available under Lite license.

Enable Digital PTZ
| Streamn Profie >| Auto

Enahle Audio Recorded

E-Map Criginal

Snapshot High

Togale Fullscresn Morrrial
Loy
IlirinmLnm

9.4.6 Instant Playback
To open the Instant Playback window of the camera, select the Instant Playback option and choose the
period. The instant playback window allows the user to browse recorded video, take snapshot images and
export video with audio and POS fransaction data.

* Note: This function is not available under Lite license.

To browse recorded video
By simply clicking on the timeline you can view the video. Use the navigation tools below for advanced
control.

E @E - Play / Pause / Stop
E - Speed up/Speed down

E @ - Fast Forward/reverse frame by frame

E @ - Play Previous / Next minute video

To keep a snapshot of the video clip

Pause the video at desired time point and click snapshot but’ron. The snapshot is displayed and can be
saved or copied fo clipboard.

To export recorded video

Select desired export period and click export buﬁon@. Additional options are available when exporting.
Adjust to original video resolution button @is the tool to adjust the video to original video resolution.
Audio button turns the audio on / off.

POS button is fo enable / disable POS transaction data overlay.

9.4.7 Enable Audio

With cameras that support audio function, click the Enable Audio function to listen to the current camera'’s
audio by clicking on the display screen. To cancel this function, right click on the screen and de-select
Enable Audio.

9.4.8 Snapshot

The snapshot function copies and captures a specific video image to the clipboard or to save as a bmp file.
The snapshot can be customized with/without OSD, POS information and selectable range after digital zoom
in.

9.4.9 Toggle Full screen

Switch to view video with full screen display. To disable the function, right click on screen and de-select
option or simply press “ESC" to go back to original window.

9.5 Start Monitor

9.5.1 Multiple Monitor
Select Open Monitor to append monitor to view more live videos on
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multiple monitors. Each appended monitor has the same list and view control buttons as the Main monitor,
with the exception of the Start, Playback, and Setting buttons.

9.5.2 E-Map
Select Open E-Map to obtain the E-Map window. The GUI map helps fo locate devices easily and the
information window helps to show the status of each device.

= Map Info - Show map name.
2 Camera - Show camera name and connecting status.
Hd Digital Input — Show Digital Input name and status (0 or 1).
o Digital Output -Show Digital Output name and status (0 or 1).
POS - Show POS device name, connecting status, first associated camera name and connecting status.

. IO Devices g@-‘

9.5.31/0 Control

Select to obtain the I/O control panel. Use the panel to view DI Beners: [incaihost
status and control DO devices remotely. o
Nofe: Adjust the setting of I/O device in Main console — Config - (@) Q
Setting - 1/O Device first, the 1/O control panel will display the device Inputn  Inputo
status based on these settings. 0o

o O

9.6 Playback Outputd  Qutput 0

Select to obtain the Playback panel and view video remotely.

9.6.1 Add Remote Playback Site
Sarsr Sating
@ 9 Sarear Hame: I

Press the Remote Sever icon to go to remote amess [
playback site management to add and sefup a remote = EC
playback connection.
Step 1: Enter the IP address or DNS, Port, Username, and LT |

Password. Pasawart: |
Step 2: Click Add to add the server. Faw Famwant
Step 3: Click OK to exit the Setting panel. Teest Berver |
9.6.2 Access Remote Playback Site i | P |
Go to Date/Time Panel and click on the @E icon on oo | X cn |
the top of the display window to access the Remote
Playback Site

O-# QW

Local Machine

Remoke Server 1 (192,168,1.51)
Remote Server 2 (192,168.1.52)

—rT

13 14 15 16 17 15 19
20 21 22 23 24 25 26
27 25 29 30 31
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Remote Playback

Download Client Pack

hHpe I BT. 10 SR e hin o ROTEED 1,

*There is only 1 channel displayed in Live Viewer via web browser in IP CamSecure Lite
while there are up to 4 channels displayed in IP CamSecure Pro simultaneously.

Make sure the Live Stream Server is enabled. Check 5.14 Network Service for more detail.

Start Internet Explorer browser and enter the IP address or DDNS name of the server followed by the
connecting port.
Example: http://192.168.1.16:8080/
192.168.1.16 is the IP address of the server.
8080 is the port specified in Use Default Web Server in Network Service.

Press this icon fo use Remote Live Viewer which functions are the same as Remote Live Viewer. See page
104 for details.

Press this icon o use Remote Playback which functions are the same as Playback except remote server
and backup functions. See page 33 for details.

Press to download client pack to install application based Remote Live Viewer and Remote Playback.
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11. Utilities

License Management Tool
Resource Management Tool
DB Tool
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A. Verification Tool

The Verification Tool verifies whether the data created by the system has been tampered with.

LevelOne IP CamSecure

It

is the process by which a digital watermark (a digital signature) is added to each recorded video

frame to ensure its authentficity.

There are 3 types of data that can be verified by the Verification Tool:
1. Filein (.DAT) (.264) format will be displayed ase”

2. Filein (LAVI) (.ASF) format will be displayed as#

3. Filein (.BMP) (.JPG) format will be displayed asie,

1.1Execute Verification Tool

Step 1: Execute Verification Tool from program files.

Step 2: Insert the Administrator Password to log in.
Step 3: The Verification Tool appears after login.

1.2 Verification Tool Overview

Add File Add Folder Remove File

Select All

= Dexrfite DR - (sl
g Bt 2 ¥l ] Uerhiasasl "
) Fascos snesgmrasi ] Backnp Byt
= TokddCAFE vl I._i DB ook
EN . e
=1 Dl FROS Winke= M iy rl:l-l:t'.'}.l:?u
i Mma WER 5 o : ! Fararik Lave Tawar Step 1

Video Preview

Wik D Presira

w0000 . .. SOOI, O0QNTS.. TREMDra.. CDocumedis and Sh
MOoH ULl L] Smpo WL, Donmets el S
w0e0d_9 OOANE ... GOOONDE... Sameo WC...  CUDofumeis and Sa
1| | Ll

Bhhe ety : il

Fum by ke Weriied - 0 fies Tirres Elapeses] ;o] - nim

M r o ik s © D M Tire lefi © - 0o : A

Play Verify Pause Stop

B Add File: Click to insert the single file to list for verification.

23 Add Folder: Click to choose the folder with multiple files to list for verification.

Remove File: Click to remove indicated file(s) from list.
:Q Select All: Click to select all files in list for verification.

Note:
1. Choose the file type first before selecting files.
supported.

2. User can also drag files directly into the list for verification.
Video Preview: Check this column to preview video of selected file.

window fo ploy}, Pauselll and S’rop. the file.
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Note: Preview of (.bmp) (.jog) format is not

1.3 Verify Image/Video

Step 1: Select single or multiple files for verificatio

Step 2: Click “verify ‘ "to start verification.
Step 3: The verification result will show on the watermark column.

If a file was fampered with, it will showd®.
If a file passes verification, it will show ™.

allowed.

n.

Watermark
tiom Tool
N D
Fle Name | Watermark | Start Tme | End Time | CamMName | Path IE:
W CO0002... 2009/05f... 2009/05/... D-linkDC.. C\Documents an
GW0c04_S.., 2009/06/... 2009/06f... SanyoWC... C\Documents anc
o504 sa.., o 2009/06{... 2009/06/... Sawo\VD.. C\Documents anc
$#C00001.., & 2009/05/... 2009/05/... TRENDre... C\Documents anc
o 2009/05/... TRENDne...

TRENDne. ..

v Delink DC... ;
2009/05/... D-linkDC... C\Documents anc g
oot tiae o . Ll_l
Status Werify
Number of file Varified : 7 files Time elapsed : a0: 08 266
Murmber of file Passed : 7 files Tirrie let: 01:49:380

\

LevelOne IP CamSecure

~Video Preview

> &N

\

Verification report

Step 4: The verification report will indicate the information related to the verification.
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B. License Management Tool

The license of the software should be registered before you start using the Intelligent Surveillance System.

Execute the License Management Tool to activate the license from dongle or serial number included with
the soffware package, or de-activate the license then bring it to another PC to activate it again.

Please note different level licenses cannot coexist under one license server.
Upgrade licenses will replace lower level licenses into higher level ones.

Both “Online” and “Offline” status of PC environments are available on executing the tool to “activate” or
“transfer” the license. The following is a total of 4 types of license management process:

- To activate the license with PC connected to network, follow the Activation Online process.
- To activate the license with PC not connected to network, follow the Activation Offline process.

- To de-activate/transfer the license with PC connected to network, follow the Transfer Online process.
- To de-activate/transfer the license with PC not connected to network, follow the Transfer Offline process.

1.1 License Management Tool Overview
1.1.1 Execute License Management Tool

Step 1: Execute License Manager Tool in config menu or installation folders.

& Rty s | S SRR I MU S W Eoradd 1 3 0 o
s : Lk Acourd Saltg 1

(L (FEsm Al |"|-I"| 4 t‘:‘lﬂﬂ P L] ol P _I _'_F|I
S e Conbgurgion " ol ib dixuy

a
B Couning Aprdreton

& PO Apckcation y
B iog views e .-—'-'I a—'ll
W Exhg FifFmin:ol ki e

Patwoik Saivicn

Seri  Pagbsrk  Scweeis s Ehy & P oraoka .

olnlelals)

Step 2: The “License Management Tool” will appear. Please refer below for the tool overview.

g %

Rl Tools| | Alykaddl Alphadl
=

1.1.2 License Management Tool Overview

Activate tab ]

[ Acterie | Trarster |

fl et Charred | Fiochict Srats | )
SN status

\

(- Axkaaia by

= CHikra

Activate type P

\_

(Irul.lltmi'
Input type =i |
 BHik [
k P
Activate Ectivati

Impt o ke

Import offline —— i)

Z
)
J
~
L ]
_J
sz
~
[w]
license |_L'J| |
[ e
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Transfer Tab Arkeste Tramster |

ET

SN status

=i aTal

VAN

(- Timrcic hpa:-
= CaiRn
it

Transfer type

Transfer

1.2 Activate/Transfer License

1.2.1 Activate License

|Activation Online|

Step 1: Open License Manager Tool.
Step 2: Select On line as Activate type.

Step 3: Input the SN (Serial number)or Import SN file, and then click on Activate button.

~Input type

@ BN; it
© BNile |

€ Actlvate fror donole

Activate

Step 4: Restart Main Console if activation is successful.

|Activation Offline]

Step 1: Open License Manager Tool.
Step 2: Select Offline as Activate type.

Activate type
 Online
& Offline

Step 3: Click on Export offline pack.

Please note this license will bind with hardware configurations and it is not recommended to register

with removable network devices.

~Input type

@ Bl |

© Enifle |

€ Activatafram dapole

Export offine pack
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Step 4: Save Request file, and then take it to another PC that is connected to the Internet.

o Request File M
File Edit Miew Favorites Tools Help ;i’
Address |E} CiDocuments and Sethings)apriliDesktopiRequest Fils M Go

_H _H LicenseTool.dll
lbexpat.di ‘-‘5 1.0,0.1
LicenseTaal Dynarnic Link Library
;Eg;'lr:q OffLineTool.exe
1 kE OffLinectivation MFC Applica...

Step 5: Execute OffLineTooI.exe in the other PC. Input the SN (Serial number) or Import SN file, and then
click on Activate button.

| Rl i

Arkeaka i M

Pl 6 { g 504

" 4N |

 EHik [ =
[ actne |

Step é: Save License file, and then take it o original NVR system.
Step 7: Open License Manager Tool again, select Import offline license, then click Import button to activate.

- Import offline license
[ File path; |C:1Dcu:uments and Sel | @°

Step 8: Restart Main Console if activation is successful.

1.2.2 Transfer License

fransfer Online

Step 1: Open License Manager Tool.

Step 2: Select Transfer Tab, and then check Online as Transfer type.
Step 3: Select SN and click on Trrgnsfer button. Gl
Tt ieessn Masaprment Tool ;
T Tl'll'ri‘hrl

T Charged | Procect
=

ot 18 P+ B ivaled

TransTer hoe.
I= . Dl
I fne

Step 4: Restart Main Console if fransfer is successful.
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ransfer Offline

Step 1: Open License Manager Tool.

Step 2: Select Transfer Tab, and then check Offline as Transfer type.
Step 3: Select SN, and then click Transfer button to fransfer SN.

| A Licerae Wamnmmeal Teal

Aotwne Transier |

ey |
I n 18

Step 4: Save Request file. Restart Main Console if fransfer is successful..

Request File

File Edit Wew Favorites Tools

Help

mEx)
a

Address |&} Ci\Documents and SettingsiAprilDeskiopiReguest File

obE

Jb libexpat.di

offline.req

33| | REQFile
1KE

F LicenseToal. 4l

% 1.0.0.1
LicenseTool Dynamic Link Library
OffLineTool.exe
OffLinesctivation MFC Applica...

Step 5: Copy request file to another PC connected to internet.
Step 6: Execute OffLineTool.exe in another PC, check Transfer SN and click Transfer o send request file to

license server.

|~] off Line Tool

X]

Infarmation:

Transfer activated Sh.

—

l Transfer ]l

Exit

LevelOne IP CamSecure

Note: User needs to copy request file to another PC and send it to license server, otherwise the SN can't be

re-activate again!!

Transfer activated SH.

Transfer SM:

5A471-D23C-09E1-7422

Transfer

[£] off Line Tool 3]
Infarmation:
Completel Transfer has finished. ~
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C. Resource Management Tool

Saxt Mormior M
The Resource Management Tool detects whether the system is operational. E Shon Reconang Scheuin

Shop Smat Gued System

St Couring Sooecation

Note: For further application of the Resource Management Tool, please refer to
page 56 In “Guard” chapter.

1.1 Execute Resource Management tool
Siep ] Zpen |10 Corfnod Paned
Step 1: Open Resource Report from start menu. Lack Sptam

Step 2: The Resource Management Tool will appear. ® | o i & [ ﬁT

1.2 System Resource Overview

System Resource History Diagram

B‘ﬁ'hm Faraurs

= Byt Heth
L T pod e - 00 (30 )
Wi oard Tannperaie 052 G159
P Fan Spad O RPW
Poser Fan Spsiind: D RPN
CPU Laeding 31 %
- (EEETE
Wairf Lkl 1465 B
W ro i B ha e 5] B
= Lisgical Cighk Frai 15 %
(0 v e vl 5 o AEE R R £
- [ el T LR DN

Ll E— L]

mmu|...-'|:|-:

Advanced

1.2.1 System Resource

System Health: This item shows the system information, including “CPU Temperature”, “Motherboard
Temperature”, *CPU Fan Speed” and “Power Fan Speed”.

Note: User needs to install the “SpeedFan” first to gather the CPU and Motherboard temperature information.
CPU Loading: This item shows the percentage of CPU usage.

Memory Usage: This item shows the memory usage of system. “Memory Used” and “Memory Available” are
included.

Logical Disk Free: This item shows the percentage of available disk space for storage.
Note: The disk directory will be the same as the one in MainConsole — Config — Setting — Storage - Location.

Networlk Utilization: This item shows the total bit-rate utilization for the upload and download of the computer.
1.2.2 Instant Diagram

Click each item in the list to obtain the instant system diagram. The “system resource” will be displayed as
each variable in Vertical Axis; the unit of Horizontal Axis will be displayed as “Per Second”.
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— Vertical Axis

1.3 Advanced Resource Report
Click the Advanced button to search and export system logs in “Search” tab and obtain the history diagram
of an specified period in “Diagram” tab.

1.3.1 Search

L~

Horizontal Axis

Search |Disp|ay|
Step 4
Type: |cPU Loading S B ﬂ //
/ Date & |z009m6/08 [+ 2 Eomit 4| | Step 3
Step 1 |
DiateTirme: £ [annaiosinz 1551 Bl | 10 [z00a06i08 1551 Bl Search J’
Step 2
Start Time | End Time | Log Type A, | Iin | [LEES ;l
J009/0608 15:5056 20090608 1566110 CPU lnading  BO.56%  S000%  100.00%
J009/0G08 15:56:00 20000808 15:56:05  CGPU loading  BO.S1%  S0.00%  100.00%
J009/0B/0S 1556115 20080606 15:56:20  CPU lnading  BO.49%  A000%  100.00%
J009/060S 15:66:40 20080808 156710 CPU loading  BO.25%  G0.00%  100.00%
J009/06ME 155715 20080606 15:57:20  CPU loading  B019%  5000%  100.00%
J009/0608 15:57:35 20090608 15:67:40  CPU loading  BO19%  S000%  100.00%
J009/0GE 15:57:45 20000608 15:57:50  CPU loading  B0.32%  S0.00%  100.00%
J009/0B/0S 155755 20080606 1556:00  CPU loading  BO.2T%  A0.00%  100.00%
J00G/060S 15:68:35 20080606 156855 CPU loading  BO11%  G0.00%  100.00%
J009/060E 15:68:25 20080606 15:50:35  CPU loading  B011%  S0.00%  100.00%
J009/0608 15:50:40 20090608 15:69:50  CPU loading  BO.04%  S0.00%  100.00%
J009/0GE8 15:50:55 20000608 15:50:55  CPU loading  BO.04%  S000%  100.00%
J009/0B08 160000 20080608 160015 CPU loading  §1.67%  51.00% 53.00%
J00G/060S 16:00:25 20080808 16:00:50  CPU loading  52.75%  G0.00%  57.00%
J00G9/060E 16:00:55 20080606 16:01:00  CPU loading  53.78%  5000%  62.00%
J009/0608 16:01:05 20090808 160110 CPU loading  54.00%  S000%  62.00%
J009/0G0E 16:01:40 20080808 16:01:55  CPU loading  54.54%  S000%  G2.00%
20090608 16:02-10  2008/0A/03 160215 CPUloading  5671%  5000% 71.00%
z?ugmarus 160236 20090508 160245  CPU loading  56.13%  A000%  71.00% =
‘ | > " Step 5

s

Ok

Step 1: Choose the system event type, and then select the standard percentage to search system log.
Step 2: Select the Date/Time duration to search system log.
Step 3: Click Search to start searching, the system logs will be listed below.
Step 4: Click Export to to save the system log in (*.xls) or (*.txt) format.
Step 5: Click OK to close the report window.
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gearch Display |

Type: |CPU Loading j I

DateTirme: 2009/06/08 16:38 = 2 Save
Period: oneDay ¥ Display

0% !
2009/06{08 00:00

Maximun: 2009/06{08 15:16:25 Minimun: 2005/06/08 13:35:54

Choose the system event type.

Select the Date/Time to draft history diagram.

Setup the start time and duration for charfing. User can choose “One Day”, “One Hour” or “One
Minute” as the duration.

Click “Display” to start charting, the diagram will be displayed atf below column.

Click “Save” to save the diagram in (*.omp) format.

Click "OK" to close the report window.

0%

2009/06/08 00:00

Maximun: 2009{06/08 15:16:25 Minimun: 2009/06/08 13:35:54
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D. DB Tool
The DB Tool repairs database files and Export configurations.
Warning: improper use of this DB Tool may cause loss of recorded video.

Step 1: Execute DB Tool from program files.

et B Buclhry fyoam

Wil = WPBo4 Hkad Swkem v

(=) ] i}{u[:;-mh
] St Cods ¢ [ Renaie Lave Yiever
= MTME b R Mgk Fovvms
o Uhead 000 5D LR

] e Tk Explecuy BLE ¢ = T M

Mite =y Mhesd Phathcdimgdi L1 v

") U S ¥

Step 2: Enter the password of administrator to log in.

Step 2 \ DBTools login
wrd for the administrator of Main Console :

User name: |admin

Password: |

[ ok | [ concel

1.1 Repair Database
This page has three repair method, Modify Location, Verify Only, and Repair.

For modify locatione:
The Playback system can recognize all recording video in the folders listed on MainConsole - Config -
Setting - General page. For some reason, user needs to use Playback system to open recording video
beyond storage location setting. For this propose, user could follow below steps to modify location by
DB tool.
Note: The default storage location is in the installation directory, (ex: C:\Program Files\IPS_IP)

Step 1: Select Repair database.
ﬁﬂl DBTools {IP version 3,1, 0, 0) 1

Repair database

Modify Iocations to store widen files. Please confirm lacations where widen
files were stared and press button "Modif to confirm.

el |
hase;

Step 2: Select the repair Method as Modify Location.
Repair database

Muodify locations to store video files. Please confirm locations where video
files were stored and press buttan "Madif to confirm.

Install Path: CAProgram FilesiSCH_IP

Method:  |Modify Location |
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Step 3: For add database location, please click on ;]buﬂon and use URL to choose location.

For remove database location, please choose location form list and click on  # button to
remove location.

ideo File Locations E]

Oy wWideo

Step 4: Click on Modify button to modify location. After modification, the Modify Result will show on the
panel.
Modify Result: 2 locations confirmed.

Open Log l ’ b odify

Example of modify database:

In certain cases where video data needs to be transferred from one PC to another PC, user will need to
perform the following:

1. Manudally copy all recorded video data from the default installation path or other user-defined storage
path of the old PC.

{_.,i' Z\Program Filesh P CamSecure__

= — o e
- : [ F iy Recorded video
® = [EM A st e’ - data !
[ [=) IBM ThinkVantage 20060321 20060323 Al
[ [T Install3hield Tnstallation Dnf
# i) Intel e
# (5 Internet Explorer ‘,,,,JI "i
# [ Eoed
Zgppadll

[+ [T Lenova e m =R

2. Manually paste all recorded video data to the default installation path or other user-defined storage
path of the new PC

Follow previous page to add new location on new PC.
4. Oldrecorded video data can be viewed by playback system on the new PC.

w

For verify and repair proposes:
This tool is used to check and repair your database and recorded video with problem:s:
(1) If there are records in database, but no video file, use this DB Tools to delete records.

(2) If there are video files but no record in database, use this DB Tools to rearrange the database and
find these records.

Step 1: Switch to Repair database windows.
kd DBTools (IP version 3, 1,0, 0)

Repair databhase

Modify locations to store video files. Please confirm locations where wvideo
files were stored and press button "Modify® to confirm.

database,

Step 2: Select the repair Method as Modify Locaftion.
Repair database

Wearify video files stored by surveillance system. Please confirm locations
wwhere videa files were stored and press hutton "werify® to check all files,
Fixing database iz only needed when verification is failed.

Install Path: CAProgram Files\WSCH_IP

Method:  [Merify Only j
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Step 3. Check the video location windows.

The system will list all video locations in table, but if there are any omit, please use = to insert.
Note: After inserting location, the system will show files count below table.
File Count: 41

|
Step 4: Choose the method of “Verify Only”, and click “verify”. This method will only check the files

without modify. Verify result will show how many files broken or missing.
Werify Result 41 files verified, 0 files broken, 0 files missing.

Step 5: Choose the method of “Repair (Complete)”, and click “Repair”. The Repair Result will show how

many files are fixed and inserted.
Repair Result, 2 files fixed, 41 files inserted.

Step 6: The repaired new database will replace the old one and the original database will change file
names with extended repair date and time as below.

| address |2 DAVideo

Tdame

[ EventLog.mdb

I%."AJFiIeRecorcI.mcIl:-
Ig_"ljFilEREI:CIrd.I'nCII:I_ZIZIDEH:IF"1“r.|5\121358.|'nd|:|
Eroshecord.mdb

I%."AJScheclule(:onﬁg.ml:lb

@JSVStEmLDg.mdb
Ig_l'AJSy.r'stemLug.mcIIJ_2IJDSD?"14.C't121358.mcIIJ

Note: Opé"n Log is a tool to record the repaired database. It will record repair method, file operation,

start time and end time.
"3 sl b - titapad =ToEd

B E Furer Gew 0 1

Operation "verify only" 15 started at (2008/07/14 12:01:17)

File Broken: D:'\Wideo/20080708/CO0002/ 000025004 200807 08112323437 .dat

File groken: 0:Y%Wideo/200807 &Eﬁcﬂﬂﬂ-ﬂz.-‘n:ﬂﬂ-nﬂ-*aﬂmmﬂn&ua O5114 304625, dat

4L files verified, 2 files broken, 0 files m1551r1|2.

operation "vVerify only” 1= finished at (2008/07 /14 12:01:1%)

operation 'verify only' is started at (2008/07/1% 12:13:18)
File Broken: D:\Video/20080708/C00002/C000025004200807 08112323437 . dat
File Broken: D:'\wideo/200807 D-EEEI}UEH:I."_,I"CODIJDESDU#"DDEI]TDEJ_'H-IMEES.|:|:I1:

41 f1les verified, 2 Files broken, 0 f47es rn‘Issmg.
operation verify ﬂn'lr is finished at [2008/07 /14 12:13:20)

Operation kmalr (Complete)” 1% started at (2008/07/14 12:13:58)

File Repaired: 'l.,'u"ldeu.l"IDU-SDTDE;"L‘D'UI}GE.l"CﬂD‘I]DESﬂDAlﬂDSD?DEJ_LHlHﬂ dat
File Repatred: O:\\Wideo/20080708/C00002/C000025004200807 08114304625 , dat
2 files fixed, 41 files inserted.

Operation "Repair (Complete)” 1z Tinished ar {(3008/07/14 12:14:07)

4|

1.2 Export Configurations

This tool is used when user wants to export all system configurations to backup, take to another PC for
technical trouble shooting.

Step 1: Press “Export”.
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version 3, 1,0,

|

Ex|

Repair
databasze

port Configurations

Export Main Console configurations for trouhle shooting. Please
provide the exported *.cfg file to the technical suppart .

Step 2: Select the location you want to Export and type the name of the configurations.

Step 3: Press "Save” to sta

rt to import database.

Save As

ks

Save in: I&) Wideo

| «|@ ok B

E} ServerConfig.cfg Go To Last Folder Visited
@EMap
Imanual
(S)mdb
1) skin
1) v
File narme: I Save I

Save as type: ICunfig Files [*.cfg)

;I Cancel |

4|
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Appendix A - 3GPP Service

How to setup 3GPP streaming connection (using BenQ-Siemens mobile phones)

System Configuration

DVR / NVR server v2.6

CPU: Intel core2 Duo 1.86 GHz
Memory: 512 DDR RAM

Ethernet: Realtek RTL8168/8111 PCI-E
Hard Disk: 160GB

Graphic card: ASUS Extreme AX550
Operating System: Windows XP Professional SP2
Mobile Phone: BenQ-Siemens E81

1.1 Configuration from Main Console server

Step 1: Go to Config and select Network Service

Step 2: Select 3GPP Service, and then click Start
Note: In the Option item, the “port” selected here is the same port from mobile handset
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1.2 Configuration from 3G Mobile Phone

1.2.1 BenQ-Siemens E81

Step 1: Go to Menu, then Internet

Step 3: Add New Bookmark

Step 4: Configure the Adress setting as the following example.

Ex: rtsp://61.216.97.69:554/media00.3gp

61.216.97.69:554 is the IP address of NVR or DVR system

Port : port specified in 3GPP Service from NVR or DVR system

Step 5: Save the settings and start playing

LevelOne IP CamSecure
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1.2.2 BenQ P50

Step 1: Connect GPRS

Step 3: Execute the Main Console.

Swearrary Player 3.0 for Pocket PC

{~
:':“‘PLATFD

Step 2: Download and install the [PLATFORMA4] software.

Step 4: Press the [Config] = [Network Service] = [Start]

Step 5: Open [PLATFORMA4], press the button framed by red into Option

Step é: [Open URL] enter the RTSP address of the camera
EX: rtsp://61.216.97.69/media00.3gp>channel 1
EX: rtsp://61.216.97.69/media01.3gp—>channel 2
EX: rtsp://61.216.97.69/media02.3gp->channel 3

Step 7: [Setting llchange the setting and press “OK”
[Protocol] TCP
[Buffer Size] 60
[Connection TimeOut] 103
[Data Recept. TimeOut] 100
[Deblocking Filter] check

Step 6
Platforme Player Tl A= 04:36 [ok}

LevelOne IP CamSecure

Conectando a: CHT_INTERNET
Conectando a GPRS.

Configuracién

MM5 0 elemento(s).
Nuevo Herram. Cuentas .@ El‘

Sten 7
Platform4 Player Y| 0434 [ok]

Metwiork Settings
Protocol: (@) UDP

TP

Connection TimeOut: |103 |sec.

Buffer Size: E sac. [(v]
Data Recept. TimeOut: sBC.

Yideo Settings

Dieblacking Fiter Dithering

Zoom and crop in Fullscresn

Open | settings 1| Settings 1 | about |

TeLarrarm . Player 3.0 for Pocket PC

Cpen Lirl
tep:f61.216,97 .69/ mediall. 3gp

Broadcast

| Listen to Broadcast...

Progressive Download

open [ settings 1] Settings 11 [ abaut|
=l
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Appendix B - PDA / Smart Phone Client

PDA / SP (Smart Phone) Client are only applied for devices with Windows Mobile 5.0 platform or above. See

the sections below to find how to install and execute PDA / SP Client.

Note:

1. The different between Smart Phone and PDA Client is navigation of operation, user can only control
client with phone buttons.

2. The resolution of PDA / SP Client is limited in 240*320 (QVGA).

1.1 Install PDA / Smart Phone Client

Step 1: Connect mobile device to the PC.

Step 2: Insert the installation CD and click on PDA Client Installation / Smart Phone Client Installation to install
application in device.
Note: If you do not have Microsoft® ActiveSync installed, a message will appear “Cannof find
ActiveSync. Please reinstall ActiveSync and then run this installation again.”
Step 3: Check the client application is installed completely in the mobile device.
successfully installed on your
device.

If you need more storage space,
you can remove installed
programs.

W Beting
Liag Arrount Seking
Liceree Harege
SaveyLowd Configprstion E

W Courting SppEcation
@ POS Eopcation

B Log vewer

B Bxam
otk S

dbout Mook

Glalela),

1.2 Execute PDA / Smart Phone Client

1.2.1 Main Console setting

Step 1: Go to Config and select Network Service
Network Service

Step 2: Select “Live Streaming”, and then click “Start”.
Note: The “Port” selected here will be the same with the one in PDA/Smart Phone.

L~ B Ea i ey e | By
/ @ el 5 [ 7] (I |
. . - e e T
Live Streaming &) m= T T
Wi
B
i%] ‘ o Start
e s /
L Bgrm L Sapa | i I
[r—
-.@-:-. P [P | i | Port
s — i-.- 1
E P L b el B i
mL L] P Il
P — el | Lesie= -'__l
b pram s
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1.2.2 Execute and Login

Step 1: Make sure your PDA/Smart Phone device is connected to network, and then go to Start - Programs -
PDA/Smart Phone Client to execute application.

& g e X

%I%’D

Down'om‘l Excel Mobile File Explorer

I;;J (ol &

Notes LiveViewer I T2
Yideos

M B L

Packet MSN PouetPnlnl Search

B 2 @

Tasks Terminal  Word Mobile [—
Servic... x

Step 2: Insert Address, Port, Name and Password of the server and click on to login.

1.3 PDA/Smart Phone Client Overview

There are 3 main pages of Client application: Monitor Preview, 1/O Control and System Info. Switch between
these buttons to adjust overall configuration.

Log out

Live View System Info

1/0 control

1.3.1 Live View
Camera List Live Video Displa

Camera List: Display Live Video Back to Camera List
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Displays all “snapshots” of channels connected to server as camera list. Click on indicated snapshot to get

the channel information, and then click on .L—’ro display live video.
Note: The Screen Division and Refresh option could help to quick find the channel.

Live Video Display:
Live View panel could display "live video”, confrol PTZ, and snapshoft. Click . to go back camera list.

PTZ Confrol: Click on PT Control Panel and Zoom Out/In to control physical PTZ camera or adjust digital
PTZ under digital PTZ mode.

Note: To switch between “Digital PTZ” and “Physical PTZ", simply click on & button.

Zoom Out/In PT Control

Snapshot: Click . to take the snapshot and save it to default folder.

Full Screen: Click . fo foggle to the “Full Screen Mode”, right click on screen to obtain the PT control
panel and disable full screen display.

Disable Full Screen

Enable Audio: Click - to enable the audio of current channel.

1.3.21/0 Control
Select “1/O Control” button to monitor status of DI/DO devices, and control DO devices.

MobileLiveViewer g

| |AxIS 214 (192,168.2.24)

S ——

DI/DO Status

1/0O Control
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1/0O Device list:
Select and monitor the device connected with Server.
DI/DO status:

Monitor the DI/DO status synchronized with Server, and then click Output button to trigger the DO action.
5 Gray icon indicates the normal status of DI/DO devices.
! Red icon indicates the alarm status of DI/DO devices.
E Green icon indicates the synchronization process.
1.3.3 System Info

Display the server and client information. Server information includes address, post, and version. Client
information includes login user, count of camera and I/O device with access authority and version.

-135-
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Appendix C - iPhone Browser

Live Streaming service can handle requests from iPhone's Safari browser. This section will guide you how to
use this feature with iPhone devices.

W Beting

Liag Arrount Seking

Liceree Harege

SaveyLowd Configprstion E

1.1 Configuration from Main Console server

Step 1: Go to "Config” and select “Network Service”

Network Service

Step 2: Select “Live Streaming”, and then click “Start”.

Note: The "Port” selected here will be the same as the web live view and web playback.
R = =

Live Sfreqming . E ...I-:_.. “;I e
| B 1| Fymwrmpar
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1.2 Connect to Main Console server
Step 1: Make sure the I-phone is connected to the internet. Open Safari browser and enter the IP address or
DDNS “name” of the server followed by the connecting port.
Example: http://192.168.1.16:8080/

Note: 192.168.1.16 is the IP address of the server.
8080 is the port specified in "Use Default Web Server” in Network
Service.
Step 2: Enter user name and password to login Main Console Server,
select camera to view live video.

1.3 Live Display

To view live video, select camera from list, use touch panel to zoom in
the video.

To switch video, please click |
camera to view the video.
1.4 PTZ Control

With cameras that support PTZ function, the PTZ panel will show as picture. mt . J v } - 1
User can confrol camera to pan, tile and zoom in/zoom out manually, or
move to pre-set location by select PTZ preset point from drop down list.

to back to list and select another
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Appendix D - Remote Deskiop Tool

How to install Remote Desktop Tool

Step 1: Insert the Installation CD.

Step 2: Go to Remote Desktop Viewer directly and Run Setup.exe file.

How to Start Remote Desktop Tool

Step 1: Start - All Programs - Remote Desktop Viewer - Remote Desktop Viewer.

Step 2: Enter address, Port, Password of server. Enable the option to use 8 bifs color level to show steadier

screen.
Step 3: Click OK to Start Remote Desktop.

=% Remote Desktop Viewer

X

Servar: I

[

Part: |514U Default |

Password: I

v Use 3 hits color level

Cancel
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Appendix E - iPhone App “iCamSecure”

Description

LevelOne "iCamSecure” is a totally free app for iPad, iPhone and iPod touch that enables
you to monitor remotely live video camera through LevelOne IP CamSecure Surveillance
Lite/Pro Mega Systems. Easily view multiple cameras via 3G or Wi-Fi. Snapshots, touch screen
= ~ P/T/Z control and I/O device management are also supported.

=
U |

0
J

Main Features:

1. 6 channels live view display at QCIF resolution
2. Single channel live view display at CIF resolution
3. Snapshots

4. Touch Screen P/T/Z Control

5. Supports Preset Point

6. Supports Digital Input/Output

Supported Systems:

Compatible with LevelOne IP CamSecure Lite/Pro Mega (4/8/16/25/36/64-CH) surveillonce
management systems.

Screenshots:
Airport Sites LevelOne

Transportation

xi—»,lb,ﬁ!* R

" SnapShot

Requirements:
Compatible with iPhone, iPod touch, and iPad. Requires iOS 3.0 or later

Download:
iCamSecure is available exclusively from Apple's App Store and is a free download.
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Appendix F - Device Pack

Device Pack is released to support new cameras. Always get the latest version of Device Pack to ensure your
IP CamSecure system support current implementing cameras.

You can find the Device Pack version oh the red area:

About Main Console

MainConsole Yersion 1.26.1 Professional l‘f ok

. Copyright (C 2004 -10

Digital Data Communications Asia Co. Ltd. All rights reserved.

hitbp: v levell . com

— Product Information

mModel Type: IF Cameras

Camera License Mumber: 64 (IF+)
I Device Pack Varsion: 1.4.2'

Notice

1.) the Device Pack only available on IP CamSecure Lite/Pro 1.26.x and later version

2.) Must install IP CamSecure software before install device pack

3.) if you wants to upgrade the Device Pack version, it needs to remove first, then install it.

Download:
Device Pack is available from LevelOne's Web site hitp://www.levell.com/
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