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System Requirement

119 ITS 1200600 600~480  480~240  240~120 1200
Intel Core | Intel Core Intel
CPU 2 Quad 2 Duo Pentium D In're(l;:'-; 28 Inte(l;:; 28
Q6600 E6400 930
RAM 2 GB 1 GB 1 GB 512 MB 512 MB
Mother- Intel 945, 965 chip or above, Intel Chipset and ASUS Vender
board recommended
Disola ATi Radeon 9200 , nVIDIA GeForce FX-5200 , Intel 945G /965G
play or above (ATirecommended)
Ethernet 100 baseT or above, Gigabit LAN recommended
Hard Disk 80 GB or above
os MS Windows 2000 / XP pro sp2 / 2003/ Vista

Parameter definition:
For IP network camera

M: parameter of resolution of camera. 1 Mega-pixel : M=10VGA or D1
resolution : M=5CIF resolution : M=1
N: FPS of Camera

For analog camera (FCS-8004 capture card) P = 60

S=M*N+P For example: 16 channel system a) 1 camera at 1 Mega-pixel
resolution with 10FPS b) 2 cameras at D1 resolution with 15FPS c) 5 cameras at
CIF resolution with 30FPS d) 8 cameras with 2pcs FCS-8004

a) M=10; N=10, S=10*10=100 b) M=5; N=15, S=5*15=75 c) M=1; N=30,
S=1*30=30 d) P=60 S of All Cam.=1*100+2*75+5*30+2*60=520 Therefore, the
Minimum Hardware Requirement is D level.
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INSTALLATION

Install IP camera(s)

Step 1: Set up the IP camera referring to the quick installation guide provided.
Step 2: Check the network between the IP camera and the system.

Step 3: Add the IP camera to the system. See details on later pages.

Install capture card(s)

Step1: Insert the card onto an empty PCI slot. Connect the Audio/Video Cable to
the connector in the same color.

Step 2: Turn on your PC and start Windows.

Step 3: Insert the included Software CD into CD-ROM.

Step 4: Run InstallDrv.exe from the CD-ROM driver/ directory to install the
Capture Card driver.

Step 5: After driver being installed, restart your PC.
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Server IP CamSecure Installation
Step 1: Insert the Installation CD.

Step 2: The setup page should be loaded automatically. If it does not, please
select your CD-ROM drive manually to open the setup page. Click “IP
CamSecure” to initiate the installation.

Step 3: Select the language for installation from the choices below.
P Camsecure - InsaliShield Wizard TeEEs

Chooze Setup Language

Select the language for the installation from the choices bedow.

Chineze [Simplified] -
Chinesze [Traditional] B

Geman

Greek

Italian

Japaneze

F.orean

Fortuguese [Erazilian]
Fortuguese [Standard) | i
Ruzsian
Slovak

Sranich

m

|nztalls Hield

| coaek [ Newy | [ Concel |

Note: if you want to install Farsi or Hebrew, please select English for language.
After installation is finished, run LangPackFAR.exe for Farsi or LangPackHEB.exe
for Hebrew from the language pack folder in CD-ROM directory to install.
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Step 4: Click Next to continuous.

—

IP CamSecure - InstaliShield Wizard =

Welcome to the InstallShield Wizard for IP
CamSecure

The InstallShigld® wWizard will install IF CamSecure on paur
computer. To continue, click Mest.

< Back [ Mext » !’ LCancel

Step 5: Check the option “I| accept the terms of the license agreement”.
Click Next to continuous.

1P CamSecure - InstaliShield Wizard

License Agreement

Fleaze read the following icensze agreement carefully,

End User License Agreement ("EULAT) -

Do not install or use the software until you have read and accepted all of the license
terms. Permizsion to use the software iz conditional upon your agreeing to the license
terms. Instaliation or use of the software by vou will be deemed o be acceptance of
the license terms. Acceptance will bind you to the license terms in a legally enforceable
contract with Digital Data Communications Asia Co. Lid.

* SOFTWARE LICENSE AND LIMITED VWARRANTY
This is an agreement between you, the end user, and Digital Diata Communications Asia
Co. Lid. ("DDCA"). By using this software, you agree to become bound by the terms of

e aalat +

@ | accept the terms of the license agreement

) | donot accept the terms of the license agreerment

< Back ][ Mest > i[ Cancel l
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Step 6: Please enter your name and the company name for which you

work. Click Next fo continuous. )
P Camecure - InstaliShield Wizard (=]

Cusgtomer Information

Fleaze enter vour information.

Please enter your narme and the name of the company for which pou wark.

zer Name:
Jéhn
Company Mame:

LevalOng

InztallShield

< Back I Mest > 1 Cancel

Step 7: Select “Complete Setup Type” or “Custom Setup Type" to install
=

the System.

Setup Type

Select the zetup lwpe to install

Fleaze zelect a setup upe.

@ Camplete

All program features will be installed. [Requires the most disk space.]

Select which program features you want inztalled. Recommended for
advanced users.

InztallShield

< Back. [ Mest i Cancel

ICOMPLETE SETUP TYPE
Install all program features into the default directory.
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- Check the option “Complete”, and then click “Next”. All
program features will be installed. [Require the most disk
space.]

ICUSTOM SETUP TYPE

Install the system to a preferred directory. Or select whichever

program feature(s) to install. This is recommended for advanced

users.

- Check the option “Custom”, and then click “Next".

- Select appointed folder where setup will install files to. Click
“Change” to modify the installation directory.

B Eamberurs - Instaihisdd Bheasd
Bozau Deenalizn Locatrs
Easct Tl e st ol il e

r |raril P Canets ads b
—.! L Frogen Fiss'Lsyelllnei PCarSacns Change

- Select the features setup will install. There are 4 features to
choose in the server setup process: MainConsole, Playback,
LiveView, Backup, and Verification tool. Click “Next" after

confirmation.
P Comberine - lrstshiell wWiesd ﬁ

Saleid Faplipts
St Han frabne swtup vl sl

Bt iy P, mnd ot b natiall, et beelerd Boe beatinss oa o (o0d el b0 il

A et

Pk T e reapny Dionarod ool of
4 Live'e'me the P CarSncina

o kg

< Y pw

E20AT VM of spacs eussd o Ha C dree
220N v o rpercw arvalabla onthe C dive
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Step 8: Click install to start the installation.

Firady 2 Inctall the Piogian !
Thes rzagd sy s b baten i LAY

[k il fa bagen he rmislatson:

¥ v veand Horevmiv or changa ang o por sl sten seftings cick Back: Clck Carcslinacal
e izl

WP Camecury - [rstakShekd Wicard =

- !

IP CawSeruim £ conkgang v rav ol ream nohallalon

[ ]
CiProman Pl Lssill e POsrSacre'd ack upoxs

e |

Step 9: Click Finish after installing the system completely.
' Camerire - e |

Incishf halil 'S'oaed Cowplsie

T vl hiei] 'l i D echuly nlalsd IF'
Careinzasn Chck Frah o mst e versed




IP CamSecure
Installation

Remote Desktop Tool

Remote Desktop Tool allow user remote to access Main Console System
and setup configuration.

Step 1:Insert the Installation CD. Run Setup.exe from the CD-ROM
directory/RemoteDesktopViewer to start the installation.

Step 2:In the InstallShield Wizard dialog box, click Next to continuous.
Hawmots [uzhicy Fuver - lech Bkl Weasl )

‘walcomn be the InclalS hekd 'Soaed fo
Hemate eskisp Wiewe

T | etk Wirasd rll sl larols [nckicg
Wierd DNAE CONEL. T contnast, ook Mesd

S =

Step 3: Check the option “I accept the terms of the license agreement”.
Click Next to continuous.

Litonan Agiotmen
Plaass i Ha [olowing boms agasrard casslulp A

[T ——— T}

D racd wariall o una T aoftAere Undl YU ores rest end sccepied sl ol e Eeran
larres . Pamirdan 40 urm e sobwars i concionsl Lpon paur sgaeing o e boarmos
Varraz Iretslinbon o uma of s srfwas by you vl be deersad 43 ba scospterce af
tha kesraniarra. Arcceplincs wilbind youln H bomss e s sy acuts
coniract witrconpary

" SO TR LICETEE AR LN TED WOMTRT

Thix i s agrearsent bl sovarn you, s and umer, snd conpy . By uzng i
anftamrs, 724 sgre Lo bacarss bound iy Tl of thas sgreersant

1 et e e of (e Jeemie grminmend 1]
= iz satscceyi fa mrrmsck fa b agmarant |

« Bnck Cixal

Step 4: Please enter your name and the company name for which you
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work. Click Next to contfinuous.

I. T =
Tt nmes Bl oyt
PFlaas arfu pour infoasstion

Pagieosnied pan e wred e nanes of e cougey B wheoh ps s

e M
[ e Lized

L Marsa
Twst Coanpuim

= Ench. Hawi = Cuscal

Step 5: Select “Complete Setup Type” or “*Custom Setup Type” to install

the System.
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[COMPLETE SETUP TYPE

Install all program features into the default directory.

- Check the option “Complete”, and then click “Next”. All
program features will be installed. [Require the most disk
space.]

ICUSTOM SETUP TYPE

Install the system to a preferred directory. Or select whichever
program feature(s) to install. This is recommended for advanced
users.

- Check the option “Custom”, and then click “Next".

- Select appointed folder where setup will install files to. Click
“Change” to modify the installation directory.
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- Select the features setup will install.
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Step 6: Click “Install” to start the installation.
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Step 7: Click “Finish” after installing the system completely.
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capture card Installation

Driver Install Tool help user to auto detect type of capture card and install
corresponding drivers.

Step 1:Insert the Installation CD. Run InstallDrv.exe from the
CD-ROM directly to start the installation.

Step 2:In the CaptureCardDriver Setup Wizard dialog box, click Next to

confinuous.
BIETEC b T i) Sty

Walcoma fo thae BTET80mvarSatup
Setup \Wizard

Thics iz wall guicke o thivigh thes instsllation of
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Step 3: Installing CaptureCardDriver.
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Installation

Step é: Click “Finish” after installing the system completely, and then
choose to reboot now or later.
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Installation

PDA Client Installation  (Professionals version only)
Step 1: Connect PDA device to the PC.

Step 2:Insert the installation CD, Run Setup.exe from the CD-ROM
directory/PDACIient to install PDA Client.
Note: If you do not have Microsoft® ActiveSync installed, a
message will appear “Can not find ActiveSync. Please reinstall
ActiveSync and than run this installation again.”

Step 3: Check the client application is installed completely in PDA device.

o oz 2:46 ok

PDA Client.CAB was successfully
installed on your device.

If you need more storage space, you
can remove installed programs,
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Installation

Smart Phone Client Installation (Professionals version only)
Step 1: Connect Smart Phone device to the PC.

Step 2:Insert the installation CD, Run Setup.exe from the CD-ROM
directory/SPClient to install PDA Client.
Note: If you do not have Microsoft® ActiveSync installed, a
message will appear “Can not find ActiveSync. Please reinstall
ActiveSync and than run this installation again.”

Step 3: Check the client application is installed completely in smart phone
device.

successfully installed on your
device.

If you need more storage space,
you can remove installed
programs.
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Quick Start

QuickStart

Execute Main Console

Execute Main Console and enter your own password into the edit box,
enter it again for double confirm and then click on OK. Enjoy the
Intelligent Surveillance Solution.
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Activate IP Camera License(s)

& setirg

& Une oot Setheg
I Licenm Manage
SaveiLoad Coniguration

Step 1: Open “License Manager” Tool in Config
menu.

B Craiing Spokcation
Bl FOS Applcshon

¥ B Log vewe
[

Step 2: Select “Activate” tab, check the PC in

“On line" network environment. etk Bervce
Step 3:Insert the SN, SN file or dongle to activate %
license. T R =]

et |'rrmm-r|

Step 4: After software license e T T
is activated
successfully, please Step?2
restart Main Console.
Note: Please refer page 165 . i
for advanced settings. S
Ik s |
**IP CamSecure Lite32 is free >tep 3 Ed sk o |
bundled with LevelOne IP camera B
and Capture Card.

** |P CamSecure professional version is

available upon purchase. While using IP CamSecure Pro Mega v1.20
or later, please input the serial number as a license key to register on
internet.
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Install IP camera(s)

Quick Start

Step 1: Setup the IP camera(s) by referring to the user manual provided by

the IP camera manufacturer.

Step 2: Make sure you can access this camera through IE browser.

Step 3: Add the IP camera(s) to the system by following steps.

Add IP cameraq(s)

Step 1: Go to Start > All Programs > LevelOne >

IP CamSecure > Main Console.

Step 2: Type in user name and password and
log in to the system.

Step 3:1n Main Console, go to Config > Setting

to obtain the Setting panel.
Step 4: Go to Camera tab.

Note: If your IP cameras support UPnP, follow
step 5. Otherwise, follow step 8.

Step 5: Click on “Search” to find out the IP
cameras at this local area network
(LAN).

Note: Search function only available when
the IP cameras support UPnP.

Step 6: Select one of the IP cameras that are
available; check this camera-and
enter the username and password.

Step 7: Click OK to add the camera.

Step 8: Click “Insert” to insert the IP cameras.

=
B lier Sccond Sebbng
B Licarss Maracsr
mawwilasd Configuraton Step 3
B Ceaiing dpohcation
i POS Appkcetion
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Quick Start

Step 9: Enter the IP address or domain name (check the “Use DNS”
option), Http Port, Username, and Password.

Step 10: Click "Auto Detect”

Step 11: Click OK to add the camera.

Step 12: Click OK to exit Setting panel.

Step9 —

Step 10

Step 11
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Quick Start

Set Schedule

Step 1: Go to Start > All Programs > LevelOne > [P CamSecure > Main Console.

Step 2: Type in user name and password and
log in the system.

3

Step 3: Click on “Schedule".

Step 4: The default schedule is “always record'
when a camera is newly inserted.

Step 5: Choose a camera and then click on Step 4 Step 5
“Configure” or just double click on the
schedule bar to modify the recording ——
mode.

Step é: Click OK to update the recording
schedule.

Step 7: Click OK again to go back to Main Console.
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Quick Start

Set Smart Guard

Step 1: Go to Start > All Programs > LevelOne
> [P CamSecure > Main Console.

Step 2: Type in user name and password and log
in the system.

Step 3: Click on “Guard”.

Step 4: Select a camera and then click on “Insert
Event.”

Step 5: Take General Motion for example, select
General Motion as the event type and
then click on OK.

Step 6:In Alarm Event Configuration panel, define
your own detection zone, sensitivity and

interval. After that, click on OK to save the
configuration.

Step 7: Click OK to go back to Main Console.

|E§
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Start Recording & Smart Guard

Step 1: Go to Start > All Programs
> LevelOne >|P CamSecure >

Main Console.

Step 2: Type in user name and password

and log in the system.

Step 3: Click on “Start”.

Step 4: Click on “Start Recoding
Schedule” and “Start Smart
Guard System” to enable the two

functions.

Quick Start

g meals)

Start Monitar All

Start Recording Schedule

Start Smart Guard Systerm
It

tart Counting Application

Lock System

©® m[e[A[A
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Quick Start

Playback

Step 1: Go to Start > All Programs > LevelOne > [P CamSecure > Main Console.

Step 2: Type in user name and password and log in the sxs’rem. -

s1ep 5 Clck on “Playoack'. :

[Pt

Step 4:In Playback, click on “Open Record”

Step 5: Select a specific day from the calendar
and click on “Show Records” to make sure the video is available,
left click on mouse and drag to select a video clip to replay, user
can also select multiple channels to replay at the same time.

Step 6: The recorded files are ready to view now.

| Pmmlim Bk P fae Wa i
A " s Dl T Sarmd
-#Lu00 ™ B

| ITEETEETEETS |
-V )

Step 5 Step 4

*There is only 1 channel displayed in Playback in IP
CamSecure Lite32 while there are up to 16 channels displayed
in IP CamSecure Pro/Pro Plus/Pro Mega simultaneously.



IP CamSecure

1. MainConsole

This is the main operation system - to activate, schedule
recording, setup smart guard and configure system setting.

Page-
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1. MainConsole

Exit <

Pk Scheiin  Gumrd  Con

o o o = OHEE | B — -
Minimize < (e lm[&lalx)

Screen Division

EXIT:
Shut down the Surveillance System or
log out current user.

MINIMIZE:

“ . . . . F fr ] i
Minimize the Main Console window. [ it i

it M i Covri ol i v

|Lapout admin

SCREEN DIVISION:

Allocate the sub-screen display by clicking on the desired layout icon.

To switch to single camera display, double click on a parficular sub-screen.
Double click on the screen again to regain previous screen division layout.

Divide into Divide into Divide into Divide into
1 screen(s) 4 screen(s) L1 6screen(s) 9 screen(s)
CR
]

Divide into
N screen(s)

| | Divide into -1 Divide into ‘ || Divide into
1 10screen(s) 1 13screen(s) 16 screen(s)

— || Divide into " ]| Divide into ’ :X: Switch to

Rotate all
screens

L 1| 13 screen(s) — 1| 17 screen(s) Full screen
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1. MainConsole

Start Monitor 2l

Start Recording Schedule
Start Srnart Guard System
Start Counting Application

Oz Event Repor
Open E-Map
Open Resource Report

Open 1/O Control Panel

Lock Systermn

Click on the Start icon and select from the drop down menu to activate/
deactivate: (a) Recording Schedule System, (b) Smart Guard System, or
(c) Counting Application. Or select Start/Stop Monitor All fo activate/
deactivate all the functions at once.

The Start menu also include the option to Enable Secondary Display, and
open monitor tools, such as open event report to monitor smart guard
event; open E-map window to monitor all devices with map indicator;
open Resource Report to check system status; open IO Conftrol panel to
monitor the DI/DO status and manual triggering the DO devices; or lock
the system here. See page 105 for more details about secondary display.

1. When activating any of the monitor functions of Smart Guard, system
would consider the current screen status as normal. Therefore, if you
want to, for example, detect Missing Object, be sure the object
needed to be protected is in ifs position at the moment you click Start
button.

2. To automatically activate the Recording Schedule System, Smart
Guard System and Counting Application as the MainConsole starts, go
to Config > Setting>General > Startup to setup the auto-startup
functions.
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1. MainConsole

3. As for Secondary Display, open event report, open E-map window,
open Resource Report and open IO controls panel, MainConsole will
keep the behaviors as the latest status when exiting the system.

7N DEEE || [ grmr———

*IERCILIEIVNEY)

Click on the icon to get Playback Console. You can watch recorded
video, search recorded video, adjust image of the stored data, save
video/ pictures, print images, check log information and event records,
and set up recording function configuration. See PlayBack on page 39 for
detail.

Organize recording time schedule and setup recorder configuration. See
Schedule on page 59 for detail.

Add/edit type(s) of events that you want to detect; setup action(s)
responding to events. See Guard on page 68 for detail.
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Select from the drop down menu to modify general setting, user account
settings, save/ load configuration settings, open License Manager, edit
counting application and POS application, access log viewer and
backup files, or setup network services. See Config on page 88 for detail.

User account and License manager could only be enabled for users
with administrator privilege.

Display date, time, free Disk space, IP Camera Bitrate customized text and
Further information like Temperature, Fan speed, System Resource and
Network Utilization.

To customize Information about window's setting, go to Config >
Setting > General > Status Display. Click “Advanced Setting” for further
information like Temperature, Fan speed, System Resource and Network
Utilization.

Control the movement of PTZ cameras. With cameras that support PTZ
conftrol, you can move, zoom, patrol, adjust the focus, and set preset
points of the cameras.
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1. MainConsole

1.3.1 Preset/ Go

Adjust the camera view until you are satisfied. Click on the Set icon and
set up the view as the preset point 01. Adjust the camera view again and
set up the preset point 02. Repeat the process until finish setting up all
preset points. You can enter any names you want instead of the preset
point 01, preset point 02, preset point 03..., click on the Go icon and view
the result of your setting.

Nofte: For the speed settings of PTZ camera, go to Config > Setting>PTZ
Config to setup the advanced settings.

1.3.2 Zoom
Click on the + and = signs to zoom in and zoom out the view.

1.3.3 Focus

You can select to have the camera focused near or far. To focus near
means objects that are closer will be clearer than the objects that are
further away. On conftrast, to focus far means objects that are further will
be clearer than the objects that are closer. Click on the Focus icon and
select auto focus if you want the system to decide the focus point for you.

a1 sep =]
] 34 POTI’O| I aroup 1 | Groopd | Smup s | Goap k| y
Go to Patrol > Set Patrol to obtain Sroup Hame [Groun 1
the Patrol Setup dialog. From the left Reigd: -1 vaee

window, select the cameras that
you would like to have in the patrol = :T-
group. Align the cameras in order in '
the right window and adjust the
time. Rename the group name if
you want. After completing the
setup, check the Active option, and
then click OK. -

i/ (e ) __|_x Camcel |

You can setup up to four groups of auto patrol. To start or stop, click on
the Paftrol icon in the Main Console, and select Start Patrol or Stop Patrol.
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1.4 On Screen Menu

3] Enable Move
Right click on the camera screen and get the (] Enable Tak

“On Screen Menu”, from which you can quickly
adjust the setting of camera.
4% Disconnect

1.4.1 Enable Move

With cameras that support PT function, click the
“Enable move” function to adjust the current
camera’s view by clicking on the display screen.
To cancel this function, right click on the screen
and select Disable Move.

Showe Camera L
Duplicate Carnera L4
Delete Camera

Enable Cigital PTZ

Fix Aspect Ratio

Snapshot
1.4.2 Enable Talk Marual Record

With cameras that support two-way audio, select
enable talk to utilize the function.

Toggle Fullscreen

1.4.3 Connect/ Disconnect
Right click on the display screen and select Connect/ Disconnect to
modify the connecting status of the camera.

1.4.4 Show Camera

Select the camera from the Show Camera Menu to display video on

selected screen.

Note:

1. The camera list of show camera menu shows as the one in the right
column of monitor display panel.

2. The change of displayed screen is only applied to the current display
divisions.

1.4.5 Duplicate Camera

Select the camera from the Duplicate Camera Menu to duplicate

camera video to selected screen.

Note:

1. The duplicated camera would add to the camera list of duplicate
camera menu shows as the one in the right column of monitor display
panel.

2. The change of display list will apply to all divisions and also the right
column of monitor display.
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1.4.6 Delete Camera

Click on Delete Camera to remove a camera from the display screen of

the display screen.

Nofte:

1. The camera list of delete camera menu shows as the one in the right
column of monitor display panel.

2. The settings will apply to all divisions and also the right column of
monitor display.

1.4.7 Enable Digital PTZ

To enable the PTZ functions of the cameraq, select the “Enable digital PTZ
option”. Use mouse wheel or click on the + and - signs to zoom in and
zoom out on the camera. The square flashing on the video grid indicate
the correspondent view of the camera.

Note: Enable Digital PTZ is the option function in IP+ software not in IP
software.

1.4.8 Fix Aspect Ratio
For some special camera resolution, user can enable Fix Aspect Ratio to
view original ratio video, or disable this option to stretch 3:4 to fit window.

1.4.9 Snapshot

Select the snapshot function to capture
a specific video image frame
immediately. You have the options to
copy the image to clipboard or to save CAMIT Caiz)
it. For further settings, select OSD option
and POS option to export the image
with date/time, camera number/name
and POS text. If the digital PTZ function
is enabled in display view, you can also . .
decide either Full size or Selected _ saeimage | copytociphoars | X Ciose |
region as your snapshot region.

1.4.10 Manual Record
Start recording video by selecting manual record.

1.4.11 Toggle Fullscreen
Select it to view a specific channel with fullscreen. Press “ESC” to go back
to original window.
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1.5 Live Display

Live display is flexible to change channels and screen divisions. Each
screen divisions have the same display list, but have the different
sequence.

Such like, when using Show/Duplicate/Delete Camera function to edit
camera list, the operator will apply to all different screen divisions.

Note: The camera list of all divisions is the same as the right column of
monitor display tab on Config/Setting window, it means two monitors
could have two different list.

Action Current | Other division
division
Show camera 1 1
(add cam 1) add to first free channel
Duplicate camera 12 1272
(duplicate cam 2) | L& add to first free channel
Delete camera 12 112
(delete cam 2%) L_J remove cam 2 and keep channel free

When using mouse to drag camera channel, the sequence change
would only apply to original division.

Original Action Current division | Other division
1] 2 Drag cam 1 to 2] 2 1123
cam 4 4
3|4 3|1
Not change
sequence

Right click on the camera screen and get the On Screen Menu, from
which you can quickly adjust the setting of camera.
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2. PlayBack

Watch the recorded video, view and/or search for unusual
events and recorded system information.

*There is only 1 channel displayed in Playback in IP
CamSecure Lite32 while there are up to 16 channels displayed
in IP CamSecure Pro/Pro Plus/Pro Mega simultaneously.

Page-
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2. Playback

Customize the speed on Setting panel.
Forward/reverse frame by frame.
_Minimize the Playback console.
Shut down the Playback console.

Indicate the status of the playing video; drag it to where you
want to review.

Play, pause and stop the video.

When playing video, click on the Cue In/ Cue Out icon at where you
want to set as the starting/ ending point of a saved video clip. The Cue In
and Cue Out time will be displayed on the Playback Information Window
once they are set.

Control the speed of the playing video. Click + to speed up and -
to speed down.

Zoom in and zoom out. Get a close up view of the recorded video;
move to the spot you want to view by dragging the screen.
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2. PlayBack

Display video date and time, current video status, cue in/ out points’ time,
and speed.

Adjust the sound level.

Allocate the sub-screen display by clicking on the desired layout icon. To
switch to single camera display, double click on a particular sub-screen.
Double click on the screen again to regain previous screen division layout.
To view in the fullscreen mode, right click on the screen to trigger Toggle
Fullscreen function.

Play the recorded video.

Click on Open Record button to access the Date-Time Panel and
withdraw the video record that you want to review.

Page-
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2. Playback

2.5.1 Date Time Panel

B Qg Tore Searc [halag | acal Mas e |

" e Dk T e P Whd e ool ity
,_:3'#' 10 Q0 i [ Efilil Pradis
= et T i A ) — fmanm — o i
4 yomd o 1 L] - 2
A End Tirma 0E 3] — O -
Es 7 4 Bldd
12 13 i 17 1
19 2) £1.22 2324 6 caoli Exerr| Tope =
27 I8 29 30 - ,Tl *-'|";‘.ﬂl:falﬂurl:r
| Forakgn o el
Hizirg Ohext
= - | —
O B ES Eird = Frcus Last
= Camera Bk 5
v Siere Ewant Lox = 1 i Lo -
|'1"_' u”lill o fii il ] ] = ik i i i) i | i -1 ] a-ﬂ
Hcomera 1 - — | =
EiComera 2 -1 —] |
Domeaz - 1
ECmmers 4 -1 — |
oS - = |
EiCemera == |
Dcomea - 1
e - | |
L LA L
= Recorr By
Ao on Malion [wF o | [ Conea |
— RECTI O EVETE,

2.5.2 Record Display Window fh' @ ,j: M @ @

The record display window shows the S
Local Machine

information of the available video clips. It :
. . . Fecent List ¥
may show in calendar or list control view. For
Belect Folder..

further details about how to modify the |- -

record display window view, see page 56. Remote PC 1 (192.165.1.100)
Remote PC 2 {192.168.1.101)

Femote PC 2 {192.168.1.102)

AP .
. »h Remote Server Site: Open Remote Remota BC 4 {192, 168.1.10%)

Playback Site Management dialog could |

select to access local machine or set up

remote playback server. Select Folder option could directly access
recorded data folder or use Recent List to access previous browser
recorded folders.

Note: To use Select Folder function need password of MainConsole.

. ﬁ Refresh: To refresh the record display window
. Log Viewer: To access the Log Viewer Tool

. &l POS Search: To access POS Search Tool
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2. PlayBack

. @ Previous Days: To show recorded of previous recording date

. @ Next Days: To show recorded of next recording date

2.5.3 Date Time Period
Select the start and end time points that indicate the time period you
would like to view.

2.5.4 Video Preview
Check the enable preview option to view the selected video.

2.5.5 Event Type
There are 6 event types; see Chapter 4 Guard for details. You may set up
different colors for different event types to help you select events.

2.5.6 Time Table

« Utilize the =¥ icon to select all channels; also utilize the = icon to

deselect all channels. Finally, utilize the scale bar W= = % o
modify the scale of the fime table.

* To pressure the button “Show Records” makes Time Table show the
period of recording data like below:

Pl LD LMD 1D Lfo L0 :
119 20 21 22 23 24 25 Color Ewvent Type =1
peb e 2? el General Motion
BN R Foreign Ohject
Missing Ohject
Show e Ficus Lost
Records = Camera Block |
—Cignal Lost _.‘LI'
H"‘:" e R A O RS
(Ecameras |
|Ecameraz
Blcameraz |
|l camera 4
[Blcameras
|Elcamera s
Blcamera 7
Blcameras
(B=r— P«

page-43
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2. Playback

* To pressure the button “Show Event Log” makes Time Table show the
time of event detection like below:

Color Event Type 5
General Motion i
Foreign Object 5
Missing Object |
 ——— L A ;
F——_ PR - 5 Show Event Log

\
N

2.5.7 To Withdraw the Record

Step 1: From the record display window at the top left of the Date Time
Panel, select the date you want to withdraw the record from. The
red/green/blue lines shown on the time table indicate available
recorded video records.

Note: The record display window can be shown in (a) calendar view or (b)
list control view. To modify the setting of the record display window, click
on the Setting button at the right of the Playback Console. See page 56
for more details.

Step 2: Use color bars to differentiate event types from each other. This will
help you select video clips.

Step 3: Highlight the video clip you want to review by left-clicking and
dragging the time period. You may also utilize the Start Time and
End Time in Date Time Period Section. In addition, modify the scale
of the time table with the + and - signs on the bottom left.
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2. PlayBack
Step 4: Check the Enable Preview option to get the i namet
preview of the video you select. i name?
. ) T names
Step 5: Click the camera name to increase or decrease e
cameras you want to playback. —
Hnames

Step 6: Click OK when completing the setting.

2.6 Search Mode

Click on the Search Mode icon to obtain the Intelligent Search Tool panel.
You can setup unusual events here to detect abnormality occurred
during the recoding period.

Intelligent Search Tool Panel: Click on the Search Mode icon and get
the Intelligent Search Tool panel. Set up unusual events here to
detect abnormality that occurred during the recording period.

5 events: There are 5 types of unusual events: General Motion, Foreign
Obiject, Missing Object, Lose Focus, and Camera Occlusion.

2.6.1 Unusual Event-General Motion

General Motion: Detect all movements in the
defined area.

[seneral mation =l

Define Detection Zone: Left click and drag fo draw lstw“w ::
a detection zone. You may define more than one ot

zone on the screen by repeating the process. [ Reaton befinon

& Define detection zone

) Define ohiject size
Sensitivity: Modify the sensitivity sefting by Al Clear
changing the slider control. Move toward right will Rectangle count 0
increase the sensitivity level, which means a ¥ Draw Region
relatively small movement will trigger the alarm; in 7 spvien found
contrast, move the slider control toward left will
reduce the sensitivity for movement detection.

Search St

Set up an appropriate sensitivity level reduces the frequency of false
alarm. For instance, you can lower the sensitivity fo avoid the alarm
being triggered by a swinging tree in the breeze.

page-45
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2. Playback

Interval: Move the slider control to the right to increase time interval
so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the time interval.

Stop When Found: Check the option to have the video stopped
when detecting motion in the detection zone. Uncheck the option to
have video kept rolling, and all detected events will show on the list in
search result box. Click on the listed event in the box to jump to the
point in the video where a motion is detected.

2.6.2 Unusual Event-Foreign Object

Foreign Object: Alarm is set off when any

—Alarm Event Type

additional object appears in the defined area Foreign Object =
on the screen. Sensitivy, —— f——
Interval: '—j—
Define detection zone: Before detecting ~Repion Definition
foreign object, it is required to define a ;E:”b::
detection area. In order to do so, left click and u e
drag on the screen. Alarm will be triggered Rectangle count 0

when any addifional object appears in the = ora Region
deTeCTIOI’l one. ¥ Stopwhen found

Search St

Define object size: Drag and draw on the
screen to define the size of a foreign object.

Sensitivity: Modify the sensitivity sefting by changing the slider control.
Move toward right will increase the sensitivity level, which means a
relatively small movement will trigger the alarm; in contrast, move the
slider control toward left will reduce the sensitivity for movement
detection.

Interval: Click and move the slider control to the right to increase time
interval so that the alarm will only be triggered when the object has
been removed from the area for longer. Move to the left to reduce
the fime interval.

Set up an appropriate Interval value will reduce the chance of false alarm.
For example, you can lower the Interval to avoid the alarm being
triggered by a pedestrian.
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2.6.3 Unusual Event-Missing Object S —
[missing opject =l
Missing Object: Alarm is set off when the selected Sensiivit, ~—— =
object is removed from the defined area on the el
screen. ~Resion Defniion
& Define detection zone
¢ Define ohiject size
Define detection zone: Before detecting missing i Clear
object, it is required to define a detection zone. Rertangla count 1
Left click and drag to draw a detection zone. & Draw Raglon
Alarm will be triggered when the defined object ¥ Stop when foung
is removed from the detection zone. seach | con |

Sensitivity: Modify the sensitivity setting by changing the slider control.
Move toward right will increase the sensitivity level and a relatively
small movement will tfrigger the alarm; in contrast, move the slider
control foward left will reduce the sensitivity for movement detection.

Interval: Click and move the slider control to the right to increase time
interval so that the alarm will only be triggered when the movement
lasts longer. Move to the left to reduce the fime interval.

*IP CamSecure Lite32 only has General Motion option in Search Mode.

2.6.4 Unusual Event- Focus Lost / Camera Occlusion

2.7 Enhancement

2.7.1 General Setting g Ppnply actve channek

Check the option and chose whether youwantto apply | ©

the setting fo all the channels or only to those currently iy

shown on the screen. Y

|| SharlijnW

2.7.2 Filter Setting N

*  Visibility: Check the option and adjust the gamma e
value of the image to enhance the image and Comans
make it cleaner.

Focus Lost: System will inform you when the camera(s) lose its focus.

Camera Occlusion: Alarms when any of the cameras is blocked.

Post Processing Tool

General Setting

page-4/
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*  Sharpen: Check the option to activate the function. Move the slider
conftrol to the right to sharpen the image, to the left to soften it.

*  Brightness: Check the option to activate the function. Move the slider
conftrol to the right to make the image brighter.

* Conftrast: Check the option to activate the function. Move the slider
conftrol to the right to increase confrast.

* Grey Scale: Check the option to show the record in grey scale mode
so the image displays in black and white.

2.8 Save Video

Step 1: Click on the display screen to choose the camera display that you
want to save as a video clip.

Step 2: Set up the cue in and cue out points; the cue in and cue out time
will show on the information window.

17:16:28

Cue ln Cue Out

Step 3: Click Save Video icon, choose the

; [rpa Wkeei ke B
folder where you want to save the file af, ERSES
enter the file name and click SAVE. ' (o]
Step 4: Set the Export Format as ASF or AVI f’m .
(ASF recommend) and set the Use Profile. A W 0 B R Lol g b (342
Step 5: Select to export (i.e. save) the record EeTme AT
video with Audio, OSD and PQOS, or export B

Equnt Q8D

video only.

Esquxt FOB Tranearkpn

Step 6: Click OK to save the video. ]
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2.9 Save Image

Step 1: Click on the display screen to choose the camera display from
which you want to save pictures.

Step 2: Click Save Image button when the image you want is shown on
the screen. You may click Pause to freeze the video, use Step Forward/
Step Backward function to find the picture(s) that you want to save.

Step 3: Select OSD option and POS
option to export the image with
date/time, camera number/name
and POS text. If the digital PTZ function CAMII Eamz
is enabled in display view, you can
also decide either Full size or Selected
region as your image region.

05D [ Fos Region:ISelectedregion vl

Step 4: You have the options to copy . . .
. Save lmage | Copyto Cliphoard |x Cloge |

the image to clipboard or to save it. To
save image just choose the folder and
the format of image (BMP or JPEG) you prefer and then click save.

Nofe: You may skip step 3 by pre-setting a folder and format that you
want to save the images (refer the section Automatically save the image
file at page 56.)

2.10 Print
Print the current image of the video you choose.

2 Print Setup
Page Setting: ~Page Seting
Set to print the image with original size or fit the !
page. Set Align image to Top, Center, or Bottom.
Print Content: _
Print the image from currently selected channel or | rrintcontent -

all the channels shown on the screen. @ Print active channel image

" Print all channels in the current view

¢ Fitto page

align Image; [ Tap -

2.11 Backup

I\/ Frint l [x Cancel]

Different from Save Video, the Backup function
saves everything from the Playback panel, including log information.

page-49
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You can start a full function Playback Console and load the backup files
into it on any PC with Windows operating system. This means you may
monitor the real time video and work on the backup files on separate
computers simultaneously.

Step 1: Press the "Open Record” to select data and press “Backup”.
Step 2: You can adjust the Start Time and End Time you want to backup.
Step 3: You can adjust the Cameras you want to backup.

Step 4:You can calculate the size of the backup data.

Step 5: Select the directory you want to save the backup data including
CDROM, DVD or HardDisk.

Step 6: Check the log you want to backup.

Step 7: Press the "Backup” to start backing up.

- Date Time eriod Sfep 2

StartTime: |2009 421 = [17:20:00 =
EndTime: 2008 421 = [17:2002 =
- Select Camerals)
118 |17-32 ] 33-48 ] 4984
Step 3 | xilxa|xs|xa[xs|xs|[x1|x8]
e A S e e e
Step 4 L Calculate Size Select Al | Dese\ectAH|
~Media
& Backup using CDROM Si’ep 5

 Backup using O¥D

" Backup on HardDisk

-

[ w R

Si‘ep 6 —, Optian

"~ W Backup Event Log

W Backup Systern Log

I~ Backup Counter Log

[ Backup POS Transaction

Step 7 / Backup | X Cancel |
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2.12 Log Viewer

*IP CamSecure Lite32 only has System Log option in Log Viewer.

2.12.1 Unusual Event
View the unusual event history that had been detected by the Smart
Guard System.

-

Everd Time Eserid Tyoe Camera | Desophon A \
SOOHORI0G 122521 Gererd Motion 2 Step 4
SO0HORIDD 122542 Gererd Motony
SOOHORIDS 122252 Gererd Motony
SO0HORIDS 1902550 Gorerd Moton

| Roe ewet =
raysus Evenl | Sywtem Lo fumlr\-u#mlramnierﬂngmﬂtalmmu!ﬂﬁ FOELog
| LagTves ai
/—tnmne- ] =]
Step] /tl:\ale - Esiint I
Si-epz /»Nkl"w |f+ mowoeme 1015 = 5 |[F 2000 s 2 Bearh ||

Step 3

SOATRINS 12 210 Gorers Moton
2OATRINS 12 21T Gorers Moton
2OATRINS 12218 Gorers Moton
2OATR IS 12 2520 Gorers Moton
2OATRINS 123 Gorers Moton
SOUATR NS 13007 Gorers Moton
SOATRINS 1% 31T Gerers Moton
SOATR IS 153021 Gorers Moton
SOUATR I 123027 Gorers Moton
SOUATR IS 193020 Gorers Moton
SOUATR D 193042 Gorersl Moton
2OATRINS 123112 Gorers Moton
2OATRINS 1% 3L 14 Gorers Moton
SOARIDS 123110 Gorersl Moton
SO0RI0G 173130 Gererd Mot
2O0ORI0G 153130 Gorers Moton

\RRRRRRRRERERERERRRRR

™

Stepl: Choose the type of events you wish to view or select “All"” from the
drop-down menu to view adll types of events. The types of Unusual Event
include General Motion, Foreign Object, Missing Object, Focus Lost,
Camera occlusion, Signal Lost, Disk Space Exhausted, System Health
Unusual and Digital Input Triggered.

Step 2: Choose the camera channel you wish to view or select “All” for all
the channels available.

Step 3: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 4: Click Search.

Note: When working with a video record,

1. Log Viewer will search for Unusual Event in the video record in Date &
Time mode, start from the beginning to the end of the record, which is
the default setting of the system.

2. 2. Alink (&2) will appear right next to each event time. By clicking on
the link, the video will jump to the point where the unusual event takes
place.

page-S1
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2.12.2 System Log

2. Playback

Select Log Type form the drop-down menu. There are total 31 types of log

types, including:

Main Console Startup
Main Console Shutdown
User Login

User Login Failed

Start Schedule

Stop Schedule

Execute Recycle
Enable Channel

9. Disable Channel

. Start Smart Guard

11. Stop Smart Guard

. Modify Smart Guard

. Modify Schedule

. Modify Configuration

. Start Live Streaming Server

PN AWM~

16.
17.
18.
19.
20.
21.
22.
23.
24.
25.
26.
27.
28.
29.
30.
31.

Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server
Modify Remote Playback Server
IP Camera Connection Lost
Auto Restart Windows

Modify POS Setting

POS Connection Lost

Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management
Stop Central Management
Modify Central Management

Step 1

mp.

Liniisdil Evern Saitemn Log 1|’.‘m|r|n|;| Amlt:mn| Coundng Appiaion Diagany | FOE L |

=
_/“ D —— i
r - ALlD

Step 2 BN S [ |
HNOR)TS k54 q7 Il Cowveks Staamg
SO0 0%k 2E ke Conmks Bruridown Si-ep 3
SOCFOSITrS 12 e 12 B Corrks Slatig
SO IS Le2xH Ly Lowgin TR
SOIRNISNTS 1510 Siaat Srhedhda
SO IS 122515 Gt Smart e
SOORORITIS 1509755 Iboady CondiguE aton
SOOI 12431 Mok fy Corfigurstion
SOOSOR S 105 de oy Coarfigiaanod
SOOSEIES 1303030 oy Confrpastion
NOOR)TTS 135135 e ] x'u'e:maucr. ;*

Stepl: Choose the type of event you want to check or select “All"” from
the drop-down menu for all types of events.

Step 2: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 3: Click Search.
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..........

| l.n:;'l'luw -'i.'iil
| ‘szt Evoeit| Zamtem Log - Cauming Apabeaton | Coaning Anplicalion Diagram POs Lag |
e i.-r ;| F
Oae |l Exp=i ke
CakEnme, |l : o Sanch
I Exerk Time Chanos| In O
' ||RcoTimis 00000 Caens 14 13
| SO 1 A 00 Comes 3 n 4
‘-ﬂ 'l".:r= wL-., Cameafa 3 0 [}
Cames 3 4 2
Cateida 3 =] &
Ly d 4 4
Camera 1] o
Camen 1 L] o

Select the channel you want to check or select “All” from the
drop-down menu for all channels.

Select search period. View the events that happened on a
particular date or during a given time period by selecting search period.
For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time"” and then enter the date and time.

Click Search.
Press the button “Export to”.

Type the file name and choose the file format (xIs or .txt).

Display the Counting Application data in diagram format.
I_ [ EGEE

s | Bovhy L | Gy daimaion ¢ wmien s o g | POS Log |
i

S oy =] | pem [ramn o e

ExporttoN].

Page-
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Stepl: Select the channel you want to check or select “All" from the
drop-down menu for all channels.

Step 2: From the drop-down menu, set up how you would like the
diagram to be displayed. You have the options of one day, one month, or
one year.

Step 3: Select a specific date to make it the start point of the diagram.
Step 4: Click Search.

Step 5: Press the button “Export to”.

Step 6: Type the file name and the file will save as BMP files.

2.12.5 POS Log

View the POS Log history that had been detected by the Smart Guard
System.

Liniisal ol Exeeil | Exelem LI ] Caurming Appirain | Cpunimg Mpaion Daganyg PO Log ]

Lag Twpa: [Conmacion Lot - P[4 =
361 1 i

Esgaria :I
Ukt Dol roa o v 1 Pl 1 -
Dl b e Do romet Evard Al ||_ I ] Saarch
L Darfireid Evelnd Flidio 3
Comera | \tser Dvrirendd Event Rule 4 i hinime | PO hame | Desaiobicn
U Dafmait Esard i & Step 5

Liser Delread Evnd Buie B
Wier Darfiratd Evand Flule 7
Liser Defdnad Evand Fuie B
Ui Cxriread Evard Aule 9 |
\dzer Drfiresd Evend Ruie 1%

i | g |

Stepl: Choose the type of events you wish to view or select “All” from the
drop-down menu to view all types of events. The types of Unusual Event
include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer the User
manual of POS for detail.

Step 2: Choose the camera channel you wish to view or select “All” for alll
the channels available.

Step 3: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.
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Step 4: Click Search.

Step 5: Press the button “Export to”.

Step 6: Type the file name and choose the file format (.xIs or .ixt).

2.12.6 Exp

ort

After search the log you want, just export it to .xIs or .txt file.

Linigdi s Evern Satemmn Log ]l’."ﬂmm Appiiatan | Gouning sppEaion Diegang | FOE Log |

Lag Topa' [ E
Dutdl [ 2momans = 5 e |

HINOR)TS k54 q7 i Coveks Stamg
SOEITS Ik 2 e Conenks Bhuigosm
SOCFOSITrS 12 e 12 B Corrks Slatig
SO I L2 4 Ly | gin ST
SOIRNISNTS 1510 Siaat Srhedhda
SOMNGITES 132515 Gtart Smart G
SOORORITIS 1509755 Iboady CondiguE aton
SOOI 12431 orkfy Configustion
SOOSOR S 105 de oy Coarfigiaanod
SOOSEIES 1303030 oy Confrpastion
NOOR)TTS 135135 Hn.'uil_u.'u'c:mm. ;l

Stepl: Press the button “Export to”.
Step2: Type the file name and choose the file format (.xIs or .txt).
DL B = — T 57 5 |R997/99/12 00:45:41, Hain Console Startup,
| E—— FEy—— Drcapten | | 20087/709/12 B80:45:44, Ust.ar Login, admin
|2 2007012 004541 Msin Console Sertup " 2887/09/12 81:11:18, Ma:_Ln GConsole Shutdown,
| 3 2007092004544 User Login o 2087/89/12 @1:27:04, Hain Console Startup,
| 4 |200709120011:10  Main Console Shudown 2887/89/12 81:27:085, User Login, admin
| 5 |20070GA201:2704  Main Console Starhup 20087/09/12 61:28:27, HMain Console Shutdown,
| 6 |20070912012705  User Login admin 2007/09/12 15:86:51, Hain Console Startup,
[ 2007091201 2827 [Main Consale Shurdown 2007/689/12 15:86:52, User Login, admin
%%ﬁﬁﬁi; m‘iﬁ"esm@ e 2007/09/12 15:07:04, Main Console Shutdown,
BN 07012 150701 e Conscle Shasdown 2887/089/12 15:88:28, Ma:.Ln Console Startup,
01 |20070612 150828 Main Console Startup 20087/09/12 15:08:40, Main Console Shutdown,
11&37.09!‘121503#10 Wain Console Shutdown. 20887/89/12 15:88:54, Hain Console Startup,
| 13 |20070612 150854 Main Console Startup 2007/09/12 15:09:81, Main Console Shutdown,
| 14 [200709%12150901  Main Console Shutdown 208087/089/12 15:14:11, Hain Console Startup,
| 15 |20070012 151411 Main Console Startup 2007/09/12 15:14:12, Main Console Shutdown,
[EIER2007A5/12 1514:1 isin Consle Shuidowr, 2007/89/12 15:14:31, Hain Console Startup,
L7 0L 151451 Mo Gl St 20807/09/12 15:15:208, Main Console Shutdouwn,
18 20070012 151520 Main Conscle Shuvdown. .
|19 [ 20070912 194815 Min Conscle Strp 20087/789/12 19:44:15, Ma:.Ln Console Startup,
|90 20070012 1044:58 Main Console Shutdown 20807/09/12 19:44:58, HMain Console Shutdown,
|21 20070012 225157 Main Console Starhn 2p87/89/12 22:51:57, Hain Console Startup,
memzzﬁlsg Main Console Shutdown 2007/09/12 22:51:59, Main Console Shutdown,
| 93 |20070612 225214 Main Console Startup 208087/089/12 22:52:14, Main Console Startup,
| 24 | 20070612 22:5218  User Login admin 2007/09/12 22:52:18, User Login, admin
[ReR 20074512 22:500  Misin Consale Shuidowr, 20807/89/12 22:52:24, Hain Console Shutdown,
o Sscks Sty 2007/89/12 22:53:19, Main Console Startup,
Xls xt
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2.13 Setting

General |OSD | POS |

2.13.1 Record Display ~Record Display

@& Calendar View € List Control

Calendar View: Make the record —Plliv
i i . Play wh
display windows as calendar view. SwhEn epen

¥ Auto skip when record motion only mode
Mext interval: mir

LiSf ContrOI: MOke The reCOFd dISp|Oy FPrevious interval: |1
windows as list control.

.

min

— Capture Image
= Save in clipboard

G-#LE00 6-2LUQ0 e

= Automatically save the image file

«  tAzie » = 3% Record Date] -,
- [ 200807119 2 L
29 30 1 2 3 4 B8 20090717 ‘ Erefetredl|hane fatmnat: Ibmp vl
587891011 [ 200007416 =
2121314151617 13 8 2009/07/15 [ ~Miscellaneous
: gg gé gs gg gi 25: : 2009;37;14 { ¥ Synchronize video frames
= 3 2009407713

w23 456 78

B 2o09/07/12 o]

W 0K | X Cancel|

2.13.2 Play

*  Play when open: Check the option and set the system to start
playing the video clip every time when a record is withdrew.

* Auto skip when record motion only mode: Check the option to set up
the system to automatically skip to the points where there were
motions recorded.

* Nextinterval: Set the interval with which the video goes forward when
you click on the Next icon on the control panel.

*  Previous interval: Set the interval with which the video goes backward
when you click on the Previous icon on the control panel.

2.13.3 Capture Image: Setup how you want to save image.

* Save in clipboard: The image will be saved in the clipboard and can
be pasted on other application software.

*  Manually save the image file: You can manually select where you
want to save the image, name the saved file, and choose the format
you want to save the image.
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* Avtomaltically save the image file: By pre-setting a path/URL and the
image format, the system will automatically save the image
accordingly when you click the Save button in the control panel.

2.13.4 Miscellaneous

*  Synchronize video frames: Select it to avoid the tearing
problem occurring in video display while increasing the CPU
loading.

2.13.5 OSD Setting

Enable Camera OSD to display video information on recording video,
information includes camera name, camera number, date and time.
User also can set up OSD font; include the font, size, font color and any
font effects desired.

2.13.6 POS Overlay Setting

Enable POS overlay to adjust Font, Size, Color, Bold, Edge in Foreground
section, color and Transparency in Background section, and then adjust
display settings in Display on Video Preview.

General 02D |pos | General| 08D FOS |
[w Enable camera 05D W Enable POS ovetlay
~ Foregraund —Foreground
Font [T Tahoma =l Font [T Tahoma =
Size IQ 'l Size 10 hd
calar: II:| vI Color: II:| v
¥ Bold ¥ Edge ¥ Bold ¥ Edge
— Background —Background
Calor, I- vI color: | ~
Transparency. —— | 40 Transparency. —— | 40
- Info —Display on ¥ideo Preview
o M
¥ Carnera Name @ Always
¥ Camera Murnber £ Lastfor |10 secohds
¥ Date I2009J’D4J’21 'l
v Time I-Fq:ga;45 55 vl Default Ay
Default | Ay |

v OK | X Cancel| v 0K | X Cancel|
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2.14 Remote Server

2.14.1 Add Remote Playback Site

Press the “Remote Sever @ v e e |

can go to remote playback DI
site management to add and e Chi I
setup the remote playback stesie]
site.  EI—
Uemrtbmme |
Step 1: Enter the IP address or “::: '_’
DNS, Port, Username, = -
and Password. _ i
H “ " i I el I iy I
Step 2: Click “"Add” to add the
server. o oMl | x u'in:ql

Step 3: Click OK to exit the Setting panel.

2.14.2 Access Remote Playback Site

Go to Date Time Panel and click on the @.E icon on the top of the
display window to access the Remote Playback Site

¢ #2QE00

Fecent Lizt L
Belect Folder..

Eemote PC 1 {192.165.1.100)
Eemote PC 2 (192.168.1.101)
Remote PC 3 {192.168.1.102)
Remota PC 4 {192.163.1.103)
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3. Schedule

e Echedale Cncdipnsne

3]
iy Losd iy Top o | [ 1 o " eV OO oo M e T IR ]
[= H et M Camera

B . Caevearad B Coamersz
B 0 Caavearad 1] Cameras
5 03 Carrearad 1 Camerad

B 0d Carvserasd

Blaect M Dekeie pof Configee:

|2tart T End e fecord - PP Quelry  Reeckition
| csea 1=d5 By

F o] [X oo

Click on the Schedule icon on the Main Console and set up

the fime duration for video recording on the schedule
configuration panel.
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3.1 Day Mode
Schedule the cameras to furn the recorder on and off at the same time
every day according to your setting.

Load u_-.-.: By I_:- l:d | i +'q '8 s 4R W m W . 8
/E i e
Camera /
Channel

Day Mode

.........

To setup the time schedule for each camera, you may
1. Load the preset modes or

2. Insert a new schedule manually or

3. Copy to other cameras after manually setup.

3.1.1 Load Preset Modes
The system provides six modes to quickly setup recording schedule. Simply
click on the “B Load” for the drop-down menu to setup.

Refer below tables for the definitions of each mode in each series.
IP+ series (IP camera)

Mode Format Time Record FPS Quality | Resolution
Regular mPJEP é(i 0:00-24:00 Always mgi Max Max
Office mPJEP éa 8:00-20:00 Always mgi Max Max
Shop mPJEP éa 10:00-22:00 Always mgi Max Max
Highly Secure mPJEP CE;G4 0:00-24:00 | Always mgi Max Max
Disk Saving mPJEP é(i 0:00-24:00 Motion i—fré?ne Max Max
Minor mPJEP é(i 0:00-24:00 Motion i—frc?me Max Max

*The "Max” means as the same settings as “camera seftings” in the
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config/setting/camera/cameraParameter panel.
FCS-8005 / FCS-8006 series (Analog camera)

Mode Format Time Record FPS Quality | Resolution
Regular MPEG-4 0:00-24:00 Always 30 Normal CIF
Office MPEG-4 8:00-20:00 Always 30 Normal CIF
Shop MPEG-4 10:00-22:00 Always 30 Normall CIF
Highly Secure | MPEG-4 0:00-24:00 Always 30 Highest Max
Disk Saving MPEG-4 0:00-24:00 Motion 30 Normal CIF
Minor MPEG-4 0:00-24:00 Motion 15 Low CIF
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3.1.2 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want add to the time table. The
scheduled fime will show as a grey bar.

Step 1
mlm-':'jltnwn I‘L'jh'll-ﬂlll Il|J|15|.'\lulllil?Hl}l}lirﬁ-ﬁNJlJiJ?H’]
- B Dottt ] Sameral
B O Carrmara il Cmera 2
B 00 Canmral T Camiras
B 00 Caveerad 11 Camarsd
B Od Caivaarad
B e}
et fiva EndTive | Recoll - FPS Colry | Reetkition
l,_-nnuauell ik W
[ o | [ coneni |
/ \ /
Step 2 Step 3 Step 4

Step 2: Click the Insert icon and add a new schedule in the Regular
Mode, i.e. to record video during the time period you set with 30 FPS,
Normal video quality, and Normal resolution.

Step 3: Change the setting if wished by clicking on the Configure icon
(See 3.7 Encoding Option Panel) or double click the schedule
information.
Step 4: Click OK.

3.1.3 Copy Schedule

You may set up the schedule for each channel/camera by repeating the
process above, or simply apply the setting of a single camera to all the
others by click the Copy to icon on the top of the display window.
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3.2 Week Mode

Schedule the cameras for each day of the week differently. In addition,
you may assign extra holidays under the Week Mode.

Custom
Holiday \
Default
N
Week Mode — ] [T
3.2.1 Default

Follow the same process to setup the schedule for every day in a week.

3.2.2 Holiday
You may assign holidays where the system will work according to the
setting of Sunday.

3.2.3 Custom
You can assign a particular date (s) on which the system will work
according to a special schedule(s) different from the others.
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3.3 Adjust the Scheduled Setting:

You can manually change the setting at any time after you insert or load
a period of schedule.

Opfion 1: Move the cursor to the Time Bar and change the length or
move the bar sideway to change the start and end points.

Option 2: Click on the Configure icon or double click on schedule
information on the screen (highlighted in blue) to obtain the Encoding
Option panel (next page) and change the setting as wished.

Time Bar ——]

Lodd i Copvi i A T T T
- Bl Cutar ] Earedes
B O v
& 0 Camerad T Timsdie
v B 08 Carerad 1] Wednesday
C f‘ = B O Camarad ol Trasicaes
onrigure i iy Al Py
g B— B horday ] Sahiay
i [ =
i Thurads,
sﬁﬂar T dnl.xn.h_qne.m 4 Cordignr: —
Bl Ganrdiy |'S:h'|Tmn End Tita  Rocoed - FBS uoly 1 Rcokition
- 1500 Bl
Schedule
Information
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3.4 Encoding Option

Original Video Encoded Video

Coigira I Adan

Tine - Wt WD Ercona)
Blan T | oo = Ao Fanond ™ Keep oW ot
Erd Thig |7.':-5:- = ™ Becont o Eveni ; | I Bdpist RIFEGvigan Fame rake
e o Motian | e

Premcond: |5 mex, et : —— I Koap ko feme ok

Tupidne farWPEGE, H 304, MFES)
PosHmuond: |3 e, (W ] o,

RS & Custmmsdanadng  Seup |
I | | i | Dot |:

\-...IIi [ | xcmtil

Video Encoder

\

3.4.1 Pre-record/ Post-record Time
The pre-record/ post-record function saves the

Time Option Record Mode

recording data accordingly. For instance, to set up a ﬁ:,
5 second pre-record time means the system will start [P a————"
saving the recording data 5 seconds before the [ R S
event happens. B
Note: The maximum of pre-record/post record period | - o Samimme”
is 60 seconds. _E’E.\"HHEW
3.4.2 Record Mode Dveal gt

.ﬂ\ﬂhan Gate hpatd

g Paci I

Always Record: G2 e
Select this option to record the video continuously. -
Record on Event: e —

Select this option to obtain the Select Event panel
. *Smart Guard is only in IP CamSecure Pro/Pro Plus/Pro Mega.
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From the Smart Guard list, check the box of the camera events or digital
inputs to trigger the recording action. Click OK to complete the setting.
A prerequisite to trigger the recording schedule of camera/DI/POS
eventis fo enable Smart Guard function in MainConsole start panel first.

Record on Motion:

Select this option to start recording when motions are detected. Please

adjust sensitivity, the frame interval and setup detection zone to detect

Motion. To setup single detection zone, left-click and drag the mouse to

draw a rectangle. To setup more than one detection zones, simply repeat

the same process. Or just click “All”" to select the entire detection zone.
The rectangle number cannot exceed 10.

3.4.3 Encoded Options
This option is to setup quality of recording video. Original Video window is

the original stream form camera, and Encoded Video window is preview
of the recording video correspond with the encode seftings of below.

For IP camerd
The Encode Video function will drop frame or re-encoded original
stfreaming form IP cameras. To save Hard Disk usage, adjust FPS with
original video format or re-encode to small size by adjust FPS, resolution
and Quality/Bitrate.

Keep Original Video format: —

Select this option to drop down frame rate only £ Keep original videa formt
bUT nOT TO re—encode V|deo S-I-recm -I-O save HOrd l_AdjustM.JPEG\rld:onramerate
Disk usage. - EEEENRY
. . Keep keyframe anly
- Adjust MJPEG video frame rate: Leftward (for MPEG4, H.264, MxPEC)
indicator slider to reduce frame rate. @ Customized encoding __ Setup
The maximum FPS will be —

correspond with original video stream set
up on camera configuration.
-  Keep key-frame only: System will only

record key frames of video streaming. Videa fermat

The key frame interval is Framerale: =) 3
controlled by each camera Resolution: T}~ CF
manufacturer and can’t be adjusted ® Qualty T} MNomal
with system. CBitrate: . 200kaps

Customized encoding:
The video stream would be decoded then v ok | _x oo |
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re-encoded by configuration. Click Setup button to adjust Encoder

parameter.

. There is only one adjustable option of Quality and Bit rate at

one time.

2. Customized encoding function will lead into high CPU usage,
please make sure the PC specification is enough (recommend

Core 2 Quad)

For Analog camera |

The Encode Video function could setup Frame Rate,
Quality, and resolution which want to record and
provide an approximated recorded period.

The capture devices “FCS-8005 / FCS-8006
series” required.

—Wideo Encader

FrameRate ) Full(20.0)

Quality '_J— Mormal
Resolution  f——— 320x240
Default

Approximate: 1 GB (B hr 12 min)
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4. Guard
4. Guard
*Guard is only in IP CamSecure Pro/Pro Plus/Pro Mega.
[T PR o Caafwmmtor e
T Y EEswain
= P AL Vot Tk Lty we Action Cphio: l;‘ rancei |

B Coraral Mation
= R DD I e Tiak- I iewd
@’ coraral Motion
= CAICA WINOTEC-IE7T 151
B8 Coraral Mot
0 Sknal Lost
= o bie 1
U Cornection Lost
- 2] Digital Inpat
[ S TER-ZTISE Fpk
= [ S
[ Otk Specs Edanshad
A Sxstam Haath U sual

Wi e Prora e

Click on the Guard button on the Main Console to start the Event and
Action Configuration panel. You need to specify an event to be detected
as well as to set up an action with which the system will take when the
specified event is detected.

Note:
T T &
Event Report: Click on Start > RTINSO, ot | e
Open Event Report to obtain Bz i wengobkd 13
the Smart Guard Event Report
than cancel the event(s).
L o e o

page-68
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4.1 Event Earri . o

| oW |
o | | At Bodons | & canca |
B aner ’ = |
G CANIT Dibventy
a st
G N &
J -]
X

Insert Event

There are 4 sources of events: Camera (video image), POS, Digital Input
(device connected to your PC) and System (condition of your hardware).
You can assign multiple events by following the instructions below.

4.1.1 Camera Event - Assign a Camera Event

Step 1: Select a channel from the camera list and click the Insert Event
i Qo
icon. .,

[ Snlect Event E_/Sfep 2
st Tipea Desoiptions. =
Aiigral Lt DT ek cigiial CoNTmeTINEY
& Ganeal Wobon Destechion of amp mowement
J.|_-=-a-n-;r- Carct Dot Iormegn ofvieect i cabred awal:
B Mismng Dbiert Mg teing moved of defred ohiect S‘I'ep 3
i coa Foos Carrera ook bk cincior
e i Carmera bbb or damaged
[% )
-|...|"' I‘.lk:I [ % cancal |

Step 2: There are six types of events: Signal Lost, General Motion, Foreign
Object, Missing Object, Lose Focus, and Camera Occlusion. Select the
event you want on the Event Type list, and then click OK.

Step 3: Configure the setting of the Event Type. See the following instruc-
tions.

4.1.2 Camera Event — Basic Setting of camera event
-Basic setting of vide Signal Lost, General Motion, Foreign Object,
Missing Object, Focus Lost, and Camera Occlusion events.
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Enable Event: Check the box to activate the event.

Life Cycle:
Automatically cancel event when event disappears: the
alarm/action will be cancelled once the abnormality is fixed or ends.
Manually cancel event or event continues triggered: The

alarm/action will continue until being
canceled from the Main Console. The
user currently not at the seat watching

Klaam Evend Candipmmaimn hﬁ;:

=

the screen will be notified by the alarm.

Note: To cancel the event: Click
Start>Open Event Report>Cancel All
Events

Cancel event after fimeout xx seconds:

Enable checkbox and setup the
timeout seconds to cancel the event
after the time that you set whatever
the events disappear or not.

4.1.3 Camera Event - Signal Lost

- Detect the loss of video signal from

camera.

4.1.4 Camera Event - General Motion
- Detect any movement in the defined detection zone.

| Wb Bl Condi s

Basic Afenced |
Al e Cyalon

Sensitivity =
\ S e bl
Interval ———_

Region Definition Fagion

# Dpfre gelackon zone

| o || e |

Start Simulation——+—

o' Ercable Bt
LEer Chela

T LT R £ € o AT T BT e g i
Pl L | il s ] W e e

Canped weark ater | LT )

Arreaiad P enod
ol R T

Arferkd oy in e Rlowng g

|1..-"' [ |_,h: cancsl |

Witkio Preveae

Alarm Event Option:
Sensifivity: Click and move the slider conftrol to the right to increase

[ o ] [ X, cancsi |
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sensitivity so that a relatively small movement will frigger the alarm.

Move the bar to the left to reduce the sensitivity of movement

detection. Set up an appropriate Sensitivity value will reduce the

chance of false alarm. For example, you can lower the Sensitivity to

avoid the alarm being triggered by a swinging tree in the breeze.
Click and move the slider conftrol to the right to increase

interval time so that the alarm will only be triggered when the

movement lasts longer. Move to the left to reduce the interval time.

. To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to
select the entire detection zone.

Click the Start Simulation button and test the function on
the preview screen.

-Alarm will be set off when an object appears in the defined area on

the screen.
s Rl oA B
Basic “'—"lllﬂ'-'\"ll
i el CoEon A0 Previaw
ity —_— ——
Intenval —_
Ragm Oefmiian
v Dl dakicion 100 e
Do o0l Eid
! Slar Smmudatian
[» ow || X canem ]
. Click and move the slider control to the right to increase

sensitivity so that a relatively small movement will trigger the alarm.
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Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging tree in the breeze.
* Inferval: Click and move the slider control to the right to increase
interval time so that the alarm will only be triggered when the
movement lasts longer. Move to the left to reduce the interval time.

Region Definition:

*«  Define detection zone: To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to
select the entire detection zone.

* Define Object size: After defining the detection zone, select Define
object size and then left-click and drag the mouse to indicate the size
of the object you want to detect.

Hint: For instance, if you want to prevent somebody from leaving a
briefcase in a hallway, you may put a briefcase in the hallway where the
camera is aiming. On the screen of the camera, draw an area that fits the
size of the briefcase and define it as the object size, and then remove the
briefcase before activating the Smart Guard function on the Main
Console. The system will consider everything in the screen normal when
you click Start to activate the monitor function.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.6 Camera Event - Missing Object
-Alarm will be set off when an object disappears in the defined
area on the screen.
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Alerm Evenf Cowligamisn B
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. Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will frigger the alarm.
Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging tree in the breeze.

. Click and move the slider control to the right to increase
interval time so that the alarm will only be triggered when the
movement lasts longer. Move to the left to reduce the interval time.

. To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to
select the entire detection zone.

For instance, if you want to prevent somebody from removing the
computer monitor on the desk, draw an area that fits the size of the
monitor on the screen.
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Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.7 Camera Event - Lose Focus

- This function alarms you when any of the cameras is losing focus
and has blurimage.

! Eli-:.u. -.'-d:u;'mu |
M Exe Codon e Previny
Sensitivity ~— =

T~ ey —— —
Interval ——| : .

T Inkeod ——

Ignore nghhng—’———'h‘f Ioneva Ligring Chanpa

Start Simulation —— . Geismsnn

[ oo || & carem |

Alarm Event Option:

*  Sensitivity: Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm.
Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging free in the breeze.
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* Interval: Click and move the slider control to the right to increase
interval time so that the alarm will only be triggered when the
movement lasts longer. Move to the left to reduce the interval time.

* lgnore Lighting: Check the box to avoid alarm being set off by light
changing.

Region Definition:

*«  Define detection zone: To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to
select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.8 Camera Event - Camera Occlusion
-This function alarms you when any of the cameras is blocked.
| bilasm Eeral Cocfipamsns ﬁ

Bagi Mwiread |

M Eve] Calon WD Previny

Interval —— "¢

Ignore Lighting—— 7 "etuituathin

Start Simulation ——T___ B smusnn

lv o= || X o |

Alarm Event Option:

*  Sensitivity: Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm.
Move the bar to the left to reduce the sensitivity of movement
detection. Set up an appropriate Sensitivity value will reduce the
chance of false alarm. For example, you can lower the Sensitivity to
avoid the alarm being triggered by a swinging tree in the breeze.

* Inferval: Click and move the slider control to the right to increase
interval time so that the alarm will only be triggered when the



IP CamSecure

4. Guard
movement lasts longer. Move to the left to reduce the interval time.
lgnore Lighting: Check the box to avoid alarm being set off by light
changing.

Region Definition:

Define detection zone: To detect General Motion, you have to define
a detection zone. Left-click and drag the mouse to draw a detection
zone. You may define more than one zone on the screen by
repeating the same process. User can also click on “All” button to
select the entire detection zone.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.9 POS Event - Assign a POS Event

Step 1: Select a @POS device from the list and click L toinsert event.

Hint: You should insert the POS device in Config>POS Application first,
then you could set the alarm base on it.

Step 2: There are five types of events: B

Transaction Start, Transaction End, Fecrrt i Eicngtan:
Open Cash Register, Connection Lost = rseston e £ et el

and User Defined. Select the event " etlircl i gl rollsbeind i
H ik Dafined 1 Lk cared @asnt ke 1
you want on the Event Type list, and s ool D
then click OK. § Lkar Dafred 3 car catnad eant ik 3
¥ Loy Cimfined 4 Lser clrfirmd meent ke 4

et Trargaction Slart & trantactaon sLarts

& Transaction Start - Detect any

transaction beginning. v ok | X camal |
& Transaction End - Detect any
transaction ending.

3. Open Cash Drawer - Detect any cash drawer opening.

48 Connection Lost - Detect the connection abnormal event between
POS box and Main Console system.

L. User Defined - Detect any condition which is defined by user. Click
the User Defined number to customize the alarm rule.
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A larm Event Conf;

Basic Advanced |

POS Event Rule - User Defined 1

Event Mame: IUserDeﬂned1

—Alert Condition
& Text

Keyword |

™ Match case [ Match whole word

= Murneric value

Prefix text: I

Condition: |< j Value:l

Postfix text: I

" External rule

| =

v OK | X Cancel |

Step 3: Configure the setting of the Event Type. Please refer the User
manual of POS for detail.

4.1.10 Digital Input Event - Digital Input Event

4i Evral acé Acmun Caalgestion

Everl Arion I -
C ak
1-9
[= G Caol Camera Action Dptions [ % camei
B Cararal Wation mnan
G CAMOR Camera 2
0 T Camara 3
B TN Cadteara 4 Balect el [npal Wudnls
Step 1 ]
] a1 g0 190 Phodie: gk Pin [ o |
o Srpaiem i E

;';:;/ 1 (i
» 2 nput 2 | X conee |
cad1 3 (lpat ) e
il 4 (Input 41
i 5 (Tt 5)
] ] B It
ardi
Step 2

7 (It T)

Step 1: Click and highlight Digital Input on the event type list, and then
click the & Insert Event icon.

Step 2: Select the device that is connected to your system, that is, the PC
you are working with.
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4.1.11 System Event - Assign a System Event
R bl E
-~ Ewnt BN
[ ] Rl WY
""":':a";:‘__':ly“z:;‘m et | Gmtorn. I o cance

Step 1 <
B, Genersl el Event Type | Description [
F CANTH e Disk Space Exhausted Disk space is exhausted
c -2l Motion Systern Health Unusual High CPU termperature or low fa...
i Resource Depleted CPU ar mernary is depleted

\:: g:mm" MNetwiork Congestion Metwork bandwidth is overloading

Step 2

v 0K | X Cancel|

Step 1: Click and highlight System on the event type list, and click the
J Insert Event icon.

Step 2: There are Four events. Select the event you want to detect.

4.1.12 System Event — Basic Setting
-Basic Setting of Disk Space Exh austed, System Health Unusual,
Resource Depleted, and Network Congestion events.

Enable Event: Check the box to activate the event.

Life Cycle:

* Automatically cancel event when event disappears: the
alarm/action will be cancelled once the abnormality is fixed or ends.

*  Manually cancel event or event continues triggered: The
alarm/action will continue until being canceled from the Main
Console. The user currently not at the seat watching the screen will be
notified by the alarm.
Notfe: To cancel the event: Click Start>Open Event Report>Cancel All
Events

«  Cancel event affer fimeout xx seconds: Enable checkbox and setup
the timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.
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Activated Period:

*  Always activated: Select the option to enable event when Main
Console is running (Make sure the smart guard system is enabled in
start panel).

* Acftivated only in the following period: You can set up the system to
react during a certain time period; for example, office hours.

4.1.13 System Event - Disk Space Exhausted
-This function alarms you when disk space is exhausted.

4.1.14 System Event - System Health Unusual
-This function alarms you when high

CPU temperature or low fan Basic Advanced
Speed' _Cur:::JS';:::Zerature oc
Motherboard Temperature: oc
Current Status: Show you the current CPU e s oRew
temperature, Motherboard Temperature, oxtions
Fan Speed and Power fan speed. Temperatue Format € el
High temperature alarm at: jl Toc
Options: Check the Temperature Format High Wotnerboara Temperature A ot <] 70
Celsius or Fahrenheit, adjust the High Low Fan Soeed Alarm at | 1000 rew
(Motherboard) Temperature Alarm at what Low Power Fan Speed Alarm at =] 1000 Re
temperature degrees and Low (Power)Fan
Speed Alarm at what RPM(revolutions per
minUTe). v oK | X cancal ‘

4.1.15 System Event — Resource Depleted
-This function alarms you when CPU or
memory is depleted. Curent Status

Basic Advanced

Basic Advanced |

Current Status: Show you the current
Total CPU Loading and Total Memory

— Current Status

Usage. Total Upload Bitrate 0 Khps
Options: Check the High CPU Loading Toral Bownioed Siste aroes
Alarm and High Memory Usage Alarm ontone

at what Percentage.

High Upload Bitrate Alarm at: i’ |1 oo Khps
High Download Bitrate Alarm at: i’ |1 og Khps J

v 0K | X Cancel |
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4.1.16 System Event — Network Congestion
-This function alarms you when network bandwidth is overloading.

Current Status: Show you the current Total Upload Bitrate and Total
Download Bitrate.

Options: Check the High Upload Bitrate Alarm and High Download Bitrate
Alarm at what Kbps (kilobits per second).
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4.2 Action
4.2.1 Action - Assign a action type

Insert Action: To setup actions responding to an unusual event.

[ ‘i 4 il |
R 1t Cesfipweniann =]

Exenl Arion
= i - R M TR [w o ]
e | | 2 i {
Step ] u:&nm ﬁamwn s M, |
[ Digial Ingart

] S

O S Deplay 20 Srmaed Deplay
PPty Gourd Pl Sourd
d E-Mal Soral E-Mal
lirhoneCal Fhone Cd

iﬂ! Prosut Go PTZ Procat Go
[ [jen} ilje )

ol S mersage - Soid o SRS rdecaga
E:urumam ‘el o CErira Servey
el FTR Zadl snapdnot 0o FTR
Proouc EMep on Everdt Pooup EMep on Evert

Step 2

Step 1: Choose an event and click the £ “Insert Action” icon.

Step 2: There are 10 types of actions, Select the action you want on list
and then click OK.

1. On Screen Display

2. Play Sound

3. Send E-mail

4. Phone Call

5. PTZ Preset Go

6. DI/DO

7. Send a SMS Message

8. Send to Central Server
9. Send snapshot to FTP
10. Popup E-Map on event.

Step 3: Configure the setting of the Action Type if needed.
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4.2.2 Action Type - On Screen display
- A red warning will be flashing on the screen of Main Console,
indicating which type of unusual event is detected.

Step 1: Select the *On Screen display” action and then click OK.

Step 2: The responding window will popup to Selected Camera. Click the
“On Screen display” indicator to modify the setting.

N T
Camera: Display the camera
applied to this action. =L

B cardn Carnid ki -

Auto popup: Click the Auto popup T ———

column and select the expected
monitor for popping up the event.

Displayed text: You can follow the o Test
default setting to show the event g ek
type, or enable “Customized Text"” to r Cusmmg Tat
define the text as your preference. |

v o | % v |

4.2.3 Action Type - Play Sound
-Sound alarm warning. The system will play the sound as alarm when
an unusual event is detected.

Step 1: Select the “Play Sound” _El
action and then click OK. [ lla3m

Step 2: The responding window
will popup to Choose a Wave
file (wav) from. Click the “Play
Sound” indicator to modify the
setting.

sl s
k

| P Bl e
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4.2.4 Action Type - Send E-mail
-The system will send an E-mail immediately to given accounts
indicating the type of event, the time, and attaching a picture
faken while the event is detected.

Step 1:Select the “Send E-mail” L = |
action and then click OK. hiirai E-l Az

B oo AN, LI

OF eee ey n. CINTI

Step 2: The responding window will
popup to Select Contactor (You
can choose one more contacts at
once). Click the “Send E-mail”
indicator to modify the setting.

E.u'mi:mnami.:| o | x|

Edit Address Book: You can insert
the contact information at this panel.

eteimres Bk |

Flases nputf 1 reaimes A contact

fismie | Frone | ENnE |

Dezcnptian |

||

Cantsipermons
Pt Praca Efmd Carscrgiiae

o o | X camal

Note: To give the system the E-mail accounts, go to Config > Setup >
Hotline. See Configuration at page 102 for detail.
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4.2.5 Action Type - Phone Call
-The system will call a given phone nhumber when an unusual event is

defected. Cr—
e Bt
Step 1: Select the “Phone Call” Eg:f:f e
action and then click OK.
Step 2: The responding window wiill
popup to Select Contactor (You can
choose only one contact at once).
Click the “Phone Call” indicator to
modify the setting. Eill Askris Bk s on | % canal |

Edit Address Book: You can insert the contact information at this panel.
The panel is the same as the one in “Send E-mail” action.

Note: To setup the phone number and make an audio record for the
phone call, go to Config > Setup > Hotline. See Configuration at page 102
for detail.

4.2.6 Action Type - PTZ Preset Go
- The PTZ (pan/tilt/zoom) camera will go to a preset point or auto
patrol when an unusual event is detected.

Step 1: Select the “PTZ Preset Go” . it %]
action and then click OK. J:“"" [Eoismas ]| #ounes

2\ Fracai o
Step 2: The responding window will [ =]
popup to PTZ Camera Preset Go. Lew Cyzie
Click the “PTZ Preset Go” indicator to | Bt it e
modify the setting. s i

2'5%5P|'EEI T Paimi
Step 3: Set the action of cameras i B
which you want to trigger by events. Thg g prassn gwitigie [ soeana

[tos ][ cew |

For example: Please follow below T T T e

steps to setup this function.

e Set the action of camera 1;
1. Choose camera 1. .
2. Set the start, end preset points.

[ o | |3 comen |
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3. Select the Life Cycle.
4. Click on Add.

* Setthe action of camera 2:
5. Choose camera 2.
6. Set the start patrol and end patrol.
7. Select the Life cycle
8. Click on Add.
9. Finally click on Ok to save all setting of cameras.

Note: Configure your PTZ camera before using this function. See
Config at page 100 for PTZ camera configuration.

Select Digital Input Module

4.2.7 Action Type - Dl/DO Digital output to signal:
- To trigger Digital input/output devices 1/0 Modue TInput Pin
those connect to the system, such as  |se o (st 0 sdnert o)

alarm lights and sirens.

Step 1:Select the “DI/DO” action and then
click OK.

Step 2: The responding window will prompt W Biiiormaticaily popup 10 control panel
user to Select Digital Input Module. Click the
“DI/DO” indicator to modify the setting.

¥ 0K | X Cancel|

Step 3: Select the device that is connected to your system, that is, the PC
you are working with. You can enable the Automatically popup I/O
control panel check box to obtain the correspondent panel to monitor
the 1/O status.

[ FEdiow e

Hint: You should adjust the setting of I/O =5 oS
device in Config>Setting>l/O Device first, the o )
I/O control panel will display the device status i gl DD
based on it. You can also adjust the size of the ot @

Ikl Qauprn

panel by dragging a mouse or click the =@l
on the right top of the display window.
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4.2.8 Action Type -Send a SMS message
- The system will send a SMS message immediately to given
accounts indicating the type of event, the fime.

Step 1: Select the “Send a SMS message” action and then click OK.

Step 2: The responding window will fo bt
popup to Select Contactor (You can e Tora fombs
choose one more contact at once). L s

Click the “Send a SMS message”
indicator to modify the setting.

Edit Address Book: You can insert the
contact information at this panel. The
panel is the same as the one in “Send
E-mail” and “Phone Call” action.

Eilif Aitricis Bk o on | o caal | |

Note: To give the system the GSM modem, go to Config > Setup > Hotline.
See Configuration at page 102 for detail.

4.2.9 Action Type - Send to Central Server

- The system will send a Event to Central Server.
Step 1: Select the “Send to Central Server” action and then click OK.
Note: The detail please refers the user manual of Cenfral Management
System.
4.2.10 Action Type - Send snapshot to FTP

- The system will upload a snapshot immediately to FIP site.

Step 1: Select the “Send snapshot to FTP" action and then click OK.

Note: To give the system the FTP server, go to Config > Setup > Hotline.
See Configuration at page 102 for detail.
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4.2.11 Action Type — Popup E-Map on Event
- The system will auto popup E-Map window and show the assigned
map and indicator.

STep ] SeleCT The “POpUp E-MGp OI’] EvenT” Popup e-map on event
action and then click OK.

Map Layer: IFIower j

Indicator: ICam1 j

Step 2: The responding window will popup
to Popup e-map on event. Click the
“Popup E-Map on Event” indicator to
modify the setting.

v 0K | X Cancel |

Step 3: Select the Map Layer and Indicator, and then click OK.

Nofe: To edit E-Map, see Configuration at page 124 for detail.
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5. Configuration

Click on the Config icon, select from the B} cetting
drop-down menu and open the 2
Configuration panel. Modify the setting
and access License Manager, Counting
application, POS application, Log viewer,
Backup, Network Services. Select Counting Application
Save/Load Configuration to save/load all & POS Appication
E
=

Iser Account Setting
B License Manager

SavefLoad Configuration

the settings.

Log Wiewer

* Video Source function available only with Backup

MPEG-4 software compression captures Network Service

devices. _
About MainConsole. ..

page-88
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5.1 Setting — General

Storage Status Display
tart —
S a Up \ Carard | G | W Devica | PTZ Gomip | Aodicas Boak/ Waniar D pley | Jovsick
m Sirrape Blahus Dirplay
Main Cofrae | Caiiearl Dok
Location IR TN MK
Bkl i o g Bk :\Prgrem Pl e | Caiimeam Tinei
| Frae [izk Bpace
LAE Srasmnn Gener Limer Cefred Tad 1
Rl ot Pl ek B eaver A Recie
o PG bl e o S e
Iecas Tan 120 [ =] Cehr etk
. | ]y MY TR T AT rrps
Miscellaneous rmn
~N Sutn Login L Recytling
8 S i ALK K P i Farka Rl ol
Tl Charireal lsad -
T e R e T W
S ToCH T T 0 B Ve HELEL TR E 6 LI GIETLE] Evary
Wk al
o K K Caral
. I . l
5.1.1 Startup Audio Preview Avuto Reboot

Check the MainConsole box to execute Main Console system when

windows startup.

Check the following 3 main functions and 5 network services to auto
activate functions when Main Console system is executing, including
Schedule Recording System, Smart Guard System, Counting Application,
Live Streaming Server, Remote Desktop Server, 3GPP Server, Remote

Desktop Server and Central Management Service.
Check the other options also can setup the startup status as Full screen or
allow system to auto login with the preset account.

Sefup Auto login: Enable *Auto login” and
click the Setup button to obtain the Auto
Login Setup panel, insert the User Account
and Password fo login automatically when
the system starts. Enable the Minimize after
login to minimize the MainConsole window v
after login.

Liser Account: I

FPassward: I

Fassword Confirm: I

page-89
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5.1.2 Storage

Location: Assign the default folder (you can setup several directories for
storage) for the system to store all data files. Recommend not to save in
system HD (C:\) to avoid PC efficiency drop when free storage is low.

Automatic Recycle: The system will automatically delete out-dated data
to save storage space.

1.

Fvent Log: Delete the event log data 1 Keen o5 catsecton it e sivdeotie
that is older than the number of days & Kesp POSbansactoin tor [90 days
Se‘l'. ~Resource Report
i Keep resource repartwithin interval of video files
. System Log: Delete the system log data  Koop rosourca repurtfor [50—| dee
that is older than the number of days
SeT v 0K ‘ X Ccancel |

Recycle when disk space is: Set the standard limit to let the system

recycle automatically.

- Less than_MB: The system will start fo recycle if the disk space is less
than the indicated number.

Note:

1. The system will detect the storage space of default location firstly, if
the default storage space is exhausted, the video will be stored to
the next directory.

2. If all the status of locations exceeds the storage rule, the system will
start recycling in an hour progress.

Only keep video for: Delete the video records that are older than the

number of days set.

Note:

1. If the default storage spaces exhausted (disc space is less than
1200MB), the system will start to
recycle by hourly period. [

i Keep event log within interval of video files
& Heep event iog for l?— days
Log Recycling: Click the button to obtain = -ssemia
-I-he Advqnced ReCYC|e Setting pOneL SeT i Keep system log within interval ofvideao files
the days that you want fo keep the couning
event or Keep all event logs within © Keep counting g within infervl ofvideo fles
interval of video files. ©romeamnyeger [ cer

& Keep system log far 14 days

. Counfing: Delete the counting application data that is older than

the number of days set.
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4. POS Transaction: Delete the POS transaction data that is older than
the number of days set.
5. Resource Report: Delete the Resource report data that is older than
the number of days set.

5.1.3 Status Display

Check the boxes of the information that you wish to see in the information
display window in the Main Console. ——

2007 0122
18:15:23

*  Status Display: Select the information

- Temperature

like Current Date, Current Time, Free i o Tompaae

. . . elsius Dedree
Disk Space, IP Camera Bitrate and User € Fanvennett Degree
Deﬂned Tex-l-. ¥ motherboard Temperature

& Celsius Degree:
€ Fahrenheit Degree

* Advanced Setting: Click the button to [Fan Spsed

¥ CPU Fan Speed

obtain the Advanced Setting Panel to % Pawer Fan Speed
select Temperature, Fan Speed, System | sisenresoues
Resource and Network Utilization 1 Tofal GPU Leading

¥ Total Memaory Usage

information you wish to display.

i~ Metwork Utilization

¥ Total Upload Bitrate
[v Total Download Bitrate

5.1.4 Miscellaneous v ok | X cans |

Automatically Popup Event Report: Event report dialog automatically
popup when events been detected. Make sure to stop Smart Guard
System before you modify the setting, otherwise the modification will not
take place.
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Minimize to system fray: Enable the Option to minimize the Main console
to be an icon in nofification area of windows task bar when pressing the
minimize button.

Minimize

Note: Insert the username and password of MainConsole again when
clicking the minimized MainConsole icon in noftification area of
windows task bar to start monitoring.

Synchronize video frames: Select it to avoid the tearing problem occurring
in video display while increasing the CPU loading.

*  DDNS Service: Dynamic Domain NOMe  liuiais il S = |
Server (DDNS) function allows you fo use ; il

Live View or Web View to connect to ;:::Emri e -
the Main Console through Internet Hecninas’ [
event if you have a dynamic IP address. Fianet |
Click on the DDNS button to obtain the i
Lipetade perinad I 18 Ml

Dynamic DNS Setup panel. Set up the
DDNS function by selecting the provider
type, filling with user name, password
and hosthame, and adjusting the
update period.

*DDNS Service is only in IP CamSecure Pro/Pro Plus/Pro Mega.
5.1.5 Audio Preview

[ _on | (% canem |

Default Channel: Select the audio channel that you wish to hear from in
“Default Channel”.

Enable Audio on Active Channel: Select the “Enable Audio on Active
Channel” option to hear the audio from selected video channel
(selected by mouse) on each video grid of Main Console. The default
channel plays if the video channel isn’t selected.

Volume: Adjust the volume with the “volume bar.”
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. .

[ial)

System plays the audio of System plays the audio of left-top
“default channel” “selected channel”

5.1.6 Auto Rebooft

Check the option of * Enable Auto Reboot " that you can reboot the
system on the time you select.

Step 1: Check the opftion of * Enable Auto Reboot. ”
Step 2: Select the fime you want to reboot.
Note: Please also enable “Main Console”, *Auto Login”, “Setup login

account” and check other status in Startup section when PC
rebooting to ensure all system running normally after Auto Reboot.

— Startup
| [~ Main Console |

I~ Schedule Recording System
[~ Srmart Guard Systerm
I~ Counting Application

|~ Live Streaming Server

—Auto Reboot————————— I~ Remote Playhack Server
[~ Enable Auto Reboot q [~ 3GFPP Server
Eveny | j [~ Remote Desktop Server
at I—L, [~ Central Manauernent Service
|~ Full Screen
| |~ Auto Login |

DOMS Service
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5.2 Setting - Camera

Search

Insert
BB AR Vivoiek FOTL33 1193, 165
Y\ZErADE 4TS F108 (182 108 2 22
A OTE-FT 13
B SN L e WITS-2040 (102
BB i Lewe O DS L
B 5 12 4315 214 (152 108 B 24)
B 13 DLk DOSAS610 (190165
Delete & FLCir1e Sz
- Cafra Paraaiar——— 80 Beting
|l."m." F Efabli : .
I Daka I:*-Jmmm '|
00 40 Vel ks T~ Tirea o100 '|
s Serings # Camarm bumber
Wi Pard i & CamemMane Ford
Eaream Frofie ™ Hirae CHppr A
| | H _

o ok | X e |

5.2.1 Add Camera
Four function buttons will be included in the Setting/Camera panel if you
have our Hybrid Surveillance System license for IP camera.

Search: Click on the Search icon to [ cekcareuns e—
obtain the Search IP Camera panel. |[® Ve P e -
The system will start scanning Biimite Lo fodo  foassan
automatically once the panel is Eiﬁ,ﬁé.‘ﬁ E‘q;‘;&m i;;gia'i':‘ :ié?&‘ié
opened; feel free to stop scanning by §l§,§§ s e i
clicking on the $top Scan button. Qs o i wwows
F Camaia Cyplon
P Camera Ham |Li\}ﬂ&|;i;23-.5-';'l11-";§(.:.15-.3-'i.1.'~1.

Fill in the user name and password for e |

each IP camera found and click OK to Resme

add it fo the camera list. | e

Insert: Click on the Insert icon to obtain the IP/Video Server Setting panel
and add IP cameras to the list. See following part(IP Camera / Video
Server Setting panel) for detail.
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Delete: Click on the Delete button to remove the selected IP camera(s)
from the system. Click OK to finalize the modification.

Config: Click on the Config button to obtain the IP/Video Server Setting
panel. You can modify the IP camera settings with the Setting panel. See
following part(IP Camera / Video Server Setting panel) for detail.

5.2.2 IP Camera / Video Server Setting panel

N ei.w Ol'k Camera ! Video Server Sething
= Metwork

Mame: I
IP Address: f . . . [~ Use DME
Hitp Port: [0
User Name: I
Fassword: I
Device Protocol: C TCR UDP = HTTF

Device
Wendar: ! j Auto Detect
Camera Model: 3
EETCIEE (R i =

int Eha I RE R
Description ___H

~Description
Wideo Codec:MIPEG
Audio Codec:MNA
Cameral, DO, DO:0

o 0K | X Cancel |

Network: Fill up the Network field (including Name, IP Address, Http Port,
User Name, Password and Protocol) referring to the instruction provided
by the camera manufacturer. Check “Use DNS” to use domain name
instead of IP address.

Device: Choose the IP camera manufacturer from the drop-down menu.
Click on "Auto Detect” and the model name will show in the box.

Description: Show information of the IP camera.
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5.2.3 Camera Parameter

i Sathng
Gerers Camem |1 D | PTZ oG | Hotine | UserAccatnt| Adsress Boak] Warehr Dispiax | Joretick |

fydoct frinan POk e Caciy

B E Ceardl Caania

B E CaM0E WIWOTEFDF 131

B E a3 WIWOTE:-I7151

BB, CAACH S 2104 {192 1R 2 22
B8 E T8 O Lk DOS-5400 {190 165
B E Caniod Winniek FOTIHL (152,362
B B cehd0r Wwaied FOTLSE (100 165
B F Caring axi5 F104 (192 108 2 22)
B £ a0 MO TER-FT135

B CaMI0 Lawe ore WIC5-2040 (192
B £ 11 LewuliOra WaCS-2060 (192
B E Ca12 4315 214 (152 108 2241

BB e O-Link DCS-SR10 1100 168
O FL. A4 Gz

- Carara Paaraiar—————— - OEBE@Ig —————————————

Camera List

Camera Naome —=

I Dak WA x]

b Wl fikeeea T e e E

B Cammm thimae :

= Eiream Fruie I cHhly B

// / / \\ =L
_ , N

Go to Web Interface Camera Settings Video Parameter Stream Profile

Camera List: The camera(s) connected to the system will show on the
panel, click the name of the camera to adjust the setting.

Camera Name: Name the camera for your convenience.

Go to Web Interface: Go to Website interface to configure the camera
setting (option).

Camera Setfings: Set the camera parameter offered by camera vendor.

Video Parameter: Adjusts the video's brightness, contrast, saturation, and
color hue values.

Stream Profile:

Stream profiles are pre-defined the prefer settings which will response the
query form remote live view function. Each profile has different Format,
Frame, Resolution, Quality and Bitrate (Kbps) settings.
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W‘

Stream Profile ke kP2 81 524 66 22401
ShesmProfis | Fommet | Frame Rite | AEmton | Custy  Brivete (Kips)
| gy MWEEH - - - -

e Pl
Lo MPEGd i CIF L
| MinimLm MR 3 oF Loww
/-Elﬂtlrﬂ-

Yrdes frmak J’ﬁgq l'

Options

Lk { =

Aeaniution {

R S e

I~ B vk e

CoR . [« ok | % came |

Note:
The types of stream profile and options will different with stream sources.
e |Pcamera:
5 profiles with Original (only can drop frame rate), High, Normal, Low
and Minimum (for PDA/Smart Phone Client).

Note:
1. Use Copy to option could apply the setting of a single camera to all

the others.
2. To choose stream profile of remote live view, see Live view setting at
page 144 for detail.
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5.2.4 OSD Setting

Select the information that you wish to see in the on-screen display, or the

sub-screen of the camera. And then, click the Font button to setup the
fonft style.

| Thoase Fam
--.-F.I;:Dﬂl.ﬂﬂ =
rare i Tahaina |
ser |3 =
cobr T =
FEde  FF Edp
| Earkgraund
o R~
'3 Jo— LD
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5.3 Setting - 1/0O Device ) )
Dev;ce Setting

===
17 Samng
| oarardd | Canaia U0 Do | FTZConip | Hoina | sddoass Baok | Wonioe iy | otk

M DevaSatng o e O s eind D0 mdue

I/O DeVice Se"ing\mm {E R R TI ] l“;d_l m,,{ frowa Twe [0
Diwies Ii l uo-u-‘p_|

Iﬂﬂl Mame Sl Typse
Gow Pait @onT Yeko
. Bl ok 1 [T
o = Joz rosz i
Bloiz  rpes M
I@cn Cuipeo HiT
[Foak [rey o FooL  Cutpa ]
. .
List of devices —¥amai. wiamm Eoce  cutmaz Mo

Doigiad g ol Mon for g Outpa | Bimuiaon

. o0 o0 o 00
InputMomtor/t? > 0 ¢ > 0 ¢

Output Monitor o ] (Koo

I/O Device Setting:

*  Module Sefting: Name the module device and ID that has been
connecting the digital input/output device(s) to your system.

*  Device: This column displays the device(s) already installed to the
system.

* |D: Select the number of the I/O port to which you plug the ribbon
cable.

Input Monitor: The device(s) is furned on if the dot is in red. By triggering
the digital input device, the related icon will light up. This is used to check
if the device is correctly connected or not.

Output Monitor: The device (s) is turned on if the dot is in red. By clicking on
the icon, you may trigger the digital device connecting to the system. This
can be used to test if the output device is correctly connected.

Device Setting
*  Name: Insert the name of the device (input and output).
*  Type: Select the device type from the drop-down menu.
1. N/O: Normal Open.
2. N/C: Normal Close.



P Co_mSecure
5. Configuration

5.4 Setting - PTZ Config

. .
BGS|C Sethng Ganara | Camain | 00 Dwica PTZC0ni0 | Mot | Gacrscoom | Asdiess Book | Wanir Do | Jovstics |

e = Bl i
B F cabaid Camera 1 X .
O & cavnz Camers CairsraWamat  [PacoD
B 8 cara camera 3 1
GR o ko Carmera 4 | comFot [comt

BedRak: (2400

Adrese (a0

. A e e Sk
Advanced Setting ,:_,a,,:: —
TH Bpaedd ._n'._ Wadim
Tram Bpeed #.‘T Fedm

|

Hmeelbarap s

Miscellaneous —]

| Pl o g ||l.lnn-|:|m’m-F|ﬁi‘.

[wr o | [ cancm |

Install PTZ cameras and follow the instruction of the camera
manufacturers. A PTZ camera is usually connected to the PC with
RS-485/RS-422.

Check the box on the camera list to activate the PTZ conftrol function of a
PTZ camera.

Basic Setting: Select the camera model, com port, baud rate, and
address according to your PTZ camera.

Note: If the camera model is IP camera, you can work PTZ function
directly without the com port, baud rate, and address settings.

Advanced Setting: You may setup the pan speed, tilt speed, zoom speed
and auto pan speed. Adjust the settings by dragging the bars.

Miscellaneous:
*  Patrol Group: You can setup the Patrol Group, please see page 35 for
the detail.
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*  User-Define Preset: User-Define Preset for analog speed dome can
trigger the extra-function of speed dome itself such as auto-fracking,
login menu of camera...etc. You can refer the detail description of
each analog speed dome on it's user manual.

Coniration — Step 1: Type the Preset Name.

Pressthame  [(Mretan 4

Frasal umbzer: (70

———— Step 2: Type the Preset Number.

Dakin || Updoke |
(o Hame Bt ] B Step 3: Pressure the buttons to Add,
: Tomi ﬁ Delete, or Update preset
e i setup.
= Lnciion 4 il

[« ok | |X camal
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5. Configuration

Generall Cameral 6] Device' PTZ Config  Haotline IUser_AccounI] Address Elnok] MDnitorDisplay] Joy_s_tickl

— E-Mail

"SNP Server. | *Part: [25
*E-Mail Sender. I
E-tail Subject |
Body Content: _A;]
|
[~ SMTP server needs authentication FEE
UserAccoum:I
B st I_‘ Send Test Mail
~FTP
*Server: I *Port: |21
*Login 10 I
*Password: I
Upload directon: lx

[~ Passive mode Upload Test File

—Telephone

Maderm: !Motorola SMaE Speakerphone Modem :_I

\ave File: | Ef

Automatic hangup atter ISD— Sec

Test

Make test phone call to: I

Dial | Hangy

=G5 moderm

Port: INone "-!

Haud Rate: 115200 %

i e = I

Ifteryal: I‘. Irifies

Test

Send @ test message to.‘l

Shzizit .
0K | X Cancel |

*Hotline is only in IP CamSecure Pro/Pro Plus/Pro Mega.
Configure the settings of hotlines, including E-mail, FTP, GSM modem and
Telephone calls, once an unusual event is detected.

E-mail: Input the following information: Server, Port, Sender’s E-mail
address, E-mail’s subject title, Body content and SSL option for encrypted
transmission. Click on the Send Test Mail button to test the settings.

Note: * indicates mandatory areas

FTP: Input the following information: server, Port, Login ID, Password, and
Upload directory. According your FTP type to enable/disable Passive
mode. You may click on the Upload Test File button to fest the settings.

Note: * indicates mandatory areas

Telephone: Select the modem that the system is going to dial the info call
with, and then insert the phone number you want to dial fo. (A modem is

required for voice fransition.)
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Note: 1. You must use a modem with voice capability.
2. You may select a Wave format file; it will be played in the
phone to alarm the person who picks up the phone call.

GSM modem: Set the Port and Baud Rate of the GSM modem device,
and then enter PIN code. You can setup the interval of send SMS
message. You may click on Test to send test SMS message.
Note: The interval is set to restrict the period of two SMS. If you set as 60
min, the SMS between 60 min would be deleted and didn't
send to user.
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5.6 Setting - Address Book

" atting |
| Genural| Camena | VO Dadcs | PTE Cing | Holing | Usaraccount Adonass BROK | Monitr Dicpuay

Plecaga i ok Erss vaamiie vl commlact sdarmalion

Hame: [ Hich =l Prred; (28-1123128 E-Halt |micegEhaine com

Daniphon |

[ 2o || oceme || woew ][ memoe

Conlast parsdn

Wi Fhone E-Mal Drasroviption

B Mihasl SEG-T1EII25 mibouifiieed, com

o) (X o]

*Address Book is only in IP CamSecure Pro/Pro Plus/Pro Mega.

Address Book: Manage the address book from which you may send out a
phone call or an E-mail when an unusual event is detected.
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5.7 Setting — Monitor Display

G | Carm | 19 Dee |

Rufi Plrstsek oo Mender |1

Playback Option

Cameras List

MO Caimil s At G | AUi‘O chn
T2 WTWCTBC-FDR13] 02 VIWOTBKFDF11_1 p st oicam 9]

;mwhﬁTEr-l:'-‘:E: Im WHATER-1E7451_1 Pt Channal {01 Gam_1 =

04 4205 2108 (192188 2. 0 0 A5 21080182 108 200 Eag:mﬂrfhmrglinr“u“r:r

MO Ci-Link DCS-51000 (152.1 05 O-Link DES-5400 (1524 3

00 Y ek FOTL4L (152, 1000 = 00 ek FOT14L (152 10 || Aulnae kel 7 ar

T ek FOTLSE (190,165 07 ek FOTLE2 (190.16 0

0B 4315 2108 (192108 22 _l @08 AX1S ZLOw (192188 22

M@0 VIO FT 1S 0 VNOT BRI _ ki LGYOUt

g 100 L IO WACS-20H0 (11 (W10 Lovelore WO 200 (0| i 5 =

i 11 LevelOra WCS-2080 (11 i 11 Levm O WhC3-0060 (i .

gt 12 20305 F14 {192 108 2. 247 M 12 tRTS L4 (102008 2 24

Mg 13 O-Lirk DCS-5610 [152.1 M 13 C-Link DOSASE10 (151

o o | o caa |

Playback Option: Execute Playback on the secondary monitor by
checking the box. Make sure to adjust the display setting of your
computer in advance to avoid system error.

Cameras List: The left side displays a list of all cameras; modify the
cameras shown on primary/ secondary monitor in the right window.

Avuto Scan: Activate auto scan to rotate the channels/ cameras on the
display screen.

*The dual monitor is only in IP CamSecure Pro/Pro Plus/Pro Mega.

For instance, you may select to show only 4 sub-screens on the main
console while having 16 channels connected to the system. With auto
scan function, you will be able to see all 16 channels by turns. You can
set up a primary channel that will always be on the screen and a
secondary channel that has secondary priority.

Layout: Choose the number of divisions for NxN division on the Main
Console screen.
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/ Function

5. Configuration

/ Parameter

7 Sumag

/7

=]

Camarad | Canans | mnm':y(mlﬂ Hudira | Lier Socaum | Anurmy{'- WanitorDraploy Joasiih |

Selhi doyuich (CH PROELCTS P DESKTOF CONTROLLER / |
Bt Furction 7 Paramatar 7/

- ot Praeed Paint - B 1
Bt Got Fresst Pont 2
Bfbton 3 Gato Precat Poan 3
Butt4  Goto Frest Point 4
Bubton 5 Carlo Preacis Camera
BAtnf ot Mest Comers
Bubton T T oepsghar Sirgher Cameara Yiaw
Button B Toggs Ful Somen
Bt Ewdich Soroon Lascuf
Button 10 Gwitch Bt Morior
Burtmi 11 T2 S Dosam
Bt 13 PTI Spmed Up

|I g || Espaari ||\|:|n’aq|.
[wf o | [# canem
Import Export Default

Function: You can choose the function from the drop-down menu for the

button of joystick.

Generall Camerai If0 Device | PTZ Cnnﬂg,l Hotline | UserAccnunil Address Elook| h

Active Joystick: |CH PRODUCTS [P DESKTOP CONTROLLER

B

Button | Function | Pararmeter |
Button 1 |Gota Preset Point -1
Button 2 2
BULLOn 3 bt e 3
s G . amer ................... 4
BUtton 5 5ot Previous Camera
Button & |i5pto Mext Camera
Button 7 |Switch Screen Lavout
Button 8 |Toggle Single Camera Wiew
Button @ [Tooggle Full Screen
Button 10 |Start/Stop Auto Scan
Button 11 |PTZ Speed Up
Button 12 |PTZ Speed Down

Zoom Wide

Zoom Tele

StartfStop Patrol

Switch Active Monitor

Import ] [ Export ] l Default
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Note: Following is a complete list of all log types:

1. N/A 9. Start/Stop Auto Scan
2. Goto Preset Point 10.PTZ Speed Up

3. Goto Camera 11.PTZ Speed Down

4. Goto Previous Camera 12.Zoom Wide

5. Goto Next Camera Switch 13.Zoom Tele

6. Screen Layout Toggle 14.Start/Stop Patrol

7. Single Camera View Toggle 15.Switch Active Monitor
8. Full Screen

Parameter: You can choose the parameter of the function from the
drop-down menu.

Default: You can set the default setting for the joystick.
Export: You can export the setting of the joystick.

Import: You can import the setting of the joystick.
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5.9 User Account Setting

Only default admin account could manage the user accounts here. From
the list on this tab, highlight each account and modify the privilege
setting.

There are 3 default privilege profiles of account groups:

*  Admin: Have privileges of all system functions and devices, except
add/delete/update privileges of other users.

*  Power User: Have limited privileges of system functions and complete
privieges of assigned devices.

*  User: All the privileges of system functions are forbidden, user could
only manage assigned devices.

User account Setting Privilege

[Ty Ao Tt
Lk e Bt i
LK rama [T AILLT]
& adrir A iraice = [ Funeon
B Lugn vain Sysitm
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Add Delete Default Update

* Add: Click it to create a new account after inserting related
information.
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Note: The "Add” button is only enabled when filled a new account.

* Delete: Click it to delete the indicated account.
*  Default: Click it to go back to default privilege settings of related user

group.
*  Upgrade: Click it to save the modifications of each account.

User Account Sefting: The admin may create and modify the content of
user account here.

*  Name:Insert the user name.

*  Group: Assign the group for each user.

*  Description: Insert the description related to each user.

*  Password: Insert the password assigned to each user.

*  Password confirm: Insert again to confirm the password.

*  Disable User Account: Check the “Disable User Account” will block
this account to access system. The signal “RE wil appear after
disabling the account

UserAccnuntI

Name | Group
Blacmin " Admin
& Guardz

& Guardl
& Guardz

Nofe: Only the default admin account couldn’t be disabled.

*  Keepremote login for__minutes: Insert the duration to auto kick out
account after logging in from remote LiveViewer or Remote Playback
server.

Privilege: Check each privilege of functions and devices for each user
account.

*  Function: Check the setftings and operations related system
configuration, and the privilege of remote access.
*  Device: Check the device privileges of camera, digital output and
POS in MainConsole and client applications.
Note: The priviliege of default admin account couldn’t be edited.
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5.10 License Manager

The license of the software should be registered first before operating
the former version of Intelligent Surveillance System.

Execute the License Management Tool in Config >License Manager to
activate the license from dongle or serial number allocated with the
software package, or de-activate the license then bring it to another
PC to activate it again.

Note: Please refer page 165 for the detail setting of License Management
tool.
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5.11 Save/ Load Configuration

The Save/ Load Configuration function allows system users to save any
specific setting as a cfg (config) file. You may save up several different
cfg files at any time.

Save Configuration: To save a specific setting, go to Config > Save/ Load
Configuration > Save. In the popup window, type in the file name and
then save it as a cfg file.

Load Configuration: To load a specific setting, go to Config > Save/ Load
Configuration > Load. In the popup window, go to the directory that you
saved the cfg files at, select any one of them and then click OK to load
the file.

Note: MainConsole will be automatically shutdown after loading a new
configuration. Please re-start MainConsole manually.
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5.12 Counting Application

Si‘ep 3 Cyinaiion
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Start Simulation

Options Runtime

*Counting Application is only in IP CamSecure Pro/Pro Plus/Pro Mega.

Step 1: Check the box of the camera to apply the Counting Application
to it.

Step 2:1n Operation section, check the option “Define detection zones”
and drag the cursor to draw Region 1 and Region 2 on the Video Preview.

Step 3:In Operation section, check the option “Define object size” and
drag the cursor to define the object size on the Video Preview. Objects
that are about the size will be counted while going across these two
regions.

Options: TWay Counting will take objects going from Region 1 to Region 2
as one count. In 2Way Counting mode, it counts either going from Region
1 to Region 2 or from Region 2 to Region 1.

Runfime: Check the boxes to show the counting result on the screen and/
or show object bounding box, which draws the shape of the object that
the system detects in red squares. You can choose from the drop-down
menu of how long you want to reset the counting number.

Start Simulation: Click to test the setting.
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5.13 POS Application
Each Main Console system can manage up to 64 POS cash register

devices. The POS Application tool is help to configuration POS devices,
please refer the User manual of POS for detail.

CAMOL Caml
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5.14 Network Service

There are 5 types of network services:

Live streaming server, Remote playback
server, 3GPP service, Remote Desktop,
and Central Management Service. From
the Main Console, go to Config > Network
Service to obtain the Network Service

panel.
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5. Configuration
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*IP CamSecure Lite32 only has Live StreamingL
and Remote Playback in Network Service. E
5.14.1 Live Streaming Server
When starting the live streaming function of computer, the system allows
remote users to log in to the specific computer and view cameras that

are connected to it. As system administrator, user could be able to
monitor these accounts in order to maintain the system efficiency.

On Live Streaming Server panel, administrator can see all the clients who
are currently logging in to the computer and watching the live video from
the remote side.
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Client list:
*  Client Count: Show the amount of channels that are connecting to
system.
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Kill Client: Highlight an IP address and click on the “Kill Client” button
to block the client from your client list.

Kill' All Clients: Click on this button, and then block all the clients
logging to your system.

Service:

Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

Port: Assign a port for the clients to connect to your system via
Remote Live Viewer. Default port is 5150.

Maximum Connections: Number of connections that are allowed to
connect to the system. Default is 16 channels and maximum is 128,
one camera video counts as one connection.

Use Default Web Server: Activate the Web server by checking the box;
clients will be able to watch live video via Internet Explorer. The port
for live streaming server is set to 80 by default.

Note: Must check this item for system access via IE*.

Save Log: Save the log information at appointed folder.

Enable Audio: Select this option to enable the audio transmission
along with video stream.
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*  White List: Check the “Enable White List” box to activate the white list
filter. Only IP from the white list is allowed to log in.

*  Black List: Check the “Enable Black List” box to activate the black list
filter. IP from the black list will be blocked.

* |P Address: Enter an IP address into the IP address field on the left. To
add an IP address range to the system, enter 2 sets of IP address to
indicate a series of IP(s).

« Add/Delete: Add the IP(s) onto the list or remove it from the list.

*  Apply to All Network Servers: Apply the settings to both live streaming
server and remote playback server.

Performancel

Total bit rate Individual Camera bit rate information
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Live Streaming Server log information
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5.14.2 Remote Playback Server

*There is only 1 channel displayed in Remote Playback in IP
CamSecure Lite32 while there are up to 16 channels displayed in IP
CamSecure Pro/Pro Plus/Pro Mega simultaneously.

When starting the remote playback function, the system allows remote
users to log in to the specific computer and withdraw data files that are
stored on it. As system administrator, user could be able to monitor the
accounts logging in to maintain the system efficiency.

-Iv\oin

On Remote Playback Server panel, administrator can see all the clients
who are currently logging in to the computer and watching the playback
video from the remote side.
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Client list:

*  User Count: Show the amount of users that are connecting to system.

*  Kil Client: Highlight an IP address and click on the “Kill Client” button
to block the client from your client list.

*  Kill All Clients: Click on this button, and then block all the clients
logging to your system.

Service:
*  Server Status: Click on Start/Stop to turn on/off this option.



IP Cam3ecure
5. Configuration

Options: Adjust the setting only when the server is stopped.

*  Portf: Assign a port for the clients to connect to your system via
Remote playback server. Default portis 5160.

* Maximum Users: Number of connections that are allowed to connect
to the system. Default is 8 users and maximum is 64.
Note: One user counts as one account that is logging in to the server.

*  Use Default Web Server: Activate the Web server by checking the box;
clients will be able to watch live video via Internet Explorer. The port
for live streaming server is set to 80 by default.
Note: Must check this item for system access via [E*.

* Save Log: Save the log information at appointed folder.
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*  White List: Check the “Enable White List” box to activate the white list
filter. Only IP from the white list is allowed to log in.

* Black List: Check the “Enable Black List” box to activate the black list
filter. IP from the black list will be blocked.

* |P Address: Enter an IP address intfo the IP address field on the left. To
add an IP address range to the system, enter 2 sets of IP address to
indicate a series of IP(s).

* Add/Delete: Add the IP(s) onto the list or remove it from the list.

*  Apply fo All Network Servers: Apply the settings to both live streaming
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server and remote playback server.

Performancel
Total bit rate  Individual Camera bit rate information
e o ﬁ!
liawy | BiackiVetik L\ Pararmancs
Lve inmiGivaie 152 fehay Carrers | Bitraie & Mibgmy

ZHTGaTEe

[ | [ smeet |

Remote playback Server log information
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5.14.3 3GPP Service

When starting the 3GPP service function of your computer, the system
allows remote users to log in and view cameras that are connecting fo it
with 3GPP supported mobile phone. See Appendix A for more details
about 3GPP Service.
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Client list:
*  Client Count: Show the amount of channels that are connecting to
system.
Service:

*  Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.

*  Port: Assign a port for the clients to connect to your system via 3GPP
Service. Default port is 554.

*  Enable User Authentfication: User need to insert the username and
password to login to the 3GPP server and view the video stream.
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5.14.4 Remote Desktop

When starting the Remote Desktop option, the system allows remote users
to use Remote Desktop Tool to login and configure system. See Appendix
B to install and use this tool.

Wain |
Livar Dyrione | Option

5'1'“ Par [r1an Dermit | i P
i . i

! Dimennreci sl cliand sfer (20 0-0800 5e ) |

Pl . .
@ T T || Authentication
e r Ensnle lde=r Autmniicyion 01z 3dmn peewondl [

Sy .

c e | Server Status

. Sare T il I |

Davivad

et

S | ;Hl’.'nrﬂll

*Remote Desktop is only in IP CamSecure Pro/Pro Plus/Pro Mega and there
are up to 16 channels displayed simultaneously.

Options:

*  Portf: Assign a port for Desktop tool to login and configure system.

¢ Disconnectidle client after (300~3600 sec): Auto disconnect the
on-line user who idled more than setting period.

Authentication:
Enable this option would only allow admin account to use Desktop tool to
login system.

Service:
*  Server Status: Click on Start/Stop to turn on/off this option.
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5.14.5 Central Management Service

This service only supports Central Management System (NCS). When
starting the Central Management Service option of the system, the Main
Console would send event information to NCS and allow NCS system to
conftrol I/O device from remote side.

*CMS is only supported in IP CamSecure Pro/Pro Plus/Pro Meaqa.
Note:

1. To enable this action, go Guard >Action and select “Send to Central
Server” to enable the action triggered by preference event.
2. Please refer the user manual of Central Management System for detail

information.
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Client list:
*  Client Count: Show the amount of NCS Servers that are connecting to
system.

e Kill Client: Highlight an IP address and click on the “Kill Client” button
to block the client from your client list.

*  Kill All Clients: Click on this button and then block all the clients
logging to your system.

Service:
*  Server Status: Click on Start/Stop to turn on/off this option.

Options: Adjust the setting only when the server is stopped.
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*  Port: Assign a port for NCS System to connect Main Console system.
Default portis 5170.

*  Maximum Connections: Number of connections from NCS Servers that
are allowed to connect to the system. The default is 8 NCS Servers
and maximum is 16.
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5.15 About Main Console

5. Configuration

Go to About Main Console to view the version of your surveillance system
and the hardware information.

I Setting
Lser Account Setting
License Manager

SavefLoad Configuration

Counting Application
@8 POS Applcation

B Log viewer

B Backun

Metwork Service

About MainCansale...

Y e

—

5.16 Video Source

L

- Copyright () 2004 -09

MainCongole Yersion 1.20.0 Lite

Digital Diata Communications Asia Co. Lid, All rights reserved.
hitpftarwew Jevell com
Product Information

Model Type: IP Cameras

Camera License Number: 32 (IP+)

(For system with MPEG4 capture device only)

Step 1: Go to Video Source to adjust the Video Standard to NTSC or PAL.

Step 2: Adjust the maximum Video Resolution for all analog cameras.

Step 3: Add new cameras in Camera Number.

Step 4: Click “Sync all video signal level after pressing OK” to synchronize
video signal level to the optimized display (Auto-gain conftrol).

{s+ Setting
Save/Load Configuration

3

[ koo source

——

Counting Application

Log Yienwer

m m B

Backup

Metwork Service

About MainConsole...

¥ideo Source fs_(l

WVideo Standard: -
Video Resolution: -

[T 8ync allvidea signal level atter pressing Ok

Cancel
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6. E-Map

6. E-Map
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With E-Map, user can find out or frack the actual location and
alarm status easily and receive instant response when the event
happens.

The arrows and lightening icon on E-Map represent cameras and
I/O devices and these icons will furn red once they are triggered
by alarms.

To launch E-Map application, simply click on Start and select
Open E-Map from start menu to open E-Map window.
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6. E-Map

There are 2 modes in E-Map application:

/" Edit mode: Allow users fo add/edit maps and indicators of devices. In
Edit mode, the function buttons on the bottom of the window will be
active, and then setup the configuration before running E-map function
at the first time.

]

< Operate mode: all settings will be activated in this mode.

6.1 Edit Mode
To carry out edif function, you need to be in Edit Mode.
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Edit mode/ Operate mode
Switch button

Function button

6.1.1 Add/Edit/Delete Map
Add E-Map:

Step 1: Make sure being in “Edit Mode” and all devices are connected
and inserted.

Step 2: Right click on the "Map & " icon in device and map list to obtain
the option menu to add map, or just click “Add Map” button to obtain
the “Map Config” dialog.
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6. E-Map

Step 3: Select the map file and insert the map name. Click “OK”, and then
the map you added appears in the tree structure of_device and map list.
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Step 4: The map indicator appears on the left-up corner of parent map.
Drag it to the position you want on appointed map.
Edit E-Map:

Step 1: Make sure being in “Edit Mode” and all devices are connected
and inserted.

Step 2: Right click on the “Map & " icon to obtain the option menu to edit
map, or just click “Edit Map” button to obtain the “Map Config” dialog.

Step 3: Modify the required details, and then click "OK" to save
configuration.
Delete E-Map:

Step 1: Make sure being in Edit Mode and all devices are connected and
inserted.

Step 2: Right click on the "Map " icon to obtain the optfion menu to
delete map, or just click “Delete” button to remove appointed map from
list.

Note: The root map can’'t be deleted.

6.1.2 Add/Rotate/Delete Device Indicator
Add Indicator:

Step 1: Make sure being in Edit Mode and all devices are connected and
inserted.
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Step 2: Select on the icon "B Map which you want add device indicator
to.

Step 3: Before adding indicator, ensure that the map you want is
displayed. Select device from list and directly drag a device to the
desired location on the map.

Note: Different device is symbolized by different indicator.
"— Camera indicator, .f{— digital Input indicator, & -POS indicator.

Rotate Indicator:

Step 1: Ensure being in Edit Mode and all devices are inserted. Select
device indicator from map or form Device and Map list. The device

indicator will be marked with a green ring L/ .

Step 2: Click “Rotate” button, the indicator will rotate 45 degree.
Note: Only camera indicators are allowed to be rotated.

Delete Indicator:

Step 1: Ensure being in Edit Mode and all devices are inserted. Select
device indicator from map or form Device and Map list. The device

indicator will be marked with a green ring L/ .

Step 2: Click “Delete” button, the indicator will be gone.
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6.2 Operate Mode
To carry out the operation functions in E-Map, you need to be in Operate
Mode.
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Operate mode/ Edit mode
Switch button

6.2.1 Device and Map Tree list
This window will list all devices and map hierarchies; click device or map
indicator to show related information on E-Map windows.

B Map - Select the map you want to show on E-Map Window.

® Camera -Select the camera you want to preview video on preview
window and mark indicator on E-map.

# Digital Input - Select it to highlight the device with green ring on map
and show status on Information window. If the Digital Input is from IP
camera, the preview window will display live video of the camera.

& Digital Output - Select it to highlight the device with green ring on map
and show status on Information window. If the Digital Output is from IP
camera, the preview window will display live video of the camera.

& POS - Select it to highlight the POS device with green ring on map and
display live video of first associated camera on preview window.
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6.2.2 E-Map picture
This window will show the map layer and indicators.

Device Indicator:
Select device indicator form Device and Map Tree list
to show preview video and related information.

Map indicator:

Select map indicator will enter the next map layer. If you want move to
upper layer, right click on the map to select Up option or click ™ right
on the map layer

6.2.3 Information and Preview window
This window will show the related information of each indicator.

B Map Info - Show map name.

* Camera - Show camera name and connecting status.

# Digital Input — Show Digital Input name and status (0 or 1).

W Digital Output —=Show Digital Output name and status (0 or 1).

& POS — Show POS device name, connecting status, first associated
camera name and connecting status.

page-130



IP CamSecure

6. E-Map

Triangular
indicator

6.3 Layout Adjustment
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6.3.1 Adjust layout window

Shrink the window:

Click “ » a Triangular indicator” to hide
the Device and Map/ Preview and
Information window on right and left side.
click triangular indicator again to go
back to default setting.

Full screen display:
For the system with Dual- Monitor, user can view the MainConsole on
primary monitor, and view the full-size E-Map on secondary monitor.

Step 1: Click “ » a Triangular indicator” to hide the Device and Map/
Preview and Information window on right and left side.

Step 2: Click “ " on right top of the window, and then get the full
screen mode of E-Map.
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7. Log Viewer

/. Log Viewer

. Log Tiewsr
Liruszaid Eveni | System Log | Couming Apakeaban | Gountng Aapieaion Diagramt | FOG Lo |
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View the unusual event history that had been detected by the
Smart Guard System.

To launch Log Viewer and get report, simply click on Config and
select Log Viewer from menu to open Log Viewer window
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7.1 Unusual Event
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Stepl: Choose the type of events you wish to view or select “All” from the
drop-down menu to view adll types of events. The types of Unusual Event
include General Motion, Foreign Object, Missing Object, Focus Lost,
Camera occlusion, Signal Lost, Disk Space Exhausted, System Health
Unusual and Digital Input Triggered .

Step 2: Choose the camera channel you wish to view or select “All” for all
the channels available.

Step 3: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 4: Click Search.

Note: When working with a video record,

1. Log Viewer will search for Unusual Event in the video record in Date &
Time mode, start from the beginning to the end of the record, which is
the default setting of the system
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7.2 System Log

7. Log Viewer

Select Log Type form the drop-down menu. There are total 31 types of log

types, including:

Main Console Startup
Main Console Shutdown
User Login

User Login Failed

Start Schedule

Stop Schedule

Execute Recycle
Enable Channel

9. Disable Channel

10. Start Smart Guard

11. Stop Smart Guard

12. Modify Smart Guard

13. Modify Schedule

14. Modify Configuration
15. Start Live Streaming Server

PN AWN

16. Stop Live Streaming Server

17. Modify Live Streaming Server
18. Start Remote Playback Server
19. Stop Remote Playback Server
20. Modify Remote Playback Server
21. IP Camera Connection Lost
22. Auto Restart Windows

23. Modify POS Setting

24. POS Connection Lost

25. Modify E-Map

26. Start Remote Desktop

27. Stop Remote Desktop

28. Modify Remote Desktop

29. Start Central Management
30. Stop Central Management
31. Modify Centfral Management

M= E3
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Stepl: Choose the type of event you want to check or select “All"” from
the drop-down menu for all types of events.

Step 2: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 3: Click Search.
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7. Log Viewer
7.3 Counting Application
Display the history of Counting Application during a given time period.
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Stepl: Select the channel you want to check or select “All” from the
drop-down menu for all channels.

Step 2: Select search period. View the events that happened on a
particular date or during a given time period by selecting search period.
For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time"” and then enter the date and time.
Step 3: Click Search.

Step 4: Press the button “Export to”.

Step 5: Type the file name and choose the file format (.xlIs or .txt).
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Display the Counting Application data in diagram format.

i P | by ey dppimgon o e o s | POS Log |
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Export 1o\

7. Log Viewer

Select the channel you want to check or select “All” from the

drop-down menu for all channels.

From the drop-down menu, set up how you would like the
diagram to be displayed. You have the options of one day, one month, or

one year.

Select a specific date to make it the start point of the diagram.

Click Search.

Press the button “Export to”.

Type the file name and the file will save as BMP files.
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7. Log Viewer

7.5 POS Log
View the POS Log history that had been detected by the Smart Guard
System.
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Stepl: Choose the type of events you wish to view or select "All" from the
drop-down menu to view all types of events. The types of Unusual Event
include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer the User
manual of POS for detail.

Step 2: Choose the camera channel you wish to view or select “All” for all
the channels available.

Step 3: View the events that happened on a particular date or during a
given time period by selecting search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.
Step 4: Click Search.

Step 5: Press the button “Export to”.

Step 6: Type the file name and choose the file format (.xIs or .ixt).
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7.6 Export

7. Log Viewer

After search the log you want, just export it to .xIs or .txt file.
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Stepl: Press the button “Export to”.

Step2: Type the file name and choose the file format (.xIs or .txt).

Dl = ~

4 [ B [

¢ [ D

EventTime

2007612004541
200PARA2 004544
A007FBA20011:10
200762012708
20072012705
2007082012827
20070612 150651
20074612 1506:52
20070812 150704
2007812150828
| 12 |200706/12 15:08:40
| 13 | 20070612 15:08:54
| 14 |300740812 150001
| 15 |20070612 15:14:11
| 16 20070602 15:14:12
2007812 15:14:31
2007612151520
2007062194415
200782 1944:58
20070612 22:51:57
20074612 22:51:59
200782 22:52:14
2007812225218
200762 22:5224
20074612 22:55319

BventType

Main Console Startp
User Login

Main Console Shutdown
Main Console Startup
Tser Login

Main Console: Shutdown,
Main Console Startup
Tser Login

Main Console: Shutdown,
Main Console Startup
Main Console Shutdown
Main Consele Startop
Main Console Shutdown
Main Console Startup
Main Console Shutdown
Main Console Startup
Main Console Shutdown
Main Console Startp
Main Console: Shutdown,
Main Console Startup
Main Console Shutdown
Main Consele Startup
User Login

Main Console Shutdown
Main Console Startp

LTI . T

admin

S

sEEREEE

=3

TEEEEEE

Xls

|
Description I !

jpanz/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12
2007/09/12

a0:45:41,
00:45:44,
a1:11:18,
81:27:04,
81:27:65,
81:28:27,
15:086:51,
15:086:52,
15:07:04,
15:08:28,
15:088:40,
15:08:54,
15:09:01,
15:14:11,
15:14:12,
15:14:31,
15:15:280,
19:44:15,
19:44:58,
22:51:57,
22:51:59,
22:52:14,
22:52:18,
22:52:24,

Hain
User
Hain
Hain
User
Hain
Hain
User
Hain
Hain
Hain
Hain
Hain
Hain
Hain
Hain
Hain
Hain
Hain
Hain
Hain
Hain
User
Hain

Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console 3tartup,

dxt

Step 1
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8. Backup

8. Backup

Fai = | - Mew Pariodl " hemersd Pornd | | Z] Badag | m | Dkt

@RS EF 000 TR T 1080 1 13 LLLIEZER

The backup function saves video record and other log
information. User may open backup files on any PC with
Windows Operation System and operate the full function

Playback panel on it. Follow the instructions below to
obtain backup files.

page-139
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8. Backup

8.1 Backup Recorded file(s)

il

e i
Step ]7%’9“ 57~ T e =
Step 2 /
Step 3
Step 1: Add (Remote) Backup Site : CEETTTITOEE———
A [ || B ozt aat (iocabhost)
Press the “Remote Sever @ " can S
. Sefdraes I
go to remote backup site . —
management to add and setup the N
backup site. e —
I Bowe Premiapnd.
* Enter the IP address or DNS, Port, - %
Username, and Password. s | || A

e C(Click "Add" to add the server.

* Click OK to exit the Setting panel. LR ALE

Step 2: Access (Remote) Backup Site : Click on the :{h" icon and insert
the username/password of the remote server to access the backup Site.

Step 3: Click on “New Period” to obtain the Select DateTime Period panel.
Step 4: Select the data you want to backup by highlighting the time

period. Besides the time-table, you may also set up start time and end
time in the Date Time Period section.
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8. Backup
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Step 5: Click on the camera number icon to add camera(s)  Step 7
or click B¢ = to add/delete all the channels.

Step 6: Check the box of Enable Preview to get the preview of the video
you select.

Step 7: Click OK when the settings are complete and go back to the
Backup System panel.

Step 8:1f there is any data period not wanted, click Remove Period to
remove the data period on the backup list.

Step 8 Step ¢
Exho. Helo
ol = | oMo Baribdl s herend Pernd | | ] Badan | ] Dckain
Tt [ T Exd [ui Tam Tz T
e EHd P 112K S T F [Tl i 114 s
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8. Backup

Step 9: Click the Backup icon to obtain Backup panel.

C Summary

Step 10 / Tatal backup data size: 74,434KB

—Media

Step 11 /  Backup using CDROM

" Backup using DWVD
¢ Backup on HardDisk

| Sm |

. Option
/ ¥ Backup Event Log
Step 12
p ¥ Backup Systern Log
¥ Backup Counter Log

¥ Backup POS Transaction

v 0K | X Cancel|

Step 10: S ummary: Check the summary section to see the size of the
file(s).

Step 11: Media: Choose the path you want to save the file or burn the file
into a CD (direct CD burning for Windows XP only), DVD or on Hard Disk.

Step 12: Option: Select the log information you would like to backup
(Event Log, System Log , Counter Log and POS Transaction), and then
click OK.

8.2 Delete Recorded file(s)

Step 1: Click on “New Period” to obtain the Select Date Time Period
panel.

B, Heb Step 3
07| o Membatd (i bt (F] Baden | w] Dikta

Ft Cuin Tz End Crwin Tamn . Cormm) it
] A EF 15400 SD0SEH4 TTF iz (WES | JLSEEE
ARV TR R0 OS] T e 1 AMAlIER

Step 1
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8. Backup

Step 2: Follow step 3-7 on above (backup) section to select data period
which you want to delete.

Step 3: Click on the “Delete” icon and delete all the data in the backup
list from the database.

Note: The deleted video cannot be recovered.
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9. Remote Live Viewer

With the Remote Live Viewer console, remote users may watch up
to 128 channels real-time video from remote live streaming servers.

*There is only 1 channel displayed in Live Viewer in IP CamSecure
Lite32 while there are up to 16 channels displayed in IP CamSecure
Pro/Pro Plus/Pro Mega simultaneously.

Page-
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9. Remote Live Viewer

9.1 Setting
Click General Setting to obtain setting dialog.

General Setting

9.1.1 General Setting

Audio preview:
*  Enable audio on active channel: Select it to enable the audio
streaming on active channel.

Miscellaneous:
*  Synchronize video frames: Select it to avoid the tearing problem
occurring in video display while increasing the CPU loading.
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9. Remote Live Viewer

9.1.2 Server setting
(I =

] 1 palr ;
peneral  Bereer | Gmp | amen | 020 | Pes | Mot Dty | oo | i Server List

|
st focdrmt —

- Henver Grifing
R —
Atraes: r—
Pok [5150
L¥srr Hama: r—
Pasowtnd:|

Bmwe Pameword: [
Bl Legin:

Tt Sarer |

am | owus | opas |

- Ml#l::rmll

Step 1: Enter the Server Name as preference.
Step 2: Enter the Address, Port, User Name, Password to log in the server.

Step 3: Enable the Save Password to login without entering the password
again.

Step 4: Enable the Auto Login to login automatically when starting the
Remote Live Viewer.

Step 5: Click on Test Server to check if the serveris available.

Step é: Click “Add” to insert the setting to server list.

Note:

To change the setting, select a server on server list and click “Update”

after modify setting.
To remove the server, select a server on server list and then click “Delete”.
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9. Remote Live Viewer

9.1.3 Group Setting
Allocate different cameras into each appointed group.

Step 2 \-Ellhuri| Benver Gmur. | Gamenn | 050 | Pos | Hmuw weaton | ialEl  Step 1
i;—/.ﬂ/ih B:-I:I Tegm
E T 7 3
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Step e st - Canid = | -
@ ANIS 17SE (1001682 350 ep
W Camd
@ CHLink DOS-5510 (102, 16875
8l WIS 175 (100, 1652 550
i Caimd
i | ] i l &
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Step 1: Log in to all the servers that contain the camera(s) you would
like to put into the group(s).

Step 2: Click “Insert” to create a new group; name the group for
future reference.

Step 3: From the window at the right, highlight the camera(s) that you
would like to add to a group and then click on the * <--"
button. Repeat the process until satisfied with the group
setting.

Step 4: Click on the “Delete” and “Rename” button to remove or
rename a specific group.

Step 5: Repeat Step 2 to 4 to adjust the group setting until satisfied.

Step 6: Click OK.
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9. Remote Live Viewer

9.1.4 Camera Setting
Select prefer stream type of each camera as default live view profile.

General | Senver | Growp  Camera | 08D | POS | Manitar Display | Notitcation | 44| 2|

' Lagur
=8 locahost Iocalhost - Camil
= W cami —Stream Profile Info-
_[B TREMDnet 312w (192.168.2 o
B DLk DCS 5610 (192,168, | Sheamprofile:  [original =
I8 D-Link DCS-6100 (192,182 | yigenfomar  MJPEG
bt W &XIS Q1755 (192.168.2.250
[l Camz Frame rate:
Resalution:
Quality
Bitrate:
Capyta..
4] | B

0K ‘ X Cancel‘

Stream Profile Info:

*  Stream profile: The list would different with video input type of server
Auto:
The system will adjust the stream type automatically to fit different
screen division.
Recoded:
The system will follow the stream profile set in Main Console >Schedule
> Encoding Options.
High / Normal / Low/ Minimum / H.264 :
The system will follow the stream profile set in Main Console > Setting >
Camera > Stream Profile.
Original (IP only):
The system will display the streaming directly form IP camera and
video server.

* Copy to: Select it to copy the preferred stream profile of a channel to
all the channels in list.
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9. Remote Live Viewer

9.1.5 OSD Setting
Adjust font style of Camera OSD on this panel.

Al Live .

20090522 ||
FF04:40:24 |7

I

9.1.6 POS Setting
Adjust font style of POS overlay on this panel.
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9.1.7 Monitor Display Setting

9. Remote Live Viewer

Activate auto scan to rotate the channels/ cameras on screen.

Nofte:

1. Forinstance, you may select to show only 4 sub-screens on the live
viewer while having 16 channels connected to the system. With auto
scan function, you will be able to see all 16 channels by turns.

2. Each monitor support up to 8x8 layout with auto scan function to show

128 channels.

Bl LiveView Seting

Step 1= ceneral | sewer | Group | camera | 08D | Pos  Monitor Display | Notification | Jc 4 »

W 0K ‘ X Cancel|

Monitor | Resolution | I
#1 1280x 800 — Auto scan |~ Step 2
L~
)
Auto scan group: ICumpan\,f '|' // Step 3
=
Primary channel: IA)(IS Q1755 (192 16E v| // Step 4
)
Secondary channel  [{SETull =
Auta scan interval: |2 Sec.
— Layout Sfep 5
//
P tepe: G55 - d

Step 1: Select the Monitor connected to the system.

Step 2: Auto scan group: Select appointed server group to activate

auto scan settings.

Step 3: Primary channel: Select appointed channel that will always
be on the screen when activating auto scan settings.

Step 4: Secondary channel: Select appointed channel that has
secondary priority then primary channel on the screen when activating

auto scan settings.
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9. Remote Live Viewer

Step 5: Layout: Select the screen division of “NxN type”in Remote live
viewer panel.

9.1.8 Notification Setting

General | Server | Graup | Carera | [wi=1{n] | POsg | Manitar Display  Motification | Je 4| 4

— Status display

¥ Show recording status
¥ Show camera event

¥ Show counting result

~Miscellaneous

¥ Popup systern event

v oK ‘ x Cancel|

Status display:

*  Show recording status: Select it to show the indicator with recording
status on monitor display.

*  Show camera event: Select it to show the smart guard detected
event appointed in Main Console on each channel.

Note: To execute this function, need setup on screen display as an action

of Smart Guard instant response.

*  Show counting result: Select it to show the counting result appointed
in Main Console on each channel.

Miscellaneous:

*  Popup system event: Select it to allow the System event
appointed in Main Console popping up a message to warn.
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9. Remote Live Viewer

9.1.9 Joystick Setting
Please switch to Joystick tab and the configuration is the same as on
Main console, please refer page 106 for details.

1 Live¥icw Setting

Server I Group I Carmera I 05D I POS | Manitar Display I Matification  Joystick I 1 ] 4

Active Joystick: IUSE Gamepad _v_!
Button | Function | Pararmeter |_
Button 1 Goto Preset Point 1
Button 2 Goto Preset Foint 2
Button 3 Goto Preset Point 3
Button 4 Goto Preset Point 4

Button 5 Goto Previous Camera
Button 6 Goto Mext Camera

Buttor 7 Toggle Single Carmera Wiew
Button 8 Toggle Full Screen

Button 9 Switch Screen Layout
Button 10 Mf&

Import ]’ Export l’ Default

’/ Ok ] ’x Cancel ]
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9. Remote Live Viewer

9.2 Server/Group/Camera

Display a complete list of the server(s),group(s) and camera(s) that are

added fo the system.

Server View: The cameras would list beyond associated server.

Group View: The cameras would list beyond customized grouping.
Server View Group View

9.2.1 login/logout server

OpfionT: Select a server on list, and then click on
the LOG IN/ LOG OUT icon to access/ leave the
server.

Option2: On the server list, right click on it to

obtain the menu options.
Log In/Log Out Server

9.2.2 Connect/Disconnect camera

Opfion1: On the server/camera list, double click
on a camera to connect it.

Option2: On the server/ camera list, right click on a
camera to obtain the menu options to L
connect disconnect it.

Connect/Disconnect Camera

Opfion3: Select a camera(s) from the list, and then drag it to where you
want the image to be displayed.
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9. Remote Live Viewer

Option4: Play / Stop/ Drop: Select a camera/ video and click on this
button to play/stop/disconnect a particular channel.

Y

.4
=N

Play

9.2.3 Multiple View:

Stepl: On the server/ camera list, select a T
camera and right click on it fo obtain the menu

options.

Stop

Drop

LLE L [ pcate ey

Step2: Select “Duplicate Camera”, and the o Cormect

duplicate camera with green indicator will i

display below on camera list. ast
H l\.:f:‘l:tﬂ

Step3: Double click on the duplicated camera T i
ml‘"1

to connect it and display on screen.
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9. Remote Live Viewer

9.3 PTZ Control

Conftrol the movement of PTZ cameras. With cameras that support PTZ
conftrol, you can move, zoom, patrol, adjust the focus, and set preset
points of the cameras.

9.3.1 Preset/ Go

Adjust the camera view until satisfied. Click on the Set icon and set up the
view as the preset point 01. Adjust the camera view again and set up the
preset point 02. Repeat the process until finish setting up all preset points.
Enfer any names you want instead of the preset point 01, preset point 02,
preset point 03..., click on the Go icon and view the result of your setting.

Note: For the speed settings of PTZ cameraq, please setup on Main Console
> Config > Setting>PTZ Config.

9.3.2 Zoom
Click on the + and = signs to zoom in and zoom out the view.

9.3.3 Focus

You can select to have the camera focused near or far. To focus near
means objects that are closer will be clearer than the objects that are
further away. On conftrast, to focus far means objects that are further will
be clearer than the objects that are closer. Click on the Focus icon and
select auto focus if you want the system to decide the focus point for you.

9.3.4 Patrol
To conftrol PTZ camera to patrol around pre-defined path of preset points,
please click on Patrol button to start/stop patrol.

Note: To setup patrol path, please setup on Main Console > Config >
Setting>PTZ Config > Paftrol.



IP CamSecure
9. Remote Live Viewer

9.4 On Screen Menu Enable Move
Enable Digital PTZ
Right click on the camera screen and get the “On Stream Profie >

Screen Menu”, from which you can quickly adjust

i Erable fud
the setting of camera. nable Audio

| Snapshot
| Toggle Fulscreen

9.4.1 Enable Move
With cameras that support PTZ function, the function allows to use mouse
to conftrol PTZ function by clicking display screen. To enable function: click
the “Enable move” of on screen menu. To disable function: click the
“Disable Move” to cancel this function.

9.4.2 Enable Digital PTZ

To enable the digital PTZ functions of the video, select the “Enable digital
PTZ option”. Use mouse wheel or click on the + and - signs to zoom in and
zoom out on the camera. The square flashing on the video grid indicate
the correspondent view of the camera.

9.4.3 Stream Profile
The function helps to change video quality quickly by switch Stream
Profile.

Enable Digital PTZ

Stream Profile >| Auto

Enable Audia Recorded

E-Map Crriginal
High

Shapshot

Toggle Fullscreen bzl

Lo

Mlirirnn

9.4.4 Snapshot
The snapshot function could copy and capture a specific video image to
the clipboard or to save as bmp file. The snapshot could customize to add
OSD, POS information, and captured selected range only when viewing
video with digital zoom in.

9.4.5 Toggle Fullscreen

Switch to view video with full screen display. To disable the function, right
click on screen and dis-select option or simply press “ESC” to go back tc
original window.
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9. Remote Live Viewer

9.5 Start Monitor

Open Monstor
Cipen E-Map
Open [70 Control Panel

000§

Start Monitor [ m 6924 kbps
g

9.5.1 Multiple Monitor

Select open monitor to append monitor to view more live videos on
multiple monitors. Each append monitor has the same list and view
conftrol buttons with Main monitor, except Start, Playback, and Setting
buttons.

9.5.2 E-Map

Select Open E-Map to obtain the E-Map window, the GUI map help to

find up devices easily and have information window to show the status of

each device.

B Map Info - Show map name.

2 Camera - Show camera name and connecting status.

# Digital Input — Show Digital Input name and status (0 or 1).

W Digital Output =Show Digital Output name and status (0 or 1).

& POS — Show POS device name, connecting status, first associated
camera name and connecting status.

9.5.31/0O Control

Select it o obtain the I/O control panel, 202w : Q@@
the panel helps to view status and 5;"_”53 [iocaihost ~| ¥ Show name
control DO devices remotely. ' a5

Input 0 Inputd

Note: Adjust the setting of I/O device in
Main console> Config>Setting>1/O
Device first, the 1/O control panel will oﬁm cmﬁtn
display the device status base on it.

~Do
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9. Remote Live Viewer

9.6 Playback
Select it to obtain the Playback panel and view video remotely.

9.6.1 Add Remote Playback Site

Press the “Remote Sever @ Y e |

can go to remote playback 33:‘""“*"" .
site management to add and | 4 = |
setup the remote playback il
site.  EEI—
Uemrtbmme |
Step 1: Enter the IP address or P
DNS, Port, Username, TR, =
and Password. | oLl
. o
Step 2: Click "Add” to add
the server. s oo | e |

Step 3: Click OK to exit the Setting panel.

9.6.2 Access Remote Playback Site

Go to Date/Time Panel and click on the @.t icon on the top of the
display window to access the Remote Playback Site

- m ___'  t _‘.l' |
e ﬁH:J
G- 2LEO0
Local Machine
Remate Server 1 (192,168.1.51)
Remoke Server 2 (192, 168,1.52)

i g
13 14 15 16 17 13 19
(20 21 22 23 24 23 Z6
|27 2293031 | =

o K
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10.WebView .

ol i

bt = e

i

Tk rwed BEgloary
=,

T2 06N o PR | ;

s
PR
1E 15015

¥ Onntied [ecnmasi | ’:: « [0 L mE - TRED =

Remote Live Viewear

g L3 16T, 193 ZEa0RL e hi ue HEEG SR T

Must make sure the Liver Stream Server is enabled. Check 5.14
Network Service for more detail.

*There is only 1 channel displayed in Live Viewer via web browser in
IP CamSecure Lite32 while there are up to 4 channels displayed in IP
CamSecure Pro/Pro Plus/Pro Mega simultaneously.

Page-
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10.WebView

10.1 Server IP
Open an Internet Explorer browser and enter the IP address or DDNS

“name” of the server followed by the connecting port.
Example: http://192.168.1.16:8080/

Note: 192.168.1.16 is the IP address of the server.
8080 is the port specified in “Use Default Web Server” in Network
Service.

10.2 Remote Live Viewer
Press this icon to use Remote Live Viewer which functions are the same
as Remote Live Viewer. See page144.

10.3 Remote Playback
Press this icon to use Remote Playback which functions are the same as
Playback but remote server and backup functions. See page 39.
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11.Utilities
11. Utilities
A. Verification Tool
B. License Management Tool
C. Resource Management Tool
D. DB Tool
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A. Verification Tool

A. Verification Tool

The Verification Tool verifies whether the data created by the system be
tampered with or not. It is the process by which a digital watermark (a
digital signature) is added to each recorded video frame to ensure its
authenticity.

There are 3 types of data could be verified by Verification Tool:
1. File in (.dat) (.264) format will be displayed as #*.

2. File in (.avi) (.asf) format will be displayed as .

3. Filein ((bmp) (.jpg) format will be displayed as %,

1.1Execute Verification Tool

. i3 - Uranril Sxriem

Zhaspurey 3 S s ,
- ) Fiascin i EI Hurkxy Eyclarn

) ke ATE v T ks
e =

] Triel PR Winkesi - ﬁ Fhybck el
FL Wit Livid =) MESLS i Im Farncrie L Vo

=1 Bicromit (s Kl

Step 2: Insert the Password of administrator to log in. Step 1

Please enter password for the administrator of Main Consale

User Name:  |admin
Password: ||

0K | Cancel |

Step 3: The verification tool appears after login.

340 2 e P
Flehome: | “Wrlemadl | StriTime | EndTire: | Camtbme | Feth

LA}

Hane Ve, = ZFEW
Muamkesr gl Ui Werled 0 R Tirres alapsed ap-m nm
Mok Pl e oM Tiowa [ef . 0700 a0
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A. Verification Tool

1.2 Verification Tool Overview

Add File Add Folder Remove File Select All Video Preview
=d | ‘Wikdn Pressrs
Feehame | “Wriemal | StrtTime | EmdiTime: | Cambisme | Fath
st OO0 AOOMS .  0TS .. TREOva...  (COOrieedTis o S
'-IIIIH_H D I Saan T s oy ard S

HROE S... 000D, 000NDEY... Sano WL, COCcuments a'd S
B0, EDORIT . EOOANT, DAk OO \Documents ad =4

i ﬂ

s T Wiy l
Mumbs ol Ble Yeriled 0 files Tirres abapsed Q00 Om
M T e Fa e -t T |6 . a0 -0

Play Verify Pause Stop
2 Add File: Click it to insert the single file to list for verification.

53 Add Folder: Click it to choose the folder with multiple files to list for
verification.

(% Remove File: Click it to remove indicated file(s) from list.

[} Select All: Click it to select all files in list for verification.
Nofte:
1. Choose the file type first before selecting files. Only (.dat) (.264)

(.avi) (.asf) (.omp) (.jog) are available to open.
2. User could also drag files to the list for verification.

Video Preview: Check this column to preview indicated file in verification
list. Select the button below preview window to play », Pause Il and
Stop M the file previewed.

Note: Preview of (.omp) (.jpg) format is not allowed.
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1.3 Verify Image/Vid

eo

Step 1: Select single or multiple files for verification.

Step 2: Click “verify ‘ "to start verification.
Step 3: The verification result will show on watermark column.
If a fle was tampered with, it will show #.
If a file passed verification, it will show .

A. Verification Tool

Watermark

(B i
Fiehame | ‘wWalemak | StriTime | EndTine: | Camhame | Fath Eﬂ
SO0, . AOUS., A00ISL.. DlrkDC.. ClDoosens
0o 5, A0S . ZDE . SeTo N, CiDocments o
MOe0 G 20000, D00, Sare WDh,  CNOCCUMENIE @
S CIO00L,,, W AT, T, TREDre,, Yo g
SO0, NS, SOONS.. TAEMDNE... C\OCCuments &
T T OIS, OOUTS). OLrkDC. CYoruments o
W CIOE 00T, F0AM.., Dk DG, CiDocuments ooy
Bt e ko _.J,_J
B Wy

Humbsaral Ve Yeried T fies Tirres alapsed 0o 19 208

P o P T e Tirea fefl, i 4 e

N\

Verification report

Witk P ey

&I

Step 4: The verification report will show below to display the information
related to verification.
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B. License Management Tool
B. License Management Tool

The license of the software should be registered first before operating
the former version of Intelligent Surveillance System.

Execute the License Management Tool to activate the license from
dongle or serial number allocated with the software package, or
de-activate the license then bring it to another PC to activate it again.

Both “On line” and “Off line” status of PC environment could execute
the tool to “activate” or “transfer” the license. Below list 4 types of
license management process:

- To "activate” the license with PC connected to network, follow the
“Activation On line” process.

- To "activate” the license with PC not connected to network, follow the
“Activation Off line” process.

- To “de-activate/transfer” the license with PC connected to network,
follow the “Transfer On line” process.

- To “de-activate/transfer” the license with PC not connected to
network, follow the “Transfer Off line” process.

Please refer below chapter for the detail steps of each process.
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1.1 License Management Tool Overview
1.1.1 Execute License Management Tool

Step 1: Execute “License Manager” Tool in config menu or installation

folders.
| e ——
Tl
Ui Aeocnsd S e e
Licanin Mariager v J - _J
Sl Dl Con Bgun 15 Ll = Config db dump
B Cooniing Appleaiod &)
B Log v -J :—J .-——J
B Bt PTZFrofacol hdn. wave

Mabéeoik Seivicn

‘ é é i !EE g g h e' Alphal dll Alpha.dll

Step 2: The “License Management Tool” will appear. Please refer below
for the tool overview.

1.1.2 License Management Tool Overview

Activate tab

7] i3seae bansesment Taol %)

[~ Activate | Transfer i

('SN | Channel | Product | Status |_“
SN status
\_ /
. Activate type:
Activate type Fo e
" Offline
(rSN type: ‘\
SN i‘ype  Input S I
£ Irnport S file: I Browee
& Activate from dongle
\‘ O Irmport license file: I Browwse J)
Activate e
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B. License Management Tool

m

Transfer Tab Tt |

(Ten | chanmel | Product Tews |
SN status

N .
Trarsler psi. b

Transfer type & anim

T fine
‘ e |

Transfer —
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1.2 Activate/Transfer License

1.2.1 Activate License

|Ac‘rivo’rion Online|

Step 1: Open “License Manager” Tool.
Step 2: Select “On line” as Activate type.

Step 3: Input the “SN (Serial number)”or “Import SN file”, and then click on
“Activate” button.

SM type:
+ Input SM: 5
" Import SN file: |

€ Activate from dorgle

= Impott license file: |

Step 4: Restart MainConsole if activated successfully.

IActivation Off line|

Step 1: Open “License Manager” Tool.

Step 2: Select “Off line” as Activate type.

Activate type:
" Online
& O line:

Step 3:Insert the “SN”, and then click on “Activate” button.
Sh type:
[6‘ Input SM:

" Impor SN file: | Erciise
£+ Actvate fonmdongle
" Import license file: | Browse

| Activate
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B. License Management Tool

Step 4: Save “Request file” , and then take it to another PC connected to
Intfernet.

" Request File e
Fle Edt  Wew Faeorites ook Help i
ko [E CiiDocuments and Settings\ApeliOnsitopiRoquest Fle ] B G0

I,

: g LenseTool.di
iﬁ lbeepat, di ﬁ 1,0.0.1
| Lcersn Tool Symamic Lk Lbrary
1% oifies
[134] | P2 =1':q CiffLinaToolsxe -
LE] 3K CHiLineActizstion MRC Anphce

Step 5: Execute " OffLineTool.exe ,j "in another PC , and then click
“Activate” to send request file to license server.

2] 0ff Line Tool

Informatkon

ALlivats new SN

Miw SN

Step 6: Save “License file”, and then take it to original NVR system.

Step 7: Open “License Manager” Tool again, select “Import license file”,
and then click “Activate” button to activate.

Skl type:
£ Ihput SM: I

£ Import SN file: |

1 Activatefrom donale

[{’5“ Impott license file: |CjDu|:umenis and Seftin EBrwse 1]
Activate l

Step 8: Restart MainConsole if activated successfully.

= =

@ The program will be restarted o apply a new sethng.
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1.2.2 Transfer License

hronsfer On Iine|

Step 1: Open “License Manager” Tool.
Step 2: Select “Transfer” Tab, and then check “On line” as Transfer type.

Step 3: Select “SN" and click on “Transfer” button.

Rolwatn  Transfer |

Trarsfir ks
A Qn e
T fne

Step 4: Restart MainConsole if activated successfully.

Transfer Off ling]

Step 1: Open “License Manager” Tool.
Step 2: Select “Transfer” Tab, and then check "Off line” as Transfer type.

Step 3: Select “SN”, and then click “Transfer” button to transfer SN.

T sier b
™ Onlime

|
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Step 4: Save “Request file”. Restart MainConsole if activated successfully.

_J Request File okl
File Edt  View Favorkes Tools  Help ar
Agdeess |3 C:\Documents and Settings\ AprifiDesktop|Request Fie |E| Go

a v Y LicenssToal,di
‘ﬁ Hhexpat.di ﬁ 1.0.0.1
LicerseTool Cymamic Link Library
ad lh Ef-'r..}'l.-f;ir.m | CffLineToalexe
544] | ¢ H:! CffLineactivation MPC Applica,

Step 5: Copy request file to another PC connected to internet.

Step 6: Execute OffLineTool.exe in another PC, check Transfer SN and click
“Transfer” to send request file to license server.

[#] off Line Tool

Infarmation:

Transfer activated SM.

[ Transfer "[ Exit |

Note: User need to copy request file to another PC and send it to license
server, otherwise the SN can’t be re-activate again!!

Step 7: Check Transfer Completed.

[/]ott Line Tool

Infarmation:

Completel Transfer has finished. bt

Transfer activated Shl.

Transfer SM:

SAT1-D23C-09E1-T422

Transfer
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C. Resource Management Tool
C. Resource Management Tool

The Resource Management Tool could detect whether the system
operation is normal or not.

Note: For further application of Resource Management Tool, please refer
page 68 In “Guard” chapter.

1.1 Execute Resource Management tool
Sxt Homior i
Shop Becoimeny Srhedus
Shop: Smat Guard System

Step 1: Open Resource Report from start menu.

St Couring Aorection

Step 2: The Resource Management Tool will
appear.

Step 1 Cpen 10 Cortred Fred
Lock System |
| © oA
1.2 System Resource Overview
System Resource History Diagram
Herfam R pgure Nemory Lizapge

= Byl Hesilth
EFU T e psi v 072 133 )
Walherboaid Ta et 0 5 G134
P Fan Spid 0 RFW
Powver Fan 8 paed: O FFEM
CPULaeding 11 %
Rl iy s 1 &
Wi iy Lkaiad - 1865 WE
Waiind i B kbl S 620 WA
= Lingbi=al D Frae 15°%
CoDociivenis @ B e ngelLEEFRS- £
- M Easrk LIBRZah 4

e H

srarad | o |

Advanced
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C. Resource Management Tool
1.2.1 System Resource

System Health: This item shows the system information, including “CPU
Temperature”, “Motherboard Temperature”, *CPU Fan Speed” and
“Power Fan Speed”.

Note: User needs to install the “SpeedFan” first to gather the CPU and
Motherboard temperature information.

CPU Loading: This item shows the percentage of CPU usage.

Memory Usage: This item shows the memory usage of system. “Memory
Used” and “Memory Available” are included.

Logical Disk Free: This item shows the percentage of available disk space
for storage.

Nofe: The disk directory will be the same as the one in
MainConsole>Config>Setting>Storage>Location.

Networlk Utilization : This item shows the total upload and download
bit-rate utilization of the running computer.

1.2.2 Instant Diagram

Click each item in the left list to obtain the instant system diagram. The
“system resource” will be displayed as each variable in Vertical Axis; The
unit of Horizontal Axis will be displayed as “Per Second”.

Brmlem Reraune A:PULu-ihn
E1- Eyedirh HeaEn [l
AP T i o rad i - 43 55 1 L)
W i Tanerakine 4570 [119°F)

CPU Fan Spisd O RPM
Pswir Fan Hpaed” 0 FFA

= Vertical Axis

= Memy U eapa O
ey Lked: 1844 MB
T Saved ka1 B ME
=t Logkeal Digk Frae d %
Coil pcarveands G Beiirg el EER S £
- Mk LB izal o
Torka | Lk b cad Bk’ O Dps
Torka | Derwnbaead Biivaia D b

|_ Horizontal Axis

L e | |

adancan | o |
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1.3 Advanced Resource Report
Click “Advanced button to search and export system logs in “Search” tab
and obtain the history diagram of an specified period in “Diagram” tab.

1.3.1 Search

wirce Report
Search |Disp|ay| Si'
ep 4
Type ICPU Loading j == ISD.DD % i’ //
I
St 1 /Date & |zo09i08i08 [+ 12 % Vs Siep 3
ep B
DateTime: €1 20000610z 1551 BlE | 10 {z00ei05ms 1551 IS Search )‘
Step 2
Start Time | End Time | Log Type | A, | Min. | [IEYS ;l
2009/06/08 15:54:55  2009/06/08 15:55:10  CPU loading E0.56% 50.00%  100.00%
200906/08 15:56:00 2009/06/08 15:56:05  CPU loading B0.51% A40.00%  100.00%
2009/06/08 15:56:15  2009/06/08 159:56:20  CPU loading E0.49% 50.00%  100.00%
200906/08 15:56:40  2009/06/08 15:5710  CPU loading B0.25% A40.00%  100.00%
2009/06/08 15:57:15  2009/06/08 159:57:20  CPU loading EO.19% 50.00%  100.00%
200906/08 15:57:35  2009/06/08 15:57:40  CPU loading BO0.19% A40.00%  100.00%
2009/06/08 15:57:45  2009/06/08 15:57:50  CPU loading B0.32% 50.00%  100.00%
200906/08 15:57:55  2008/06/08 15:58:00 CPU loading BO.27% A40.00%  100.00%
2009/06/08 15:58:35  2009/06/08 159:58:98  CPU loading BO11% 50.00%  100.00%
200906/08 15:59:25  2009/06/08 15:59:35  CPU loading BO0.11% A40.00%  100.00%
2009/06/08 15:59:40  2009/06/08 159:59:50  CPU loading E0.04% 50.00%  100.00%
200906/08 15:59:55  2009/06/08 15:59:55  CPU loading B0.04% A40.00%  100.00%
2009/06/08 16:00:00  2009/06/08 16:00:18  CPU loading 51.67% 51.00% 53.00%
200906/08 16:00:25  2008/06/08 16:00:50  CPU loading 52.75% 50.00%  57.00%
2009/06/08 16:00:55  2009/06/08 16:01:00  CPU loading 53.78% 50.00%  B2.00%
200906/08 16:01:05  2008/06/08 16:01:10  CPU loading 54.00% 50.00% 62.00%
2009/06/08 16:01:40  2009/06/08 16:01:95  CPU loading 54.54% 50.00%  B2.00%
200906/08 16:02:10  2009/06/08 16:02:15  CPU loading 85.71% 50.00%  71.00% _I
= = : -
E?DQIDEJ‘US 16:02:35  2009/06/08 16:02:45  CPU loading 56.13% 50.00% ?1.IDD% . / Si_ep 5
v 0K

Step 1: Choose the system event type, and then select the standard
percentage to search system log.

Step 2: Select the Date/DateTime duration to search system log.

Step 3: Click “Search” to start searching, the system logs will be listed
below.

) . F B i fi #
STep 4 C“Ck “Export to TO | | SanTene EsdTrm LégThvpe Ao Bl Wi

s [k 7 ANRDEE 1100 DR 11 T kabeg "] 1] 7]

save the system login (*.xls) 3 JOOCEAE IS CHNRCEME |10 U kadig B 5 )

or (*.txt) format. §OOOWEEIZI)  HOMEE LI Plkeleg BIE? M T

5 NOODEE 11510 HERCEE 12HH P kadeg 5 5 7

N . R 2215 ORR (2218 O g i ] iy

Step 5: Click *OK" to close 7 FOOCENE 11325]  CPOOENE [1IE51  OPU kg kT i3 7

. WA Al R 12255 ) hadig (1K 3 i i}

the report window. 0 THRCERE [T3AT  TNOODEE |1RE P adies T il i



IP CamSecure
C. Resource Management Tool

1.3.2 Display

& Advanced Resource Report

Search Display |

Type: |CF'U Loading j

!
DateTime: 2009/06/08 16:39 = 2 L
Petiod: One Day | ™ Display I

0%
2009{06/08 00:00

Maximun: 2009/06{08 15:16:25 Minimun: 2009/06/08 13:35:54

Choose the system event type.
Select the DateTime to draft history diagram.

Setup the start time and duration for charting. User can choose
“One Day”, "One Hour” or “One Minute” as the duration.

Click “Display” to start charting, the diagram will be displayed at
below column.

Click “Save” to save the
diagram in (*.omp) format.

Click "OK" to close the

0%

report window. 00870608 0000 T

Maximun: 2009{06{08 15:16:25 Minimun: 2009/06/08 13:35:54
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D. DB Tool

D. DB Tool

The DB Tool Repair database files and Export configurations.

Warning : improper use of this DB Tool may cause lose of the recorded
video data.

Step 1: Execute DB Tool from program files.

Step 1

Step 2: Enter the password of administrator to log in.

-~

(ermmeeme—— .
Step 2 DBTools login &=
\ Pleage enter password for the administrator of Main Console:
B narme: Iadmin
Password:

| ok | [ cancel

page-1/6
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1.1 Repair Database

This page has three repair method, Modify Location, Verify Only, and
Repair.

For modify location propose:
Playback system can recognize all recording video in the folders
which list on MainConsole > Config > Setting > General page. For
some reason, user need use Playback system to open recording
video beyond storage location setting. For this propose, user could
follow below steps to modify location by DB tool.
Note: The default storage location of system is on
your_installation_directory, (ex: C:\Program Files\IPCamSecure)

Step 1: Select Repair database.
ko DBTools {IP version 3, 1,0, 0)

—Repair database -

maodify locations to store wideo files. Please confirm locations where video
files were stored and press hutton "Modif® to confirm.

. Repair
idatahase:

Step 2: Select the repair Method as Modify Location.

Repair databasze

Modify locations to store video files. Please confirm locations where video
files were stared and press button "Madify’ to confirm.

Install Path: CAProgram FilesihUUOWSCE_IP

Method: | Madify Location -

Step 3: For add database location, please click on Sbutton and use
URL to choose location.
For remove database location, please choose location form
list and click on # button to remove location.
'viden File Locations

C\Program Files\MUUCASCE TP
D:Yywideo
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D. DB Tool

Step 4: Click on Modify button to modify location. After modification,
the Modify Result will show on the panel.

Modify Result. 2 locations canfirmed.

Open Log ] [ b odify

Example of modify database:

In certain case that when video data needs to be transfer from old PC to
another new PC, user will need to perform the following procedure.

1. Manually copy all recorded video data from the default installation
path or other user-defined storage path of the old PC.

r_.:-" CAProgram Files NTTOWCE TP

x| ;| - -

| P, = -
# ) IBM ~ L= | =, R_ecorded
& [ IBM ThinkVantage 20060221 20060323 manual video data
& ([ InstallShisld Installation Inf
E = i
+‘ E:j ?temgtExp]nrer u,,...-ﬂ] E_J %‘é
i {7 koe

: Zeppadll
# [ Lenovo bl W EPP

2. Manually paste all recorded video data to the default installation path
or other user-defined storage path of the new PC

3. Follow previous page to add new location on new PC.

4. Old recorded video data can be viewed by playback system on the
new PC.

For verify and repair proposes:
This tool is using to check and repair your database and recording
video with below problems:
(1) If there are records in database, but no video file, use this DB Tools
to delete records.
(2) If there are video files but no record in database, use this DB Tools
to rearrange the database and find these records.
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Step 1: Switch to Repair database windows.
kd DBTools {IP version 3,1, 0.0)

—Repair database -

Modify locations to store video files. Please confirm locations where wideo
files were stored and press button "Modify* to confirm.

Step 2: Select the repair Method as Modify Location.

Repair database

Yerify wideo files stared by surveillance systermn. Please confirm locations
wwhere video files were stored and press hutton "Werify" to check all files.
Fixing database is only needed when verification is failed.

Install Path: CAProgram FilesiSCB_IP

Methad:  [Merify Only 2

Step 3: Check the video location windows.
The system will list all video locations in table, but if there are

any omit, please use = to insert.
Note: After inserting location, the system will show files count

below table.
File Count: 41

Step 4: Choose the method of “Verify Only”, and click “verify”. This
method will only check the files without modify. Verify result will
show how many files broken or missing.

vatify Result, 41 files verified, 0 files broken, O filas missing.

Step 5: Choose the method of “Repair(Complete)”, and click
“Repair” to repair. The Repair Result will show how many files

are fixed and inserted.
Repair Result, 2 files fixed, 41 files insered.

Step 6: The repair new database will replace old ones. And the
original database will change file names with extend repair
date and time as below.
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: fidress |3 DASCEIP

Hame
@'; EventLog.mdb

@ FileRecord,mdb

E,:_RJ FileRecord.mdb_200807144121358.mdb
[ﬁj_’j PosRecord.mdb

ScheduleConfig. rmdb

SystemLog.mdb
SystemLog.mdb_200807144121358, mdb

Note: Open Log is a tool to record repair database recode. It will
recode repair method, file operation, strat fime and end time.

T ovhial g _vtapad. ok

|r.t- P Fpwal Yew W

I...-..-..............-..-.............-..-..............-..-............-..-....

operation "vVerify only” 45 starved at (2008,/07,/14 12:01:17)

File Broken: D:'\video /20080708 CO000Z/COM002500a200807 PELL2323437 . dat
Files Eroken: O: mmmm:Mﬁmmz;mmuzaumﬂm? BELI4 304525 dat
41 files werified, 2 files broken, 0 files missing.

gperation "verify only’ 15 Finished at {Eﬂuﬁfﬂ?fﬁ 12:01:19)

Operation "werify only" is started at (2008/07/14 12:13:19)

File Broken: D:'\Wides,/ 20080708/ c00002 /000025004 200807 08112323437  dat
File Broken: D: 'ﬁ,'t.l"idED.I"E'DU*BI}TI]B{G:F[IIZI-DEfcﬂﬂﬂﬂEEﬂﬂﬂ,EﬂﬂEﬂ?ﬂEﬂd&MEES.d-a'l:
4L f1les verified, 2 files broken, 0 F1les m'lumg.

operation “werifv only' is finished at (200807 /14 12:13:200

Operation "Repair [Complete)” 15 started at (2003/07/14 12:13:58)

File Repaired: D:\video/ 20080708, 00002,/ CO00025004200807 08112323437 . dat
File Repaired: ©:\Wideo 20080708/ 00002/ CO00G25004 200807 F8LI4 304625 dat
2 files fizxed, 41 files inserted.

Operation "Repair (Complets)” 4% Findshed ar (2008707 /14 12:14:07)

| ¥
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1.2 Export Configurations

This tool is using when user want to export all configuration to backup,
take to another PC for backup.

Step 1: Press “Export”.
{4 DBTools (IP version 3,1.0.0) %]

@ — Expont Configurations

Expnrt Main Consale configurations far troukle shooting. Please

Repair provide the exported *.ofg file to the technical support .

database

3
e

configuration

Step 2: Select the location you want to Export and type the name of
the configurations.

Step 3: Press “Save” to start to import database.

Save As 2ES
- [ = e
Save it ID SCEP _'] & B eF B
i [2F] ]
i Serer Config.cfg [0 Ta Last Falder visited|
[ymanual
(ymdb
[hskin
(v
File hame: l Save I

Save as lype: | Config Files [* cfg) | LCancel |
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Appendix A - 3GPP Service

How to setup 3GPP streaming connection (using BenQ-Siemens mobile
phones)

System Configuration
DVR / NVR server v2.6

CPU: Intel core2 Duo 1.86 GHz
Memory: 512 DDR RAM

Ethernet: Realtek RTL8168/8111 PCI-E
Hard Disk: 160GB

Graphic card: ASUS Extreme AX550
Operating System: Windows XP Professional SP2
Mobile Phone: BenQ-Siemens E81

1.1 Configuration from Surveillance server

Step 1 : Go to Config and select Network Service

W g e e

> Glalelaln).
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Step 2 : Select 3GPP Service, and then click Start

Note: In the Option item, the “port” selected here is the same port from
mobile handset

1.2 Configuration from 3G Mobile Phone
1.2.1 BenQ-Siemens E81

Step 1: Goto Menu, then Internet
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Step 2: Select Bookmarks

Step 4: Configure the Adress setting as the following example.
Ex: rtsp://61.216.97.69:554/media00.3gp

61.216.97.69:554 is the IP address of NVR or DVR system

Port : port specified in 3GPP Service from NVR or DVR system
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Step 5: Save the settings and start playing

Al e ¢
o) Imacca. 3gp
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1.2.2 BenQ P50

1. Connect GPRS
Mensajeria o i 4 1512 9

Conectando...
Conectando a: CHT_INTERNET
Conectando a GPRS.

Configuracion

y

MMS 0 elemento(s).
Nuevo Herram. Cuentas JE, E|‘

2. Download and install the [PLATFORMA4] software.

3. Execute Main Console.
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4. Press the [Config]=2>[Network Service] > [Start]

5. Open [PLATFORMA], press the button framed by red into Option

TerarFons s Player 5.0 for Packet PC

'Fllu“‘_
‘;.;'PLATEERML-J.
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6. [Open Url] enter the rtsp address of the camera

(EX: rtsp://61.216.97.69/media00.3gp—>channel 1
EX: rtsp://61.216.97.69/media01.3gp—->channel 2
EX:rtsp://61.216.97.69/media02.3gp->channel 3)

Platfiormd Rlayer '7;|| o3 0434 @

Brouse, .

-Broadcast

Listery to Broadcast. ..

-Progressive Download

Save &S

Open [ Settings 1] Settings 11 | about |
2

7. [Setting lJchange the setting and press “OK"
[Protocol] TCP [Buffer Size]
60 [Connection TimeOut]
103 -Metwork Settings
[Data Recept. TimeOut] 100 Pratocal: (@) LDP
[Deblocking Filter] check () TCP

Flatformd Player | % 04:36 ok]

Buffer Size: (G0 |seC, |E|E|
Connection TimeOut: (103 | sec. |E|I|
Data Recept. TimeOut: | 100 | sec, |E|E|

-Wideo Settings
Dieblocking Filter Ditherinig
Zoorm and crop in Fullscreen

Open | Ssttings 1 | Settings 11 | about |

s
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8. Go back to PLATFORMA4, searching and then getting the video
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Appendix B - PDA / Smart
Phone Client

PDA / SP (Smart Phone) Client are only applied for devices with Windows

Mobile 5.0 platform or above. See the sections below to find how to install

and execute PDA / SP Client.

Note:

1. The different between Smart Phone and PDA Client is navigation of
operation, user can only control client with phone buttons.

2. The resolution of PDA / SP Client is limited in 240*320 (QVGA).

1.1 Install PDA / Smart Phone Client

Stepl: Connect mobile device to the PC.

Step 2:Insert the installation CD and click on PDA Client Installation /
Smart Phone Client Installation to install application in device.
Note: If you do not have Microsoft® ActiveSync installed, a
message will appear “Can not find ActiveSync. Please reinstall
ActiveSync and than run this installation again.”

Step 3: Check the client application is installed completely in the mobile

device.
sisoes $lully installed on your
device,
I wou feed more shorage space,
eal can remave installed
T CEJT AT,

1.2 Execute PDA / Smart Phone Client

& Swieg

ke fcoant Sating
Lt Paia
SavayLoad Conbouration

1.2.1 Main Console setting

B Coening Appleaton
i Pos appicaon

B Log viewm

B B
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Step 1: Go to “Config” and select
“Network Service”

Network Service
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Step 2: Select “Live Streaming”, and then click “Start”.

Note: The “Port” selected here will be the same with the one in PDA/Smart

Phone. T T —

X E e
Live Streaming ™ e [ ® ———— ———
[ Cimin ™
Pindort
171}
Il | st Cwm—t— Start
B e s
baip N LT . -
P e | el Vel B e
ol ot |F'. Pori
LR TSN [l II.I
bR
— == -

1.2.2 Execute and Login

Step 1: Check your PDA/Smart Phone device is connected to network,

and then go to Start > Programs > PDA / Smart Phone Client to
execute application.

Step 2:Insert Address, Port, Name and Password of the server and click on

to login.

e —
- i e
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1.3 PDA/Smart Phone Client Overview
There are 3 main pages of Client application: Monitor Preview, 1/0 Control

and System Info. Switch between these buttons to adjust overall
configurations.

Log out

Live View | /O control System Info

1.3.1 Live View
Camera List
MDhiIEL_i'I.I{é'.,.'.' ey ;

S

N
. Display Live Video Back to Camera List
Camera List:

Display all “snapshots” of channels connected to server as camera list.
Click on indicated snapshot to get the channel information, and then
click on ®__to display live video.

Note: The Screen Division and Refresh option could help to quick find the
channel.

Screen Division

Refresh
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Live Video Display:
Live View panel could display “live video”, control PTZ, and snapshot.
Click ® to go back camera list.

PTZ Control: Click on PT Control Panel and Zoom Out/In to conftrol
physical PTZ camera or adjust digital PTZ under digital PTZ mode.
Note: To switch between “Digital PTZ"” and “Physical PTZ", simply click

on & button.

Zoom Out/In L PT Control

Preset Go: Clickdl to select indicated preset point.

Preset03 -

bbbb l
| PresetD4 [== /
| Gl| Presetos 14 |

Snapshot: Click . to take the snapshot and save it to default
folder.

Full Screen: Click . to toggle to the “Full Screen Mode”, right click
on screen to obtain the PT control panel and disable full screen
display.

Disable Full Screen

Enable Audio: Click - to enable the audio of current channel.

1.3.2 1/O Control
Select “I/O Control” button to monitor status of DI/DO devices, and
control DO devices.
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7 o | Mobileliveviewer  &F £ 424 [X

— ==

I/O Device

1/0

I/0O Device list :
Select and monitor the device connected with Server.

DI/DO status :
Monitor the DI/DO status synchronized with Server, and then click Output
button to trigger the DO action.

Gray icon indicates the normal status of DI/DO devices.
! Red icon indicates the alarm status of DI/DO devices.
E Green icon indicates the synchronization process.

1.3.3 System Info

Display the server and client information. Server information includes
address, post, and version. Client information includes login user, count of
camera and |/O device with access authority and version.
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Appendix C - Remote Desktop
Tool

How to install Remote Desktop Tool
Step 1:Insert the Installation CD.\

Step 2: Please go to RemoteDesktopViewer directly and Run Setup.exe
file.

How to Start Remote Desktop Tool

Step 1: Please point to Start > All Programs > Remote Desktop Viewer >
Remote Desktop Viewer.\

Step 2: Please enter address, Port, Password of server. Enable the option
Use 8 bits color level to show steadier screen.

Step 3: Click OK to Start Remote Desk’rop.\

"% Remote Desktop Viewer &d
Semver: I ;}
Fort |514U Default I

Fassward: |

v lJse 8 bits color lewel

Cancel I
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